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面对日益严峻的威胁和挑战，中国银行持续完善科技风险治理机制，将网络安全风险作为集团重要风险进行统一管控。在技术防御体系方面，提出了“建立以主动防御为方法，纵深防御为基础的一体化网络安全防御体系”的目标，从一体化安全技术架构、常态化安全漏洞管理、主动化安全威胁管理、智能化业务风险防控、专业化安全队伍建设等五大领域重点发力，突破传统离散、被动的防御模式，提升信息系统健壮性，强化主动应对网络攻击的能力。

**加强顶层设计，完善信息安全治理机制**

中行持续完善信息安全管理策略、制度规范和技术标准，将信息科技风险纳入全行风险管理三道防线统一管控；按照信息安全专业领域细化安全管理组织架构和职责分工，形成自上而下，垂直贯穿海内外各级机构的信息安全管控体系；以整体防御框架及安全标准规范为依托，从企业级的视角, 将安全管控机制嵌入到需求开发、安全测试、投产准入、运维加固的全生命周期之中；健全管理机制，在总行的统筹规划下，形成研发与运维、业务与科技、总行与分行之间紧密协同、守土有责的管理模式，做到任务层层分解、措施执行有力、考核落实到位、责任落实到人.

健全全行信息安全组织架构和岗位配置，明确了信息安全管理对象和管控要求，通过ISO27001、ISO20000等国际标准认证，统一了全行信息安全管理的标准和方法，建立了安全管理机制和流程，提升了IT风险的管理水平。同时，将监管要求与国际标准相结合，梳理23个国家和地区的法规与监管要求，对标国内外网络安全最佳实践和技术规范，设计了涵盖7个领域26个子域69个子目标的内控框架，全面提升监管遵从与合规运营能力。

**遵循最佳实践，推进网络安全技术架构建设**

完善的技术框架是整个防御体系建设的先决条件和重要指导。中国银行深入分析面临的安全威胁，建立了9大分类的41项网络安全威胁模型，对标ISO 27001、PCI-DSS、《信息系统安全等级保护》等国内外网络安全最佳实践和技术规范，同时借鉴P2DR、PDRR、《自适应安全框架（ASA）》等主流网络安全框架，实现网络安全建设遵从法规、符合标准、接轨业界技术发展新要求。

根据整体信息安全管理框架，从空间和时间维度不断整合优化传统防御技术，形成了统一管理、梯次部署、纵深防御的网络安全防御技术框架。对外，严格实行内外网隔离，通过云端、运营商和本地三重DDos防御、入侵检测等技术，能够识别与防护3~7层网络攻击；对内，通过网络分区隔离、全行域用户管理及接入控制，以及防病毒、防篡改、防泄密等技术实现了常见安全威胁的防范和数据安全的保护。通过安全设备策略整合、威胁事件关联分析，以及高等级威胁监测等技术，具备了对于APT、精准式网络攻击的分析识别能力。

**覆盖全生命周期，深化系统安全漏洞管理**

近年来，中国银行持续加大对应用安全管控的投入，围绕可用性和安全性，完善非功能技术标准，建立了覆盖全生命周期应用系统安全管理机制，针对各类安全风险场景制定差异化应对策略，提升产品自身安全性。

一是建立全生命周期的漏洞管理机制。在设计阶段，明确安全要求、提前采取安全措施；在开发阶段，建立代码扫描和安全测试机制，降低应用漏洞风险；在投产运维阶段，进行上线前准入安全测试，定期进行漏洞扫描和渗透性测试，及时发现安全隐患并积极整改。

二是建立多维度、立体化漏洞评测机制。自主研发了安全漏洞风险计量标准及工具平台，建立了覆盖总、分行的安全漏洞扫描系统，定期自主开展漏洞扫描及远程渗透测试工作。聘请第三方专业机构定期开展互联网应用系统独立安全评估，发现问题及时进行整改。此外，结合网络安全情报，跟踪互联网漏洞信息及业内网络安全风险事件，向全辖发出风险提示，并及时处置。

目前，中国银行已形成安全漏洞发现、验证和修复的跨机构跨部门协同联动工作机制，有效提升了系统安全能力。

**打造SOC，强化一体化网络安全威胁管理**

中国银行持续强化安全威胁监测技术，全力打造7\*24小时不间断安全运营中心SOC。集中收集各类日志信息，并结合网络流量数据进行关联分析，实现了威胁监测的一体化集中管理。通过引入威胁情报、大数据分析等新兴技术，强化了对于高级持续性威胁（APT）和精准式网络攻击的实时发现及智能化预警能力。

在SOC建设过程中，配套建立了安全威胁运维机制，形成了监控、预警、处置、调查、加固的威胁运维管理流程，实现威胁监测、应急等各项工作标准化。目前，日均自动化监控日志超过3.7亿条，网络流量数据超过4.9亿条。截至2017年10月底，识别和拦截外部网络安全威胁事件万余起。阻断来自75个国家和地区的外部攻击地址3808个，成功防范了拒绝服务、网络入侵、网页篡改、信息泄露等大规模网络攻击,有效保障了我行金融业务的发展。

**推进智能化网络金融事中风控能力**

近年来随着跨境服务、跨业合作、跨界经营，以及新技术应用和新商业模式的出现，银行风控方法发生重大变化。中国银行以事中监控为核心，以线上渠道和网络金融业务为服务目标，综合运用大数据、云计算、人工智能等先进技术，构建了主动实时、高效智能的网络金融业务风险管控平台。

通过业务风控能力建设，中国银行事中业务风险管控实现了风险能力价值共享，运营能力专业集中。在控制风险的同时，识别和抵御网络金融欺诈，全面保障了个人网银、个人手机银行和中银E贷等主要网络金融渠道和产品的交易安全，进一步提升了我行网络金融风险交易监测能力。

**聚焦前瞻性研究，加快专业人才培养**

我行积极开展自主可控网络安全技术前瞻性研究和运用。2016年，我行与专业安全机构及知名高校联合建立了“金融信息安全联合实验室”，着力加强“安全新技术”及“新技术安全”领域的研究运用，目前已在安全威胁态势感知模型、量子通讯加密技术、总分机构互联标准设计、商业化波分复用技术研发等方面取得了积极进展。

为加强网络安全人才培养，中国银行专门成立了信息安全专业技术团队，负责全行网络攻防工作，在实战中不断锤炼提升队伍专业化能力。每年定期进行防DDos攻击、防病毒、精准式网络攻击、社会工程攻击实战演练。今年开展的钓鱼邮件社会工程实战演练是近年来规模最大的一次实战演练，发送钓鱼演练邮件近万封，覆盖总行管理层及海内外分行各级员工，对于提升全行员工网络安全意识发挥了积极作用，取得了明显的成效。

**未来努力方向**

作为全球系统性重要银行，中国银行的网络安全体系应具备统一指挥、随时应对全球7×24小时安全威胁的监测和应急响应能力，全面、智能、可视化的信息安全威胁态势分析能力，贯穿信息系统生命周期各环节的安全漏洞自动化发现能力。面向未来，中国银行将依据顶层规划，跟踪前沿技术发展，探索建立基于大数据和人工智能技术的主动式安全态势感知模型，进一步提升智能化风控能力，完成云平台等新技术平台安全防御体系的设计、研发和部署，大力加强新型网络安全技术队伍培养，实现对网络安全风险预警、实时监控、关联分析与快速处置的全流程管控。