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## Critical Risk Findings

### Eternal Blue (MS17-010) Remote Code Execution

**Impact**

Sensitive information contained within the server could be read. It could assist an attacker to obtain higher privileges. The server could be used for cyber attacks against other hosts on the network. The availability and/or integrity of information within the system could also be compromised

**Exploit Difficulty**

The issue is exploitable by an unauthenticated adversary with local network access

**MITRE Attack IDs**

T1068, T1133(if external)

**CVE ref**

CVE- 2019-0708

**OWASP ref**

## High Risk Findings

### SMB Signing Disabled

Pyparsing can be used to parse mathematical expressions. In particular, fourFn.py shows how to parse basic arithmetic expressions. Below, I've rewrapped fourFn into a numeric parser class for easier reuse.

## Medium Risk Findings

### Appendix Test