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# 一 **工作概述**

主要工作内容如下：

{{time}}，渗透测试人员对{{name}}{% if doctype == 1 %}进行渗透测试。在测试过程中发现{{high}}**处高危漏洞，**{{medium}}**处中危漏洞,**{{low}}**处低危漏洞**{%elif doctype == 2 %}进行漏洞复测。在复测过程中发现**未修复**{{common}}**个**{% endif %}{% if common != 0 %}，漏洞类型主要为{{vulnerability\_types}}{% endif %}。以下是详细测试内容。{% if doctype == 1 %}

|  |  |  |
| --- | --- | --- |
| **{{name}}漏洞情况一览表** | | |
| **序号** | **漏洞url** | **漏洞类型** |

{%p for z in hostlist %}

|  |  |  |
| --- | --- | --- |
| {{z.id}} | {{z.url}} | {{z.type}} |

{%p endfor %}

{% endif %}

# 二 **漏洞详情**

{%p for z in alerts %}

## {{z.name}}

{%p for i in z.path %}

### {{i.pathname}}{% if doctype == 2 %}{%if i.repair\_time == 1 %}（未修复）{%elif i.repair\_time == 2 %}（已修复）{% endif %}{% endif %}

|  |  |
| --- | --- |
| **漏洞名称** | {{i.name}} |
| **漏洞等级** | {% if i.level == 4 %}高危{%elif i.level == 3 %}图片1中危{%elif i.level == 2 %}C:\Users\Administrator\Documents\Tencent Files\1057878607\Image\C2C\Image1\$9GO{YN{UIF(B2QBU[G2XZ6.jpg低危{% endif %} |
| **漏洞地址** | {{i.url}} |
| **漏洞描述** | {{i.analysis}} |
| **漏洞检测结果** | |
| {%p for b in i.verification%}  {{b}}  {%p endfor %} | |
| **修复建议** | {{i.suggestions}} |

{%p endfor %}

{%p endfor %}