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**ABSTRACT**

In today's cybersecurity landscape, the identification of subdomains is crucial for comprehensively assessing the security posture of a network. This project introduces an innovative approach to subdomain enumeration, leveraging automated techniques to efficiently scan target domains. Through the utilization of wordlists and HTTP requests, the tool systematically explores possible subdomains, identifying potential entry points for malicious actors. By providing detailed flowcharts and schematic diagrams, the project offers a comprehensive understanding of the methodology and technical intricacies involved in subdomain enumeration. This tool serves as a valuable asset for cybersecurity professionals, enabling them to proactively identify and mitigate potential vulnerabilities within their networks.