**Internal Network Penetration Test Questionnaire**

1. **Scope:**

What IP Addresses, Network Ranges or Domain Names are subject for testing?

1. **Authorization:**

What’s allowed? What’s not allowed?

1. **Timing**

What’s the preferred time to conduct the testing? During business hours? After business hours? On the weekends?

1. **Operational Safety/Stability**

Are there any systems which are fragile? (Tendency to crash, Older OS or Unpatched)

1. **Criticality**

What are the most critical servers and applications?

1. **Data Sensitivity**

What’s the data that would create the greatest risk if exposed, corrupted, or deleted?

1. **Backup**

Are backups tested on a regular basis? When was the last time the backups were restored?

1. **Disaster Recovery**

Are Disaster Recovery Procedures in place?