SecuriTech Security Policy

1. Password Management:

- All passwords must be at least 12 characters long.

- Passwords must include uppercase, lowercase, numbers, and special characters.

- Passwords must be changed every 90 days.

2. Access Control:

- Employees must use multi-factor authentication (MFA) for all systems.

- Access to sensitive data must be restricted to authorized personnel only.

3. Data Encryption:

- All sensitive data must be encrypted at rest and in transit.

- Use AES-256 encryption for data storage.

4. Incident Reporting:

- Report any security incidents immediately to the IT Security team.

- Do not attempt to resolve security breaches without authorization.

5. Compliance:

- All employees must comply with GDPR and other relevant regulations.

- Regular security audits will be conducted to ensure compliance.