Assignment -1:

If I would have lost my phone, the first thing I would try would be using find my phone feature. I enabled this feature and also backed up my data. I backed up all my data like photos, contact lists, social media backups and messages. If my device went into factory default, I can recover the lost data as I backed it up on the cloud.

Assignment -2:

I don’t have a work desk but if I had I would have maintained a clean environment.

Assignment -3:

Disabling the USB ports is done by Device Manager. Clicking on the USB controller, we can choose to uninstall the USB drive. This will cause the USB port to be undetected by windows.

Assignment -4:

The last time I used other’s computer, when I had trouble with my laptop. I had trouble earlier adapting to different kind of arrangement. Later I used browser in which their mail was open, which was accessed by me. This was a big risk as some other person is accessing their mails. Going forward, I would make sure my personal data are not accessible by others and risk by data.

Assignment -5:

A keylogger is software that tracks or logs the keys struck on the keyboard, so that you don’t know that your actions are being monitored. This is done with malicious intent to collect your account information, credit card numbers, user names, passwords, and other private data.

Keylogger uses a trojan virus as a delivery tool to install keylogger. Before this, they use phishing and then understand the victim. To protect yourself we need to implement security systems and 2 factor authentication.