**DFD Dictionary**

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAIAAACQd1PeAAAADElEQVR42mP4//8/AAX+Av4zEpUUAAAAAElFTkSuQmCC)**Processes**

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAIAAACQd1PeAAAADElEQVR42mP4//8/AAX+Av4zEpUUAAAAAElFTkSuQmCC)**Entities**

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAIAAACQd1PeAAAADElEQVR42mP4//8/AAX+Av4zEpUUAAAAAElFTkSuQmCC)**Data Flows**

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAIAAACQd1PeAAAADElEQVR42mP4//8/AAX+Av4zEpUUAAAAAElFTkSuQmCC)**Data Repositories**

**Entities:**

* **Developer-** create, edits, and reviews the software package for the company. Submits package to be scanned for OSS licenses and vulnerabilities.
* **Manager-** requests license and vulnerability results, creates and edits policy regarding OSS licenses and vulnerabilities.

**Processes:**

* **Manage the Discovery of OSS Risk-** the developer requests results from this process. This process sends and receives data to and from the process “scan for OSS licenses” and the repository “NIST Vulnerability DB”. This data is then sent to the repository “Scanned Software DB”.
* **Scan for OSS licenses-** the developer sends a software package to be scanned for licenses through this process. Results are sent to the repository and back to the developer.
* **Create/edit policy-** The manager can create or edit policies regarding the license and vulnerability information.
* **Get license & vulnerability info-** The manager requests the OSS license and vulnerability information from the Scanned Software Database, to assist with creating and editing policies regarding this information.
* **Apply policy-** The manager can apply a new policy regarding the OSS license and vulnerability information, this policy is sent to the “Policy DB”.

**Repositories:**

* **NIST Vulnerability DB-** This database, for the National Institute of Standards and Technology, allows software packages to be scanned for vulnerabilities that are entered into this system.
* **Policy DB-** This database holds all applied policies which the manager has created, regarding OSS licenses and vulnerabilities.
* **Scanned Software DB-** This database holds all results from software package scans with the NIST Vulnerability DB, and checks for OSS licenses.

**Data Flows:**

* **Software package-** The software package, created by the developer and submitted to check for license and vulnerability information.
* **Vulnerability Results-** The scanned software results from the NIST Vulnerability DB.
* **License Results-** The license results for the submitted software.
* **Scanned Software Results-** The combination of both vulnerability and license results for the software package.
* **Package Policy-** Created by the manager, the policy in regards to any license and vulnerability information for a software package.