1. Personel Modülü
2. Satın Alma Modülü
3. Bilgi Güvenliği Prosedürü
4. Bilgi Standardizasyonu
   1. Stok Kalemlerinin mukerrer girişi

BİLGİ GÜVENLİK PROSEDÜRÜ

1. Sunucuların Güvenliği
   1. Network erişim kısıtlamaları (Var)
   2. Fiziksel erişim kısıtlamaları
2. Yedekleme
   1. Yedekleme prosedürü var(Var)
3. Kişisel Sağlık Kayıtlarının Güvenliği
   1. Kullanıcıların kayıtları ekleme/görme/değiştirme/listeleme kısıtlamaları
   2. Kullanıcı bilgisayarlarının kısıtlamaları (USB Bellek, CD sürücü vb.)
4. İnternet Erişim ve Kullanımı
   1. Firewall Ayarları(Var)
5. E-posta Kullanımı
   1. Gönderilen postaların loglanması?
6. Şifre Kullanımı
   1. Şifrelerin periyodik değiştirilmesi?
7. Uzaktan Erişim
   1. Erişim hakları kapalı, istisnai durumlar kayıt altında
8. Kablosuz Erişim
   1. Kablosuz erişim şifreli
9. Veri Tabanı Loglanması
10. HBYS Üzerinde Yapılan İşlemlerin İzlenmesi
    1. Salt okunur özellikte ayrı bir veritabanı
    2. Kullanıcı girişleri, gerçekleştirdikleri işlemler, sistem ayarlarında yapılan değişiklikler, sistem mesajları ve hatalar
    3. Bu kayıtlara erişimin kısıtlanması