1.1 国内外研究现状

1.1.1 智能变电站信息安全标准概述

为推进智能变电站发展，规范其建设模式，国内外研究机构和组织制定了一系列相关标准。2004年，国际电工委会（IEC）制定了IEC61850系列标准，该标准基于IEC60870系列标准和UCA标准，同时吸收了很多先进技术，对智能变电站的发展产生了深远的影响。

智能变电站相关研究随着IEC 61850的提出进入高速发展期，随着研究的进一步深入，变电站信息安全问题受到人们的关注。2005年，IEC制定了IEC 62351标准。该标准根据电力系统的特殊要求，运用已经被广泛使用的通信安全机制确保电力行业网络安全。随后，还有定义了变电站IED设备的基本安全要求和特征的IEEE 1686-2007标准，以及在智能变电站信息安全管理和安全性评估方面应用广泛的ISO/IEC 15408标准。

我国尚未发布专门的电力工业信息安全标准，仅在二次系统防护方面，国家电监会发布《电力二次系统安全防护规定》，该规定作为行政令规范了包括智能变电站在内的各电力企业二次系统的安全防护工作。

1.1.2 智能变电站信息安全防护研究现状

目前，国内外在智能变电站工业控制系统上，尚未有完整的安全防护体系研究，主要原因是早些年企业将生产安全问题放在重要位置，而对信息安全问题却并不重视，但随着乌克兰事件等由于工控系统导致的安全事件发生、“震网”病毒等，国内外都开始注重工业控制系统的信息安全，也开始逐渐加大对变电站工业控制系统的信息安全防护力度。

学术界主要从三个方向研究智能变电站的信息安全相关问题：（1）从信息安全管理的角度对智能变电站信息安全进一步研究，旨在在人员管理、设备管理、资产管理等方面制定一系列规范和要求，从宏观上保障智能变电站信息安全[1]；（2）从风险评估的角度研究智能变电站信息安全，旨在建立变电站企业风险评估体系，进而评估其安全等级[2]；（3）从安全防护角度研究智能变电站信息安全，旨在运用各种信息安全技术确保智能变电站信息安全[3]。当前，研究人员越来越把从安全防护的角度来研究智能变电站的信息安全作为主要研究方向。

研究人员普遍认为，由于智能变电站的特殊性，不能将IT网络中应用成熟的信息安全技术简单叠加来解决其网络安全问题。文献[4]全面分析了变电站网络面临的信息安全威胁，并提出了相应的信息安全防护措施；文献[5]对智能变电站安全防护技术进行了深入的研究，其安全防护技术可成功拦截非授权控制命令，可有效抵抗服务拒绝权利、利用型攻击等，具有较高的防护能力；文献[6]研究了面向智能变电站的安全防护技术，提高了变电站内设备的互操作性和互换性，也对变电站的信息可靠性和安全性提出了新的挑战；文献[7]提出了将分布式防护墙技术应用于变电站中，研究了分布式防火墙应用于SCADA系统时的拓扑类型和过滤规则；文献[8]研究了智能变电站网络和报文安全防护、实施安全方案的的报文实时性、智能变电站密匙管理等。

综上，研究人员围绕智能变电站信息安全需求，开展了很多研究，也取得了一定成果，但仍旧有一定的缺陷性，智能变电站综合自动化系统工业信息安全领域还未形成完整的工业安全防护体系，因此还需要进一步的研究。
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