# 기능 요구사항 작성 템플릿 (팀 전체용)

📝 이 문서는 팀원들이 각자 맡은 기능의 동작 방식을 명확히 정의하고, 협업 중 충돌을 방지하기 위해 작성됩니다.  
각자 맡은 기능에 대해 아래 항목을 채워 주세요.

## ✅ 1. 기능 이름

로그인

## ✅ 2. 기능 설명 (한 줄 요약)

입력된 정보를 Spring Security를 이용하여 로그인 처리 후 JWT를 반환한다.

## ✅ 3. 주요 흐름 / 시나리오

1. 사용자가 /api/auth 주소로 POST 요청을 보냄
2. 이메일, 비밀번호가 입력됨
3. 서버에서 값들이 유효한지 검사 후 잘못된 경우 400(Bad Request)로 응답하고 너무 잦은 요청을 보낼 시429(Too Many Requests)를 반환 문제가 없다면 로그인 진행
4. DTO를 엔티티로 변환
5. 로그인 시도 후 실패시 401(Unauthorized) 반환
6. 성공하면 200(OK)으로 사용자의 UUID(v7)를 포함한 가입된 정보를 Payload에 담아 JWT로 반환

## ✅ 4. 요청 DTO 예시

```json  
{  
 "email": "chocolat@chocolatalk.com",  
 “password”: “P@ssw0rd”  
}  
```

## ✅ 5. 응답 형식 예시

```json  
{  
 "status": 200,  
 "message": "success",  
 “token”: “eyJhbGciOiJIUzI1NiIsInR5cCI6IkpXVCJ9.eyJzdWIiOiIxMjM0NTY3ODkwIiwiaWF0IjoxNTE2MjM5MDIyLCJlbWFpbCI6ImNob2NvbGF0QGNob2NvbGF0YWxrLmNvbSIsInVpZCI6IjAxOTYzODVlLTVhZDAtNzU3Ni1iMzhmLTMzMGRjODBjNzQ2NiIsIm5hbWUiOiLsh7zsvZzrnbwiLCJwaG9uZSI6Iis4Mi0xMC0xMjM0LTU2NzgifQ.pyH8LGWJCCyJOYiHToEBgpUvws7QFjh0oMfEx-Ixt7o”  
}  
```

## ✅ 6. 예외 케이스 / 실패 상황

- 필수 값 누락 → 400 에러  
- 잘못된 형식 → 400 에러  
- 너무 잦은 요청 → 429 에러  
- 인증되지 않은 사용자 요청 → 401 에러

## ✅ 7. 엔드포인트 정보

- URL: /api/auth  
- Method: POST  
- 인증 필요 여부: 불요

## ✅ 8. 담당자

정휘상

## 📌 예시 코드 (Controller 예시)

@PostMapping("/auth")  
public ApiResponse<?> login(@RequestBody UserLoginRequest request) {  
 return ApiResponse.success(200, userService.Login(request));  
}

## 📌 예시 코드 (DTO 예시)

@Getter  
@Setter  
@NoArgsConstructor  
@AllArgsConstructor  
public class UserLoginRequest {  
 private String email;  
 private String password;  
}