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Введение

Рассмотрим камеру видеонаблюдения, висящую в классе. Класс не имеет окон и имеет одну дверь. В классе никто не находится. Камера прикреплена к потолку на штырь и подключена к сети через кабель, проложенный по стене. Камера включена и не имеет источников бесперебойного питания. Включенность камеры характеризуется горящим зеленым индикатором. Камера не имеет встроенной памяти и передает данные напрямую на сервер.

Цель работы

Целью лабораторной работы является описание и классификация модели нарушителя.

Описание атаки

Пройдя на территорию учебного заведения, имя при себе пропуск, я взял пожарный топор с щитка пожарной безопасности и зайдя в класс перерубил кабель питания камеры видеонаблюдения. После удара по кабелю, камера выключилась.

Модель нарушителя

1. Предположения о категориях лиц, к которым может принадлежать нарушитель- в данной угрозе рассматривается внутренний нарушитель
2. Предположения о мотивах действия нарушителя
   1. Моральное удовлетворение
   2. Диверсия
3. Описание знаний нарушителя
   1. Нарушитель имеет знания об расположении объекта защиты
   2. Нарушитель имеет знания об устройстве объекта защиты
   3. Нарушитель имеет знания о системах безопасности в сети атакуемого объекта
4. Описание используемых средств
   1. Пропуск для входа на охраняемую территорию
   2. Пожарный топор для совершения атаки

Вывод

В данной лабораторной работе я смоделировал и классифицировал угрозу выведения камеры видео наблюдения из строя.
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