네트워크

방화벽 => OS 별로 active, inactive 확인. (Ubuntu: ufw, 나머지: firewalld, iptables, ipchains)

Iptables: <http://library.gabia.com/contents/infrahosting/2214>

Firewalld: <https://itragdoll.tistory.com/4>

각 방화벽별, 테이블/정보 확인 필요함

계정 별 자료가 있는지 확인 필요함.

네트워크 연결 => 포트 종류, in,out 주소, 상태, PID, 프로세스 이름

* TCP 테이블 확인 필요
* 시스템 모니터링 정보: <https://www.whatap.io/blog/10/>

Netstat을 활용하는 것도 좋은 방법

Ip configuration => NIC별 정보 => ifconfig

DNS resolver cache => nslookup?

Routing table => route -n

ARP Cache => arp

Host: (중요할 것으로 보임) 서버 등의 역할을 수행하는 경우 있을 것으로 추정

Winsock: Linux에 있을까?