**漏洞修复报告**

**58.132.100.105**

**1、Apache Tomcat 漏洞**

**处理方法：升级tomcat版本**

**58.132.100.106**

**1、Apache Tomcat 漏洞**

**处理方法：升级tomcat版本**

**58.132.100.107**

1. **SSL/TLS 受诫礼(BAR-MITZVAH)攻击漏洞**

**修改web服务配置**

**58.132.100.108**

**1、SSL/TLS 受诫礼(BAR-MITZVAH)攻击漏洞**

**修改web服务配置**

**58.132.100.232**

1. **ISC BIND安全限制绕过漏洞**

**升级dns版本**

1. **远端DNS服务允许递归查询**

**和中心协商过此漏洞不修复**

**58.132.100.235**

**1、ISC BIND安全限制绕过漏洞**

**升级dns版本**

**2、远端DNS服务允许递归查询**

**和中心协商过此漏洞不修复**

**172.2.0.214**

1. **SSL/TLS 服务器瞬时 Diffie-Hellman 公共密钥过弱**

**修改web服务配置**

**172.3.0.22**

1. **Apache Tomca漏洞**

**升级tomcat版本**

1. **nginx漏洞**

**升级nginx版本**

**172.3.0.23**

1. **SSL/TLS 受诫礼(BAR-MITZVAH)攻击漏洞**

**修改web服务配置**