**Daten:**

SMS Spam Collection v.1:

Beschreibung: Der Datensatz besteht aus 5.574 SMS, die für die Forschen von SMS-Spam gesammelt wurden. „Ham“ steht für eine echte SMS und „Spam“ für eine Spam-SMS.

Dieses 5.574 SMS wurden aus verschiedenen Quellen von Tiago Agostino de Almeida und José María Gómez Hidalgo zusammengetragen.

Quellen die für SMS Spam Collection v1 benützt wurden:

* 425 Spam-SMS von der Website grumbletext [[1]](#footnote-1)
* 450 SMS von Caroline Tag (PhD Theses) [[2]](#footnote-2)
* 3.375 SMS von der Sammlung: NUS SMS (NSC) [[3]](#footnote-3)
* 1.002 SMS von dem Datensatz SMS Spam Corpus v0.1 [[4]](#footnote-4)
* 322 Spam-SMS von dem Datensatz SMS Spam Corpus v0.1 [[5]](#footnote-5)

Das Heist der Datensatz SMS Spam Collection v.1 hat insgesamt 4.827 SMS und 747 Spam-SMS

Features:

Hinzugefügt :

* NumChars -> die Anzahl der Buchstaben in der E-Mail.
* containNumSequence -> ob zahlen vorhanden sind. (Mindestens fünf Zahlen hintereinander)
* containsCurrencySymbol -> ob ein Währungszeichen vorhanden ist.
* numBuzzwords -> ob die Nachricht gewisse „Spam Wörter“ enthalt (zum Beispiel: Call „free“, „txt“, „prize“ usw.)
* percentUppercaseLetters -> Wie viel Prozent der Nachricht in Großbuchstaben geschrieben wurde.
* containsURL -> ob eine URL in der Nachricht ist.
* numExclamationMark -> Anzahl der Ausrufezeichen („!“).
* numAbbreviations -> Anzahl der Abkürzungen in der Nachricht („“)

Features:

Schon vorhanden:

* class (ham, spam) -> **Ziel Klasse**. **Sagt aus, ob es eine Spam Nachricht ist oder nicht.**
* Text -> Die Nachricht in Textformat die entweder ham oder spam ist.

**Trainingsprozess**

ITrainingsprozess

Erster Test:

Der erste Test wurde von allen Mitgliedern der Gruppe gemeinsam im Discord call gemacht. Vorgegangen sind wir wie in der Vorlesung. Wir haben einen kleinen Teil (10%) von dem Datensatz abgespalten[[6]](#footnote-6) und dann die Werte aufgezeichnet. Benützt haben wir die SMSSpamCollection6.arff.[[7]](#footnote-7)

Die Wichtigen werte, die wir gesammelt haben, sind:

=== Detailed Accuracy By Class ===

TP Rate FP Rate Precision Recall F-Measure MCC ROC Area PRC Area Class

0,992 0,060 0,989 0,992 0,990 0,937 0,976 0,992 ham

0,940 0,008 0,952 0,940 0,946 0,937 0,976 0,934 spam

Weighted Avg. 0,984 0,052 0,984 0,984 0,984 0,937 0,976 0,983

=== Confusion Matrix ===

a b <-- classified as

469 4 | a = ham

5 79 | b = spam

Nach dem Test haben wir besprochen, dass es unser Ziel ist die Anzahl der (Ham) Nachrichten die als (Spam) erkannt wurden zu minimieren, da wir es wichtiger finden das alle (Ham) Nachrichten auch wirklich zugestellt werden. (es ist weniger schlimm, wenn ein paar Spam Nachrichten durch Kommen.)

**Projektdokumentation**

Erste Aufteilung der Arbeit:

* Aaron -> Daten (3 zusatzpunkte)
* Lisa -> Trainingsprozess
* Patrick -> Merkmalsauswahl

Nach dem Ersten Test:

Nach dem wir den ersten Test so wie oben in Trainingsprozess beschrieben durchgeführt haben, herausgefunden haben, wo unsere KI noch Verbesserungsmöglichkeiten hat, haben wir uns das weitere vorgehen mit diesem Projekt überlegt. Wir sind zu dem Entschluss gekommen das wir durch das hinzufügen oder weglassen von gewissen Merkmahlen eventuell zu einem besseren Ergebnis kommen können. Patrick hat daraufhin weitere Merkmahle hinzugefügt und SMSSpamCollection\_complete.arff [[8]](#footnote-8) erstellt.
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