**COMP432: Computer Security**

**Introduction to Computer Security**

* **Information security is more general whereas cybersecurity is a part of information security.**
* Cryptology is information hiding
* Hashing is the process of transforming any given key or a string of characters into another value.
* Environment includes devices communicating over network
* **Data vs. Information?**
  + **Data: raw material**
  + **Information: group of data**
* Different users will contain different permissions within an application or website
  + Admins are provided with the most permissions
  + Users would be provided with the less permissions than admins
* Everyone looks to see if they can hide their assets (information)
* There are gaps or weak points in which you can compromise the system
  + The possibility of being hacked was greater back then than now due to the consistent maintaining occurring now
  + There was not internet of things, or even devices that communicated with each other via the internet
* Cybersecurity only came to exist after digital crimes and you can investigate digital crimes where the practice is called digital forensic.
  + Digital crimes increased the more people became dependent on digital devices.
  + Internet of vehicles (IoV) is another important reason we should find solutions to potential digital crimes.
* Block chain’s purpose is to store the data integrity because each data connected from the chain are all related to the data that comes before and after it. It is used to record transaction.
* Security is about protection of assets
* **Prevention-Detection-Reaction**
  + **Prevention**: to try and prevent a hacker the hacker can’t recognize or hack into your information
    - Examples: VPN, using anonymous to be able to hide your identity, or firewall, biometric face authentication, two-factor authentication, multiple-factor authentication.
      * Firewall depends on white and black list meaning some transactions are allowed to be assessed and others aren’t, if there’s something new that isn’t recognized by firewall then it enters which is a problem.
    - Take measures that prevent your assets from being damages or stolen
  + **Detection**: to try and detect the hacker but it doesn’t take any action
    - Take measures so that you can detect when how and by whom asset has been damaged
  + **Reaction**: reaction towards the hacker hacking
    - Take measures so that you can recover your assets
* **CiA: Confidentially, Integrity, Availability**
* You store sensitive data in encrypted format that is stored in the cloud for better privacy
  + To decrypt the data, it’s possible to work on it without fully decrypting it
* **IDS (Intrusion Detection System)** is connected on the system like any other systems and there was traffic, it could potentially go down because the **IDS** will send an alert, but by then the other systems would have already taken a hit
  + You can still reset so it doesn’t lose too much information.
* **IPS (Intrusion Prevention System)** is the same but it also takes action by blocking all the connection.
* **Trojan virus** is a type of malware that downloads onto a computer disguised as a legitimate program.
* **Two types of virus attacks**
  + **Passive** 
    - **Just reads the data**
  + **Active**
    - **Modifies the data**
    - To fight these viruses, we use **hashing**
      * **One-way encryption** is a type of encryption used to secure and protect passwords and other sensitive data
        + **It encrypts the data by changing a plain text to a unique digest that is irreversible.**
* There is no single consistent terminology for security
* **Basic security concepts**
  + **Confidentiality**: prevent unauthorized disclosure of information
    - Ensuring that only authorized users can assess certain information that is authorized to them
    - Ensuring security and privacy
  + **Integrity**: prevent unauthorized modification of information
    - Ensuring that the data is received to the person that is meant to receive it and can confirm the integrity of the data being received
    - There could be a potential Main in the middle attack (MITM Attack)
      * The MITM attack is where a perpetrator gets in the middle of the communication to eavesdrop or impersonate (they could possibly alter the communication between the two parties).

**Triple As**

**Authentication**

**Authorization**

**Accountability**

* + **Availability**: prevent unauthorized withholding of information or resources
    - I want to confirm **the system is usable and available whenever the user wants**
  + **Authenticity**: “know whom you are talking to”
    - Do you have **privilege** or not to be accessing these documents?
    - **To confirm each user is in fact the user they say they are**, so Samantha Bamboo is in fact Samantha Bamboo
  + **Accountability** (non-repudiation): prove that an entity was involved in some event
    - **Cannot deny having performed a transaction**
  + **Authorization**
* **Internet Shopping Example**
  + **Prevention** 
    - Encrypt your order and card number, enforce merchants to do some extra checks, don’t send card number via internet
  + **Detection**
    - An unauthorized transaction appears on your credit card statement
  + **Reaction**
* **Carving is recovering a file from raw data where we only have 10% of the original file but can confirm it’s the same as the one we are trying to recover.**
* **Confidentiality**
  + **Either data is hidden or behavior within the system is hidden** so no unauthorized person accesses it
  + Prevent unauthorized disclosure of information (prevent unauthorized reading)
  + **Secrecy**: protection of data belongs to an organization
    - **Follow standards and rules that are cemented within the company or person meaning**:
      * **All files are encrypted**
      * **All data is hidden**
  + **Confidentiality vs. Secrecy:**
    - **If I want to hide the file, then its Confidentiality**
    - **If I want to hide the content of file or part of the file then its Secrecy**
  + Historically, security and secrecy were closed related; security and confidentiality are sometimes used as synonyms
  + Do we want to hide the content of a document or its existence?
    - Traffic analysis in network security
      * Sometimes **confidentiality means hiding the network itself** from outside sources
    - Anonymity, unlinkability
* **Privacy**
  + **Privacy: protection of personal data** 
    - **Trying to put a level of protection for user’s data**
  + **“Put the user in control of their personal data and to information about their activities”**
  + Taken now more seriously by companies that want to be trusted by their customers
  + Also: The right to be the left alone (e.g., not to be bothered by spam)
  + **OECD Privacy Guidelines** are the outline principles for the **protection of privacy and personal data**. The principles include:
    - **Collection Limitation Principle**
      * **Limit the amount of data that is collected to ensure privacy**
      * Limiting the collection of personal data to what is necessary for specified purposes.
    - **Data Quality Principle**
      * **Data must be accurate and relevant that it is being used**
      * Ensuring that personal data collected is accurate, relevant, and up to date
    - **Purpose specification principle**
      * **I cannot use the data unless I have a justifiable reason**
      * Specifying the purposes for which personal data is collected and processed, and obtaining consent from individuals for such purposes
    - **Use limitation principle**
      * **I have access control on the data that is being used**
      * Restricting the use of personal data to the purposes for which it was collected, and preventing unauthorized access or disclosure
    - **Security safeguards principle** 
      * Implementing appropriate security measures to protect personal data against unauthorized access, disclosure, alteration, or destruction

**Hashing vs. Encryption**

**Hashing is a one-way encryption**

**Encryption is two-way with encrypting and decrypting**

* **Integrity** 
  + **States that even if he was able to see the data and it wasn’t secured, the data would still not be able to be modified**
    - **Integrity has no problem with passive attacks, however there is a problem when there is an active attack that modifies the data**
  + **Prevent unauthorized modification of information (prevent unauthorized writing)**
  + **Data integrity the state that exists when computerized data is the same as that in the source document and has not been exposed to accidental or malicious alteration or destruction (integrity synonymous for external consistency)**
    - **Data integrity is wanting to confirm if the data that you received is the same as the data that is in the source**
  + **Detection (and correction) of intentional and accidental modification of transmitted data**
  + **No user of the system, even if authorized, may be permitted to modify data items in such a way that assets or accounting records of the company are lost or corrupted**
  + **In the most general sense: make sure that everything is as it is supposed to be** 
    - **(This is highly desirable but cannot be guaranteed by mechanisms internal to the computer system)**
  + **Integrity in a prerequisite for many other security services, operating systems security has a lot to do with integrity**
* **Collagen-free where you give two inputs and they can’t give the same output**
  + **For example: if there was a message X and another message Y, then the outputs cannot both be output R.**
  + **OS Data Integrity** 
    - **System Integrity: the overall integrity of the operating system itself is crucial. Operating systems should be resistant to unauthorized changes that could compromise their stability, security, or functionality. Protesting system integrity involves measures such as secure boot processes, file system protections, and kernel integrity checks, based on using techniques such as files integrity checks**
    - **What are two ways to confirm data integrity?**
      * **Signature data vs encrypted data?**
        + **Signature data: is data that is clear but is a signature with clear value (but cannot be defined because the signature data if modified would be recognized)**
        + **Encrypted data: is data that is not a clear text and a cypher text**

**What’s a type of attack that can continue attempting the trial-and-error to get the data?**

**brute force attack**

* **Availability**
  + **Any system that is accessible and can be used by the user at any time is considered available.**
  + **Botnet can keep sending servers which is considered flooding the server**
    - **In any server, you have to receive every request**
  + **Attacker will take advantage of the ICMP to attack**
  + **The router looks for the best path using Dijkstra and if the router doesn’t find the best path then it would affect the availability. If this happened then it would be a ICMP attack**
* **Spoofing** 
  + **Where an attacker disguises themselves as a trusted source.** 
    - **For example:**
      * **An attacker sending an email to the user about credit card renewal. The email tells the user to click on link to renew their credit card**
  + **The spoofing is not passive or active, its mostly just concentrating on seeing if the system is available**
* **How can we do spoofing is another way?**
  + **ICMP fragmentation attack: it’s part of the data and they come in fragments so you have to wait until all the fragments are complete, which is a process known as defragmenting**
* **Smurfing**
  + **Where an attacker will send ICMP echo requests to a broadcast address using the victim/target’s address** 
    - **For example:**
      * **The hacker in the figure below has an address of 4.4.4.4 and the target/victim has an address of 4.4.4.5. The hacker decides to use the target’s address which now means the hacker’s address shows as 4.4.4.5 (spoofing). The hacker will then ping (ICMP echo request message) hosts within the network. The hosts will then respond to the ping messages (ICMP echo reply message), and the target/victim will receive a huge number of IP packets. The memory of the target will then be overflowed and overworked which will result in the target’s system being unavailable, causing a denial-of-service attack.**

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAyMAAAFZCAYAAACL9fBLAACAAElEQVR4XuydB7gWxdX4ky/WRIwlGiUUpYlKVZoovUkVpAqoFBUFKSooGEXBYANBwAJRwYIFa6xgQQUEBXsFRcGSGI1fEjUazff/kvN/f4Pzfntn9t33vNz13vfC/J7nPPfd3bOzZ2fm7s7ZmTnzE4nhf/7nf4zkI209+POf/+zu8tCml09vy5Yt5m8+vShlaZ9FqwfBPh+tHgT7fLR6EOzz0epBsM9HqwfBPh+tHgT7fLR6EOzz0epBsM9HqwcV2b6fuDtAm3jaepBkrEWbXj69Z5991vzNpxelLO2zaPUg2Oej1YNgn49WD4J9Plo9CPb5aPUg2Oej1YNgn49WD4J9Plo9CPb5aPWgItsXnBHJrxelLO2zaPUg2Oej1YNgn49WD4J9Plo9CPb5aPUg2Oej1YNgn49WD4J9Plo9CPb5aPWgItu3QzsjYZhWMmnrQbDPR6sHwT4frR4E+3y0ehDs89HqQbDPR6sHwT4frR4E+3y0ehDs89HqQZJ9O7QzYtHqQbDPR6sHwT4frR4E+3y0ehDs89HqQbDPR6sHwT4frR4E+3y0ehDs89HqQbDPR6sHSfYFZ0T0ehDs89HqQbDPR6sHwT4frR4E+3y0ehDs89HqQbDPR6sHwT4frR4E+3y0ehDs89HqQZJ9P+GgK3/605+MuPtdSVsPee2117x9rmjTy6f35ptvqvSiUpb2FaqHBPt80eohwT5ftHpIsM8XrR4S7PNFq4cE+3zR6iHBPl+0ekiwzxetHhLs80Wrh1Rk+3bonpEwgT2ZtPUg2Oej1YNgn49WD4J9Plo9CPb5aPUg2Oej1YNgn49WD4J9Plo9CPb5aPUgyb7gjEh+vShlaZ9FqwfBPh+tHgT7fLR6EOzz0epBsM9HqwfBPh+tHgT7fLR6EOzz0epBsM9HqwcV2b4d2hkJ0bSSSVsPgn0+Wj0I9vlo9SDY56PVg2Cfj1YPgn0+Wj0I9vlo9SDY56PVg2Cfj1YPkuzboZ0Ri1YPgn0+Wj0I9vlo9SDY56PVg2Cfj1YPgn0+Wj0I9vlo9SDY56PVg2Cfj1YPgn0+Wj1Isi84I6LXg2Cfj1YPgn0+Wj0I9vlo9SDY56PVg2Cfj1YPgn0+Wj0I9vlo9SDY56PVg2Cfj1YPkuzboZ2RMEwrmbT1INjno9WDYJ+PVg+CfT5aPQj2+Wj1INjno9WDYJ+PVg+CfT5aPQj2+Wj1IMm+HdoZCRPYk0lbD4J9Plo9CPb5aPUg2Oej1YNgn49WD4J9Plo9CPb5aPUg2Oej1YNgn49WD5LsC86I5NeLUpb2WbR6EOzz0epBsM9HqwfBPh+tHgT7fLR6EOzz0epBsM9HqwfBPh+tHgT7fLR6UJHt+4lNKCr/+te/jLj7XUlbD2HxFHefK9r08ul98MEHKr2olKV9heohwT5ftHpIsM8XrR4S7PNFq4cE+3zR6iHBPl+0ekiwzxetHhLs80WrhwT7fNHqIRXZvh3aGSlUDwn2+aLVQ4J9vmj1kGCfL1o9JNjni1YPCfb5otVDgn2+aPWQYJ8vWj0k2OeLVg8J9vmi1UOS7Nuhh2lZtHoQ7PPR6kGwz0erB8E+H60eBPt8tHoQ7PPR6kGwz0erB8E+H60eBPt8tHoQ7PPR6kGSfTu0MxKiaSWTth4E+3y0ehDs89HqQbDPR6sHwT4frR4E+3y0ehDs89HqQbDPR6sHwT4frR4k2bdDOyNhAnsyaetBsM9HqwfBPh+tHgT7fLR6EOzz0epBsM9HqwfBPh+tHgT7fLR6EOzz0epBkn3BGZH8elHK0j6LVg+CfT5aPQj2+Wj1INjno9WDYJ+PVg+CfT5aPQj2+Wj1INjno9WDYJ+PVg8qsn07tDMShmklk7YeBPt8tHoQ7PPR6kGwz0erB8E+H60eBPt8tHoQ7PPR6kGwz0erB8E+H60eJNm3QzsjFq0eBPt8tHoQ7PPR6kGwz0erB8E+H60eBPt8tHoQ7PPR6kGwz0erB8E+H60eBPt8tHqQZF9wRkSvB8E+H60eBPt8tHoQ7PPR6kGwz0erB8E+H60eBPt8tHoQ7PPR6kGwz0erB8E+H60eJNm3QzsjYZhWMmnrQbDPR6sHwT4frR4E+3y0ehDs89Hqgca+QMVFU77a+pK2HgT7fLR6EOzz0epBkn079KKHTGDX6EWlLO0rVA8J9vmi1UOCfb5o9ZBgny9aPSTY54tWD6no9u3IfPzxx/Lf//3f7u6i4bPPPiux7ZadpnwRbX1JWw8J9vmi1UOCfb5o9ZAk+4IzotCLSlnaV6geEuzzRauHBPt80eohwT5ftHpIsM8XrR5S0e1bv3699OjRQ/7rv/7LyLHHHis1atSQAw88UHr37m0a7NsbTz31lDRo0MDc989+9jN54oknXJVyZe3atdK3b1/ZfffdS+x3y05Tvoi2vqSthwT7fNHqIcE+X7R6SJJ9YZiW5NeLUpb2WbR6EOzz0epBsM9HqwfBPh+tHgT7fLR6sD3Yt3r1avnJT35i5IMPPpB///vfMn78eLNdr149V73Cc8QRR5h7e+mll4zD9c4777gq5cbll18uRx11lLFvl112cQ97aMpXW1/S1oNgn49WD4J9Plo9SLJvh3ZGLFo9CPb5aPUg2Oej1YNgn49WD4J9Plo9CPb5aPVAYx+N8qgzAk8++WR23yeffFJC/z//+U+JbUuu/ZB0LB+5zi10P/zzn//M3leuPEw6PxfuOe52Iaxbty44IzGkrQfBPh+tHlRk+4IzIno9CPb5aPUg2Oej1YNgn49WD4J9Plo9CPb5aPVAY1+cM3LnnXdmG8Sff/652ff111/LkCFDpFmzZnLooYeaRjO89tpr0qFDB9Pj0KRJE1m2bJlMmzbNbCNnnXWWVKpUSVq3bi2bNm3KXnfWrFlSp04dk97w4cONowCnnHKKOa9nz54ycuRI+fnPfy5du3bN3nPc9eCVV16Rpk2bmv3HHXecfPXVV9lrWWyvA8JvhnF07tzZnDNv3jzTI7TnnnvKypUrzfn9+/eXww8/XJo3by7XXXedSYNz7PXPOeccOfroo82QqtGjR8szzzwjhxxyiOyzzz7y+9//3rm6yPXXX5/NlzPOOMP0Qp144onSqlWrbN688cYbwRmJIW09CPb5aPWgItu3QzsjYZhWMmnrQbDPR6sHwT4frR4E+3y0ehDs89Hqgca+qDNCg/7FF1+Uhg0bmu3TTz89q3fyySebeSU00plvwdyS//f//p/069dPDjroILN/6NChcu+998qnn36aTXPGjBkye/Zs87tly5YmLeZPsn3xxRebnhd+Dxw40Bx75JFHzPZPf/pTufXWW6Vx48Zm+7777jPH466Ho/TrX//aOC3/+Mc/zFwQHAWXqF3WyUKP7X333dc4TFwXB2fMmDFm/9tvvy1XXXWV+c21AMeDba65atUq43ywzfWXLl1qfh9wwAHRSxvoMbH3c8EFF5h9N954oxmeZQnOSDxp60Gwz0erBxXZvh3aGeEBDPn0opSlfRatHgT7fLR6EOzz0epBsM9HqwfBPh+tHmwP9kWdETufAjnzzDPlf//3f43ON998YxrpOAFvvvmm6TFAh4Zz27ZtzW96S5577jkzBwOHwKbz/fffG+F8tnECxo0bZ37ff//9Jn0a3jg6XIdeCY7RIwGDBg0y2/QqQNz1brnlFrMP5wn76N2gh8Llu+++y9pl83DKlClmmx4awMnBafjNb35jnBp48MEHjQ5OGJx77rlmm79gnbfly5fL3/72N/Ob+6Hnw2XJkiXmOHlpe0b+8pe/ZI8HZySetPUg2Oej1YOKbF9wRiS/XpSytM+i1YNgn49WD4J9Plo9CPb5aPUg2Oej1YPtwb6oM7Jx40Zp1KiR+U1j/O9//7vRoYFvG8j0dFiht5/eAuto0ENAT4LrjMAvf/lLs71mzRrjKPDbDrHaa6+9zDbRvVxnhKFhbM+dO9dsx11v6tSpZhtnytpGb4xLkjNy6qmnZvWsQ7DHHnuYbTuHBgcCXGfkyCOPNNs4I/TS2GsQ9ceFffSocPyOO+6QwYMHlzgenJF40taDYJ+PVg8qsn07tDMShmklk7YeBPt8tHoQ7PPR6kGwz0erB8E+H60eaOxz54zgeOy6665mm6/2QAN7p512MvtoLAO9JggOzAMPPGDmhXCcIUxxzshuu+1mtj/88EMz1Irf1hn5xS9+YRrfnJfPGYm7nu0ZqVu3rtGBOEcgyRmxjgV8++23Zq6KdUYeffRRo8NcFCiNMwIXXnihOc41uJcowRmJJ209CPb5aPWgItu3QzsjFq0eBPt8tHoQ7PPR6kGwz0erB8E+H60eBPt8tHqgsS8a2pdeBrjiiiuy++xQKjv5u0+fPvLuu++aiel8YGNtErZfffVVc5yJ2VFnhGM4Ofymt4UhUPQIsH3TTTdlG++dOnUy17G9ELVr1zbbAwYMMNszZ84023HXs/NOECaiM3Rr1KhRRj8Kw8CsHg4HcB9sT5w4sYQu98l+7MNOfttJ6RMmTDDbTHgH25v08MMPm4UU7TXIhzj++Mc/GufuV7/6lVeWzz//fPZ85uQkoSlfbX1JWw+CfT5aPQj2+Wj1IMm+HXrRw0L1kGCfL1o9JNjni1YPCfb5otVDgn2+aPWQYJ8vWj0kn300fJl0bRu/LLbHl3nmMhAlin3MvyC6Fk4Lk7zZt/fee8s999xjXuq9evWSWrVqmR4Mhh/RcxF1RnBiqlataoZUPf300+YcImdxLRyO7t27m8nwtsfFzkfZeeed5eabbzYTwdkmchbpxl0PGKrFPA106VVhsrqL7dFAmLiOU0BEL3tOdM0ReogOPvhg6datm9HBXhyY6DnYwbAxejjYJi+nT5+evcacOXMiVy8J98ncmSgPPfSQie5lzyey2Pvvv2+OuWWnKV9EW1/S1kOK2b7vvvteHl3xlsy4fo2cduGyMhGutXL9h5n6/51nT5wUc/4hFdm+HdoZ4euQRi8qZWlfoXpIsM8XrR4S7PNFq4cE+3zR6iHBPl+0ekhFt69QGJb13nvvlfhiz+Rrtnm/2f1RZ4ShUdFjUehF2Lx5s7s7kbjrWbjuRx99VGJfaaAXh+v89a9/dQ9tM5999pn5+9vf/lZef/1152hu3LLTlC+irS9p6yGF2EdUMsrWPe7quftd0erdu3yD5yyUldyz7B3PnjgpJP/c/a6krYdUZPt26GFaYQJ7MmnrQbDPR6sHwT4frR4E+3zi9L744q/y+V/+21ssrljsy8X2YN+PgY0ohdj1QwL/F9J48eLFcvzxx7uHC0ZTvtr6krYeFGIf68fYHisbOCFOLx9avXMuX2Ecg4VLVpp5U2UhC29fZa559mUrXHNiKST/8pG2HlRk+4IzIvn1opSlfRatHgT7fLR6EOzz0epBsM9HqwfFYt/im++URTffLf/6V8n9xWJfLrYH+34MmKBNxCvEnYuxI/Pxxx+biFxE/WLOS2nRlK+2vqStB4XaR7hmHBICGtBzFHVKtNfV6tleCtdh+LHFXldDofmXRNp6UJHt26GdkRBNK5m09SDY56PVg2Cfj1YPgn0+cXoDThgpp4yaKN98s3VSsaVY7MvF9mBfoOKiKV9tfUlbDwq1j94RO/+Gv1GnRHtdrV5wRuLR6kFFtm+HdkYsWj0I9vlo9QIVk0LKt9jrX7DPJ07vuONPlBGnTpR//OObEvuLxb5csCo4q4gnCb0EiLvflbT1EHol3H2uaNNLWw8J9vmi1UO2R/sIZmADEVinhL9ETYsuDpkL7f9v2s6IOy8kyLZJPrTlC0nvj+CMiF4Pgn0+Wj3GnxPTHoE0JyEGSoedxBmHtnyhmOsflJd9RP35+JNPvWFPLuVln6vXs/dgOXXUuSb0apRisS8XwRnxRauHBPt80eoh26N9wRnZsSUf2vKFpPfHDu2MhGFayaSpRzhExp8ySZCFqljxl9CN7gTZ7QFi31epUsU8wFnlmFCahKTkvlmEq7TYuU5psHbtWhMic/fdd3cPZdGUr6VY65+lvOz78KNP5NIr5svb72wNe5qL8rLP1etx3EA5/Yxzsms/WIrFvlwE+3y0ehDs89HqwfZmX0UeppV2ejuaBGckwViLNr18emECezJp6o0ZM8bEybfwkGMFYLsa8PbGiBEjzAOclYCB3iAW1GLf9ddf72jreeqpp6RNmzbu7m3i8ssvN44SNiWtLqwpX0ux1j9Ledn34kuvSpv2x8mixbe5h0tQXva5et179pdRwRlJVQ+CfT5aPQj2+Wj1oFD7KvIE9rTT29EkOCMJxlq06UX1vvrqK1m9+jlZt25d9gUbnJFk0tKj94OFuvbff/8S9tFgz7Ui7rYS19MStw9y7U+D008/vYQzApMnTzb76IVww2vG2eLuI74+Kya3bt26xP7SwP9DcEZKok2vEL3Vzz0vLY7pLlfNnu8eLkF52efqde3eLzgjKeuBxr5AxUVTvtr6krYeFGJfWYf2Tdt5cNML5Ccu//KhLV9Iqn/btTPCMKxbb73VNAzbtGmbacS1MdK2bTsZN26C/P73N8jnn3+uTg/StC9tPShW+wifyIOtWrVqZvVgGtobNmzILpJFo7hRo0bSrFkzad++vbz88stm/6JFi0zYRYSVdhnmxW96WmDChAlmu0ePHma1XFYAtqErb7jhBuMMcO1Ro0aZBcLglVdekaZNm5rzGDqFowrPPfec7LfffnLBBReY7SisjEwvAuewIu9NN90kjRs3NtePI84Z4b7tuNuVK1eafblsufHGG825rHJcv3598zIg7+xXKvTJsySb6YGxecf4XlZxPvHEE6VVq1ayadMmo8Mqy8EZKYk2vUL0Vjy9Upq26CozLrvKPVyC8rLP1evS9Xg5ffTE4IykqAca+3ZUCLPLoovFCOXGwm750JSvtr6krQeF2McQ3jgnxKK9rlbPNn7TluCM6ClXZ4SDrrBKIuLudyVtPQRv3N3nSlJ6NK7mzp0ngwcPyTofSYKTMmzYCFmwYKFs3LjRS8+V0tr3Y+ohxWgfXH311dmGONKiRYvsnB0ayQcccICZQwIcO/DAA82kair5z372M3MOL6uFCxea3zgE8MILL2R7G+gxYI4GPS6rV682+3EacE74fffdd8vXX39tHJauXbuaXhnS5ssPXHnllZ4DEeXaa681x/fdd1+5//77ZdCgQa5Kljhn5K233sre/6WXXprTFn7jcOBAsVhZ5cqVjfN28803Z/OOlzZ5k2Qz5+Awcdw6Kzg5DM+y5HJGCinfqBRj/YtKedl37333y2H1j5LJU6Z6x6NSXva5eu3a95BhI840q3FH9xeLfbmkotu3fv1682GF+WbIscceayYQ8zzs3bu3eQZubzD0tEGDBua+eQY+8cQTrkq5wUcxO5SVYcVz587NHnPLTlO+iLa+pK2HFLN9rhORlgRnRE+cM+KWkyva8kWS6t920TNCo2vNmrUyadK5ptfDdTi00qFDR5k69WLTQMvFttiXi7T1oJjtwyGxk+EQvuhjL1/32baN+yFDhphterXAnsOL+I477jC/rTPCQlU2vY8++sh8yaUHxDogvExwMvv06WOcgVtuucXsx1l48803zfAxJtPDl19+KVdccUXOxa9IF13OZ7iU7cWII84ZIXqYtfWss87KaQtOmI1eMnz4cPNypo4TKYh90WFa+WxesmSJOYfeIdszEo2AkssZiaItXyjm+gflZd+TTz2dcUZayEUX/849XILyss/V69CpV+gZSVkPNPbZDykIQzP5vx0/frzZrlevnqte4aHnlnujAYTD9c4777gq5Qb53alTJ/NxyJbJp59+6qpl0ZSvtr6krQfFbJ/rPJRW3PQC+YnLv3xoyxeS6l+Fd0bItFNPPdVzLEorDANas2aNc+XC7UsibT0oRvtoxD/66KPmNx700KFDsw/2+fPnm6/2tuENlCfbkyZNMtsaZ2SvvfbaerEfaNiwodn/+OOPl9g/depUs58X4IwZM4zMnj27hE4SdqhVpUqVEkMTxzkjb7/9dva+GUKWZAuOmdVl2BrD2eKckXwwtIDeF84j7wYPHlzieHBGfLTpFaL39NPPSr0GLWXKby9yD5egvOxz9dp16ClnjJnkzW0qFvtysT3YxzvN/u/jjMCTTz6Z3ffJJ5+U0Hfnllly7YekY/nIdW6h+4H6Ze8rVx4mnZ8L9xx3W8N7770nV121dVhl9KPX008/7Wj+H5ry1daXtPWgmO1znYfSipteID9x+ZcPbflCUv2rsM7Ihg0bTYPPdSLSlkmTzithk9Y+zf2mrQfFaB/HqlatWmLMLQ95HuxnnnmmGT7Fb+uMDBs2zGzffvvtZpuGP9v0fORyRvjyH6V///5m/5QpU0rst70RdevWze6L2sWwL3dthSivv/569qXkph0lzhnBAWEfQ8poUOSyhQhj7777rowdOzZ7rWeeecYMDeO364zks5mY8ZyHU/fAAw+UOBacER9teoXorVy5Sho2PkYmnnu+e7gE5WWfq9e2XfeMMzIxOCMp6oHGPhoC9v/eOiP2Iwj/p8xzBIZ50ovMPDuiHjGHDBgK0aFDB/ORgzlny5Ytk2nTpmXnj9EryzOV54idOwazZs2SOnXqmPR4FtuyP+WUU8x5PXv2lJEjR5rnCENL7T3HXQ9yzYeLYodAIfzmYxXPds6ZN2+e6RGix5g5dpzPc53hvM2bN5frrrvOpME59voMcyVqI8/Y0aNHm+cmvc377LOPCbnuoplXZyEaIsPIyPdcaMpXW1/S1oNits91HkorbnqB/MTlXz605QtJ9a/COSM01K699rpSDccqVDp16px5GdxlHlT57APt/aatB8VoH8d42cyZMye7b8WKFfLTn/7U9BYwR4LxuIyPhi5dupiHvp3MyBodnM+QK16G/G7btq05xiQ7tpncHcU6LaTL2h5cjzkXOAH25cfLjiEBzM0AXlbs79ixY4m0LNQ9XpTMu0CPrvtcXfbWTsZCA9fhpcg9M1wNctnCffOy5Wve+eefb47zNe6RRx4xv3lxMrSNnqJ8NgMT/3faaSfzMnXLiYn51gYbTMAlX/lGKcb6F6W87GMYaZOmbWX8Wee6h0tQXva5eq3adJUxY88NzkiKeqCxj4aA/Z+kQf/iiy9me3r5yGE5+eSTzXBOGunMt2BuCf/D/fr1Mx9n2E8v9L333mueUzZN2wPL75YtW5q0iCzJNovc2efSwIEDzTH73OHZxdBZOw+NnlqIu16u+XAuUbusk4Ue28zNw2Hiujg4jFZgP+8M+zGLawGOB9tcc9WqVcb5YJvrL1261PxmXqKLZl4d4PCgg9OThKZ8tfUlbT0oZvtc56G04qYXyE9c/uVDW76QVP8qlDPC+HgeSK6zUFbCPAT7pSoJ7f2mrQdJ+WfRppeWHscI60vDnJ4CvszVrFnTvBQtCxYsMI17vk7xN7oWB1/1eCHhWPAy4KXAsCz+YWwvys4775ztSQHGuvMi4hgvbL7M2R4QhkfZORl8ZbMOxV133WWuw8vVhWvx5Y5GwW233ZZ9gdrJ5FGYZM+kc47zEuZLHY4A9riTM+NswenhXjmP9Lt162bykN4PtkmThgLOcZLNUfiiOG7cuBL7iD6Gc2XvhS+gLE7pkq98oxRj/YuCfTaqWi606RWi9+KLL0nLozvJ6DFnu4dLUCz5d3SrY2XshCnybXBG3N0eWj3Q2Mezxv5P2vkUCL3Itu7yLOD/HieA+Wa2J5ieTj7U8JveEj5a8JEDh8Cmw/MF4Xy2cQJ4NvCb3legB4bnEtehV8I+n8AOIbXP6Ljr5ZoP5/Ldd99l7bJ5SI8z2/TQAE4OTgPz9Hj2wYMPPmh0cMLg3HPPNdv8Beu88SGKICD85n54Zrrkm1cHPNN5L7m9JS6a8tXWl7T1oJjtc52H0oqbXiA/cfmXD235QlL9qzDOyObNWzIP3AGeg1DWEvegctHeb9p6kCv/omjTS1PP2sXXfIZWxa0vYocnxYVQpJGe1D2eC8774osv3N3m+gz7cmHy+LaMLy4NcbZQx3C+WSzRxV0oMslmjgELVjHEbFvQlK+lWOufBfv4ukujJVfYSm16hei9+trr0qZdNzn1tLHu4RIUS/4dfUwXOeucC+Sf//yuxP5isS8X24N9NARsA53gG4Q85zeNcVtnaeCzD6fBzjdDtmzZYnoLrKNBD4HtfbZp2ucHkQfZZm6kDcxhh1jxsYdtonu5zogNMGIjS8VdL2k+XJQkZ4S5gxY7nHSPPfYw23YOjR2e6zojfPRiG2eE94a9Rty7Jd+8Oj420atie2GS0JSvtr6krQfFbJ/rPJRW3PQC+YnLv3xoyxeS6l+FcEboIu3V6zjPMSgv4csQX1tyob3ftPUgLv9ctOmlrRcoW+zQi8WLF5v1WbaVQsq32Osf9kUbQO6qwqBNrxC9t9/ZIJ269JaTh49yD5egWPKv5dGdZeK5U4MzkqIeaOyjIWDrJz3xOB677rqr2eZjGNDAZugl+2z0R3pNEBwY5obZuXYMYYpzRuh9ZZsPHvSs8ts6I/QC4OhwXj5nJO56uebDuSQ5I9axAHq6matinRECoqBDjzeUxhmBXPPq+MjDNWwvEL1IPDNyoSlfbX1JWw+K2T7XeSituOkF8hOXf/nQli8k1b+id0b4qj1w4CDPIShv4auNG/bSor3ftPXAzb84tOmlrRcoW+iF4sshXydzhf7VUEj5Fnv9s/Yxb4cGHhNdaXhFnRJteoXobdr0vnTv2V+GnDgydqiIpVjy76iMM3LelGmZxuL3JfYXi3252B7si4b2pZcBCN9t99mhVHbyN2HL6VFm+Cs9I8y9Y9sG92Doa9QZ4RhODr/pbaHBbefYsS6TbbwT0hZsL0Tt2rXN9oABA8z2zJkzzXbc9XLNh3NhGJjVs+9T7oNtu3ithftkP/ZhJ7/tpHQWn2WbCe9ge5Mefvhh07NhrxHXIw+55tWxHhTnMQzYOn8MG86Fpny19SVtPShm+1znobTiphfIT1z+5UNbvpBU/35iE4oKXw8Qd78raesh9ILY3/Q+DBs23HMEikUmTDjbPEDde9Deb9p6SDT/cok2vbT0AhWPQso3KsVY/6Ji7aNBs/fee2cbKdYp4assXz816Wmvi85HH30svY8fLP0GnGgaRK6OlWLJv+YtO8mU316SaSyWfL4Vi325pKLbR0AJO9cN6du3r+n5wIFlDhn7mH9BdC2cFiZ5s4+6fM8995j/3V69ekmtWrVMDwbDj+i5iDojODFEN2RIlQ1TS6ACroXD0b17dzMZ3va42PkoNMgJAsKQJbaJnEW6cdeDuPlwLrZHA2HiOk4BEb3sOdE1R+ghIpgJc+jQwV7ev9FzsIPhVDYcPHk5ffr07DWiQVRc3Hl1zH+x9keF+Srglp2mfBFtfUlbDynEPnqt3GNxeu5+V7R6rvNQWnHTC+QnLv/ccnJFW75IUv0rWmcE/SlTzvccgGKTOXPmevegvd9C9Gw3cpAgQdITJsS6+xDWGHD/D10p5P/3z599JgMGDZNevQeZ3l5Xx0rSwzqanva626rXrEUHueDCS4MzkqIeks++QmFYFnU1GgmP+WZs0/th90edERqZ0WNR6EXYvHmzuzuRuOtZ4ubDlQZ6cbhO0hpPhbKt8+rcstOUL6KtL2nrIYXYx/BeeqcoX1cnqufud0Wr5zoPpRU3vUB+4vLPLSdXtOWLJNW/oh2mRZQgt+GfJCNGjJSlS++W5194wYRDtEJ8/2dXrpSHHn5EHvjDg3LRxdPl4mnT5cqZV8msq2bLdddfn5WrZs+RSeeeJ926dffST5Jnnnm2xD1o7zdtPUjqBrNo00tbD4J9Plo9CPb5aPXA2keDLK5nhAaJffnmQ3tddBgCdvKw06Vb936JeZR0zFLIdbdVr1mLjjJt+kzzkolSLPblYnuw78fARpRC3HDNOzJpzauzaMpXW1/S1oNC7CvruXWu81BacdML5Ccu//KhLV9Iqn9F6YwwTrZ9+w5eoz9Ozpk4ST7/PDm6lYWu7o//+Ke88uHHn8gddy2V3r37eNeLk65du5muYov2ftPWg6TCtmjTS1sPgn0+Wj0I9vlo9cDaV9ZzRhhOctqo8dK5Sx/ZssWPkGYplvxr2qKDXDLjKm9/sdiXi+3Bvh8DetaJeIW4czF2ZNKaV2fRlK+2vqStB4XaZ5+TDHv7sZ+TrvNQWnHTC+QnLv/yoS1fSKp/ReeM0KgfPnyE1+CPk8WLb84Z0jQOrTNi5Z2N78qoUbpV3seOHZe1RXu/aetBUmFbtOmlrReomBRSvsVe/7CvrL/4oUMPw9jx50r7Dj1lw4Z3XZUsxZJ/OCOXXXG1t79Y7MvF9mBfoOKiKV9tfUlbDwq1z+1Bjjolafcgu85DacVNL5CfuPzLh7Z8Ian+FZ0zcv31C7yGfpywCrt1Q9atW2cicODEXHHFlWZNkjiSnJGnVjwj502eIoMHD5Vx48fLMytXmf3vb94iw4bpnCOijoD2ftPWg6TCtmjTS1sPZ40wknbtjDTH/Qa2HeqMOxwnirZ8oZjrH2Bfeawzgkw890Jp3babvPZa7nHpxZJ/RzZtJzNnzffmABSLfbngq3907k+QIEFKL7nm1uVbBBK0/7+u81BacdML5Ccu//KhLV9Ien8UlTOCp92xYyevke/KkKEnZsNj4oj07dtP2rZtlz3OEK8FCxZ6L9I4Z+TdTe/LhVMvkjZt2mbPb9euvfTr119WP7fG6Lz0yqvSoUNHzw5XjjuutwlVqL3ftPUgqbAt2vTS1GNlb1boZVwucdtZZItoKYX0bFUUCDdZpUoVE4mFhcWIXkMUGO6buPelhXHOafDyyy8b23ipsOaAXTfARVO+lmKtfxbsK48V2JELL/ydtGzVRdavf9FVyVIs+XdEk7Yye851Xl4Vi325CPb5aPUg2Oej1YPtzb7QM7JjEZd/+dCWLyTVv6JyRubOne818ONkw4aN7qnmn2bNmrUyY8al0qlTZ6NHb0k0rrjrjLz6+htmESl0jz22q0ybfoksf/wJ2fzhR57TcsWVV3p2xMntt9+uvt+09SCpsC3a9NLUGzNmjAlNaXnttddMA9hdTXx7YcSIEebhzeJbQG8QMezZZxfQ2haeeuqpjOPcxt29TdSrV8+sJcDLxb5s4sJvasrXUqz1z1Ke9s2YMcus37F27QuuSpbytC/KEU3byZyrrw/OSIp6EOzz0epBsM9HqweF2hfmjOxYxOVfPrTlC0n1r2icka+++ko6d+7iNe5dYVJ50qJhQFq33bZEevbsZRYntA5J1BnBETm+bz85/vi+smjxzbLpg82eAxKVl195tUTvSy5hpXi7jkA+NPkCWj1IKmyLNr209Oj9IDb+/vvvX8I+Guy5FqHaVuJ6WuL2Qa79aXD66aeXcEZg8uTJZh+Tpt2INnG2uPsIackiZa1bty6xf1sgHOhVV11lftvFyhC77kCUfOUbpRjrX5TytO+q2ddI86M6yurVa1yVLOVpn4XnZNMWHeWqOdd5vcvFYF8SwT4frR4E+3y0erA92VfWc+tc56G04qYXyE9c/uVDW76QVP+KxhlZsuR2r2EfJ3fcead7ak5o8NFT8dvfXmCub52RDe++J6PHnCk333JLbC9ILtHOHfnDH/6Q935Bky+g1YOkwrZo00tTj4glPNSqVatmFuyiob1hw4ZsY4fhdqya26xZM2nfvr0ZQgSLFi0ykU4QghswzIvf9LQAK++y3aNHD3nooYfMols2WswNN9xgnAGuzeq/9isvIZ+bNm1qzmPoFM4rsMjVfvvtJxdccIHZjsJiZAxp4pzOnTubFYAbN25srh9HnDPCfduH+8qVK82+XLbceOON5lwWFqtfv755EZB3nMsXKvTJsySb6YGxeceqyNR/egJbtWrljfWl14ZxwSwG6KIpX0ux1j9Ledp33YKbMo389vLss6tclSzlaZ/lb5m61qptD7l85jz5/vsQ2jcfWj3Q2BeouGjKV1tf0taDQuwr67l1rvNQWnHTC+QnLv/yoS1fSKp/RbPooXal9XffzR2JJhfM49i8eUvWGVm1+rmCnBArrE3i2hMnY8eOzXu/2nwpRA9JWlTGija9tPSA7l7bEEdatGghW7ZsMccoF1b1ZQ4JcOzAAw80i1Fxvp08RxjGhQsXmt84BPDCCy9kexvoMWCOBj0urE7MfpwGO6n17rvvNo1tHBZW5qVXhrRZ+ReuvPJKz4GIcu2115rjrHp8//33y6BBg1yVLHHOyFtvvZW9/0svvTSnLfzG4cCBYn2AypUrG+eN1Y9t3rE4GXmTZDPn4DBx3DorODmXX355CT3qDDodOnTI7iukfKNSjPUvKuVp34033SpHNmsnTzzxlKdjpTzts9svvvSqdOjSVy6YdnnGOf66hG4x2JckFd2+HRme7zzXihGCrbhDit2y05Qvoq0vaeshhdhXXiuwpy3BGdET54y45eSKtnyRpPpXFM4IK766Dfpc8uUPX463BXfOSKFyp3IhRoZz4QG69+lKvnwpVA9JKmwr2vTS0rPgkDD21DbI+aJPPvF1n23buB8yZIjZ5ssM2HN4Wd1xxx3mt3VGokOMWOmX9RzoAbEOCD0sGzdulD59+hhn4JZbbjH7cRbefPNNM3yMyfTw5ZdfyhVXXJEz3jzposv5DJeyvRhxxDkjvNCsrcxnymULThiT3zk2fPjwTOP1CeNY3HfffWZfdJhWPpuXLFlizqF3yPaMMPEwCg4ezk+0t6SQ8o1KMda/qJSnfbffvtQ4I8uXP+npWClP++z23fc+KB279ZfxEy+Qv//9yxK6xWBfklR0+9avX296efn/R4499lipUaOG+TjTu3dv8wzc3mAeXIMGDcx980GG512xwNDYtm3bGrv40MWz1uKWnaZ8EW19SVsPKWb7XCciLQnOiJ5ydUZcY8AezEdaevfcc4/XoM8l7hjmQiitM7Li6Wc8e3LJww8/7F7eI1++WLR6kNQNZtGml5YejfhHH33U/KYyDh06NNsonz9/vvlqbxvewDwftidNmmS2Nc7IXnvttfViP9CwYUOz//HHHy+xf+rUqWY/Q5dmzJhhZPbs2SV0krBDrSpVqpQYmjjOGWExT3vfDCFLsgXHzOoybI16H+eM5IOHBL0vnEfeDR48uMRxvkTSK3XvvfeW2B8lX/lGKcb6F6U87XvwwUfliKZt5YknV7gqWcrTPvj3v/8j1y5YLB2795cRoybI11+XnNNV3vblY3uwz/bqIjSGeW+NHz/ebBN0YnuD5x/3RgMIh+udd95xVcoFPgDx7OW53KVLF2Mj76Jcw5ZAU77a+pK2HhSzfa7zUFpx0wvkJy7/8qEtX0iqf0XhjPzud7/zGvO5xJ3UG2XjxnfN1/QpU86Xc86ZKFdfPdeElLW4zsiTT62Qiy6aJmeMHpPRnyQLf3+DrFv/oueEWHlh3XrPnlwya9bWycFJ5MsXi1YPkgrbok0vLT2OVa1a1TSMLUye5uF+5plnmuFT/LbOyLBhw8w2832Ahj/b9Hzkckb48h+lf//+Zv+UKVNK7Le9EXXr1s3ui9rFsC+G9eXi9ddfzzYU3LSjxDkjOCDsY0jZJ598ktMWhgMwHJHhfvZazzzzjBkaxm/XGclnM6svcx4v0gceeCC7n/8l5qnY6F6ff/65majokq98oxRj/YtSnvYtf/wpadKigyxbvnU9ojjK0z749tt/yoXTrpA2nXvL8QOGm56RKOVtXz62B/toCNj/e5wRYA0ru49nR5Rc78Rc+yHpWD5ynVvofmBep72vXHmYdH4u3HPcbQ18bOK5C/RA77zzzqa3KjgjW0lbz3UeSitueoH8xOVfPrTlC0n1ryickZNOOtlrzMcJ63/EQcaNzjgUrr495w9/eNDoRZ2RWVfNlujaIlbYN3bseDOvxHVGiKjl6ueS004b5Vjpky9fLFo9SCpsiza9tPQ4xstmzpw52X0rVqyQn/70p6a3gDkShPllSALwFYpucTt+mDU6OJ8hVyNHjjS/6TqHtWvXmm0md0exTgvpsrYH12POBS9y+/KbN2+e+QrH3AxgfRD2d+zYsURaFpwEnCDmXaDH0Ka4ULhg7WT4AXAdhmBxzwxXg1y2cN/Nmzc3L9Dzzz/fHCfK1SOPPGJ+8yWRoW30FOWzGZj4v9NOO5lJ6tFyYt4K5/KS5Ti/p02bFjlzK/nKN0ox1r8o5WnfHx56TFq27Zr5u7WXMI7ytA/+9Kc/y/BTxsmRR3WUdp16y3//9W8ldMvbvnxsD/bxPrPPBeuM2B7ZXXbZxXw0AOacMaSVoB+s4URACyBsOvO/eE4QAGPZsmXm/9oGs2CIKB94+KgRHZo5a9YsqVOnjkmPD0M24t8pp5xizuvZs6d5rvFRg3lu9p7jrge5gnNEsescIfym55xnLOfwTKRHiOGrBPzgfD4yMbeQ5+N1111n0uAce33m3BFCng8+o0ePNs4Ez9199tnHPCtdtEE+mLvHMxKdJDTlq60vaetBMdvnOg98fLTw23U28ombXiA/cfmXD235QlL9KwpnRBPS10r0Cwdfg6dPv8TTcYU5HDRkrTOy5PY7PR1XOGfGpZeXmOi+5vkXPL1c0qNHz8gdxpMvXyxaPUgqbIs2vbT0OEZYXxrm9BTwMqxZs6bp/rYsWLDANO552PM3uhYHL1Ia8TgWvHR4cTEsi38Y24tCg9r2pABzR3hhcoyvWbwMbQ8Iw6PsnAxebNahuOuuu8x1+vXrl03HwrV4WTL867bbbsu+QO1k8ijMwWDSOcdxqng54ghgjzseOs4WnB7ulfNIv1u3biYPqe9sk+bAgQNNfU6yOQov8XHjxmW3cWbsdaPy4INbHfco+co3SjHWvyjlad+Ni5fI0e17yIIbFpmyi6M87YMNG96Vrj0HSf0j20jjZu3ls89Lzi8qb/vysT3Yx7PG/j/SoH/xxRezw07pcbWcfPLJ5n+YRjrzLZhbwnBOngX0FLOfIbEMweS5YtO0w0H53bJlS5MWC6myffHFF2c/kvCMAfsRhOcMIw9sUAyGjULc9XIF53CJ2mWdLPTYJlAIDhPXxcEhgiL7+YBle9bt8FIcD7a55qpVq4zzwTbXX7p0qfnNcFQXTZAP8gYHDR2CoySVtaZ8tfUlbT0oZvtc5yEa2ZHfrrORT9z0AvmJy798aMsXkupfuTsj7Hcb8kkSnTNCaFi+fGiEycvWGVm2/Am59777VbL2hXVZZ2TFM8969uQSelhyNTgsSfkSRasHSYVt0aaXpp61i6/5DK2KW1/EDk+KDpuy8NKKCzubD8774osv3N3m+tEvLxYmj29Ll35piLOFSeYMDWCxRBc3qkuSzRwDhl8xxGxb0JSvpVjrnwX76E1LGmqhTa9QvStnzZejO/SUCedM9srQUt75RyStZkd1lkPrt5S6Gflgc8n6V9725WN7sI+GgG2g2/kUCENabXhyPkzQSMcJIPiFHZb6xhtvmF5jftNbwkcHelx5xth0qHsI57ONE8CHCn4zFBTogcHR4Tr0SnDMRju089nsB6O46+UKzuESXcvC5iHDX9nGAQCcHJ5vBA3BqQE+mqCDEwaEoGWbv2CdN3rF6dXgN/cT907OF+SDIXI4etZOnJtcaMpXW1/S1oNits91HoIzUvbE5V8+tOULSfWv3J0RGlxuQz5Jcr3ENbhzRgqVRx9b5tmTJEnj+CEpX6Jo9SCpsC3a9NLWC5Qt9mvn4sWLzfos20oh5Vvs9Q/7GFZCvvAFNs4p0aZXiB7PgvPOnybHdOwlPY4bGOuMQ3nn38pVa+XQekdJ7brNjLz0ckkHtrzty8f2YB8NAdvwJRIg6y/xm8a4ra808NmH02CDXyBbtmwxvQXW0aCHwA6FtWnadyjRodhes2ZNNkqgHWJFzzPbRPdynREb7XDu3LlmO+56ScE5oiQ5IwQyseBksW+PPfYw23YOjZ0r6Doj9MCzjTNCQ9ZeI+5DV74gH4CdTGZHh7l8udCUr7a+pK0HxWyf6zyEYVplT1z+5UNbvpBU/8rdGeGf3G3EJwnOy7ZSWmfkrrvv9uxJknyOU1K+RNHqQVJhW7Tppa0XKFvoheJlTYMgV+hfDYWUb7HXP2sfX3FpWDAk0F1dWJteIXqf8fX5rMnSpvNx0qJV50zZlJyEbCnL/OMrO4saEjEL4Xn12GNPSuMm7aTF0V2kXYfj5Jlnn8t+jYeytM+i1YPtwT4aArbxzJwRHI9dd93VbPPVHmhg23leNNSBckJwYAhUYQN/MIQpzhlhKCjb9L4y1Irf1hnh/wJHh/PyOSNx18sVnMMlyRmxjgUw7Ja5KtYZITojOgy/hdI4I5AryEcUG2iFIWK50JSvtr6krQfFbJ/rPJRW3PQC+YnLv3xoyxeS6l+5OyN0vzI/w23I55L3nJWjC6G0zsisq+Z49uQShmnlIylfomj1IKmwLdr00tYLVEwKKd9ir3/WPnpHbMhoJrtGnRJteoXofZJ5fowaM1GO6dBDGjdvlzO874+Rfzz3vvnmW/nrX/8mn//lL/KXv3xhhq4whG/Tpg/krbfekbfffkfee++9TGP0cZl8/kUybfplcuXMq+XpZ1bKn/70qTkfeemlV2XLlo8z6eYOsV6offnQ6sGPkX/50OqBxr5oaF96GYD1Lew+O5TKTv5mDSWGtzIXj54RAoGwbSMNMg8v6oxwDCeH3/S28A62AT9YJNY23jt16mSuY3shateubbYHDBhgtmfOnGm2466XKziHCz2GVg+HA7gPtlkrKgr3yX7sw05+20npEyZMMNtMeAfbm0SIfeb02Wvk6pGMC/JBWHjm1DCsEx577DHT88OE+VxoyldbX9LWg2K2z3UeSitueoH8xOVfPrTlC0n1rygWPezT53ivMZ9LWCBpWymtM3LW2Wd79uSSXr2O8+7TlXz5EtXjhcDXm3zC0BN3XzFJsK90EuwrnUTtI0pbdBI/Tgl/GefOOHr3/9CVQv5/cUZOGj5GjmjRURo1bSuzZs/z9JCkRaGi6dnr8pdGHI0sGnasmP7pp3/ONEo/zDQ4N8uHH35kGlrvvvuevP76G/Lyy6/IK6+8Km+++Zb54r5+/Yvy/Avr5IV168xvGsJMWKbhxVfl559/Xt54482Mo7JJnlqxWi67/BqZOWuBLFv+jHzxBatS+/dfSL6kqYcUmn9JkrYeks8+8tsG3kD69u1rej54dxHQgn3MvyC6FmXFJG/27b333ma9LujVq5fUqlXL9GAw/Iiei6gzghNDqHUa1kTpAyJncS0cju7du5s5ErbHxc5HIUgIEQmZCM42kbNIN+56EBecw8X2aCD8b1JXiehlz4muOUJ95X+WgB7oYC91P3oOdjBszH5oIC+nT5+evUY0oqOLG+SD/wHbI0XeEzyFYWsWt+w05Yto60vaekgh9pXXCuyuU7Gt4qYXyE9c/rnl5Iq2fJGk+lcUzsiECfpG/vxrrnXzT01pnZF+/fp79uQSvtC49+lKvnyJ6gVnpGwk2Fc6qUj2laUzwrCsoSedIQ2btM04I+1k/FnneXpI0sPaCr0af8o4HDgdf/7zZ7Jh47vyWsbReOedDWatJZyN5194QdaufV7WrVtvvlgTTZAXDJGZ+EuUJnqHEAIb0PBECA9LxDc++tBQRZev8zgkDz/yuFzyuzky4pRJMvrMC+WWW+/LpP2Waci696vNlzT1EE3+adNLWw/JZ1+hMCyLHq1oYBcmX7NN74fdH3VGaGRGj0WhF2Hz5s3u7kTirmeJC85RGujF4TpJC84WSlKQD4aFs8+NmAhu2WnKF9HWl7T1kELsY64hvVOUr6sT1XP3u6LVc52H0oqbXiA/cfnnlpMr2vJFkupfuQ/TgmsyDobbmM8lQ088yT1dTWmckXc3vV/QcLI5c7aOp00iX75YtHqQ1A1m0aaXth4E+3y0ehDs89HqQXkN08IZOWHoaVKvUStpeGTbjGNyqtdwA+yjwfX/Mo1Mmz7zOT755I+mp4N5QAypWr8ex+KljDPwmqxZs1aefXalrH7uOeNM8PUWp8M6HjgiCA4IgnOCxDkj6BH4gPCoREZCj6/TCE7JiqdXyfULbpVxE6bJyFMny+8uvVaefub5TGPtb9lIRYXkS5p6UFHqX1ljI0ohdv2QQHpBPiya8tXWl7T1oBD7ovN53Hl1Ub18aPVc56G04qYXyE9c/uVDW76QVP+KwhnhZeo25pPEPkwZ07lgwcLEhytdxnPmXC1Tp14kF144VSZOOtfIJb+bIStXr/acDivvvf+BXDnzKrnzrrvM9oMPPeLZkSSEE85HvnyxaPUgqbAt2vTS1oNgn49WD4J9Plo9sPaV9QT2Dz/8WPoNGiGH1msp9Ru3lu49B8gX//1/X3f//e//yNf/+Ids2LBx69fpLR/Km2+9bRwP/q5d+7ysXLlK1qxdK2uff15Wr37OOAsM63nhhReME2IdkdI4I2yTJkI67LPOCKHU38nIy6+8Jvc/8JjMuOxaOWN05pl67uWy6OZ7ZcPGDzINmO8Lypc09aCi1L+yhp5AIl4h7lyMHZm0gnxYNOWrrS9p60Gh9rFAL0PV+HDjPiu119Xquc5DacVNL5CfuPzLh7Z8Ian+FYUzsjVsXgevQZ9L3vphUh9jpAcNOsFI9EHCOFLikJ9yyqklzmNSubvq+kknD5Obb7nF9HxYR+TxJ5+Sfv0GmGFZdj8LILp25BJ6UNyvCHHkyxeLVg+SCtuiTS9tvUDFpJDyLfb6h33lEdoX56JPv5Ol9qHN5LAGR0vrtt0yz7EN8pcvvpAPNm/JOh8rV642L4LnnlsjT2aeQytWPG3mBuB4EIIVYUItYh2RNJ0Rflt9dFifKeqMIHzgwWlatep5WbRoqUw67wo59fQLZdacxbJs+Wr5y1+YS/K9mw0eheSfRg8qQv0LbL9oyldbX9LWg0Lto23GfCTbQxJ1SuzwrXxo7XOdh9KKm14gP3H5lw9t+UJS/SsKZwQmT57sNepzyQ033pQ9b+PGd6VDh47GySDk3syZs6RLl2O9c5Drr19gejvc/QirwF908XSZNn26SQvnaOWq57IOygmDh3jn5BIie+S7X9DkC2j1IKmwLdr00tZj+AlhJO1CfmmO+w1sO5RDUuNRW75QzPUPsK88Fj18//3NclyfIXJw7cZSq24TaXxka7nzrvvM2kVPPPGk6fUghOqKp5/ODpNCcETK0hlhkjDbCL8ZmhXnjCBEUHrttTfkoYefkFmzb5QJZ1+WcUyuktuWPJy53lumlySJQvJPowd89bcNpyBBgqQjLDbp7kM2KaKbav9/XeehtOKmF8hPXP7lQ1u+kNQ+KBpnhBex26jPJb37HF9ixWl6QVwdV8aMOdPYsOWjj+WUU0/zjrtCb4l1RF5/8y2vRyVJGD6W735Bky+g1YOkwrZo00tT7/333zdDYxiXS2x4FtkiWkqulcMrMoSbrFKlipkczcJiRK9hsjT3TYSi0kJjNQ2YCMrqybxosJPwoXFoytdSrPXPUl72vfvuJunTd4j8plptObBKTalVp5GcPfG3Zm7Z7bffYSaMU648B5HydEboDUFwRPI5I0yeRtY+v15uufV++e2F82TchMvksstvkKdWrDW9JLn+xwvJP40elFf5avQg2Oej1YNgn49WDwq1L/SM7FjE5V8+tOULSfWvaJwRJnMed1xvr2GfS4iXH4UIMMOHjzC9JK5uz569zD+OncD+2htvSvfuPTw9ekOGDj1Rlt59T4n5IzctWuzp5hLSZfhYvvsFTb6AVg+SCtuiTS9NvTFjxpjwiBYaQSy6lfRFviIzYsQI8/Bm8S2gN4gY9uy7/vrrHW09NFrbtGnj7i4YGoisKMzKyF26dMm+aOJ6DDTlaynW+mcpL/tef/1N6dlroFSuWkt+fcBBUvk3taR9x+PkrLPPk6tmz5Hb77jTDMuqqM4IX0hff+MtWfb4Srl63m0y8dxZ8tup8+TGm+7LpL/RrFHiUkj+afSgvMpXowfBPh+tHgT7fLR6UKh9Yc7IjkVc/uVDW76QVP+KxhkBFl5yG/e5ZOnSu93T87Kt0bRGjjzFu34uIQ679n7T1oOkwrZo00tLj4YvsfH333//EvbRYM+1CNW2EvcVNm4f5NqfBoSHjTojwFBE9hG9yQ26EGeLu4+eDBYpa926dYn92wJDs2yQBcJXsoYAPTnBGdGnV4jeI48ul8ZHHC1Vqx0mVarWlcqVa8vh9VtJz+NOkrPPOU9mz7laliy5w4TTrajOCPJ+po6+sO4VuePOR+SCqfNl9Jkz5Iorb5JHHlspn31WMjxqIfmn0YPyKl+NHgT7fLR6EOzz0epBIfZtb9G0ghQmO7QzQuXv1q2718CPE3o7bChJLdvijLz62uvqIVpdu3Yzq8Nq7zdtPUgqbIs2vTT1iFjCQ61atWpmwS4a2jRsbHhTGlKsmtusWTPzxZ7GEyxatMhEOkFY3IphXvympwWYn8N2jx495KGHHjKLbtloMTfccINxBrg2q/8Skx9okDVt2tScx9Cpr776yuynwbfffvvJBRdcYLaj0PBjuBXndO7c2awA3LhxY3P9OOKcEe7bPtxpcEIuW2688UZzLguL1a9f37wIyDvO5QsV+uRZks30wNi8Y1Vk6v+JJ54orVq1KjHWl7CfrD6MThya8rUUa/2zlJd999z7UKYs22ScydpS/aD6cnCNxtKocSdp236w9Mo4JPSQEPVviRmytaLiOiPvv2/krbc2yPLHV8q8eUtk4rlXyXnnXy03Lbo/Y8fb8vU/vsnmizb/NHpQXuWr0QONfYGKi6Z8tfUlbT0oxL5bb73VLErpOiEW7XW1emk7D2mnt6PJDu2MAI0wt5GfSz766GP39ES2xRmZN1+/Bgr/vKC937T1IKmwLdr00tSju9c2xJEWLVrIli1bzDHKhVV9mUMCHDvwwAPNYlSkayfPEYZx4cKF5jcOAdAQs70N9Bgw94EeFxpw7MdpsJNa7777buMs4rCwMi+9MqRNVCW48sorPQciyrXXXmuOs+rx/fffL4MGDXJVssQ5IzTw7P1feumlOW3hNw4HDhSOQuXKlY3zRq+bzTvCv5I3STZzDg4Tx62zwv/X5ZdfntVhngIOIDrkW1w5asrXUqz1z1Je9j3xxEoZMOBUqVevmVSpeojUqdtcmjTtLu06nCht2p0gPXqdKGefM9nMIcEhoYekIjsj9OIhL774WuZ+HpILpl4jY8dfJpfMWCgPP/Ks/PGPf84ulJUPbT5DeZWvRg809u2o8HyPW1ywWOA9xf9BEpry1daXtPWgEPvsx7tcaK+r1UvbebDpBSmd5ENbvpBU/37CQVdYJRFx97uSth7CS5NGntvQj5N58+a595NIoc7Ihx9/kmlADPSuGyfHH9/XzAso5H7T1kNoXLj7XNGml5aeBYfELjSH8EWf4zS02LaN+yFDhpht69zZc3hZMZSP39YZoVFl02OlX8I68xC1Dgj1iYZTnz59TAPrlltuMftxFmh4MXyMyfTAcCUmcZNmHKSLLuczXMr2YsQR54wwNMraetZZZ+W0BSfMrgw+fPhwMx8Kx+K+++4z+6LDtPLZvGTJEnMOvUO2Z4T5U5Ynn3xSatSokbVr6dKlZn8h5RuVYqx/USkv+x577CkZOXJiph4OkwYNW0j1gw6XRo07S9uMM9K2/VBp3XagdO85xPSQXD13vhmyZcP6VmRnhA8OW3tJVmXu6zY5e+IsE3Fr7rxbZdnyZzPnvO/llyvafEbKq3w1ekg++yg7enn5/0eOPfZY8//Jx5nevXubZ+D2BvPgGjRoYO6bDzI874qRWbNmmWekxS07Tfki2vqSth5SzPbZxq/rVGyruI3qINsmbjm5oi1fJKn+FV3PCEbxUnUb+7nkm2/9iZEuNL4YH8/Xxnvvu9/IOxvf9ZwPVwpZ6JBFyCza+01bD8i/fGjTS0uPRvyjjz5qflNphw4dmm38zp8/33y1tw1vOPXUU832pEmTzLbGGdlrr722XuwHGjZsaPYT2SzK1KlTzX6GLjF5G5k9e3YJnSTsUKtKlSolhiaOc0Zo2Nn7ZghZki04ZlaXYWsMZ4tzRvLB12d6XziPvBs8eLCr8sM6P+2NztixY93Decs3SjHWvyjlZd+6da/IiBHnGIekb98RctjhTeTgGg2kRcvexhlp026wHNO6n3TtfoLpIbl67jy5/fY7TajfiuyMbN682TgkmzdvkXXrX5Pb73jY9JKcOe4ymTb9Orn/gSdl85ZPJGbKVBZtPkN5la9GDzT22V5dhDzkI8L48ePNdr169Vz1Cg/PP+6NuorDla/3oTzg/4GJ3NiZhKZ8tfUlbT0oZvts49d1Kn5ssdfVoMm/tO8jbfu05ZG2HiTZF/ufpU08bT2wxl522WVegz9OHnzwIScFHxrA0XOImhVd5DCXnDF6tHe9OJk2bVqJ62nvN209SCpsiza9tPQ4VrVqVdMwtrAmDA/2M8880wyf4rd1RoYNG2a2b7/9drNNw59tej5yOSN8+Y/Sv39/s3/KlCkl9tveiLp162b3Re2iYUc0tFzQcLMNBTftKHHOCA4I+xhS9sknn+S0hQhjNPRwDOy1cKYZGsZv1xnJZzOrL3MeTt0DDzzgHjbYMqBcXPKVb5RirH9Rysu+qDMyfPjZ0rPnEDnssCOlVu0jpFmLXtK67QnSqs1AaXnM8dK12yCZcNa5GUf92uyk9orujCD0HL/zzruyfPkqmXP1raaX5NzJs+Xa6+/K3Mvr8ve/x/c0avMZyqt8NXqgsY8ys//35CHQg2n38eyI4ga6sOTaD0nH8pHr3EL3A4E87H3lysOk83PhnuNuFwJ2MXfP2pmEpny19SVtPShm+9JuxGsl7cZ+2veRtn3a8khbD5Lsi/3P0iaeth5YYxlPz9Ant+HvCgsc2knQSZxwwuDsOTgZruPhytrMC14zcZ1wxO4EL+39pq0HSYVt0aaXlh7HeIjPmTMnu2/FihXy05/+1DR2mCNBmF+GJAChZumut+OHWaOD82lQjRw50vxmfQygUcY2k7ujWKeFdFnbg+sx54IXuX2pMMyPRhZzM4D1QdjfsWPHEmlZcBJwgph3gR7zOj799FNXzWDtZPgBcB2GYHHPDFeDXLZw382bNzcv0PPPP98cp0H6yCOPmN98SaRxSk9RPpuBif9MUCe0sC0neoxatmxp8g8ee+wx2WeffYzj7pKvfKMUY/2LUl72rVv3snFCcEiGDTtLTjppfMYhGSx1D20sNWo2kmbNe8oxrQfK0a36y1Ete0vnLv3NkK15864xPSSU//bgjPBBYfPmDzO2vS5Lbt/aSzJuwuVy8fTrZendy2Tzlj9mnuclx6pr8xnKq3w1eqCxjzKzzwXrjNge2V122UU+//xzs493JENamfPFGk6UP1CmHTp0MM8JGtHLli0zH8xsMAuGiPKBh48a0UAWDEOqU6eOSY8PQzbi3ymnnGLO69mzp3mu8VGDeW72nuOuB7mCc0QhKIi9V37z/OEZyzk8E+kRYvgqAT84n49MzC3k+XjdddeZNDjHXp85d4SQ54PP6Mx7no84PHd5tvGsdNEE+SCS1MyZM7N2JqEpX219SVsPitm+tBvxWkm7sZ/2faRtn7Y80taDJPti/7O0iaetB1Fj3377ndh1Q1xZqRhjOnfuvKz+goW/95yPqHz0yR/l4t9e4F3HFZwVKouL9n7T1oOkwrZo00tLj2OE9aVhTk8BL8OaNWuaYUmWBQsWmMY9LwT+Rtfi4EVKIx7HgpcOLwSGZZH3theF0LS2JwWYO8ILk2OMveZlaHtAGB5l52TwYrMOxV133WWu069fv2w6Fq7Fy5LhX7fddlv2xWQnk0dhkj2TzjmOU8XLEUcAe9zx0HG24PRwr5xH+t26dTN5SO8H26Q5cOBA8+JMsjkKL/Fx48Zlt3E+7LADrkO+0oiNI1/5RinG+helvOxb/+KrGUfk7Ewj7yw5+eTxGWdknAwdeqZ0Obaf1DmkkdSs1ViaNushLY/JOCNH95XmLXpJp879Mo2xiXLNNdfJkiW3ZxpWz24XzgiCI/3OO+/J8idWy+yrb5Wzzpkp50yaZXpJnn6Gnr5vM/V769dsbT5DeZWvRg809lFm9vlCeVGOdtgpPa6Wk08+2Tw7aKQz34K5JXyY41lATzH7GRJ77733mueKTdMOB+U3HySAQBZsX3zxxdmPJDxjwH4E4TnDPD4bFINhoxB3vVzBOVyidlknCz22CRSCw8R1cXCIoMh+6qTtWedagOPBNtck8APOB9tcn3lw/CZIiku+IB/8j5EGz15rZxKa8tXWl7T1oJjtS7sRr5W0G/tp30fa9mnLI209SLIv9j9Lm3jaeuAae/fd93hOgCvdO3eRL1esYIZ6iXOjROehvLBuveeAWPnwo4/l2YW/ly4KJ4iv73Fo7zdtPXDzLw5temnqWbtohNAQiltfxA5Pig6bsvDS4gVXKJz3xRdfuLvN9WkUuTB5vDRd+ttCnC3Mc2JyOg04F3ehyCSbOQZ83aPRGYX02ec6Uy6a8rUUa/2zYB8Nebc3M4o2vUL0Pvr4j3L5FdcYJwQ58cSxMmTIGDnhhNOlc+e+Urt2A9ND0qRJt63OyFG9pVnz7tK+Q28ZP2GSGbJ15513mR6+7cUZIRrie5vel2eefV7mzr/V9JAgF1w4X+657/HMtTcZh0Sbz1AR6l8+KDPb8LXzKRCGtNoIRzSOaaTjBFBmdlgqZUivMb/pLaEHlbLjGWPT4fmBcD7bOAF8qOA3Q0GBHhgcHa5DrwTHbLRDO5/NfjCKu16u4Bwu0bUsbB4y/JVtemgAJ4fnG0FDcGrgwQcfNDo4YUAIWrb5C9Z5o1eciIT85n7ilgPIFeSDD1rYgHPGb2tnEpry1daXtPWgmO1LuxGvlbQb+2nfR9r2acsjbT1Isi/2P0ubeNp6EGfs1KkXeY6AK0/OniP/s+Jp+U+OsfM0cDtnnJY+fY73HBArG996WzbetFhmjjnTS9+VyZOn5GwAau83bT2Iyz8XbXpp6wXKFvu1c/HixWZ9lm2lkPIt9vqHfTTAyRe+wMY5Jdr0CtH75z+/yzTKNsp5k2eYHhFk8ODRGWfkDBk48DRp376n1KpVT2rWbCxHNu221Rlp0VOaNO0q7TocJ2POPEuuu+76SA9J2Tgj/EXHHmNfoc4I8sEHW4VFEd/KPGdfeukVWb16jSxbtjzTsHxEblp8h5x1zhUyZuylZqHEcRMukxmXXS8PPbRcPsk8mzX5DBWh/uWDMrMNX/KZ9Zf4TWPc1lfKgn04DTb4BYLTR2+BdTToIbBDYW2a9mMGYdDZprfNRgm0Q6zoeWabuuQ6Izba4dy5c8123PWSgnNESXJGCGRiof6xb4899jDbdg6NnSvoOiP0wLONM8JHLHuNuA9duYJ8sMYV93PMMceUGE5mj8ehKV9tfUlbD4rZvrQb8VpJu7Gf9n2kbZ+2PNLWgyT7KoQzwteZ/v0HeA5BVDq27yD/ybykZeUq+VfmJRnHxImTZNr06Z4Tgrz42DL52+13yCeZhlu7tu289KOCLXFf9i3a+01bD+Lyz0WbXtp6gbKFr8+8rGkQ0PjcVgop32Kvf9Y+vuLSsGBIoLu6sDa9QvUYQvPcmvUycdJ0GTz4DNMrMmjQKLP+CBG22rXrITVqHi41ajSSxkd2MRPbmzTrLkc06Syt23SXM8eeLfPnX2N6SFgYsSycEY4zX4H1bBhKiYOrcUbee2+TbNiw0XwlfyOT5vr1Lxnn46GHH5Hf33BjJr2ZMnbs+Mz9nyAjRpwi4ydMlFNH/VaGnjRRBg0eJz16DZOOnfpKr+NOkKkXXaLKZ6go9S8Jysw2fHHoKBM7pJKv9kADm3lg7KPcgF4ThLIhUIUN/MEQpjhnhKGgbNNjxVArfltnhP8LHB3Oy+eMxF0vV3AOlyRnxDoWQM8Ec1WsM0J0RnQYfgulcUYgLsgHw36rVKlihNDKNg07XzEOTflq60vaelDM9qXdiNdK2o39tO8jbfu05ZG2HiTZV7TOCJPnKIgFCxaaLySuQxAnd/9uhsiatUa+X/G0/NsZ1nPPPffKHx58qIQT8sbLr8hLv79B5IE/SOagXDjyFC/dOOElOnPmLDNBzp2Yp73ftPUgqbAt2vTS1gtUTAop32Kvf9Y+Gtk2ZDSTXaNOiTa9bdH77rvvZdWqF+S0UZNk4MBRplekf/9TMo3BkdKnz8lyzDFdpPpBdaVGrcbGIdnqjBwrjY7oaByS088Ya56JtofEOiQ/ljPCMSKtMYaeCcM0TK0zsjHjjOCQWKHH4/XX38ik+bqx5emnn5HHn3hCblq0SC6edomcddbZMvTEk+TYY7tKmzZtMk7ykZkGbj1p1qyFdOjQSY7tOlDadeibud82JtLYIXUbSO3a9aVJk6NU+QwVpf4lEQ3tSxkAawnZfXYolf1azxpK5D9z8egZIRAI25Qxx5mHF3VGOIaTw296W+jhtwE/WCTWNt47depkrmN7IWrXrm22BwwYYLaZ1A1x18sVnMMlOhcDhwO4D7ZZKyoK98l+7MNOfttJ6RMmTDDbTHgH25v08MMPm2Go9hq5PiLGBfmIEoZp+aStd87lK0yje+GSlV6D/MeShbevMtc8+7IVWTu+/ef/yMyb1mWdgIou3Av3ZNGWR9p6kFT/fmITigpfD+zquEmSph5fSHiZMQ6VBwvhd10HIJ+0bdtOvl3+eNYhkefWyLfPrsw6JUTdeO/9D4wTsuHNt2Td4lvk+4yDghOCvBSZ5F6IcF0ijjCMgoYBD7x896vNF6vHC4GvN/mEoSfuvmKSYF/pJNhXOonaR5Q2GzwAwSnhL+PcGUfv/h+6Usj/b1Tv66//IQ8/8qScdtrErCNCzwjOSK9eQ6Tl0Z3loIMPNXNIGjbuIEc27ZpxRjpJw0bt5Kiju8jo0RPkmmu2ziFhwbgf0xnhL2kwF4B5KuhvnTuy0QQYefXV1+QlPuhk0n/sseXGSSKE9fTpl2SeiafKCYMHm+GxLVocZXroGMtfv359adCgoRx5ZJOMNJN69RpmtpvIYYcfkXFOjsw0eg+X2rUOl6pVD5Z99tkv44w0V+UzwjPe3eeKWx65JG09JJ99dsK0rZN9+/Y15cJcBgJNsI/5F/RW4bQwyZt9e++9t9xzzz3mPderVy+pVauW6cFg+BGOY9QZwYkh1DpDkIjSBnz841o4HN27dzeT4W2Pi52PQpAQIhIyEZxtImeRbtz1IC44h4vt0UD438QpIKKXPQcnxkLd5H+WgB7oYC9OQvQc7GDYmP3QQF5Onz49e41oREcXN8hHFBuCmOFoFrfsNOWLaOtL2npIMdt37/INXkO6rOSeZe8YG7759ju5/PdrveMVXbgn7q2Q8khbD0mqf+XmjLDNQ4uuUB5CvLDcRv62yNihJxonJOuQRHpK/vnee/Lykyvk1UWL5H/vuz/rhCA4JQN69vLS2xbhXs4++2zztYl7dO89KV/iBJ3gjJSNBPtKJxXJvvJyRpAvv/xKHnzocRk85AzjiBx//HDp3fskOe64E6VHj8HSvEX7TIOxthxcs2HGIekojY/snHFG2kv9hm2Ms3LqaaNl4cLfm2cMPRA/hjOC0NOBU/Luu1uHY7HvlVdeNeniBNFrcsWVM83w19NPP8PMySM0N87HYYcdbobpMCSOxfqIpscX6yZNmkn9Bo3lkEMOyzQ4G2eON8o4KE0zDeC6xgGpfGBV2X//A2WvvfbJlMnPpX2Hzl7+5ZKkl52VuPKIk7T1kHz2FQrDsiiXaHh7Jl+zTe+H3R91RvjwFz0WhV4E5vgUQtz1LHHBOUoDvThcJ2nB2UJJCvKRhFt2mvJFtPUlbT2kEPuISkbZusddPXe/K1o9eo0fXfGWzLh+jdeY/rGEa61c/6GZ0/f99/+S+be9aPaffdkTsvK59f/Xg7JkZVFJid6dmONWuAfuhXvi3rhHbXmkrYck1b/YPkd7MB/bqrdp0/vmhe824tOS54g/7jgjWYk4IFGZN26Cl05awr0yjtrFzZdcaPUgqRvMok0vbT0I9vlo9SDY56PVg/IephXlH//4RpYufVCGDB1jekVwRHr1GmoWRDy26wBp1qyNVKlS08whqd+wnXFK+Fuv/jHSrHl7GTVqjMw3PSRL5cknt/aQFOqM2L9bnZCtw7Je/WHCOk4IjgfDwR559FF56KGHTJhU5o+cffY55rnGXIPWbdqYkNM4GnzNPuwwnIzDTe9Hw4aNM9v1Ms4IvSFbHZB69Rpnjh+R2d9Y6h7SUKpVqyUHZhyQX/1qf/nlL/eWPfbY0zghVvoPOCE2/+KoKPWvrLERpRC7fkggvSAfFk35autL2npQiH08F2yPVVkE+oBC7MtHIXr/ysjN979hGu3jLnlcnnp2XYkGv+vElLdobeM498I9sc09cq/afElTD5LKt8ydEV6KnTp19hrsaUq7du3kX5mXs+eI5HBG3s44L20VCxyWRugtcScRb0v+5SOpsC3a9NLWg2Cfj1YPgn0+Wj2w9pXHBPY4WHX8pkV3yvF9h2cdEXpGunUbJMce218OqVvfOCQH18w4JA3aSoNG7eXw+q3k0MNbZhySdjJ8xKgfekjuNEO28jkj/LXHrFNiz3nppZeNQ/PwI4/IDTfcKNdee62ZpMyE4mHDh5u5Ar179zYLwuF44HSQjwjOx9bej0aZY0dK3UMPl1q16mSO1Ze6mXtoUL9JZn/zjDNSP+NcHWIckCpVDpL99ztQ9txzrxLOhyujR4/NmX8uFaX+lTX0BDLECHHnYuzIpBXkw6IpX219SVsPCrWvLJ+TUKh9SRSixzAtGuujL14ujz35fInGfr7eh/IQrW1Wh3vi3rhHOyQtH4Xkn0YPksq3TJ0RuoC7d+/hNdR/DBkzeIjI6ufyOiPf3LVUTuh1nHf+jyE9evQs0b1caP5pSCpsiza9tPUg2Oej1YNgn49WD7CvrL/4Jekx7OSzz7+Qa65dJH2OPznzjDgh84wcZITfTZoeI02btpGq1eqYOST16reWeg3ayGH1jpFDD2suRxzZOuOQnJZxGuabeQSPP/6ErFy5ykw0X515/jGvACeFxTaJLETvBkOr6OFgIjQLeNLTgcPB+H3yhIAhzANgIUyeW6y1wDwP63ggdTNSp84hUrt2nYyDkdmuS1jiOhk5JOOk4Kg0kkPr8rexmQNyUPXaUrlyNTP8au+9f2UckF/8Yg/P8YiTSy6ZkTP/XCpC/Qtsv2jKV1tf0taDQu2L9iDz98fsQYZC7UtCq7d89fumkX76RcvkgcfWqhv65S2FOEwc5964R+6Ve86HNv+0epBUvmXqjMyePcdroP+YsmDylERn5D/3PyAThgz1zvsxhTxw8yUfWj1IKmyLNr209QIVk0LKt9jrH/aVx6KH+fQ++uiPMuPSOdKz5+CsI8Lvli07md/NmrWT3/ymhnFIDqt/jOkdqXtoC6lzSDNpfMTRMvTEYTL/mmtk8eJb5J5775Ubb7xJ5sy52kQyuvrqueYvEbHOO+88E9Vo2LBhJkwsk3Y7duxoHA56O5jXgdDTgdNxyCF1jdSpU1dq1aot1apVl6pVq0v1g2pkHIyaUj0jtWqi1yCjg0NyqNQ4+BA56KA6Uq1qTTP8at9995dKv/yl7HrAbp6joRF6afLln4VVwVlFPEnsnCF3vytp6yH0Srj7XNGml7YeEuzzRauHbI/2EcwgOrfOOidETWNOST40zz9LWb8/Xnj9TzLqhyFNd/1hjdfAd4c9FZMUYqvV4R7Z5p659yQ0+QdaPUgq3zJzRgjh17VrN69x/mPL89ddn9MZmT/+LE//xxbCWto474Xkn0YPkgrbok0vbT2+AhPT3q4qnuYkxEDpIFpPNHJNFG35QjHXPyhW+/73f/8tmzZtlnMnTzfDtBiuxbCtNm26Z6NsmTkkVWuZsL8M0zr0sJZSp25zqV3nSGnY6Cg5YfDJMm3aJXLttdfJaaNYw2SQ9O3bz0RHIvwqw1eJpMSQFHo67DArJpkTjahmzZpy8MEZJ+OggzN/a8pBGalW7SCpUqWacUCqVj0o4xBlflc5WKpXr5VxRuoYqZpxOn5TuboccMBvZL/9tvZ8VNpnL/lFrT1k9z23OhQ7N9pF/mvir2XXXxXmkFSqtKeJjpQv/yzBGfFFq4cE+3zR6iHbo33bqzPy1ntfyBkXbR26tHjpaq9xn6+3obylEFujetwr98y9kwe5yJd/Fq0eJJVvmTkjDBVwG+ZlJX+8+x7PGXlw+nRPr6yECaE2X7T5p9GDpMK2aNNLU48J/DR8mCTIQlWs+MvX11yr2FdkiH3PQlk8wFnlmAYgkZu4b4bKlBYmXabNrFmzzAsmDk35Woq1/lmK2T7+F1auWiPnTLzIOCJMaO/YsXfmf2aY9Os3Qnr3PlGaN28vB1Y+OOOQNJK6hx4lhxzaIuOMNJGaGQelXr1mGUemt5x00jBpeXSrjNPRxEwir1v3UNOrUaMGDkYNqV4dp2LrQm6VK1fJODhVTajXalWrS/Vq1aXGQTWkVo3aUqtmncw5tTN1t7ZUr1ojcw4OR1U5MCO//jWOxwGyz977Zer4PlJpzz1lt1/vLrv//BfGidip2i7ys8v3lF2r72q2d6mzq+w0dC/Zba/dPYcjTvbddz9p3qKljBkz1ozl1+QfFHP5QrDPR6sHwT4frR4Uat/2Okxr8yd/l7GXbI0ydd2tfsO+NOI6AtsqbrpacdOJS5N75t7JA/IijqT8i6LVg6TyjW19aBMvRO/cc8/zGuVlJXwR/DOhfH9wRh6d/jtp8yNPWE+SyZPPz+aLNv80epBU2BZtemnqjRkzxsTJt/CQYwVg20u0vTFixAjzAGclYKA3iAW12MdaOtsKTn2bNm3c3aWCcK12hec4NOVrKdb6Zyl2+1gz4dXX3pJzzrlIjuvNAoH9Tehf1iNhpXZCADdp0kZ+U6WmcUBq1W4iB9doKNUPqifVqmecjtr1TbSq2rUPMxPFa9Sg94LhVDWkZub3IXUOl0PrNpDDD83oHVZfGhzeQBo1aJT5m9k+9HA5vO5hctghh0qdmpyXcUAq43gcKL/ad3/Za699zVyPSpV+KT/fu5LsXjXjePxiq/Owc53d5L/O+7Xs+putzsYu++8mOw36wUHJbO9WafcfnBXf8fh5xoHZe+99pGbNWtKqdVsZN26CLFp0s5n/QhhXFpXV5l+xl2+wz0erB8E+H60eFGrf9jiB/c9ffGMWOaQxftUNz3iN+dKKO0RqW8VNVytuOrnS5N7ZR16QJy658s9FqwdJ5Rvb+tAmrtVj4nqHDh29RnlZCgsTvn3zLXLb5Cnl6oggLOj45ZdfqvNPqwdJhW3RppeWHl98Wahr//33L2EfDfZcK+JuK3E9LXH7INf+NCDsadQZgcmTJ5t9hJJ1w2vG2eLuo2HGismtW7cusb80UG4sXma74OPIV75RirH+RakI9jFk66WXXpcxZ042Q7ZYFBFHhNXaTzjh9IxzMlxatGgvBx54sBxwwEFSvTpOBosJNpdGDY+SIxq3lKZNjpGjmreW1i3bSdtj2mekrbQ9uo10aNVO2rdqI8e0OFpaHNlMjsg4IvUPryeH1KojNaofLFUqV5Ff73+A7LvPr2SvX+4tlfbY0zgLu++dcTBa7iq77bvVudipUcb5OP8Xstv+Pzgf1XaTn538S9n1h22cjt322frXdT6s4NgQ6rdv3/4Z52uS3HrrEnluzVrjuLPmgF2zotD8y4c2vbT1INjno9WDYJ+PVg8Ksa+sA31AIfblI07v7199J1OuetY0wmdcu0LWv+g35ksrbm/EtoqbrlbcdHKlyb2TB+QFeULeRInLvzi0epBUvmWy6OHdd9/jNch3dGG1XG3+afWQpEVlrGjTS0sPCJ/Ig61atWom6g8NbVZytg0OFmxjAi0Tadu3b29CkMKiRYvMGHeEr8YM8+I3PS0wYcIEs92jRw8TKYgVgG3oSlaCxhng2kzaZYEwIMRp06ZNzXkMneLLK7DK9H777ScXXHCB2Y7Cysh2vH3nzp3lpptuksaNG5vrxxHnjHDfttFPtCPIZcuNN95ozsVRYHw/LwPyzn6lQp88S7KZHhibd4zvZV4Ik5YJzbpp0yajw9eumTNnes5IIeUblWKsf1GpKPbhrD79zGoZdfpE44zgiAwaNEoGDz5DhgwZnXFOTpEmR7aSw+o2kC4duknPLj3l+B69pX+vPnJ89+Ok97E9pFeXrtKjYxfp3La9tM44H00bHyH16h4mdWrWkoOrVc84Hr+R/ffbX/bZZ1/55T57SaVqleQXe+5hnI/d9txddjp+d9m5wS7Gcdi1esb5mPMz2bXm1jkfu9TMHO+3R8bh+KHnY4+MHLh7tqfEFdP7kbkO81GaNm0uI0eeKnPmzJW77loq69e/KO+//4H8PfKBprT5lyTa9NLWQ4J9vmj1kGCfL1o9pBD7ynrRQ6QQ+9z9rsTpTb/2Oa+3IMhWIW/y5V+caPWQpPItE2fktNNGeY3xHV1oHGvzT6uHJBW2FW16aenB1VdfnW3wIiyStmXLFnOMRvIBBxxg5pAAxxjPzsq4nP+zn/3MnENM+IULF5rfOATAugi2t4EeA+Zo0ONCSFP24zTgnPCbkKZff/21cVi6du1qemVImy8/QIhT14GIwroLHN93331NWFQmCOcizhlhOJS9/0svvTSnLfzG4aCOsFhZ5cqVjfN28803Z/OO3kbyJslmzsFh4rh1VnByiKoEOFhcm+AS1i5LIeUblWKsf1GpSPZ9/fU/5IknnpURI8+SAT/0iuCIDB06JuNUjpXu3U+QOrUPl+4dO0m3Dh2lY6tjMk5Hc2mWKfMGhx4mhzBHpGo1qXJgZfl1xunYF6djz1/KHpUqye5NMo5Es19s7fXA2aiWcTYu+YXsXHWrs7HbXpntM/aUnY7ZOucDp2OXjrvKbvv90POB87Fvcs8HaTP3g7kr/fsPlImTzpXbliwxK8bzIYI6zP8AQzXdfIjKtuZfLiGtT/62RTb+f/bePLiKK8/zrZ7onp5+Uz1T1fO6+/Uyb+95783ERP83He9FT0x3dMR0125X2+Wyy1Xe96W82+AFA96w8b5gYxtswAuLN8AL+ypAQgIh0IoWJIEACQTakMR2nr6JM5V5ficzv/fecy+63POp+EaZe7/65TfPOfcqj3I53bvV0MigeD/sY7bL+iA2H1PPtg9y+aRYH+TySbE+KN/5Pv6yVhyEO50T2iat/UxifVBS/xqvy/DfTIPxdXZ2igNxp3PCZTdp7QeYdvZJOg3mw9az7cOExL8ZDsJf9JEXf93Hv/2D+1/96lfev+fNm+f92/8ZTEY+/PBD77/9yQhubvXrtbe3q6GhIe8MiD8BwRmWhoYGdfHFF3uTgffff997HZMFrDqNy8dwMz3ApXMzZsyIXfwKdeHFz+NyKf8shgnTZARPD/Oz3n333bFZMAnzn15yzTXXeGtEYGKBJwXhtfBlWmmZF4wd/OFncHbIPzOCv3ahnXAWCp9P/LefywTbv2Aijz9QbPkGB0+oxUuWq+uuv0fhrMi5icjt6je/uVNddNFV3s3k//Nf/oX6y7EJ6//0J3+i/vjf/Y/q+9/7vvo3f/hvYtfx+Ff/+n9Q/+LK31f/4qrfC17DY3d/96rvqt//02+fdvWv/0D9/v/13XNnO/yfTZp4jG3re9//I++G+P/0n/6z+sEPf6ymTZuu3pj1plq2bLm3ojs+vyeGxy8FYNuF9QG9/Uyg1tHBHnX/qmvVA2N6tXy6+rJpkarvqVHDp8Yvn2S3y/oAm4+pZ9sHXD4J6wMun4T1AZdPwvpAMeczHn2wxRkfnhGvH4Q7nROeupTWfoBpZ5+kzvZh69ny4SD+yy+/9P4bM+Mrr7wyOPh99dVXvb/a+wfeAIuu4d/333+/929mMvK9733v3Ma+5a//+q+911esWBF5/bHHHvNex6VLTz75pKcXXngh4knCv9TqD//wDxMfTWyajNTW1gb7jUvIkrJgYuZ7cdkaLmczTUbSwF8scPYFP4e2u+KKK7zXcfnbH/3RH6m//du/Vbj8zN+W/36YtP4NMxHHX5hizNfbe1wtWrxUXTk2Cbnyyju8icjVV9/lPfL3T/70L4KzG7TGPk//8v/+A/Uv/5/QY3bHJij/6k/Hb0hn9N3v/hv1l//+f1H/7e/+fmy8XqEefGiSmj9/wdjkeZV36RUmvf6ZD/3+J8C2C+sDpvbT8estqJml7lnxm4juW3m1enHrFPV5wwdqZ1e5Oj7Uq/+4IF/50rDtAy6fhPUBl0/C+oDLJ2F9oJjz5XUygl9Al132S3EQ7nROl1xyiXewmEZaO4dJ6mwftp4tH97Do0PD+/r88897B7+33367d/kU/tufjGBBNvz7gw8+8P6NA3/8G2c+4iYj+Mt/GCzmhtexsnQY/2wE1lbwCefCZV+4bCmOXbt2BQfueu0wpskIJiB4DZeU4YxEXBYcvDU2Nqo77rgj2Na6deu8S8Pw3/pkJC0znhmPn8Ok7rPPPvNeQ9vi8cMQLonzt/N3f/d32k+n92+YiTj+whRrviNHj6k335qnrrrqrjH9duyzcrf3yF9MRvRJgk1hovPd7/6h97QrPFXrf/vf/w/viVe49Pa552aqd96d4z2qfM+eWm9M414Xdn9t+0Bc+4Xx67UfbxaTEV33rrhKTd1wl5q36zW14+BW1TeS/Y28IJN8adj2AZdPwvqAyydhfcDlk7A+UMz58joZwdMY9ANwp6j8G7WTSGvnMEmd7cPWs+XDezjQffHF8dXn16xZo37nd37HO1uAeyTwmF8szAb+8R//0bt/AteUA6zRgZ9HW1133XWRg2aspo1/4+buMP6kBXWxtge2h3sucMDkH3hjVWos9Id7MwDOVOF1rEhtApMETIJw3wV8uK+jq6tLt3n4ObGaNcB2cAkW9hmXq4G4LNjvv/mbv/Em85MnT/beX7t2rVq+fLn33ziTgkvbcKYoLTPAjf+/+7u/6z1a2NRP7jKtKGw92z4Qlw8nFg4ePDw29j70zo5ce+293mN+/+RP/lxMIHLRucfs/jv1f/7Vf1D/9b/+N3Xxz/9ZXX/9jeqpp59Rn3zyqffgjfLyCu+Gc5wZxJkPfd/Y/bXtA3HtFyZc79myyWICkqanNt2vFtXOUcdHzp01yWe+JGz7gMsnYX3A5ZOwPuDySVgfKOZ8xqMPtniaDzfX6gffTlH5NxMnkdbOYZI624etZ8uH9/BYXxyY40wB7pfAas+4LMnnzTff9A7u8dQn/H94LY6pU6d6B/GYWPzDP/yDd9CMy7LweDr/LMrv/d7vBWdSAA6wcXM23sP9F3hSlX8GBJdH+fdk4KZ5f0Lx8ccfe9vBGSsdbAuXM+Hyr/nz5wcH7/7N5GFwkz1uOsf7mFRhfRVMBJAH93+EMWXBpAf7ip9D/R/+8IdeG+LsB/6Nmpdddpl3D0hS5jA4U3TnnXfqL3vgr9nYPuqYSOvfMBNx/IVBPv+panGw9Wz7QFr7HTrUrZ57bpbCGRLvzEiGkxFMNnAvCVY2/7f/9nvqj//4T72V1v/f/+9vx8bU5WrKlMfVzJnPq/fnzfNuNN9VU6OamvZ6l1zhUsG0fIDdX9s+kGm+yq4yMdlI0qNrb1XLmxapY8Pjl2jmM18Stn3A5ZOwPuDySVgfcPkkrA8Uc768TUZw4PeDH/xQHHw7RfVP//SD1IX/ktpZJ6mzfdh6Nn1+Lvw1H5dWmdYX8S9PMl26hoN0/BU2U/BzPT09+sve9nHZlw5uHjdd355PTFlw8Ieb07Hmgo4+XpIy4z2AR/jiErNsYPrXZ6KOPx/kw4MRHnjgAeOz8wFbz7YPMO3X3NymXnjxbfWTn/56bDLyZ2LCAeHSKixS+Gd/9hfqr/7qP6j/8l/+Rv33//6PYxOYS9R1193o3Vy+YMEH3lnDFStXqbKyLaqurt4bL94Zj7ExacrM5GP317YPZJrv9JlTasr6O8Skw6Rt+9erk2fkd1M+8yVh2wdcPgnrAy6fhPUBl0/C+kAx58vbZAR/xfUXV8E17ZC+OItJ+Mux/poutp5tH5SPfEnX+4OkdtZJ6mwftp5tn6OwrF+/3jvjMXfuXG99lmzJpH8n+vhDvuHh4eDMlr6qMGDr2fYBpv0wWW9qalV33f2I+ou//F/Vn//5v1f/8T/+Z/X3f/8P6ldX/lo99NAk9fjj09QTTzytXnzpFW/yhdXMKyur1O49e9Tevc1jk47DavjbSa3tfGw92z6QTb5vmj8VEw9fD66+Xm3qWBX6aYleL4ls8sVh2wdcPgnrAy6fhPUBl0/C+kAx58vbZCQM6wNJYX3Yemk+f52LNF+YQubzYX1goudzFA6chcKN/bjHJO7RvwyZ9O9EH39+Pty38/u/jzU0/sC7LDA8KWHr2fYBtv1wdqyhca9auXK1Wr16jdq0abOqqtox9lqj98Q6nOE4cKBLHT582DujiAlM3NmzfORj6tn2gWzy4aZ0POZXn4iEVdW1JVQhil4viWzyxWHbB1w+CesDLp+E9QGXT8L6QDHnK8iih6wPSloUxRdbL82HvxwzvrAKmS9THzQR8zmKj0z6N6yJOP7C8vPhAP373/9+cIbEn5TgCWk4gGfqsdtlfVBa+x2r3aMann9WnYhZrTwsdrsDXQcoH5SWD2K3a9sHIV/XN1+L19Pqzat+XUxAHlp9Q+TfK/d+IWrF1YtTMbSf/poutp5tH+TySbE+yOWTYn2QyyfF+qCkfG4yQvjCKmS+sM9/PKuTk5M94WEA+mtQU1OT+BzqyuTzy/iguO8XTELqn35Cbf7RP3pqm/ee8OhitttdtpmuB8XlC4vZbqa+Q31d4nWTat98w9uf3Q8/pIZ6usX7fj19u81HGiITD6w3su9os5qx+aHI64v2zKHqxel8tR/jg1w+KdYHuXxSrA9y+aRYH1TM+dxlWirdF6aQ+XxYH3D5JKwPuHwS1geKJR/uGzGdGcHlWnh4AFOP3S7rA3r7DTQ2qIYZTwWTEF9bL7lYnRmVN1OHYba749Ybg5rt89/X3xb4+c6cPa26h8x9nbTdI1vK1P5PFquWN15VI4ODsb4w+EX39KYH1OFB82O0ffob6iNtVHn9Naq/vk63xea7d+VVwaTj5W1TPU/fiWNqdtXMyITknR0vZLVSO9D71wRbz7YPuHwS1gdcPgnrAy6fhPWBYs5X0pMRH9YHXD4J6wMun4T1AZdPwvqAn2+i3zMSNwmB6p5+wjtTkkbadtsXzBuf3Fx6sRrtTV9tHPlaehvUc1seVhv2faO/7ZG03aqbrg+2efzbs09p1B2u9iYBr1c8pc4q830vPvVz50Tb68f/pLrXrY144vJVHtgcTDg2ta+K+BbXzo1MSJ4re1h1DXR678XVM1Esn48k2Hq2fcDlk7A+4PJJWB9w+SSsDyTlc5MRxfuAyydhfcDlk7A+4PJJWB9Avon8NK19W8qCScinN/9ELfztT9XCu36mPr77Z2r5Ww+pzVVL1LaO9WprxzpVvn+D2tq5Tm3pXKvKOtZ4B9Ab21d6k4T1+75Wq5uXqgPHO/RNeAy2tkQO2vd/8bluEfSPHFfvVrzkrUqOA/KdB8t1i0fS/tY+9kiwzcObN8b6woTv58DjdZNA/x7ZvElt+flPI/vX8dH4GkRx+U7hMb/rzj3mt6u/Q/hWtSyNTEgeXnOzquuuFr4kiuHzkQZbz7YPuHwS1gdcPgnrAy6fhPWBpHwlPRlxl2klY9sHXD4J6wMun4T1AeSbiOuMmM6EfH3lj9TUBVdEDoAz0cvbpqmRUfMaRrVTxicFNZMeSMyHS7IwwZm85qZI/dZjjbrVI2l/cXlWMEH4ZHGsz+fEqSGxX/2jx3VbgD/+BpubI5egQU0vPu+9l5QPj/l9ZO0t3pPHTD7TIokb21YKXxzF8PlIg61n2wdcPgnrAy6fhPUBl0/C+kBSvpKejOAGdpDmC1PIfD6sD7h8EtYHXD4J6wPFkG8ircBumoT4anjmKXWsYY/6tH5ecDaCFQ6ou/sPGbd7aMXXke3gki+TD3iXZJVNFvWhoye6dbtH0v7ifhF/u3vfeC3W54MzPvp25+96Q7cFhMffqcFBVTdtSmRfax68Tw1+exOlCTzm973qV73/jtsPtMm0DXdFMi1t+Fi3GSmGz0cabD3bPuDySVgfcPkkrA+4fBLWB5LyucmISveFKWQ+H9YHXD4J6wMun4T1AZdPYvKlTULwfpjdhyvFQXmS4Ddt99RAvyq/4hfBtvbNfdfow0H5BzVvxk6C8PqpM+Z9N9XzOVK2Kdj2nscfjfX5vLTtcbFtqK6nWrd6mPq3dfasSPtWXPUrdWRHlW4L6Bk65P1/0n4cPdGjXimfHsm0oGaWbhOY8ukkbTeMbR9w+SSsD7h8EtYHXD4J6wPFnK+kJyPuMq1kbPuAyydhfcDlk7A+cL7zpU1CcM9IHL3DR2IPzsPCmRRgytf82svB9qpuuFYp7XKkuEuydD269rZI3TCm7foMNu8d3/4tN8T6wMGB/WK7vqZvvEeNnpaXoMX1b9fSz0V7H1ppvgHfJ2k/AC7lwlmacK5XK57w+imOuHxh0rbrY9sHXD4J6wMun4T1AZdPwvpAMecr6cmID+sDLp+E9QGXT8L6gMsnYX3gfOXzFitMmIT4Z0Li8uFRsl/v/UQ9uOo6cWAe1vNbHvVuxAZ6vmM7qiLbxY3eYV9zb716NuaSLF14mlYc+nbDnBoYCLaPm8zjfGBp40diu2F90fCh/iOx7QeOVmxT2y7750gb7Jv3nm4LSNqPMF/UfxjJNX3D3bH30yTl82G3a9sHXD4J6wMun4T1AZdPwvpAMedzkxHF+4DLJ2F9wOWTsD7g8klYHyh0PkwywosVxk1CfPR8o6dH1Yrmz9WkNTeKg3Fdk1bfGFn7Q89X/dvbg203Pvt08PrRwR41v/qN2EuyTMLaG3Ho29XZ9stLgxxDh89dEqVz+uzp4MlWccLChJ19bZGf09tPZ6ijXe2887ZIP6Atzp45o1tT98MHng1t34h8VV1bdGtqPpDJdm36gMsnYX3A5ZOwPuDySVgfKOZ838GburBKIqS/rsu2D6qurhav6WLrpfl2795N+cIqZL5MfZDLJ8X6IJdPivVBLt854XKr6qmPiQkIVP34Y977+s9Afr4DXfvVZ7s+VJNX3ywOcmdsnKTuHTsQ119fXfdlbL66d2YH2y/72Y9U555z333NnU1qTsXLauamR9Tja+9U96+8RtQ1ae72V0V203ZN2n7bzUGWlo0bxPvQpkZ547pJD666fqytxrfF9O/+ffvUztAjhqHKO25VHdrPpu2H7tvcuFY9tOqGSL7Pd30U8TL5Mt2u/rou1ge5fFKsD3L5pFgf5PJJsT6omPOV9JkRdwN7MrZ9wOWTsD7g8klYH8h3vrR7QvQzITrIt67tSzVl3e3iwHvmlke8R8tim/p7H+2erZcK8p3o7IjkOPDZJ0YfwH0QeHTu/v593krj+nZ84RG4cZjaJUxD6EzRwVUr9bc9Xtj6mNhmnNa1fRX8XCb92zb33Ui74Mb+Y1WVwpdG2Hegv109WzYpkm9J3fjK9pnkS8O2D7h8EtYHXD4J6wMun4T1gWLO5yYjKt0XppD5fFgfcPkkrA+4fBLWB0o1X9IkhF0xHTeOT1krL02aMXZwW75/Y+DDNsPv42bukdPDoUrjPqj+ialBlpr779Ftxv1tPLInso17V0Yv4cJCi3GY6oVpm/NOkGffB/P1t73JkN4G4TM2j667LfLeQ6tvCB4znGn/Hvz6S9FfB79cJnxJ6L6hk4PeZWzhjJjY4b6fTPMlYdsHXD4J6wMun4T1AZdPwvpAMecr6cmIe5pWMrZ9wOWTsD7g8klYH7Cdj7kxPa3e5o5V6omxCYV+AP70pge8FdZ1UAsH4PDgPo/9/e26xQO+rlUrIpn69uzWbcZ84TMT71e/5j2hK5yttntnxB/GVC/Mwa+WB3kaX3hOf9s70xHe1sI9c9Ss7TOCf+86tF3t6d6h5la/ou5fda332uyqc3Wy6d9jO3eoiit/GWmntnffFr444nyLa+dG9uO5sodVTVt8u/nE1dOx7QPZtF8ctn3A5ZOwPuDySVgfcPkkrA8k5SvpyYgP6wMun4T1AZdPwvqAyydhfcBWvkxuTI+rh7MLT226P3LACj2x8d6xCcpq3R6AWrhZHd4k38jAgKr4za+CXK2z39QtHnq+Fc2fBVkeGDvYx1kHfSV0/cbxMHo9HVwK5WfCIoQ6OBOEbeByp9ZjTV6tj3e/E2wbCyH6DJ7sVxvbV3iXsOGG8Wz7d/hgl9p1392Rfqyd/vhYG/ZHfCZM9XxWty6NtBv6ra7bvEaKT1K9MLZ9INv2M2HbB1w+CesDLp+E9QGXT8L6QFI+NxlRvA+4fBLWB1w+CesDLp+E9YFc8yVdjqVPQnz0euX7N6gZmx8SkxCs6r189+LQT5pBLawDgjMDSeyd9XqQbfvVV6ozo6O6xSOcD/eKhDPhQN+n4sDG4HVcShWHvr86Jw7sD+X6deS99uPNYxOg69TKli/U6dAjir9sXBxsG484NoH1PXLt38aZMyJ9uuP2W9TQt2fQ40iqB3Cfj97X4QmVTlo9H9s+kGv7hbHtAy6fhPUBl0/C+oDLJ2F9IClfSU9G3GVaydj2AZdPwvqAyydhfSDbfNlMQnz8epUHNnvrc+gHpniErX8TNptvZtnD6sTJQf2tgL7dNZGM3eu4g983K58Ncs3a/kzEd3bsf89vetS7fwM3usdhar8wZ0+fjmTDv312HNwaeTwxQK1N+1YFuRbueTfyfhi2/ZLytS+YF8m39dKL1dGt8jG9Pmn1QEtvgzfZDPf78qZFus2DqQds+4CN9vOx7QMun4T1AZdPwvqAyydhfSApX0lPRtwN7MnY9gGXT8L6gMsnYX0g03xJkxD2xvTtnZu9xQj1Scgja29Vq1uXeWtq+LD5Oo/t01+OEL7kqP7JafrbEfz93dQ+fsAPdfS16la1q7XKu4wsCaY/tl/z6yAfzpQkgVq7uiqCXG9XPa9bAtj2S8t3ePUq0d8HPjM/QYypB46e6PEmc+E2XlAzS7fR9Wz7gK32A7Z9wOWTsD7g8klYH3D5JKwPJOVzkxGV7gtTyHw+rA+4fBLWB1w+CesDF0o+Gzem7zpUoV7eNlVMQnCJ1cqWz9XJ0/KyKTZf0nb3f7okkvfE/k7dEgG1uvsPqYdWXx9kjLsUCvlw2VESafnA7ofuD/KFH6drArVajzYF2TCxi8NG+/kcrd4ZmTRBLW++rtvoeqDrYJeav+uNyHh4teIJ7xIzH7aebR+w2X62fcDlk7A+4PJJWB9w+SSsDyTl+45fKKzR0VFP+uu6bPsgLJ6iv6aLrZfma2lpoXxhFTJfpj7I5ZNifZDLJ8X6oGLPh0kIznjoExDIPxPie+O2W91VoV7ZNl1MQrBAH+59GDjRJ37GV1o+KG670MDYxAOLGvqZ9334gfDoQq33d74W5MRTn3SPr1zz+cJTtPyM+5d9Id7X6/X0Hw7yPbbuduHxZSuf7xsYmzzUhCZO0J7HHlYneo9mXA/y831R/2FkbEzbcLdq6qnNqJ5tH2S7/Wz6IJdPivVBLp8U64NcPinWByXlK+nJSKY+yOWTYn2QyyfF+iCXT4r1QXH5MMmIezqWPgnxpTnn6WMAAGOYSURBVG+35mCVer3iKTEJuW/lNWpp/Ufq+NAxUUNXXL6w9O2GVf/Mk0HunXfeFusLq6JzUyTvnkM7hMdXrvl87Qvdl9Hyzmzxvl5vZHQkkhH/1n2QrXy6r/HF5yNjouqm69SxuswmD1A434a2FWKsoC/YerZ9UL7aL0msD3L5pFgf5PJJsT7I5ZNifVBSvpK+TMuH9QGXT8L6gMsnYX3A5ZOwPqDnS7onhL0xvfHI7siN32EtbfxI9Q4eyTqfibj97dm0MZK/Z3uF0Rdm9PSImrZ+/MbqT0KrhZvIJV+Y7rVrxtv56Sf1tyP49R5ff2eQ89jwUd3mYSsf0H2dCz+KtG/ZRT9WPRs3CF8Sej6slzJpzbnHNPtauffcmaI02O2yPqDnM8HWs+0DLp+E9QGXT8L6gMsnYX0gKV9JT0bc07SSse0DLp+E9QGXT8L6gJ8vaRLC3phef7hGza58TkxAoM/qF6jj3x4wZ5MvCVO9s2fOqMrrrwn2ofn1V4w+nU/qxhcznLrhLuNK7mGyzafTV1cbZK2+6w797Qh+vfBCjO3HW3Sbh618wOTr2bA+chkc1P7xh8IXhynfgf52b02V8PhZtGeObhOY8plgfcCUT4etZ9sHXD4J6wMun4T1AZdPwvpAUr6Snoy4G9iTse0DLp+E9QGXT8L6wL4tZbGTEPbG9NbeRjVn50tiAgLhzAIWCQyTVi9Mtu3XNuedYD/Kr7hMnRoYMPrC4IxOODsWDUwj23w6o0ePBnm3/fJS/e0Ifr13drwQZN19uEq3edjKB+J8GCO4TCs8dhpfekG3GYnLh8c0z66aGekP7O/wqSHdGhCXT4f1gbh8Ydh6tn3A5ZOwPuDySVgfcPkkrA8k5XOTEZXuC1PIfD6sD7h8EtYHXD4J6wMTNV/SmRD9cqy4evuON6v3ql8VExBoUe0csT6GT1w9E9m0X39DfWR/Dq34xujTCT9u+L2dr+pvG8kmXxxbfv7TIPOpwQH97QC/HtrYzxu3aKDNfEm+k319qvaxRyLtvmfyg94kK4m0fItr50bGFR4m0DVgfhpaUr4wrA+k5QNsPds+4PJJWB9w+SSsD7h8EtYHkvKV9GTEXaaVjG0fcPkkrA+4fJIkXyaTEB+9Xmdfm3gcq68Pa95ShwbS18mIy6eTTfvtnvRAsE+1U8Yfe6v7wnzT/GmwDw+uuk4d7k/fLsgmXxxVt9wQ5B5s3qu/HeDXC2dOevRwGmw+xtfyxmuRMVV57VWqL+ESPybfir2fRcbYw2tuVnXd1bqNygdYH2DysfVs+4DLJ2F9wOWTsD7g8klYH0jKV9KTER/WB1w+CesDLp+E9QGXT2LyZTMJ8fHrdfV3qA92vyUmINAHNW+q9t5zjwZPw5Qvjkzbr2vZ0si+DbaOL1QYt11MrsL7sr71a6PPRKb5ktgzZfzMwpGyzfrbAX69LZ1rg8xxq7DbzMf6OpYsEmPs8JrVus2DzVfeuVGMOf1sEJuP9QE2H1PPtg+4fBLWB1w+CesDLp+E9YGkfG4yongfcPkkrA+4fBLWB1w+SdiXNgnBPSNp7D/Wrj6smS0OBqF5u173DuZBNvnSyKT9cEnQ1ksvDvavfcE8o09nVuWMYH/w33E+E5nkS2Nv6KzC/k+W6G8H+PXw5Ck/d9wq7DbzZeI7vGmj2nrJRZHx1vHBfN2aUb6W3gY1bcP4k86g5U2LhC8N1gcyyZeGbR9w+SSsD7h8EtYHXD4J6wNJ+Up6MuIu00rGtg+4fBLWB1w+CTzMiukgKV/P0CFxzb6v96pf8e4ZCZNJPsYHkvL5+PWaXpwZ7OOOW2/SbcbtbmpfGdkvTKxMvjgyyZdGxyeLg/y43CkOv15HX2uQO24Vdpv5MvXhrNTO22+OjL2m55+LeDPNd/REj3qlPLqA5oKaWcKXBOsDmeZLwrYPuHwS1gdcPgnrAy6fhPWBpHwlveghbmBnfGEVMl+mPsjlk2J9kMsnxfqgQufLZMV0yJTvcH+XWrznPTEBgd6pekE1dZ9b3E4Xky8TH2TKpwu1Dm/eFNnX7i1lRl94u7gvBPeH+PuG1eBNviSx+Zh6h0Lroux+dLJ4X6/XM5C+CrvNfNn4hvv7VO20KZG+2XXf3Wqgs9N7P5t8+O/3d74WGZevbJuuDvcdzDhfmrLJFyfbPsjlk2J9kMsnxfogl0+K9UFJ+dxkhPCFVch8mfogl0+K9UEunxTrgwqVL5sV06FwPhzcflo7vs5GWG9tf85bR0T/+bCS8mXjg9j2C9/83fD8c8Lj+8LbxROz/P2bWfZIrC9JbD6m3rHGxmAfKm+6Tryv1xs9ORrpI9Mq7Dbz5eJrfmtWZEyW//pydaRye075vqj/MLL/uISrMWaizNQzKZd8umz7IJdPivVBLp8U64NcPinWByXlc5dpqXRfmELm82F9wOWTsD7g8klYH8h3vrR7QpJuTAfI1z/ap5Y2fiwmINCblTNU7aGdYrsmTPlMsD7AtF/b+3ODfcY9I6O9vbrFI7xdrCES3s+GI7uNvjSYfGy94b6+YD+2XPRj/e2AcL20Vdht5svV17U8+nABqHHhx7pNEFcPbO5YLcZs2vowSfV0JlL7mXD5JKwPuHwS1gdcPgnrA0n5Snoy4sP6gMsnYX3A5ZOwPlCq+ZImIeyK6UMnB9WinXPV/SuvEQd0r29/Onh8ajb5kmB9IK39BltbIvuOA944/O1iVXWsru7vK1ZdN/kY0vIBth485Vf8ItiXkZ4e3eIRrpe2CrvtfLn6eisrVPnll0b6bN97yaurJ9UDuJF/0pobI+N3Tesy3RaQVi/MRGs/HZdPwvqAyydhfcDlk7A+kJTPTUYU7wMun4T1AZdPwvpAqeVjbkxPqzdyalh90/yJemj19WIS8mr5E2I177R6PrZ9IK39akOPw909+UH97Qj+drEqvL+/uLRn9PSI0ceQlg+w9eCpvvvOYH/69oyfrQkTrpe2CrvtfDZ8J/Z3Rvbz3Nh9Up09Zf6ZtHrgQH+7mrF5UmQsL6l7T7d5MPV8JmL7hXH5JKwPuHwS1gdcPgnrA0n5Snoy4i7TSsa2D7h8EtYHSiUfJhlxN6brl2PF1Tt55qRa2fK5mrzmJjEJeWnbVFV9qEL/EY+4ejq2fSCp/Q6t+DrSDmmXpGGbew6NPw4X2nFwq26zls+HrQdP/dhBub8/h1ev0i0e4Xppq7DbzmfLd/b0aTGprr7rDnWis0O3UvVA34nj6q3K5yL9i8na8KmhiI+tByZq+/m4fBLWB1w+CesDLp+E9YGkfCU9GcEN7CDNF6aQ+XxYH3D5JKwPuHwS1gdyzZd0OZY+CfHR6505e8a7bOXRtbeKSciMjZOMB+Rh9Hpx2PaBuPY7NdAfuaSp5d23dYsA23yu7OFg37GKvAkb+cKw9eBpnfNOsE/thnU5QLhe2irstvPZ9IHa11+NjOltv7xE9W4vj3jYer5Pfxw1+rxroFP4GCZ6+7l8EtYHXD4J6wMun4T1gaR8bjKi0n1hCpnPh/UBl0/C+oDLJ2F9INt82UxCfML11rV9paasv0NMQnCAtv3A5qzzmbDtA3H5ml97OWiPyuuvUSdHR3WL4MvGRcH+4xK13uEjusXDRr4wbD14Dny5PNgvfU0On3C9tFXYbeez6QPIp5/hgrqWfRF42Hph3+rWpZHx/vCamzO+BwoUQ/ulwdaz7QMun4T1AZdPwvpAMecr6cmIu0wrGds+4PJJWB+40PIlTULYG9NRa13rV2K1amjG5odU+f4NgTfTfEnY9gFTvmM7qiLtcmjDutR64QUCoU3t5kugQK75dNh68OBxt/5+1Txwr27xCNdLW4Xddj6bPuDnO76rWlX85leRfm19+03vPbae7qvsKhPjH5ey6b4kiqX9kmDr2fYBl0/C+oDLJ2F9oJjzlfRkxIf1AZdPwvqAyydhfeBCyWfjxnRQ1rFaPbHxHnEQ9tSm+72/ouuw+dK2C2z7gClf9W9vD9qm8dmnqXqztj8TtMWblc/qb0dg6vmY8umw9eAZ6OwI9q3iql/pFo9wvbRV2G3ns+kD4Xwjhw95E7Dw2K+b/rga7jtO1TNtt6W3QUzKlzZ8LHxxFFP7xcHWs+0DLp+E9QGXT8L6QDHnK+lFDzP1QS6fFOuDXD4p1gcVe75MVkxP2u7mfau9CYc+CZm+4W61oe0b4feVlg9K2m4+fZCeb9+HC4L2Kbvox2pg//7UejhLFG6Tfb3NwhNWWr2w9HwmsfU838iI2vzjfwr2cWRoyOz7tl54FfYphlXYreez6INM+RpmPhv5HFTdeqM6FpqMxyluu4f7D6qXt02LjIF51a8Ln0mmfLritqvLtg9y+aRYH+TySbE+yOWTYn1QUr6Snoy0tLRQvrAKmS9TH+TySbE+yOWTYn1QXL5MJiG+TNvd2r7Ou/RKn4RgMby1LV+KGrri8oVl2q5Jtn1QOF9/W2uknTqWLEqtd6i/Sz2w6tqgXb5qXCI8upLq6cpH+22/9qpgH/taW2N9/n+H+11fhT0f+fTXdbE+KC5f24J5kb7e8vOfqcMbNwhfWEnbxWr171e/FmmrV7ZNV939h4Q3rLh8kdoJ282nD3L5pFgf5PJJsT7I5ZNifVBSvpK+TMvdwJ6MbR9w+SSsDxRbvqR7QjK5MR3Xw8/c8oiYhDy27na1unmpd/DFoOczwe6vbR8I56t/YmrQVjX33xO8nlQvfACKy5jifGGS6unko/32PPxQsJ+92+XjlvV6Sauw5yNfGqwPJOXrXrtGfEb2f7JEtwUw213WuDDyecGZw9ZjjbotICmfD7NdYNsHXD4J6wMun4T1AZdPwvpAUj43GVHpvjCFzOfD+oDLJ2F9wOWTsD7g50uahGRyY3rl/jL14tYpYhLyyNpbvCcInT5zKqt8SbD1bPuAn08/MA0vCBhXT7+Bue5wtdGnE1fPRD7ab+8rLwb7aVpRXq+XtAp7PvKlwfpAWr7+ulq1/brxM0VQ8+uv6jYPdrsb2laIz09V1xbd5pGWD7Dbte0DLp+E9QGXT8L6gMsnYX0gKV9JT0bc07SSse0DLp+E9YGJnm/flrLYSUgmN6bXHNquXto6VRxETVp9o1rR/FlkFXGmns9Ebz/kOzMyorZfdWXQbq2zZ0U8pnrDp06oqet/G7TTp/XzjT4TrA/ko/06F34U7GvbO7N1m6iXtAp7PvKlwfoAk2/o8GFVM/nByGen9tGH1cnjxyM+drvw7OrariZpi39iLR4dJl8m27XpAy6fhPUBl0/C+oDLJ2F9IClfSU9GfFgfcPkkrA+4fBLWByZqvqQzIfrlWEn18OjW1yqeFJOQB1Zdp77au0SsLg2S6ulM1PbzQb7Wt2YFbbf96ivVmdHoJWimekvq3gvaCpfinDw9fg1vGqwP5KP9ejasC/a3/slpuk3US1qFPR/50mB9IJN8za+Ory0DVd1wrepvqBe+NHzfgf529WzZpMjnCuMmTCb50rDtAy6fhPUBl0/C+oDLJ2F9ICmfm4wo3gdcPgnrAy6fhPWBiZYvk0mIj6lefc+uyONofd238mq1vGmhGjzZH/GHMdWLY6K1n07rhvWRNuxeFz3YBno9tF24zXYe3Gb0xcH6QD7aDwfY/v7uvPNW3SbqJa3Cno98abA+kGm+/YsXRsZD2U9/qLrXrxO+JMK+EycH1dtVMyPj5Z0dzweT/EzzJWHbB1w+CesDLp+E9QGXT8L6QFK+kp6MuMu0krHtAy6fhPWBiZIvm0mIT7he45E96q3K58QkBPqsboE6Otij/bTElC+OidJ+cVSG1hQxnSUAej2sLu+32YKa8Uu6dF8crA/ko/1OHjsW7PO2X/xct4l6Sauw5yNfGqwPZJOvZ9NGteXin0Q+Y50ffyh8cZh8i2vnRj5rGENdA51Z5YvDtg+4fBLWB1w+CesDLp+E9YGkfCU9GXE3sCdj2wdcPgnrA+c7X9okBPeMpIFaDd27I9f+RyYh9fPVseEjWeVL43y3XxIHPl0Sac8T+zt1i0e4Hi5d89vtodU3RJ4uxW6X9YF8td/WSy4O9vtkX1+sDyStwp6vfEmwPpBtvoG9TWrHLTdExkfjCzOFz4SpHsADIMKfu8lrblZljet0myCuno5tH8i2/UzY9gGXT8L6gMsnYX2gmPO5yYhK94UpZD4f1gdcPgnrAy6fBB5mxXSQlq/tWJN6t+pFMQGBcP36kROHA28m+RgfSMsH2Ho2fSOHDqmyn/0oaNPORR/rlgC/Hp4kFW6/zR2rjb40WB/IV/vtvP3mYN8HmqKPntXrdRxvDfZZX4U9X/mSYH0gl3ynBgZU3dTHIp+9mgfvUyM9yWcP4+oB/QlskH4fjk5SvTC2fSCX9tOx7QMun4T1AZdPwvpAMecr6cmIu0wrGds+4PJJWB8odD5MMuIWKzRdjhWXDwfO+iJsvhbWvqu6B+XPMfkA6wNx+cKw9Wz6GmY8HbRr9V23629H8Ou9sf3poA3fqnxWt1HbBawP5Kv96qY/Hux/z8YNsT5wfLg32O8p6+4IOfOXLwnWB2zka3nrjcjncPvVv1Z9u2t0W0Bqvd4GNW3DXZHP5PKmRbotIK2ej20fsNF+PrZ9wOWTsD7g8klYHyjmfN/Bm7qwSiKkv67Ltg+qrq4Wr+li69n2QS6fFOuDXD4p1gcVKh8ut6p+PPpX2OBgeex1vK//DKTnq26tVG+Xmy/HmlPxstrdFr8/Sfmy8UF6PpPYerZ8e5ctjbRv65rVwqPXW1oTXcxuV2uV0Ze03Ux9UL7ab/dLLwT7Xz/nnVgf1HWwK7LvXV3j7+UrX5JYH2QrX8P898XnsmnJYuGj67XXqec3PxppV3xudR9bLx8+yFb75cMHuXxSrA9y+aRYH1TM+Ur6zIgP6wMun4T1AZdPwvpAvvOl3ROinwnR8fPhZtgPd88WExBofvUbal9vdLE6E6Z8JlgfyHf7mUjynT1zRlVef03QxjXPPaNbBIf6Dqj7V14TtOeK5s91i0fSdsOwPpCv9uta+nnQBs2vvRzr83l8/R3B/ofvk8lXviRYH7CZr7tss9p66c8jn9H2sUmKDlvv7Nj/9D8cvFrxhOodPhLxsfVs+4DN9rPtAy6fhPUBl0/C+kAx5yvpyYi7TCsZ2z7g8klYH8hXvqRJCLtiOqjdV+M94UifgEDzdr3mXe+fTb4kWB/IV/slkeRrm/NO0M7lV1ymDrSkT9Lm7ng5aFOsRh5H0nbDsD6Qr/Y7Wr4taIc9j0yK9fnErcKer3xJsD5gO19fc7Paeedtkc9rIya0Z89GfEw9gHzLmqJn3bBuTeux8ft42Hq2fcB2+9n0AZdPwvqAyydhfaCY85X0ZMTdwJ6MbR9w+SSsD9jOx9yYztTrGTqsFteOL7wX1tydL6u2Y3sDL1MP2PYB2+2Xi6+/oSHS3odWfJOab/uBzZG2bTpaq1sC4rarw/pAWj7A1gv7htr3Be2Axf3ifD5xq7DnK18SrA/kI9+ZkRFV/9T0yFjade9darjrQMTH4OfDwxD0z3FV1xbvPbaebR/IR/ulwfqAyydhfcDlk7A+UMz53GREpfvCFDKfD+sDLp+E9YFSyZfJjelJ9XAJx6f188WBC/Tujhe9m2N1kuqFse0DttoP5OrbPenBoM1rp5x7KlRSPixM9/j6O4P2/ax+gW6JELddHdYHkvL5sPXCPhxQ+22Bhf3ifD5xq7DnK18SrA/kM1/4LBtU/qvL1LEdVcKXRDhfbfdONXnNTZHP9JrWZXQ92z6Qz/aLg/UBl0/C+oDLJ2F9oJjzlfRkxF2mlYxtH3D5JKwP5Jov6XIsfRLiY6rXN3JMfdHwgZiAQLOrZhb0L/asD+TafmFy8XVpN60PtrZ6ryflCy9UN33DPerUmeRtm7ZrgvWBpHw+bD3dV/Hry4P2GDl8KNYH4lZhz2e+OFgfyHe+g18tF5/r/cu+EL449HwH+jvUs2WTI5/vRXvmUPVM+UywPqDnM8HWs+0DLp+E9QGXT8L6QDHnK+nJiA/rAy6fhPUBl0/C+kC2+bKZhPiE6w2M9qtljR+re1deJSYhsypnqC1N0ceymjDlM2HbB7JtPxPZ+kaPHlVbLx1f5K99wbzgvbh8dT3Vkbau3M8tLplNviTi8oVh6+m+mvvuDtrk+K7qWB+IW4U9n/niYH2gEPlwNgRnRcKf8ZZ33tJtRkz5TpwcVG9XzYyMv9mVM70zdUnE5dNhfcCUT4etZ9sHXD4J6wMun4T1gWLO5yYjivcBl0/C+oDLJ2F9INN8SZMQ9sZ01Oo7cVx9tXexemDVtWIS8nrFU94lHSDTfEnY9oGJkK/pxZlBH+y49aaQMz5f+K/TeBpZNtuNg/WBuHxh2Hq6r3HmjKBdDq38JtYH9hw2r8Kez3xxsD5QqHy4XwT3jYQ/77iv5MzoiG6NkJQvfGYOeq7sYdU10KHbApLyhWF9ICmfD1vPtg+4fBLWB1w+CesDxZyvpCcj7jKtZGz7gMsnYX2AzWfrxvSR0yPqq8Yl6qHVN4hJyCvl01XN4cqIn82Xtl1g2wfOd76j5VsjfYGnSIUx5fuyaXHQ5pPW3KiODBzOeLtJsD5gyqfD1tN9eCyt3y7t89+L9YG4VdjzmS8O1gcKmu/sWe/JWuHxhidv4WEBcaTlW926NPIdMHnNzaq2e/wsVpjUfN/C+kBaPsDWs+0DLp+E9QGXT8L6QDHn+45fKKzR0VFP+uu6bPsgLJ6iv6aLrZfmww3sjC+sQubL1Ae5fFKsDyr2fJiExN2Y7p8J8b1J2z0xckJ9s/cz9fDYwYY+CXlh6xRVuX+L+BkoLR+UtN18+qDzna/qlhvGJ4XPPye8er6WIw2Rtt/YtjKr7SaJ9UF6PpPYerrvwNdfBW1TP+PpWB/UMzYh89sEq7AHNfKYL06sDzof+VrfmxP5Htj6i597a5ToPojJV96xQXwnYFzqPjYf64OYfGw92z7I5ZNifZDLJ8X6oGLO5yYjhC+sQubL1Ae5fFKsDyrWfJlMQnyZtjs6OqJWNS9Vj669TRxwzCx7RFV0bhJ1worLF92G3K5Jtn3Q+czX9v7c8QPCSy9WQ93nznCEped7rfzJoP3f3P5sVtvVX9fF+iA9n0lsPd13ZEdV0D7V994V6/NfC4/NkbFxi9fzmS9OrA86X/nCEz1fHZ8uEV42X0P3HjV1/V2RPlja8JHwsfkYH8TmY+rZ9kEunxTrg1w+KdYHFXM+d5mWSveFKWQ+H9YHXD4J6wPFli/pnpBMbkwH6/d9HXl0rK8ZmyeprR3nHoOdhp7PhL7dOGz7wPnKd7ypMdI3XcuX6jaPcD70R7gf8GQjkMl2bfpAPttv5PDhoH0qrrw81uczxbAKez7zxcH6wPnM17e7Rm2/+teRcdjy1hsRbyb5ek/0eJdqhsfogppZwpcG6wOZ5EvDtg+4fBLWB1w+CesDxZyvpCcjPqwPuHwS1gdcPgnrA36+pElIJjemQ5vaV3qrLOuTkGc2P6i27T939jDTfEmw9Wz7wPnKt+fRyUH/7J78oG4J8PP1DB1S9628JuiLlS1fBJ5MtmvTB/LdflhjxG+nM8PDsT7wwtZHg/bxV2HPdz4TrA+c73wjPd1q90P3R78vpj6mTg0MeO9nmu/s2P/m73oj8r3xasUT3vpD2eRLI9N8Sdj2AZdPwvqAyydhfaCY87nJiOJ9wOWTsD7g8klYH9i3pSx2EpLJjekA13k/ufFeMQl5ctN9kYXk2Hpgorff+ch3QFv7IelslZ9vbvUrQX+8uHVKxMNu17YP5Lv9sPq6305D+9pifeCdHc8HbeSvwp7vfCZYH5go+fa+9EJkTO645QY1sHdv1vmWNy2MfIfgjxtNPbXCZ8JUL45s85mw7QMun4T1AZdPwvpAMecr6cmIu0wrGds+4PJJGF/SmRD9cqy0ejjbgbMe+iQEBxA4S6KTVi/MRG0/n0Lnw1+ct13+i6Cv9s0dXxPDBPJtP7Ap0i97j9ZFPMx2gW0fyHf7hc8g+U8aM/nAotp3gzbyJ8/5zmeC9YGJlK/z4w8j3yNbLv6J2rvMfPlgmLh6mztWi+8U3GOWRlw9ExOp/Uy4fBLWB1w+CesDxZyvpCcjuIEdpPnCFDKfD+sDLp+E9YGJli+TSYhPXD0c5OqrKUO4TwT3J8QRV8/ERGs/nULna37t5aC/8Fd/PG41ibb9rd7Tofy++bzhA91CbRfY9oF8t1/za68E7dX1xeexPvBN8ydBO/mrsOc7nwnWByZavu7161TZT34Q+V7Zv3iRbouQVA/rDU1ec1Pk+2VN6zLdFiGpns5Eaz8dl0/C+oDLJ2F9oJjzucmISveFKWQ+H9YHXD4J6wMTJV82kxAfvV5V1xZvLQZ9EoInZq1q/mLs+PhM6Kcler0kJkr7xVHIfFgJO9xvRzan/5X4ve2vBf2DS+hOnTmlW1K362PbB/LdfvuXLAraq3X2m7E+sKVzTdBW/irs+c5ngvWBiZivv6E+cnkc1Pzqy7otIK0eHrSg/9FjSd34ujE6afXCTMT2C+PySVgfcPkkrA8Uc76Snoy4y7SSse0DLp8k7EubhOCekTT8etWHytVL2x4XkxCsHbKq5QtvLZFM86VxvtsvjULmq/7t7UHf1Y/1XRr4q3K4n6oPVegWj7Tt+tj2gXy3X8+mjUGb1U1/PNYH9hyuCtrKX4U93/lMsD4wUfOdPH5c1YYukYP2PDxJjfb26laq3omTQ+qtyuci4xn3+AyfGtKtVD2fidp+Pi6fhPUBl0/C+kAx5yvpyYgP6wMun4T1AZdPAg+zYjpg8u08UK5e3jZNTEKwivo3zZ+qkdPJTynSYX2AycfWs+0DhcrXufCjoP/KLvqxGti/X7cIZpRNCvrqg5pzZwVMJG03jG0fyHf7DTQ1Be2287abY32g43hL0F7Pbz23Cnu+85lgfWCi56t5bkbku6fyuqtVf11txMPWg2fh7vH7eqDnyh5WXQPnHlEd9jH1wERvP5dPwvqAyydhfaCY85X0ooeZ+iCXT4r1QS5fVJkuVpiUb9fB7ZFF8nzdv+pataxhoeo7cTziZ/Jl4oOS8vli69n2QYXI19/WGunH9sWLjL6wljZ8HPQXrrk/MtAtPL7itqvLtg/Kd/udOHo0aLetl1wU64NMq7DnO59JrA8qhnztixeK76KDq1ZmXM/3rdj7eeT7COO75mCl8Ok/b1IxtJ/+mi62nm0f5PJJsT7I5ZNifVBSvpKejLS0tFC+sAqZL1Mf5PJJsT6oUPkynYT4MuXbc2iHeqPiaTEJuXfFVeqL+g/VsaGj4megpHzZ+CBTPl1sPds+qBD5aqc9HvTlrvvujvX5aj5SH+m3TftWCU9YafXy5YMK0X5bf/HPQfsNdXfH+vBauN1GR0cKkk8X64OKJd/hjRvUlp//LPK91LZgXkb1wr7yzo3i+wmPFtd9aSqW9ksSW8+2D3L5pFgf5PJJsT4oKV9JX6blbmBPxrYPlHq+tHtCkm5MB+F8TUdr1eyqmeKXPPRp3XzVN3Is9JMSUz4TrA/ku/1MsD6Q73zda9dE+rRvz26jL8xrFeNns17b8qT+tiCtno9tH8h3+4Gdd94WtB9uro7zAX0V9kLk02F9oJjyDba0qB233RQZz00vzKTr6b6W3gY1bcNdke+p5U2LhC+JYmq/ONh6tn3A5ZOwPuDySVgfSMrnJiMq3RemkPl8WB9w+SSsD+QrX9IkhF0xHSAffqm/u+NFMQHxJiH181R3/8GM8yXB+kC+2i8J1gfyme/MyIjaftWVQb+2zp5l9IVZ1/ZVpP92t+3ULYKkemFs+0A+28+n/snpQRvi0bNxPoB7Rfy2wyrshcinw/pAseU7PTTkPUgg/H216/571MCB9HugTNvtPdGjXimfHhnz86pfF7449HwmTNs1YdsHXD4J6wMun4T1gWLOV9KTEfc0rWRs+0Cp5WNuTGfrtR3bq2Zte1ZMQKDFtXNVz9Bhz8fWs+0DttvPpg/kM1/rW7OCvt1+9ZXqzOiI0efTPXRQ3bvy6qAPV7UszWu+OFgfKES+tnffDtoRDwKI84G3tVXYC5FPh/WBYs3X+vabke+uit9coY7vqtZtEeK2e3bsf/N3vRH5/npl23TVO3xEtwri8oWJ266ObR9w+SSsD7h8EtYHijlfSU9GfFgfcPkkrA+USj5MMuLuCdEvx0qr19HXqubtel1MQKCFe95Rhwe7Iv60ej62fcBW+wHbPpCvfH27ayJ93L3u3Irgui/M3J0vB/2IRzCDfOVLgvWBQuTrWr4saMe9L78Y6wMLtVXYC5FPh/WBYs7XtewL8V12aEX2i6Uub1oY+S6bvuFu1drbqNsiJOXzSduuj20fcPkkrA+4fBLWB4o5n5uMKN4HXD4J6wMXer6ky7H0SYhPXL39/e1qQc2bYgICfbh7tuoa6NR/xCOuno5tH8i1/cLY9oF85au57+6gn+ufnBbr86k4EL2ht/lovfd6vvIlwfpAIfL1VlYEbbl78oOxPqCvwl6IfDqsDxR7vt7t5WrbZZdEvtf2vT9Xt3kw293csVp8t2GR1jjS8gFmu8C2D7h8EtYHXD4J6wPFnK+kJyPuMq1kbPvAhZovm0mIj17v4MB+9dHYZEP/JQ29Xf6C2t+3L/TTEr1eHLZ9INv2M2HbB/KR78CnSyL9fWJ/dJKo1xs6OageW3d70KdfNHwQvJePfGmwPlCIfCc6O4K2rLzuqlgf2NIRXYW9EPl0WB+4EPL1tbaqnaEFPb3vuLHvvrOnT0d87HbxSPJJa26MfM+taV2m2zyYfOx2bfuAyydhfcDlk7A+UMz5Snoy4m5gT8a2D1xo+ZImIeyN6X697sGDalHospOw3q9+zd2gGwPrA7bzDYxNPMp+9qOgzzsXfazbRD0cNPv9+uSm+9Tps+MHcbbz2fSBQuQ7M/Za+HN08tvHRpqIrMK+4/mC5NNhfeBCyTd64oRqeObJSD9V331nZCLObhee9t5W9WzZ5Mh33pK693QrnY/drk0fcPkkrA+4fBLWB4o5n5uMqHRfmELm82F9wOWTsD7A5rN5Y/qhvgNq0Z45YgICzdn5smo91hR42XzMdm37QKnlqw8dkFX/9nbd4hGut6d7R6R/dx3aHvHazmfTBwqVL/xUsoGO9lifvgp7ofKFYX3gQsu37705ke++8ssvVb2V58Y0u13fd+LkkHq7avyBBP4Ec/jUUODNNF8Stn3A5ZOwPuDySVgfKOZ8btFDwhdWIfNl6oNcPinWB6Xl8xYrfMp8Y7q+WGHadrsHDqlPat8XExBoduVM1dA9vkaFr7R8UNp28+WDSinfwXVrI/3fs71CePR6z2x6MOjjBbveFF6b+Wz7oELlw+Njx9u1PNanr8JeqHzZ+KALMd+BL8cfOOCr84vPhC9Oum/h7ujZ4Wc3T1Ydva3ntpVFvjjZ9kEunxTrg1w+KdYHFXO+kp6MZOqDXD4p1gcVa75sVkyP2+7RwR71Wd0CMQGB3tw+Q9UdrhY/4ysuX1hx29Vl2weVTD6sKXL91cEYaHrlJenR6n1R/1HQzw+vudkbB7rXWr48+KBC5WuY+WzQtvuXL431YdX18Odn/4H9wqMrabv59EGFar9sfFC2+Y5Ublflv7488r3Y/NYs4TPJVG/F3s8j/Tp5zU2q5mBl1vlMsu2DXD4p1ge5fFKsDyrmfCV9mZYP6wMun4T1gWLLl3RPSKY3pg+e7PceZ3lfaG0JX69XPKXqe3aFftqMns+Evt04bPtAqeRrm/NOMA7Kr7hMnRoY0C0BqLW3pz7S31s71+k2D1v5gG0fKFS+jg/mB+3bOtbWcT4QXoW9qSP+8+iTtN0wtn2gUO0XhvWBXPINHzqoakJntKDaaVPU6RMndGuEuHpVXWXie/LrPZ/pNkFcPR3bPpBL++nY9gGXT8L6gMsnYX0gKV9JT0bc07SSse0DxZIvaRKS6Y3puOb5671L1AOrrhO/XF+reFLt6jp3eQ9DsbRfEmw92z5gI19/Q0NkPBxa8Y1uiYBaWNTN73NcBx+HjXw+tn2gUPkOr1kVtG/92OctzgfCq7DvbKnQ3xYkbTeMbR8oVPuFYX3ARr6m58fPakE7b79FDba16raApHotvQ1q2oa7It+Zy5sW6bYISfXC2PYBG+3nY9sHXD4J6wMun4T1gaR8JT0ZcTewJ2PbByZ6vn1bymInIZnemD44PKi+bvpEPLYSerl8WnDzMlsPTPT2K4V8WPvCHxN7HntYf1uwunlppO/x6OY4bOTzse0DhcrXt2d30MbVd90R61Nnz0ZWYd/UOL7YZBxJ2w1j2wcK1X5hWB+wla89dGYL2nrJRerI1jLd5pFWr/dEj3q1fHwyDy2omaXbAtLq+dj2AVvtB2z7gMsnYX3A5ZOwPpCUz01GVLovTCHz+bA+4PJJGF/SmRD9cqy0eqfPnFKrW5eqh9fcIiYhL26donYe3Bbxp9ULM1Hbz+dCz9e1fGlkbBxvSl4xunuwS9274qqg/1fHrJ/gk2u+MLZ9oFD5Ro/0BG1cfsUvhO/08LBqffst7/K48Crs7jIeCesDNvN1rfxGfJce+OwT3UbVOzv2v/m73oh8l75a/oTqHT6iW6l6wLYP2Gw/2z7g8klYH3D5JKwPJOUr6cmIu0wrGds+MNHyZTIJ8Ymrh1+Ya9u+jCxo52vmlkdUZVd2fxkMM9HaT+dCzjfae1RtvfTiYHy0zXvP6AszZ+dLwRh4edtU/W1BLvl0bPuA9Xyjo/rLAVsu+knQ1sPHjwev46xJ5fVXq7qpj3n/xsrrfhsvqX4/8MWRUT6LPmC9/Sz6gO18R3dVq8prr4p8r7bMek34mHpg4Y45ke/V6RvuVq290T8IsPVs+4Dt9rPpAy6fhPUBl0/C+kBSvpKejPiwPuDySVgfsJ1vqLtbnT11Sn8rgqleNpMQH1O9Dfu+UVPX/1ZMQmZsfkhVHNgY8eqY6sVhu/1s+sCFnK/pxZnBGNlx602xPp/y/RsiYwHXv6eRSz4d2z5gO9/w8WPe4nldSz8fm+z1Rt6vuvn6oL1xBurM2MSldfabavOP/8l7rXvdWs9XFlqF/b3t0QNdE5nks+kDttvPpg/kI9/o0aORSxuh2imPqFN9fREfA/Jt7lgtvmerurYEHraebR/IR/ulwfqAyydhfcDlk7A+kJTPTUYU7wMun4T1AZv5RkdGVM2kB9SZsf9PIlzPm4Q8Ez8JwT0jaYTrbW5fpaZvvEf8cnx60wNq877V1H6w+wtstp9tH7hQ8x0t3xoZK0fLtxl9PoMnB9Sj624LxgMe5cyQbT4Ttn0gH/mwSB4mGGU/+YHa8/BD3gMBcPkVDlj99m7/+KNI+2/5+U/V6eFzT2naHVqF/bWtT2lbkWSaLw3WB/LRfmmwPpDPfHtfeSnSh1U3XZfRPXjAz1fbvdN73G/4O3fNt5dAsvVs+0A+2y8O1gdcPgnrAy6fhPWBpHwlPRlxl2klY9sHbOZrm/++90uNmYx4K6YnTEL8MyFsvk37VqmnNt0vJiFPbLzX+8ud72P2g/UBNh9Tz7YPXKj5dtx6YzBeml489zQsk8/n4z3vBGPiqY33qZHR5DHqk20+E7Z9IF/59ANVKHJ5z7dnQ3zVTx+/5K09tAr7jI2TgtfjyCZfEqwP5Kv9kmB9IN/5Ohd9HOnHsp/9SB1cu0b44gjnO9DfoZ4tmxz5/l1Sd+7SSaaebR/Id/uZYH3A5ZOwPuDySVgfSMpX0pMRdwN7MrZ9wFa+49U7vb+k4hda0mQEk4y4xQpNl2Ol5cOlN+FVtH3h8ZMb21dEvMx+ANYH0vIBtp5tH7gQ87UvmBeMGdwz4l9OpPt89oT+Ug/tPHDuLApDNvnisO0D+cqHtSi2X/sb8RmNU/jJTMeHjwZt/eia24LX48gmXxKsD+Sr/ZJgfaAQ+Xo2bhibhPw40p/7PvpAtxnR8504NaTerhp/mho0u3Km6j9x7hKwJOLy6bA+oOczwdaz7QMun4T1AZdPwvpAUr7v4E1dWCUR0l/XZdsHVVdXi9d0sfXSfJiMML6wCpkvUx9UCvn2NzSorZdfGvwi62pvFx5cblX9+GPiIAbC63hf/xkoLt/qui/V0xvkJAQHP0trFgo/lLYfmfqguHxhsfVs+6ALLV97RXlk7DR8uMDoC+uJ9fcG42NOxcuxPpMyzZck2z4on/la164Rn1WTtoxNCLs6O4Of6zrYFflM4t/6tpK2GyfbPiif7Rcn1gcVKt++rVtUxfVXR/q15pmnhE9XXL55ldEnbT214QFV07ZT+MJKypeND4rLFxZbz7YPcvmkWB/k8kmxPigpX0mfGXGXaSVj2wdyzXf2zBlxM2T4zEjaPSH6mRAdPd+Og1vVC1sfE5OQR9be6l2jfObs6Yg/TNJ+hGF9QM9ngq1n2wcutHzh+xYw7uJ8PssaPw6NkVvUwGif0RdHpvmSsO0D+c7XMut18bnVtfelFyI/A8KrsONMSRKm7Zqw7QP5bj8TrA8UMt+p/v6xz9ejkb7dPekBNXpEPq7XJykfHpsd/o7GPSW4tySOtHw+rA8k5fNh69n2AZdPwvqAyydhfSApX0lPRnxYH3D5JKwP5JqvQ1tMC8JkJGkSwq6YDvx81Ycq1EvbpopJCH7BfdP0qRoaGdJ+UpK0H2FYH8i1/cLY9oELKd+hFV9HxpE+kdW323qsMTJWtna6y0CTMPmwfkjl9deIz3BYx3ZURX4GhFdh7zjeor8dwbRdE7Z9IN/tZ4L1gfORb+/rr0b6d/s1v/Ee32wiLV9VV5n4zsbT1kyw+VgfSMsH2Hq2fcDlk7A+4PJJWB9IyucmI4r3AZdPwvpALvnC94mEVf9U8j0hcfVMbGpc7S2mpf9Ce3D19err5k/UyKlhup5tH8il/XRs+0Ax5RtsbVFD7ftC754DtU709nqL7fljad/cd3Wb2O4roVWi39kx/td73ZdEMbVfHGy9OF9f7R5xw7qv8l/90js7qhNehR337CQRt10d2z5QiPbTYX3gfOXr+GSx6OvDq1fpVipfY3etmrr+rsj39/KmRboto3yMDzD52Hq2fcDlk7A+4PJJWB9IylfSkxF3mVYytn0g23y4abjiyl+KX1gm6Zdjmerp1HVXqze2Py0mIfevvEZ9OfaLbOjkYOBl6gHbPpBt+5mw7QPFlK+3olzVPHifUmfPhhzn6jW98mIwnipvuFZ4fJ+/3bVtyyPj5tDgAaMvjWJqvzjYekk+rK6uf64hXMZlYuGe8VXYt8T8JdwnabthbPtAodovDOsD5zPf0a1bIouKQnh4RJi4fKNHxy/tQq3D/QfVq6E/DkALamaFfiLzfAxx+cKw9Wz7gMsnYX3A5ZOwPpCUr6QnI+5pWsnY9oFs8pnuEzFJn4T46PXCNBzZrd6sfFZMQqCljR+p/lH5VJakemFs+0A27ReHbR8opnxYzwLj5vDqlSGHUj3aTetHNm+KvO/jb/fwYPQG6jWty40+hmJqvzjYekk+LHBYddP4ooe++utqdatHeBX2b5o/0d+OkLTdMLZ9oFDtF4b1gfOdb6itTe2845ZInzfOfDbwxuWrm/pY8AcDv97Zsf/N3xW9sR1nvXuHz01cssmXRly+MGw92z7g8klYH3D5JKwPJOVzkxGV7gtTyHw+rA9ciPlM94nowmTl9OD42Yswej2w92ideCSkr88bFqjjw9HVoMOY6pmw7QPZtF8ctn2gmPJ1fvyhN3ZwORZupvXZeedt4wdCzz4dvK7jb/fdHS8GY+eV8mm6Let8cbD1bPtAIfP1N9RHPuP4q7npDBUIr8K+sFZeUhcmbbs+tn2gkO3nw/rARMiH+4bqn5wW6ftd992thr99SprOqf4+77I+/3HPer3lTQsj3+/TN9ytWnsbhS8O1gdM+XTYerZ9wOWTsD7g8klYH0jKV9KTEXeZVjK2fSDTfLhPRJ94JGlgb5NWLVqvZeyX0Ls7XxITEOiTunmqob1O+2kJu7+2fSDT9kvCtg8UU76WN98Ixk39U9O91zoXfhS8tuWiH6uRw4cCvw62WdY+fhAMYXzpZJsvDraebR8odL59780J+sN0345PeBV23D+SBLNdYNsHCt1+gPWBiZSv7d3Zke/2iisvV61rzi0oG+Zo+Vbvfe+SS2Wuh4Vo9e/7is5NwmfCVC+OidR+Jlw+CesDLp+E9YGkfCU9GfFhfcDlk7A+kEm+TO4T8YUDyK5lS0W95iMN6r3qV8QvJGhx7VzVM3TuoDOTfGnY9gGXT8L6QDhf9d13RsZOz8b1kX8f+Cz5cp9jQ0e9x/f64wiX9ZnINl8cbD3bPlDofGfG3t9x601ef+CBA3GEV2HHk7WSYLYLbPtAodsPsD4w0fId/HKZ+I4/+PWXEU/bnHeC9/DHqLh6eMwvnoYY/u5fufdz3SaIq2diorWfjssnYX3A5ZOwPpCU7zt+obBGR0c96a/rsu2DsHiK/poutp5tH+TySbE+iM03Mjysah66X/wiYlX35HQ1fPy4V2/gRL96aPUNYhLyYc1stf9Ye1b5mP217YNcPinWB4Xz7br/nsiY2fqLnwf/XX3vXeJndX3ZuDgYS09tul+NnjRnyDZfnNh6tn3Q+ch3rL7Om5Dor4fVM3A46Isp6+4Q74fFbte2Dzof7cf6oImYr6d8m9p2+fiT7aCWd2cH71f85lfB6/hMJ9Vr721Vz26eFPk9sLenXvjCSqqnayK2X1gunxTrg1w+KdYHJeUr6clIS0sL5QurkPky9UEXSr6+1hbVNu+9RLV+K/x3y7tvi/cPrloR1PuqcUnwy2fBrlneLyV9u5nkY/bXtg9y+aRYHxTOh6dk6ZNYX20fLlC9u2vUQGeHGhkYEHX87foTkp1d5eL9sC+bfHFi69n2QecrX39np3g94hmbCC7c/a5asnOe2rxvtXhfr8du16YPOl/tx/igiZqvf98+cSYTf3A6cfy4+OwOHOxKrNd34rh6q/I573OL3wv6+7qYfL4mavv5cvmkWB/k8kmxPigpX0lfpuVuYE/Gtg+cr3yDwwNq4Z53VGdfm/52hPOVj/EBl0/C+kA4n/4Y0SRtveQiVTU2ecFN7/46F/52/afzxJFtvjjYerZ9wOWTsD7g8klY39kzp1X11CmRz2XVTdeJz2rrnHeoets6NlA+Nh+YyO0HXD4J6wMun4T1gaR8bjKi0n1hCpnPh/UBl0/C+oDLJ2F9oFjynRkZEQcxSar4zRWqZ9PGSC12u6wPFEv7JcHWs+0DLp+E9YFiyLdv3nvi8xnWtssu8c5mpsFul/WBYmi/NNh6tn3A5ZOwPlDM+Up6MuKeppWMbR9w+SSsD7h8EtYH/HzDhw6Kg5g4tb41S50eGtIq8dtlfaBY2i8Jtp5tH3D5JKwPFEu+jo8/EJ/TsPYvtXdjOusDxdJ+SbD1bPuAyydhfaCY85X0ZMSH9QGXT8L6gMsnYX3A5ZOwPuDn66+vEwcwunbd81s12NysVRiH3S7rA8XSfkmw9Wz7gMsnYX1gQuc7e1a1rF6ptl91pfis6qq88drYNWl82O2yPjCh20+5fCZYH3D5JKwPJOVzkxHF+4DLJ2F9wOWTsD7g8klYH/DzHdlSJg5gfG277J/V/mVfuIMZAy6fhPUBl0+S5jszOqoOffOV2nHLDeKzmqTeinK9VIS07fqwPjAR2y+MyydhfcDlk7A+kJSvpCcj7jKtZGz7gMsnYX3A5ZOwPuDnO/jVcnHwglWcG2fOUEPd3VQ9drusDxRL+yXB1rPtAy6fhPWBiZYPl1PWTnlElf30h/LzmqKa++/Ry0VI2m4Y1gcmWvvpuHwS1gdcPgnrA0n5Snoy4m5gT8a2D7h8EtYHXD4J6wN+vvYP5kcOXKpuul4d31XtvcfWs+0DxdJ+SbD1bPuAyydhfWCi5js9PKyOV+9UdW+/5X1W9YlHnAbbWvVSAcx2AesDE7X9fFw+CesDLp+E9YGkfG4yotJ9YQqZz4f1AZdPwvqAyydhfaBY8jW/9rJ3sLLl4p+ce1zvqVOBh61n2weKpf2SYOvZ9gGXT8L6QNHkO3tWDba2qK7ly1Tjc8+o7df8WkxEoKYXZ0YLhGC3y/pA0bRfAmw92z7g8klYHyjmfG7RQ8IXViHzZeobHh5RX67Zo56cVaZufPTrggjb2lCxT504MSzymDSR2w+6EPKhL9AnhR4HGyvaVUfnfpFHF7u/tn2Q336106ao3Y9O9hY11D1sPds+iOlfth7rO1/jhf3eYPcDOh/tx/qgCyHf+Rovad8vgwe71KG1a9Te119VO+641bu0q+yiHweXXepi24X1QUz7sfVs+yCXT4r1QS6fFOuDkvKV9GQkUx80kfMt+aZefIkXSou/rhN5TJrI7QddCPnQF3r/FErzPq0SeXSx+2vbB/ntd7yhQbyXaT3bPojpX7Ye6zuf44X53mD3Azof7cf6oAsh3/kcL5l8vwz396sj2ytUX3Oz8IR9+uu6WB/EtB9bz7YPcvmkWB/k8kmxPigpX0lfpuXD+sBEznfvM2u8L+y3FmxQlZWVBdFbH2z0tnnP02v0OEYmcvuBCyEf+uJ8jYO7n1qlxxGw+2vbB5j2Y+vZ9oHzke98jhfme4PdD3A+2o/1gQsh3/kcL+77RcL6gMsnYX3A5ZOwPpCUr6QnIxfa07T8vx7pX+T5lr9dhoncfuBCyDfRxwG7v7Z9gGk/tp5tHzgf+S6U8QLOR/uxPnAh5LtQxottH2Daj61n2wdcPgnrAy6fhPWBpHwlPRm50G5gn+i/JMBEbj9wIeSb6OOA3V/bPsC0H1vPtg+cj3wXyngB56P9WB+4EPJdKOPFtg8w7cfWs+0DLp+E9QGXT8L6QFI+NxlR6b4whcznw/ps/5Lw6znlpjTY/gXM+PO3q/dnttL3xyk7MTD9y44X1ufn0/s9W+n77ZSd0mD7l/UBZvz5+fR+z1b6fjtlJwamf9nxYtsHXD4J6wPFnK+kJyPuMq1k6V92TtkpDbZ/ATP+/O3q/Zmt9P1xyk4MTP+y44X1+fn0fs9W+n47Zac02P5lfYAZf34+vd+zlb7fTtmJgelfdrzY9gGXT8L6QDHnK+nJiA/rAxM5n/+lpH/ZZyvb9UpN7C8Jtn8BM/5s95vteqUmdhwApn/Z8cL6bPev7XqlJna8sP3L+gAz/mz3r+16pSZ2vACmf9nxYtsHXD4J6wPFnM9NRhTvAxM5n+0vddv1Sk3sLwm2fwEz/mz3m+16pSZ2HACmf9nxwvps96/teqUmdryw/cv6ADP+bPev7XqlJna8AKZ/2fFi2wdcPgnrA8Wcr6QnI+4yrWTp9RzpmNovDbZ/ATP+9H7LVXo9Rzqm9mNg+pcdL6xP799cpddzpGNqvzTY/mV9gBl/ev/mKr2eIx1T+zEw/cuOF9s+4PJJWB8o5nwlveghbmBnfGEVMl+mPv9LybbcLwke0y8JvZ90sf0LMeNP7z9bcuOAJ5txADH9y44X1qf3sy258cKTzXhh+5f1Qcz40/vZltx44clmvEBM/7LjxbYPcvmkWB9UzPncZITwhVXIfJn69C93W3K/JHiy+SXB9i/EjD+9/2zJjQOebMYBxPQvO15Yn97PtuTGC08244XtX9YHMeNP72dbcuOFJ5vxAjH9y44X2z7I5ZNifVAx53OXaal0X5hC5vNhffqXeq7S6znSMbVfGmz/Amb86f2Wq/R6jnRM7cfA9C87Xlif3r+5Sq/nSMfUfmmw/cv6ADP+9P7NVXo9Rzqm9mNg+pcdL7Z9wOWTsD5QzPlKejLiw/rARM6nf6nnKr2eIx1T+6XB9i9gxp/eb7lKr+dIx9R+DEz/suOF9en9m6v0eo50TO2XBtu/rA8w40/v31yl13OkY2o/BqZ/2fFi2wdcPgnrA8Wcz01GFO8DEzmf/qWeq/R6jnRM7ZcG27+AGX96v+UqvZ4jHVP7MTD9y44X1qf3b67S6znSMbVfGmz/sj7AjD+9f3OVXs+Rjqn9GJj+ZceLbR9w+SSsDxRzvpKejLjLtJKl13OkY2q/NNj+Bcz40/stV+n1HOmY2o+B6V92vLA+vX9zlV7PkY6p/dJg+5f1AWb86f2bq/R6jnRM7cfA9C87Xmz7gMsnYX2gmPOV9GQEN7CDNF+YQubzYX36l3qu0us50jG1Xxps/wJm/On9lqv0eo50TO3HwPQvO15Yn96/uUqv50jH1H5psP3L+gAz/vT+zVV6PUc6pvZjYPqXHS+2fcDlk7A+UMz53GREpfvCFDKfD+vTv9RzlV7PkY6p/dJg+xcw40/vt1yl13OkY2o/BqZ/2fHC+vT+zVV6PUc6pvZLg+1f1geY8af3b67S6znSMbUfA9O/7Hix7QMun4T1gWLOV9KTEXeZVrL0eo50TO2XBtu/gBl/er/lKr2eIx1T+zEw/cuOF9an92+u0us50jG1Xxps/7I+wIw/vX9zlV7PkY6p/RiY/mXHi20fcPkkrA8Uc76Snoz4sD4wkfPpX+q5Sq/nSMfUfmmw/QuY8af3W67S6znSMbUfA9O/7HhhfXr/5iq9niMdU/ulwfYv6wPM+NP7N1fp9RzpmNqPgelfdrzY9gGXT8L6QDHnc5MRxfvARM6nf6nnKr2eIx1T+6XB9i9gxp/eb7lKr+dIx9R+DEz/suOF9en9m6v0eo50TO2XBtu/rA8w40/v31yl13OkY2o/BqZ/2fFi2wdcPgnrA8Wc7zt4UxdWSYT013XZ9kHV1dXiNV1svTTf7t27KV9YhcyXqU//Us9Vej1HOqb20/tJF9u/EDP+9H7LVXo9Rzqm9tP7ySSmf9nxwvr0/s1Vej1HOqb20/tJF9u/rA9ixp/ev7lKr+dIx9R+ej+ZxPQvO15s+yCXT4r1QcWcr6TPjLgb2JOl13OkY2q/NNj+Bcz40/stV+n1HOmY2o+B6V92vLA+vX9zlV7PkY6p/dJg+5f1AWb86f2bq/R6jnRM7cfA9C87Xmz7gMsnYX2gmPO5yYhK94UpZD4f1qd/qecqvZ4jHVP7pcH2L2DGn95vuUqv50jH1H4MTP+y44X16f2bq/R6jnRM7ZcG27+sDzDjT+/fXKXXc6Rjaj8Gpn/Z8WLbB1w+CesDxZyvpCcj7mlaydLrOdIxtV8abP8CZvzp/Zar9HqOdEztx8D0LzteWJ/ev7lKr+dIx9R+abD9y/oAM/70/s1Vej1HOqb2Y2D6lx0vtn3A5ZOwPlDM+Up6MuLD+sBEzqd/qecqvZ4jHVP7pcH2L2DGn95vuUqv50jH1H4MTP+y44X16f2bq/R6jnRM7ZcG27+sDzDjT+/fXKXXc6Rjaj8Gpn/Z8WLbB1w+CesDxZzPTUYU7wMTOZ/+pZ6r9HqOdEztlwbbv4AZf3q/5Sq9niMdU/sxMP3LjhfWp/dvrtLrOdIxtV8abP+yPsCMP71/c5Vez5GOqf0YmP5lx4ttH3D5JKwPFHO+kp6MuMu0kqXXc6Rjar802P4FzPjT+y1X6fUc6Zjaj4HpX3a8sD69f3OVXs+Rjqn90mD7l/UBZvzp/Zur9HqOdEztx8D0LztebPuAyydhfaCY85X0ZMTdwJ4svZ4jHVP7pcH2L2DGn95vuUqv50jH1H4MTP+y44X16f2bq/R6jnRM7ZcG27+sDzDjT+/fXKXXc6Rjaj8Gpn/Z8WLbB1w+CesDxZzPTUZUui9MIfP5sD79Sz1X6fUc6ZjaLw22fwEz/vR+y1V6PUc6pvZjYPqXHS+sT+/fXKXXc6Rjar802P5lfYAZf3r/5iq9niMdU/sxMP3LjhfbPuDySVgfKOZ83/ELhTU6OupJf12XbR+ExVP013Sx9dJ8LS0tlC+sQubL1Od/KdmW+yXBY/olofeTLrZ/IWb86f1nS24c8GQzDiCmf9nxwvr0frYlN154shkvbP+yPogZf3o/25IbLzzZjBeI6V92vNj2QS6fFOuDijlfSU9GMvVBEzmf/uVuS+6XBE82vyTY/oWY8af3ny25ccCTzTiAmP5lxwvr0/vZltx44clmvLD9y/ogZvzp/WxLbrzwZDNeIKZ/2fFi2we5fFKsDyrmfCV9mZYP6wMTOZ/+pZ6r9HqOdEztlwbbv4AZf3q/5Sq9niMdU/sxMP3LjhfWp/dvrtLrOdIxtV8abP+yPsCMP71/c5Vez5GOqf0YmP5lx4ttH3D5JKwPFHO+kp6MuKdpJUuv50jH1H5psP0LmPGn91uu0us50jG1HwPTv+x4YX16/+YqvZ4jHVP7pcH2L+sDzPjT+zdX6fUc6Zjaj4HpX3a82PYBl0/C+kAx5yvpyciFfgN7e3t78B7+W/8lkCa9niMdU/ulwfYvYMaf3m9uHBQeU/sxMP3LjhfWp/evGy+Fx9R+abD9y/oAM/70/nXjpfCY2o+B6V92vNj2AZdPwvpAMedzkxGV7gtTyHw+rE//Uu/v7w/ew3/rvwTSpNdzpGNqvzTY/gXM+NP7zY2DwmNqPwamf9nxwvr0/nXjpfCY2i8Ntn9ZH2DGn96/brwUHlP7MTD9y44X2z7g8klYHyjmfCU9GbnQL9NyvyQKj6n90mD7FzDjT+83Nw4Kj6n9GJj+ZccL69P7142XwmNqvzTY/mV9gBl/ev+68VJ4TO3HwPQvO15s+4DLJ2F9oJjzlfRkxIf1gYmcT/9Sd6fPC4+p/dJg+xcw40/vNzcOCo+p/RiY/mXHC+vT+9eNl8Jjar802P5lfYAZf3r/uvFSeEztx8D0LztebPuAyydhfaCY87nJiOJ9YCLn07/Uc5Vez5GOqf3SYPsXMONP77dcpddzpGNqPwamf9nxwvr0/s1Vej1HOqb2S4PtX9YHmPGn92+u0us50jG1HwPTv+x4se0DLp+E9YFizlfSk5EL/TKtXKXXc6Rjar802P4FzPjT+y1X6fUc6Zjaj4HpX3a8sD69f3OVXs+Rjqn90mD7l/UBZvzp/Zur9HqOdEztx8D0LztebPuAyydhfaCY85X0ooe4gZ3xhVXIfJn69C/1XKXXc6Rjaj+9n3Sx/Qv9/+2da6xl5V3G8W7iB6N+0GjiJfqtNWlSjVHjB43R+EUTjZ+0lagRW7FWTKRFaZGGUlophKYSJFhSUadphVYot5HSKeXSC+MUhsswc2YYhhkuIwyXYYbTMrM8zz6uPeu8z7vWevZa/7P3Xmc9v+RJ08OPl2e9/zdreId9zijnL51b36TrmXZy+5fOKRdlvup5Ub10vn2Trmfaye1fOqc06nxVD1HOXzrfvknXM+3k9i+dUy7KfNXzEu0h7sdRPWTI/XwZEbxq5tlvVi99qfdNup5pJ7d/6ZzSqPNFlPOXzq1v0vVMO7n9S+eUizJf9byoXjrfvknXM+3k9i+dUxp1vqqHKOcvnW/fpOuZdnL7l84pF2W+6nmJ9hD346geMuR+/phW0e5VmWe/EtVLX+p9k65n2sntXxvqfIFy/tK59U26nmknt38KynzV86J66Xz7Jl3PtJPbvzbU+aoeUM5fOt++Sdcz7eT2T0GZr3peoj3gfozqgSH3G/VlpET1wDL3S1/qfZOuZ9rJ7V8b6nyBcv7SufVNup5pJ7d/Csp81fOieul8+yZdz7ST27821PmqHlDOXzrfvknXM+3k9k9Bma96XqI94H6M6oEh9/NlpNA9sMz90pd636TrmXZy+9eGOl+gnL90bn2Trmfaye2fgjJf9byoXjrfvknXM+3k9q8Ndb6qB5Tzl863b9L1TDu5/VNQ5quel2gPuB+jemDI/UZ9GfHHtJqTrmfaye1fG+p8gXL+0rn1TbqeaSe3fwrKfNXzonrpfPsmXc+0k9u/NtT5qh5Qzl86375J1zPt5PZPQZmvel6iPeB+jOqBIfcb9WUE38AO2rwq8+xXonrpS71v0vVMO7n9a0OdL1DOXzq3vknXM+3k9k9Bma96XlQvnW/fpOuZdnL714Y6X9UDyvlL59s36Xqmndz+KSjzVc9LtAfcj1E9MOR+vowU7V6VefYrUb30pd436Xqmndz+taHOFyjnL51b36TrmXZy+6egzFc9L6qXzrdv0vVMO7n9a0Odr+oB5fyl8+2bdD3TTm7/FJT5qucl2gPux6geGHK/UV9G/DGt5kSvN7aov0io8wXK+YueW/R6Y4t6DoAyX/W8qF70fKPXG1vU86LOV/WAcv6i5xu93tiinhegzFc9L9EecD9G9cCQ+436MlKiemCZ+0W/1KPXG1vUXyTU+QLl/EXPLXq9sUU9B0CZr3peVC96vtHrjS3qeVHnq3pAOX/R841eb2xRzwtQ5quel2gPuB+jemDI/Ub9hx7O6iHL3C/6pV6u5/RLOqc06nwR5fyV/9x0nl2TPo/TLemcclHmq54X1Sv7pXPvmvS5nW5J55RGna/qIcr5K/ulc++a9LmdbknnlIsyX/W8RHuI+3FUDxlyv1FfRlZWViSvmnn2m9UrX0rpy75r0ped0y3pnNKo80WU81f+c9N5dk36PE63pHPKRZmvel5Ur+yXzr1r0ud2uiWdUxp1vqqHKOev7JfOvWvS53a6JZ1TLsp81fMS7SHux1E9ZMj9Rv0xLX8De0zKf66Csn/RzxHdT51HtAeUftH7p0bdZ/V5o58jul+0B5T5quupXvQ+q4meR/RzRPcDi5iv6gGlX/Q+q4meR/RzRPeL9oAyX3W9aA+4H6N6YMj9fBkp2r0q8+xXonrRL1c16ksYKPsX/RzR/dR5RHtA6Re9f2rUfVafN/o5ovtFe0CZr7qe6kXvs5roeUQ/R3Q/sIj5qh5Q+kXvs5roeUQ/R3S/aA8o81XXi/aA+zGqB4bcb9SXEf80rZioL2Gg7F/0c0T3U+cR7QGlX/T+qVH3WX3e6OeI7hftAWW+6nqqF73PaqLnEf0c0f3AIuarekDpF73PaqLnEf0c0f2iPaDMV10v2gPux6geGHK/UV9GSlQPLHO/6JerGvUlDJT9i36O6H7qPKI9oPSL3j816j6rzxv9HNH9oj2gzFddT/Wi91lN9DyinyO6H1jEfFUPKP2i91lN9DyinyO6X7QHlPmq60V7wP0Y1QND7ufLSKF7YJn7Rb9c1agvYaDsX/RzRPdT5xHtAaVf9P6pUfdZfd7o54juF+0BZb7qeqoXvc9qoucR/RzR/cAi5qt6QOkXvc9qoucR/RzR/aI9oMxXXS/aA+7HqB4Ycr9RX0b8Ma2YqC9hoOxf9HNE91PnEe0BpV/0/qlR91l93ujniO4X7QFlvup6qhe9z2qi5xH9HNH9wCLmq3pA6Re9z2qi5xH9HNH9oj2gzFddL9oD7seoHhhyv1FfRvwN7DFRX8JA2b/o54jup84j2gNKv+j9U6Pus/q80c8R3S/aA8p81fVUL3qf1UTPI/o5ovuBRcxX9YDSL3qf1UTPI/o5ovtFe0CZr7petAfcj1E9MOR+vowU7V6VefYrUb2/+dBdk5fhNTfsoBflZuWaf/vS5J953qV3TXu8duKbxUeu+8r05Tz04FnwTCXqPKI9oJw/zAK9F3EO/vqD26c9fA7WUT2gzFddT/UWeV7G9N4Ai5iv6gGl3yLPi98vjOoBZb7qetEecD9G9cCQ+436MrLVPqZ145176AU3r3zm9scmHVa/+UZx2bUP0F8fevBMeDagziPaA8r5wyzS/vPKv960c9LB5+AMqgeU+arrqd4iz8uY3htgEfNVPaD0W+R58fuFUT2gzFddL9oD7seoHhhyv7PwF9PgT0lE0q+nifaQXbt20dfSqOtFe8gy93v68JFi22fvK/7hYzvoJbdZwT/r83ftLp469PRaxyPF5dfdO/n6eZfeWez48lfP/M7WDTuWKht+1y3z18vgGfAseCY8G55RnUe0hyjnD7PATOZ9Dm69+5Fi587/8TlIonqIMl91PdVb1HkZ23sDe72I+aoeovRb1Hnx+yUf1UOU+arrRXuI+3FUDxlyv1H/l5ES1QPux8BZXcv1Nz40eZm+6wN3FP/9xa9seBGnv7gsOmo3/HU8C54J/x/PiGdV9yXSA4uar+KBI2v9fA42Msv+Lft8o/uN6b1x+nT8/kV6YNn7+f3CzLJ/yz5f92NUDwy536gvI1vtY1pgUf0+fdujk5foOy+6vbh1+/0bXsJI+jtBi47arXTwTHg2PCOeVd2XSA8sar6KBz5544M+Bwmz7N+yzze635jeG/95557w/Yv0wLL38/uFmWX/ln2+7seoHhhyv1FfRrbaN7CDRfS7/Z59k5fnn7//tuKmW++TX8CLziy/kOGv49nwjHhWPHMb6v6pHljEfFVv+70HfA4yqPsHlnm+ILLfGN8bN97+ULoNhLp/0R6InG+05/dLHnX/wDLPF7gfo3pgyP18GSnavSrz7FeiemDe/R74xuHinAvXX5zbPnsvvXjx9WXNLF1LB8+I/49nxrM3oewfUD0w7/kCxfM5qEfZv5JlnW9JVL+xnhck6rxEeyBqviDSG+t58fuFUdeL9oD7MaoHmvqN+jLij2k10+btfuJo8Y73r/8n5U986h566SLp7/wsU2bpWvXwrHhmPDv2oI62/StRPTDP+Za0eT4HMecALON8q0T083mJOS/RHoiYb0mU5/MSc17AMs63ivsxqgeG3G/Ul5ES1QPut87+Q8eKv/zA+k//+KdP8gu3T9IXdNek66pJ18mtiWfGs2MPsBc5mvaviuqBec23SpPncxB3DsCyzTelbz+fl7jzEu2BvvOtEuH5vMSdF7Bs801xP0b1wJD7+TJS6B5wv7V/xtHj0z/46vJr76aXbN9g3Yik66pJ16lbE8+Or2EvsCcpdfuXonpgHvNNqfN8DtYTdQ7AMs03R59+Pi/riTov0R7oM9+Uvp7Py3qizgtYpvnmcD9G9cCQ+436MuKPaTWT8469fLJ47+VfnLwcL/n4XcVXv8Yv2b5Jf5eoa9J11aTr1K2JZ8ceYC+wJ9ibKrn9y6F6YLPnmyPn+Ryc8aLOAViW+dbRtZ/Pyxkv6rxEe6DrfHP08XxeznhR5wUsy3zrcD9G9cCQ+51VLlTN6urqJOnX00R7CP7wlPRradT12jx8A7viVTPPfrN6yGb3u/jjX6bfxXHWg71p279cVA/Z7PnmkvN8DurT9RwgyzLfunTt5/NSn67nJdpDus43lz6ez0t9up4XZFnmWxf346geMuR+vowIXjXz7Derh2x2v22ff4Rejs56sDdt+5eL6iGbPd9ccp7PQX26ngNkWeZbl679fF7q0/W8RHtI1/nm0sfzealP1/OCLMt86+J+HNVDhtzPH9Mq2r0q8+xXonrA/RjVA+7HqB5wP0b1gPsxqgfcj1E94H6M6gH3Y1QPuB+jemDI/UZ9GSlRPeB+jOoB92NUD7gfo3rA/RjVA+7HqB5wP0b1gPsxqgfcj1E94H6M6oGmfr6MFLoH3I9RPeB+jOoB92NUD7gfo3rA/RjVA+7HqB5wP0b1gPsxqgfcj1E90NRv1JcRf0yrmWgPuB+jesD9GNUD7seoHnA/RvWA+zGqB9yPUT3gfozqAfdjVA809Rv1ZQTfwA7avCrz7FeiesD9GNUD7seoHnA/RvWA+zGqB9yPUT3gfozqAfdjVA+4H6N6YMj9fBkp2r0q8+xXonrA/RjVA+7HqB5wP0b1gPsxqgfcj1E94H6M6gH3Y1QPuB+jemDI/UZ9GfHHtJqJ9oD7MaoH3I9RPeB+jOoB92NUD7gfo3rA/RjVA+7HqB5wP0b1QFO/UV9GSlQPuB+jesD9GNUD7seoHnA/RvWA+zGqB9yPUT3gfozqAfdjVA+4H6N6oKnfqP/Qw1k9xP04qoe4H0f1EPfjqB7ifhzVQ9yPo3qI+3FUD3E/juoh7sdRPcT9OKqHNPUb9WVkZWVF8qqZZ79ZPWSr9jv8wsnimRdPtnq5qB7StV8u0R4y5n4Hnz8xSZvXlM3sVxfVQ9yPo3pItd9zx04W+5/tfl6iPWRI+1cXdb1oD5lHv10HXi2eOnrm3NR5ucyjXxrVQ9yPo3qI+3FUD2nqN+qPafkb2JuJ9sCs/fY+u1qcc93h4nvP3l1su/+lWq8J1QOz9msi2gNj7Icz8OuXHii+/Q8fLs76g4eL3/jQgeL466fIU9iMfm2oHnA/RvUA+uFs/M5HDxbf9fbdxbetnZlfvWR/8crJ2c9LtAeGsH9tqOtFe2Cz++147HjxHW/bXXz01qPTr+W8Oja7Xw7VA+7HqB5wP0b1QFM/X0aKdq/KPPuVqB7YSv3es+3Z4if+6vHJv4AivoyMs9/PX7iv+MFzHi2+c+1fLsuz8N5PPUuewmb0a0P1gPsxqgfQ70+ufbr47cufLH7hffum5+WK2/536qjrRXtgCPvXhrpetAc2s9/RV94ofuzc9V9vfBlpXy/aA+7HqB4Ycr9RX0b807SaifbArP2eeelbvoxUGFu/h548XvzelQeLU6eLYuW51eL7/viR6X8dqXrKeiC6X6QH3I9RPfDIvsPFVXecuXj8zHl7Jufl/G2zX16jPbDs+zfWfqfX3i+/9eEnp7/W+DLSvl60B9yPUT0w5H6jvoyUqB5wP0b1QLUfXv5v/ft9k5x7/ZFi9Vuni9+/6qnirX+3t7j5wWMT58TqKV9GKmzFfso5qLo4C+/7zHPTr6XrNdGlXx3RHnA/JvXqzsvPrf3/f7/74NTDBfbN5+8tfuSdjxWPH3l9+vV0vTqiPbAM+9fEVuxXd16q75cP33J08hscbzr/CV9GxPWiPeB+jOqBIffzZaTQPeB+jOqBar/HDr8+/ejNZTevv/z/+QsvFm+/+qnper6MbGQr9lPOQQk+RoHPdO86eHL6tXS9Jrr0qyPaA+7HpF7deTn7mqen/R7Yd6L4zcsOTJwfPfexyf8vSderI9oDy7B/TWzFfnXnpXy/3L/3teKn3r1n8jGtn33PXl9GxPWiPeB+jOqBIfcb9WXEH9NqJtoDab+3XX1o8vL/6fP2FG+cOj35rPeDK69O1/NlZCNbtV/bOQBfevz4xPng556v/J359ero2i9HtAfcj8l5ufPyjbULatnva/tPFL940cr03YHf8S7JrZcj2gPLsn91bNV+ufOC9wt+4ho+ynfvE69NPF9G9PWiPeB+jOqBIfcb9WXE38DeTLQH0n74He7yXxjwTaa/cvH+Dev5MrKRrdqv7Ry8evLU5F8a8JPV8PlufAQH/wty69XRtV+OaA+4H5PzcucFpP3wcb7SO/baG5Ov5dbLEe2BtF8Odb1oD2zVfrnzAudjdzw/vaQg3/1H6/8F5YfOebT4rwdfqV2vjq79ckR7wP0Y1QPux6geaOrny0jR7lWZZ78S1QND7Icf21r+QvGJHS9uWO+1ymXkP+7zZWQr96s7B7h04Ee14jPd+DG/Dx86WfzulQeLPc+sfx9A3Xo5+vRLifaA+zF1XnpeQNrvxeNvFN9z9u7J942U1K2XEu2BtF8Odb1oD2zlful5gbPtvheKt1ywd5ry41w/vHZetj/86uTvq1svR59+KdEecD9G9YD7MaoHmvr5Dz0UvGrm2W9WDxliv1t2Hpv8AvD9f/pI8dLx1zeshz/krvwF5OrtRzf8feo/V/WQXL806nrRHrKV+9Wdgwu2HZmegTL4qVqvrzavl0uffmmiPcT9OHVeel7wtSs+t39yNi789DPFy8dXJ394Hf68kStve651vTTRHrJM+5fLVu6Xnpec9+b//wb2j9wy+3lB+vRLE+0h7sdRPcT9OKqHNPUb9WVkVg9xP47qIXX93vS3TxTv+JdDG9a74Z4Xil++6MyfFfDj73q8+McOv0ioHlLXrxp1vWgP2er90nNw89dfpIsI8ktr50JZL03ffpvpIe7HafKq5wW54QtPTv6AVJyRH/izR4uffPfjxVW3Py+vt5kesmz7l2ar90vfL6n3lgvWLyNX3Dr7rzNI336b6SHux1E9xP04qoc09Rv1x7RKVA+4H6N6oNoPn/s/9ML634eP3Tz01PpPSFLXi/bAkPavDnW9aA906TevcwC69Ksj2gPux6Re3XkB6PfyiVPFzgMniwPPr06/r6hKul4d0R5Yhv1rYiv2qzsvqVeH6oEu/eqI9oD7MaoH3I9RPdDUb9SXEf80rWaiPVDt9xfXH578LtRNX3+5+LVL1r8BFajrRXtgSPtXh7petAe69JvXOQBd+tUR7QH3Y1Kv7ryAZejXhPsxqge69Ks7L6lXh+qBLv3qiPaA+zGqB9yPUT3Q1G/UlxF/A3sz0R6o9rv4pvWfdIM/OwI/671EXS/aA0PavzrU9aI90KXfvM4B6NKvjmgPuB+TenXnBSxDvybcj1E90KVf3XlJvTpUD3TpV0e0B9yPUT3gfozqgaZ+vowU7V6VefYrUT0wtH74A6nw43urqOtFeyDtl0NdL9oDW7XfPM4B6NovR7QH3I/JebnzApalXx3ux6ge6Novd15yXg7VA1375Yj2gPsxqgfcj1E90NRv1JcRf0yrmWgPuB+jesD9GNUD7seoHnA/RvWA+zGqB9yPUT3gfozqAfdjVA809Rv1ZaRE9YD7MaoH3I9RPeB+jOoB92NUD7gfo3rA/RjVA+7HqB5wP0b1gPsxqgea+vkyUugecD9G9YD7MaoH3I9RPeB+jOoB92NUD7gfo3rA/RjVA+7HqB5wP0b1QFO/UV9G/DGtZqI94H6M6gH3Y1QPuB+jesD9GNUD7seoHnA/RvWA+zGqB9yPUT3Q1G/UlxF/A3sz0R5wP0b1gPsxqgfcj1E94H6M6gH3Y1QPuB+jesD9GNUD7seoHmjqdxb+Yhr8KYlI+vU00R6ya9cu+loadb02D5cRxatmnv1m9RD346ge4n4c1UPcj6N6iPtxVA9xP47qIe7HUT3E/Tiqh7gfR/WQIfcb9X8Z8ce0mon2gPsxqgfcj1E94H6M6gH3Y1QPuB+jesD9GNUD7seoHnA/RvVAU79RX0ZKVA+4H6N6wP0Y1QPux6gecD9G9YD7MaoH3I9RPeB+jOoB92NUD7gfo3qgqZ8vI4XuAfdjVA+4H6N6wP0Y1QPux6gecD9G9YD7MaoH3I9RPeB+jOoB92NUDzT1G/VlxB/TaibaA+7HqB5wP0b1gPsxqgfcj1E94H6M6gH3Y1QPuB+jesD9GNUDTf1GfRnxT9NqJtoD7seoHnA/RvWA+zGqB9yPUT3gfozqAfdjVA+4H6N6wP0Y1QNN/XwZKdq9KvPsV6J6wP0Y1QPux6gecD9G9YD7MaoH3I9RPeB+jOoB92NUD7gfo3pgyP1GfRnxx7SaifaA+zGqB9yPUT3gfozqAfdjVA+4H6N6wP0Y1QPux6gecD9G9UBTv1FfRkpUD7gfo3rA/RjVA+7HqB5wP0b1gPsxqgfcj1E94H6M6gH3Y1QPuB+jeqCp31nlQtWsrq5Okn49TbSH4A9PSb+WRl0v2kPcj6N6iPtxVA9xP47qIe7HUT3E/Tiqh7gfR/UQ9+OoHuJ+HNVD3I+jekhTv1FfRlZWViSvmnn2m9VD3I+jeoj7cVQPcT+O6iHux1E9xP04qoe4H0f1EPfjqB7ifhzVQ4bcb9Qf0/I3sDcT7QH3Y1QPuB+jesD9GNUD7seoHnA/RvWA+zGqB9yPUT3gfozqgaZ+vowU7V6VefYrUT3gfozqAfdjVA+4H6N6wP0Y1QPux6gecD9G9YD7MaoH3I9RPTDkfqO+jPinaTUT7QH3Y1QPuB+jesD9GNUD7seoHnA/RvWA+zGqB9yPUT3gfozqgaZ+o76MlKgecD9G9YD7MaoH3I9RPeB+jOoB92NUD7gfo3rA/RjVA+7HqB5wP0b1QFM/X0YK3QPux6gecD9G9YD7MaoH3I9RPeB+jOoB92NUD7gfo3rA/RjVA+7HqB5o6jfqy4g/ptVMtAfcj1E94H6M6gH3Y1QPuB+jesD9GNUD7seoHnA/RvWA+zGqB5r6jfoy4m9gbybaA+7HqB5wP0b1gPsxqgfcj1E94H6M6gH3Y1QPuB+jesD9GNUDTf18GSnavSrz7FeiesD9GNUD7seoHnA/RvWA+zGqB9yPUT3gfozqAfdjVA+4H6N6YMj9/g9o6F9FoIwcqwAAAABJRU5ErkJggg==)

* + **Purpose is to make the target system or network resource unavailable for intended users**
  + **Smurfing happens in the Network Layer**

**Which type of attack takes more requests ?**

* **Smurf**

**There are two types of data management operations**

* **One to many**
  + **Fragmentation occurs when a file or data is divided into smaller parts scattered across a storage medium which leads to inefficiencies in accessing or managing that data**
* **Many to one**
  + **Defragmentation occurs when reorganizing fragmented data on a storage medium to improve efficiency and performance. The scattered parts of a file or data are rearranged on a storage medium.**
* **Accountability**
  + **To ensure the people involved take responsibility**
  + **Accountability is useful for Digital Forensic because all data, log files, and information is stored and recorded. Upon opening up recorded documents, it would be recognized who had agreed on what, their IP address, who transmitted what, etc.**
  + **In single computers, you’ll have everything recorded**
  + **In multiple computers within the system, the way it’s done is it will ensure anything sent will be recognized by who sent it and whoever it was sent will be recorded, and whoever modified it will be recorded as well.** 
    - **How do we know who did what?**
      * **Using Watermark and digital signature**
        + **How is the digital signature done?**

**Using hashing, if the file was modified in anyway, the Dijkstra and the data. The data that was previous to the modification would be 12345 and after modification would be 123450 meaning it was modified.**

**Types of Encryptions:**

* **Asymmetric encryption uses pairs of related keys. Each key pair consists of a public key and its private key.** 
  + **Example: RSA, Diffie-Hellman**
  + **Nadeen, hind, and Mustafa, where each person has a public and private key. If Nadeen wants to send a document to Mustafa, then she would need his public key to encrypt the document with his public key. When Mustafa receives his document, he will decrypt it using his private key.**
* **Symmetric encryption**
* **Consensus encryption**
* **Reliability and safety** 
  + **The system will do all the functions and without committing mistakes or any failures by accident or not**
* **Dependability** 
  + **The system must be resilience, reliable, safety, and secure**
  + **The system has to be comfortable for the user, but sometimes this could affect the security**
* **Aspects of Security** 
  + **Distributed systems**
    - **Multiple computers with encryption**
  + **Communications**
    - **Integrity**
    - **Hashing**
  + **Computer security**
    - **IDS**
    - **Firewalls**
    - **log files**
    - **access control**
    - **authentication**
    - **privileges**
    - **authorization**
  + **Application Security**
  + **Security management**
    - **How to implement the security principles with the resources we have with us like the data and privileges**
* **The fundamental dilemma of computer security** 
  + **To balance accessibility and usability with security.**
* **Principles of Computer Security** 
  + **The dimensions of computer security:**
    - **Application Software**
      * **How can I ensure security in the software?**
        + **There should be a security in every part of the life cycle of software, the security will be added to the software as a layer.**

**For example, the password would have restrictions, encryption,**

**TLS: transport layer security is where the session between users will be secured to ensure safety of private information**

**Diffie-Hellman Algorithm**

* + - **Resource (Object)**
      * **Resources are where you’re interacting with logic data or data that is transmitted**
      * **Ensuring the resources are encrypted and not easily modified**
    - **Hardware**
      * **Digital forensics will try to find hard evidence, hard disk drive, flash memory, or computer where they have the ability to place it in a safe area where it won’t be modified.**
      * **Hardware could be a part of resources, memory, etc. that you work with in computer security**
    - **User (subject)**
      * **Privilege escalation is a network attack where the user can get privileges beyond their necessary privileges.**
      * **There’s access control and rules to follow for each user like the manager having manager privileges, customer having customer privileges.**
* **Where to focus security controls?**
  + **The focus will be on the integrity of data, operations, and users**
* **Where to place security controls?**
  + **Applications**
  + **Services**

**If the system depends on layers, then its more secure.**

* + - **Web services**
  + **Operating System**
  + **OS Kernel**
    - **Enter process communication on the level of the kernel, where there will be encryption**
  + **Hardware**
* **The Man-Machine Scale**
  + **If I was closer to the man, then the system would be more complex**
    - **Complexity depends on the access control and the decision-making**
  + **If I was closer to the machine, then the system would be simpler**
  + **The outer ring would be more specified, the more we enter the ring (inner rings), the more generic and simpler it becomes**
* **Defense in Depth**
  + **There are multiple layers of defense to ensure that the system is properly secured.**
  + **The layers of defense’s concept come from the Onion model where the idea is to provide redundancy and toughness in security measured**
* **Layers**
  + **Hardware layers**
    - **Has sensors, movement detection, access control, etc.**
  + **Kernel Layers**
    - **Critical control system where its responsible for the managements of the system resources and communication between these sources**
  + **Operating System layer**
    - **Permissions**
    - **Encryptions**
    - **Anti-viruses, IDS (Intrusion Detection System), IPS (Intrusion Prevention System)**
    - **Firewall filters incoming connections that enter the system in where you can identify if the data is legitimate or malicious. The database would have the dataset (whitelist) that is approved to enter the system.** 
      * **The incoming traffic would be filtered through the firewall where it will have a signature that is either allowed to enter, which means its legitimate, or not allowed to enter (From the blacklist) meaning its malicious**
      * **Firewall is static**
      * **TDCGAN**
        + **Using deep learning where we keep training the system on different attacks ensuring it can protect itself and stay secure through each attack**

**When a hacker decides to attack, the system would be able to easily protect itself due to the continuous attacks that it learned**

* + **Service Layer**
    - **IDS and IPS also work in this layer**
    - **servers, sessions, and services work in this**
  + **Application Layer**
    - **Authentication and Authorization because we’re interacting with the user**
* **How is the data and information are related to the security?**
  + **Data is in the low level and the information is in the high level, where they’re both related to each other.**
  + **Data security where the data is in the database**
  + **If the data is being moved modified etc. it would be in the information security**
  + **Data interacts with two types of databases: sql and nosql**
  + **To secure the data, I need encryption**
* **Diffie-Hellman algorithm is used on TLS, using the Diffie-Hellman key exchange.**
* **Complexity or Assurance?**
  + **Complexity makes the system more secure but will affect the usability of the system**
  + **Assurance makes the system more reliable and transparent for users but the overly complex assurance processes could potentially become sources of vulnerabilities.**
* **Centralized or Decentralized Control?**
  + **The domain should have controls enforced to ensure security**

* **Blocking Access to the Layer Below**
  + **Blocking the user from attempting to go from layer to layer to get more permissions**

**Security Management**

* **In general, Security Management means managing, maintaining, applying, achieving privacy, integrity, confidentiality, and so on.**
* **Rules to avoid attacks and keep the system secured.**
* **Attack**
  + **Managing at its core is to stop attacks**
  + **Attacks are exploiting some vulnerabilities and weak points**
    - **Vulnerabilities: algorithms, policies, humans (users with less awareness), and so on.**
      * **To Fix users with less awareness is to train them into not opening each attachment, link, or video.**
  + **An attack can be recognized as a cyber-attack (vulnerabilities), cyber intrusion (both of which are malicious attempts)** 
    - **Cyber-attack: malwares and viruses which is warm attacks**
    - **Cyber intrusion: the attacks that have been successful and have caused distrust within users who use the system that has been attacked.**
    - **Digital attacks exploit vulnerabilities**
    - **What are scenarios that could cause attacks?**
      * **Social Engineering: based on the user’s friendships and relationships, the hacker could figure out their passwords and track their interests. Additionally, there could be fake websites (like a fake Facebook website), where the hacker would get your information from you adding your information to the fake Facebook website.**
        + **This is solved using two-step authentication**
        + **Example of Social Engineering: fishing attacks**
        + **If the URL was the same as the original website link how to spot it?**

**Checking for “\” or “?” in the end of URL**

* + **What is the motivation and classification?**
    - **Organized crime, terrorists, governments, competition, hacktivists, or/and for fun.**
    - **There are levels of attackers: from beginners/script kiddies to the elite/highly skilled**
* **Security Policy**
  + **Security and security policy in general should have awareness** 
    - **What is necessary from the user to ensure security?**
  + **Security policy is the set of rules that determines the organization intentions, principles and guidelines to protect the resources** 
    - **Organizational Level is where we can ensure secured assets via laws rules and practices that the organization uses**
    - **Technical level is where the system is secured via the computer system and technology such as access controls, firewalls, security protocols, etc.**
* **Measuring Security** 
  + **I want to calculate and measure the security** 
    - **Measure and see how many bugs and vulnerabilities, which is known as quantitative**
  + **We want to count the number of users rather than the type users because one of them could easily be compromised and are a vulnerability to the system**
    - **One of the users could cause problems with the privileges, authentication, and so on**
    - **Strongest attacks are within the system rather than out of it.**
  + **We can’t necessarily trust the users because we don’t exactly know who they are. To continuously confirm them we use dynamic authentication or continuous authentication**
  + **We want to calculate the number of attacks in total and the number of attacks that have in fact succeeded**
  + **The number of attacks that have in fact succeeded is quantitative**
  + **Measuring security is a complex task where we measure the security of a system to see if it’s in fact secure or not. There are two types of security measures**
    - **Qualitative Security Measures focuses on characteristics and description such as security policies, procedures, guidelines, and standards**
      * **To measure the security of the system in ensure privacy and integrity.**
    - **Quantitative Security Measures focuses on the numerical or measurable data that calculates the effectiveness, efficiency, the amount of security incidents, time to detect the response time for the incoming attack, and the cost of the security investments**
      * **Incident detection is used to find the number of incidents that occurred.** 
        + **We are able to find the numerical value and measure based on the incidents so we can response and deal with these incidents.**
        + **Nowadays, AI-based protection is a solution that depends on deep learning that deals with attacks like unknown attack and incoming unknown requests that isn’t specifically dedicated easily in black and white lists.**
      * **What are vulnerabilities in the system?**
        + **Default Configuration is a weak point and**
        + **Mean time between the failure and redundant failures.**

**Like the system going down once, every week, then every month. It’s a redundant failure.**

* + - * **Ways**
        + **Number of bugs (quantitative)**

**What type of bugs (Qualitative )**

* + - * + **Software security**

**Product Surface such as vulnerabilities with the connections such as network connections, users with weak passwords and bad awareness, and so on.**

**What does number of interfaces mean (Product Surface)?**

**Anything THAT deals with the system, amongst them is GI**

**Increased interfaces would affect the security**

**Anything increasing will affect the security.**

**Number of accounts with weak accounts is quantitative.**

**Qualitative measures are the security policies, how good the measurement.**

**Dangerous instructions Coding and implementation for the software has caused an SSS attack**

* + - * **Important Concepts**
        + **Product surface (GI interface and number of interfaces)**

**Each interface represents a potential entry point that could be exploited.**

* + - * + **Dangerous instructions refer to coding practices or software behaviors that could potentially be exploited**

**The software could be flooded because the code that was written could potentially increase the ability to exploit the system**

**Deployment is an important concept to ensure security**

**SQL injection attack occurs when you process before checking and validating any data that is entered**

**Such as user registering and their data being removed**

**Employing outdated functions that can easily be exploited affects security level**

**Insecure libraries and APIs affects security level**

**Ignoring error handling messages can lead to program states exploited by attackers affects security level**

**Privilege escalation attack, which aim to get unauthorized higher-level of privilege.**

**What causes a user to ignore error handling that could potentially cause attacks?**

**User awareness**

* **Standard**
  + **ISO 27002**
    - **Security policy**
    - **Organization of information Security**
    - **Asset management**
    - **Human resources security** 
      * **Training awareness for the employees and what level should each employee have.**
    - **Physical and environmental security**
    - **Communication and operation**
      * **Integrity check**
* **Risk Analysis** 
  + **Divided into two: qualitative and quantitative** 
    - **Risk = Assets X Threats X Vulnerabilities**
      * **Assets will definitely affect the threats** 
        + **The bigger the company (the more clients they have), the greater the risk**
        + **Data such as customer information, bank ids, etc. are all assets**

**All of these values are for the process of measuring and calculation of the probability of threat.**

* + - * **Threats: the potential attack that could be done on the assets**
      * **Vulnerabilities: weak points**
* **Assets**
  + **Hardware, software, data and information, reputation, and money+ customer + competition**
* **Vulnerabilities**
  + **One of the vulnerabilities in software is the Access point because you could compromise it by configuring it and attack it to intercept network traffic, launch man ITMA, or infect devices with malware.**
  + **Accounts with privileges where the password hasn’t been changed**
  + **Programs with unnecessary privileges** 
    - **Giving users authorization to stuff that isn’t needed for them**
  + **Weak**
    - **Not upgrading the users role when necessary**
  + **Weak firewall configurations** 
    - **If the firewall isn’t efficient at filtering, it could make connections with malicious intents or let in a lot of unauthorized traffic into the user’s device**
    - **You need to look at security to ensure that the firewall isn’t outdated and could still filter properly.**
  + **How much is critical**
  + **Scanners or risk analysis tool**
* **Threats**
  + **Purpose is to exploit the vulnerabilities to damage the assets**
* **Attack tree**
  + **Guess password**
    - **Manually: looking at your birthdate, your dogs, marriage date, etc.**
    - **Automatically: looking at the common passwords that people in general would use.**
  + **Some companies will ask users to insert a certain number of digits for their password where the password will have for each digit from 0 to 9 for numbers and 0 to 26, which will mean the possibility of guessing your password right would be from 636**
  + **There are online and offline systems**
    - **Online system is difficult in the sense that you have to flood it and send multiple requests to potentially hack and attack it**
    - **Offline system is much easier since the device is in front of you and it’s easy to hack into it**
* **Risk and Risk mitigation** 
  + **Risk quantitative** 
    - **Value of assets**
      * **Example: the Code 200k dollar, data 300k dollar, and so on.**
    - **Critically of vulnerability** 
      * **how weak this vulnerability is sensitive and critical, such as the data** 
        + **It wouldn’t necessary be bad if the system went down for a bit, but it’s a problem if the client’s information or information about the company was revealed**
        + **Data breach 30% critical as a vulnerability**
        + **DOS attack 45% critical as a vulnerability**
    - **Likelihood of threat** 
      * **What’s the possibility of the weak point being exploited and attacked**
    - **Example:**
      * **The data breach is 300k of the entire assets value 650k so how critical it is, is 40%**
      * **Risk, the value of lost in assets-> 300k x 0.4 x 0.2 = 24000$**
  + **Countermeasures**
    - **Risk analysis depends on the time to deal with the risk**
      * **Baseline protection approach**
    - **Risk analysis could be a measurement**

**Authentication**

* **To confirm that the user is in fact the user (Samantha Van is in fact Samantha Van)**
  + **One to one**
  + **We can confirm using email or password.**
  + **The actions being committed by the user should be registered, so that the user**
  + **How can the user get into the system?**
    - **IAAA (I triple A), identification and then authentication, authorization, accountability.**
    - **What’s the difference between identification and authentication?**
      * **Identification is the act of identifying a particular user (establish the identity), often through a username. Authentication is the proof of the user’s identity (verifying the claimed identity), which is the commonly managed by entering a password.** 
        + **Email is the identity and the password with the email is authentication.**
        + **Relationship of identification**

**One identification and you can enter many systems, applications, and websites.**

* + - * + **Relationship with identification and authentication**

**One identification with one password**

* **Identifier and Identification** 
  + **The identifier is useless without the identification**
* **Authentication** 
  + **Mechanism used to verify the identity of users so they could correctly access the system network or resource.**
  + **Prevents unauthorized access to the system**
  + **Authentication is the first line of defense and security for the system**
* **Authentication: Parties Involved**
  + **There are 3 parties** 
    - **The user: is the individual who wants to access the system**
    - **The verifier: the system, service, or entity that is responsible for verifying and confirming the user’s identify**
    - **The attacker: an unauthorized individual or entity that uses fake information or stolen information to access the system, service, or resource with malicious intent.**
  + **Authentication: 3 Authentication Factors** 
    - **Know: something only you would know and remember such as your password, pass phrases, pass** 
      * **What do we mean by password management?**
        + **Where do I want to store the password and how do I want it to be stored (strong password and making sure other sites**
      * **What does apple password manager or google password manager?**
        + **It saves the passwords for the different websites that the user**
        + **If you want to store your password, then your specific account would control and store your password**
        + **The account would control by warning you that your passwords from one site is the same as the other site.**
        + **Tracking and evaluation are how strong it is and if it’s a good password, and that there are no similarities between this password and another password from a different browser.**

**This improves security.**

* + - * **How do passwords get stored?**
        + **Hashing: in one way so that the password becomes cypher text but the cypher text is not decrypted.**
      * **How would the password manager know similarities between two passwords?** 
        + **The password manager adds a key that is random but unique. The unique and random number is saved and hashed alongside the password. So, the password and unique key/ID is appended and then hashed and then stored. The manager would then be able to compare the new password with the hashed passwords.**
      * **When signing up, you answer a few questions like your favorite teacher’s name or your dog’s name**
      * **Advantages**
        + **Cheap: it needs a low-cost technology and doesn’t require any advanced or high-tech tools**
        + **Easy to implement: it’s easy to connect the API with any application or website**
        + **Portable**
        + **Widely Available**
      * **Disadvantages** 
        + **Snigging attacks**
        + **Easy to guess, share**
        + **Cost of handling forgotten passwords**
        + **Hard to remember**
        + **Dependent on the user**
    - **Have: something you hold and it must be physical like tokens (contact or contactless) or cards**
      * **Example: A card reader that opens the main door to a building, for all the residents in a building so only the residents can access the building.**
      * **Advantages**
        + **Hard to abuse, easy to use: it doesn’t require much training to use it and doesn’t easily break or get destroyed.**
        + **Fastest and quickest way to verify a user**
      * **Disadvantages**
        + **Costs a lot because there’s a card reader and the card. The card reader is an expensive tech device.**
        + **Can easily be lost or stolen**
        + **It’s difficult to replace**
      * **The have authentication is usually used with password or pin code.**
    - **Are: something related to the user specifically such as their behavior or physiological (a person’s physical features)** 
      * **Behavioral is dynamic because users tend to change**
        + **Signature**
      * **Physiological is static because users tend to have the same features**
        + **Fingerprint**
        + **Biometric**

**IDF soldiers would usually use the face ID biometric on Palestinian citizens to confirm their identity.**

* + - * + **Retina**
        + **Iris**

**Why is Iris the strongest kind of is: authentication?**

**Because there is are certain and specific measurements done to confirm its uniqueness.**

* + - * + **Face**
        + **DNA**
      * **Behavioral** 
        + **Voice**

**Change of a person’s voice over time**

* + - * + **Signature**
        + **Key**
        + **Gait as Biometric Authentication**

**All people could be identified via their walking**

**Whether the person limps or not, how their back moves as they walk, how the one leg looks to the other leg, etc.**

* + - * **Advantages**
        + **Easy to use**
        + **Portable**
      * **Disadvantages** 
        + **Expensive**
        + **Replay attacks**

**The cyber-attack where the attacker intercepts or compromises the data (previously recorded) by snipping or retransmitting it.**

**Privacy issues**

**Violated privacy such as the heart rate, retina, and other biometric**

**Sometimes you need to interact with the finger print, or show your face towards the face identifier, however after corona they realized how unhygienic it was, so they stopped it.**

* + **Authentication: other factors**
    - **Somewhere you are**
      * **Finding user’s location from GPS satellite**
    - **Something you think**
  + **Multi Factor Authentication** 
    - **One authentication is not necessary enough; therefore, we use multiple authentications to confirm security. MFA can improve security by:**
      * **Reduce risk of unauthorized access which stops the attacker or unauthorized user from accessing the system**
      * **Mitigation of credential theft**
      * **Enhanced security against automated attack**
      * **Increased authentication**
  + **Biometric Technologies are automated methods**
    - **You’ll use the physiological or behavior characteristics just to confirm if the person I’m interacting with is in fact a human being.**
  + **How can we distinguish between living capture**
    - **Facial expression recognition**
      * **facial features moving and signs of life in their features**
    - **Eye movement** 
      * **Everyone’s eye twitches, which could be a way to identify if the user is human and whether they are living**
    - **Response to actions** 
      * **The systems will provide challenge response mechanisms to the user in a way to figure out if they’re human.** 
        + **Like how the mouse moves to the button to verify. The mouse would move at random if the user was human, rather than a straight line.**
    - **Multi-model biometric** 
      * **This is the best biometric technology**
      * **Example:** 
        + **I want to enter my email and the email informs me to authenticate myself from the other device I logged into.**
        + **To log into your phone, you need your password or face (or finger print), the more biometric technologies, the more secure it is.**
* **Positive/Negative** 
  + **Positive:** 
    - **preventing multiple users from having the same identity** 
      * **Many to one**
    - **tries to find a positive match between an actual user’s login information and their registration information**
  + **Negative:** 
    - **preventing one user from using multiple different identities** 
      * **One to many**
    - **Tries to detect attempts of malicious intent such as attack the system or impersonating as another user**
* **Positive Recognition** 
  + **Uniqueness of Biometric traits** 
    - **Knowing that the biometric traits are unique and using that to create technology to identity users**
  + **Enrollment process**
    - **When a user registers, their biometric features are captured (such as face id or fingerprint) and is then secured and stored for that specific user.**
  + **Matching process:**
    - **The user’s stored data would make a positive match with the data that the user inputted when logging in (returning back to the system). This positive recognition is considered accurate and precise.**
* **Negative Recognition** 
  + **Prevent a single user from using a different identity, or stealing someone else’s identity.**
  + **Identity Verification**
    - **Ensuring that the user’s biometric features do not match any prohibited or unauthorized identities in the database,**
      * **Negative recognition in identity verification aims to catch people trying to fake their identity or used multiple ones.**
* **One to many is negative recognition** 
  + **Single user has access to different systems and has stolen identity or faked his identity to get into unauthorized individuals**
* **Many to one is positive recognition** 
  + **Many users interact with the same system.**
* **Scenarios**
  + **Enrollment**
    - **A university wouldn’t enable you to enter the university unless you had some form of identity. Such as a student ID with your face on it, to confirm you are a student.**
  + **Access control** 
    - **Employees have a facial recognition or finger print as proof they’re employees**
  + **Authentication Attempt**
    - **Authorized employees**
      * **The system matches the employee’s face with the employee’s face that is stored on the database (for the facial recognition).**
    - **Positive recognition**
    - **Unauthorized individual** 
      * **When the malicious intent user tries to gain access by using a mask or photo with an employee’s face**
    - **Negative recognition**
    - **No match detected**
* **Behavioral does change overtime**
* **Physiological does not change**
  + **Anatomy** 
    - **Captures the body (example: ear) as a picture.**
  + **Measurements** 
    - **Measures the body’s pivot points (ex: ear).**
    - **It’s possible to see two people who look the same, however it’s difficult for them to have the same measurements based on their pivot points (such as a face’s nose measurements, eyebrows, eyes, jawline and so on).**
  + **Thermograms of each person is different (their body heat looks different on each person)**
  + **What is Distance based authentication?**
    - **I can identity a user from a distance** 
      * **There’s no need for a user to get close to a device (which is now considered unhygienic since covid).**
    - **Capturing the biometric features from a distance.** 
      * **Capturing their face which would be physiological**
      * **Capturing their walk which would be behavioral.**
  + **Odor being used to identity a person**
    - **Each human being has their own odor which could be used to identify them**
    - **The problems with it are the sensors being expensive and not as mainstream, and identifying a person via odor contains a lot of errors.**
  + **Retinal Scan**
    - **The retinal scan is capable of identifying even twins apart from each other.**
    - **It’s not user friendly because a user must get close to the device and its annoying and uncomfortable**
      * **Didn’t we say it’s either be secure or be comfortable? So, for the retinal scan, its secure but the problem is that its uncomfortable.**
* **Characteristics** 
  + **Universality** 
    - **Is this biometric as general and common?**
    - **FER (the percentage of the failure to enroll)**
      * **Failure to Enroll Rate**
      * **Example:**
        + **When 5 out of 100 fail to enroll, then it would be considered a number of those who failed to sign in.**
        + **When user signs up with a password and username and the system does not enable them to sign up.**
    - **The enrollment process should be easy to use for users but capable of capturing the correct information.**
    - **FER = (number of failed enrollments / total number of enrollments attempts) x 100%**
      * **Failure enrollment rate is related with enrolling the user into the system.**
    - **Everyone can sign in and enroll onto this system. HOWEVER, the sign ins should be logical and correct.**
    - **Universality: The number of users that are capable of enrolling into the system with the correct information.**
  + **FER: Commons factors that lead to a higher FER?**
    - **Biometric quality: the individual characteristics cannot properly be identified either due to the environment around the machine identifying them or the users have a physical problem that doesn’t identify them**
    - **Sensor quality: biometric sensors used for capturing a user can impact the enrollment process**
    - **User experience: the enrollment process should be user friendly.** 
      * **My system should not have any bugs in the sense that it can identify anyone from any race, gender, face, etc.**
  + **Distinctiveness**
    - **The system should know that this data is related to the actual person.**
    - **Ensuring there is no collision between the users’ data**
      * **Example: Hind data belongs to Hind**
    - **When the data doesn’t match to the correct person its called FMR (False Match Rate)**
      * **Example: if Ahmad were to log in and he ends up logging into Yazan’s account, then that’s FMR.**
      * **If a user stays away from the system too long, then there could be a potential FMR.**
        + **Example: if Mohammad travelled for 2 years and came back, he could have different biometric features.**
    - **What is the replay attack?**
      * **Network attack where an attacker captures a valid network transmission and then retransmits it later**
      * **Example: Watching the traffic and waiting for Yazan to log into his account, in which the hacker will take his data and log into Yazan’s account.**
    - **Can there be a false rejection rate (FRR)?**
      * **Yes.**
    - **FAR (False acceptance rate)**
      * **A user could not login and they are an actual legitimate user.**
  + **Permanence**
    - **False Non-Match Rate (FNMR)**
      * **The data didn’t match correctly** 
        + **Example: You’re a legitimate user, the user says you’re not a legitimate user. This is because the system was not able to properly match the data.**

**FMR/ FAR: malicious user enters the system and gets accepted**

**FNMR/FRR: the user is a legitimate user and gets rejected.**

* **FER is more on the problem with the human’s biometric features who is trying to enter the system.** 
  + **FER is statistical.**
* **FCR is more on the problem with the device or the environment.** 
  + **FCR is biometrical.**
* **FRR being high means that the system is sensitive**
* **FAR being high means that the system is not sensitive** 
  + **FRR and FAR are inverse relationships.**

**What is more dangerous, FMR or FNMR?**

**FMR, because it usually tends to come from malicious intent since the malicious user could then gain privileges and authorization levels through passive and active attacks.**

* + **Collectability** 
    - **Biometric property should be easy to collect and capture such as scanners cameras and sensors**
    - **Can the data be collected? Is the process of collecting data easy and has the ability to be collected? Can the process of capturing be measured? The data should be able to be quantified.**
  + **Performance**
    - **The system should have a good speed and accuracy. The accuracy should be able to match the data with the user properly and correctly.**
    - **The system should have a balance that is accurate, speed, and friendly**
    - **FCR (Failure to capture rate): the system can’t even capture the user at all.**
    - **FNMR (Failure non match rate): the system can’t even register a legitimate user into the system**
      * **FER: The user cannot even be enrolled onto the system at all. During sign up**
        + **Ex: Input password and it does not let you in**
      * **FCR: the system cannot verify them and cannot capture the user’s biometric features**
        + **Ex: Face ID does not work**
  + **Acceptability** 
    - **User experience: The user is the core of the system. Is the biometric system easy? User-friendly?**
    - **Privacy and security: Is the system trusted and secure?**
      * **How can I confirm I got a good security?**
        + **When I get a low FMR, FRR, FCR, FER.**
      * **Encrypted data**
      * **Biometric data is securely stored**
    - **Accuracy and reliability** 
      * **FAR and FRR are low**
    - **Transparency and Control**
      * **is the data’s reason for being collected stored and used clear to the users?**
      * **Users should be aware where their data is stored, collected, and used.**
  + **Circumvention**
    - **Refers to overcoming attempts made to deceive the biometric system to gain authorized access**
    - **Purpose is to try and secure the system to ensure it can deal with**
    - **Why is the Circumvention related to the FMR?**
      * **The FMR value would measure the system’s circumvention.**
      * **Low FMR, High Circumvention**
      * **High FMR, Low Circumvention**
* **Applications**
  + **Overt vs. Convert**
    - **Overt: The awareness of the user and knows that the biometric features are being measured**
      * **Example: when the user knows to use their face for face id, fingerprint for fingerprint id, etc.**
    - **Convert: the user is not aware and the process of the biometric features are being measured without his knowledge.** 
      * **Example: distance factor authentication that captures a user’s biometric features**
  + **Habituated vs. non-Habituated**
    - **Habituated: the system is used daily** 
      * **The system’s Accuracy should be high, Complexity should be low, and it should be user-friendly by being easy to use and fast.**
    - **Non-habituated: the system is not used daily**
  + **Attended vs. Unattended**
    - **Attended**
      * **The system is being continuously watched alongside the user who uses it**
    - **Non-attended**
      * **The system is not observed**
  + **Standard vs. Non-standard**
    - **Standard in a static environment using known biometric authentication systems.**
      * **Finding solutions for stable environments to ensure Low FMR, robust, and stable**
    - **Non-standard in a dynamic environment** 
      * **Finding solutions for the environments that have changes like noises, faces, environments.**
  + **Public vs. Private**
    - **Public** 
      * **Anybody uses the system**
    - **Private** 
      * **Specific system for a private organization and their employees**
  + **Open vs. Closed**
    - **Open**
      * **Able to interact with other systems in order to share information**
      * **Example: twitter being used on google, shopping on a website that is on google.**
      * **Advantages** 
        + **Those outside the organization can access the system (Example: Customer)**
        + **The organization can make use of other services**

**Like twitter using google or amazon using apple pay and other SDKs and APIs.**

* + - * + **Less time crafting from scratch, so saves time and cost.**
    - **Closed**
      * **Its locally and could only be worked on within the system**
      * **Keep all information contained and do not communicate with other systems**
      * **One to one.**
      * **Advantages**
        + **Hackers can’t access the system from the outside**
        + **Organization has full control**
    - **What is third-party involvement?**
      * **I’m forced to send the data that I collected to a third party for the sake of verification**
* **Biometrical Systems**
  + **Enrollment** 
    - * **The user will first enroll into the system, which is an extremely important part**
    - **User interface**
      * **What’s the quality checker?**
        + **Confirms if the data that is being captured is correct and accurate and can be dependent on in the future. Quality checker is not necessary during verification. However, it is necessary during enrollment and sign up to confirm that the user’s template during sign up and log in have a close distance metric.**
    - **Data acquisition**
      * **The user inputs data**
    - **Feature Extraction** 
      * **The system takes the user’s feature (like a fingerprint)**
    - **Mathematical Transformation**
    - **Template Construction** 
      * **The user’s profile/template is built**
    - **Store templet in the database**
      * **The user’s template is stored in the database**
  + **Verification** 
    - **User interface**
    - **The user should enter the data for him specifically**
    - **Taking the data (like a fingerprint) from the user**
  + **Mathematical Transformation**
  + **Template Construction** 
    - **There are now two templates for the user (template of user login and templet for the user’s sign in)**
    - **Distance measure is where there will be a matching between the user’s information that they logged in and what they signed up** 
      * **The distance measure is the measure of how close the two temples will match each other**
      * **The distance between the two templates could be close, but the digest does not have to be close.**

**What is hashing most used for?**

**Signature. Generates a digest which is dependent on the content of the file. The asymmetric function is considered a signature.**

**What is a Dictionary attack?**

**There’s a list of all the common passwords. Rather than trying a billion passwords, hackers will try the list of common passwords on the system until they can enter the system.**

* **Digest has made it difficult on even dictionary attacks.**

**What is a rainbow table attack?**

**Rainbow table is a set of hash values used to crack password databases that have their information not stored as plaintext.**

|  |  |
| --- | --- |
| **Algorithms/Problem/Effect** | **What are they?** |
| **Blowfish Algorithm** | **a symmetric key block cipher, where it scrambles data and can only unscramble data using a special key.** |
| **Salting Algorithm** | **An algorithm where random strings of characters are added to the user’s password, then scrambled using a hashing algorithm and stored.**  **Ex: “secret” being the random string of characters (Salt) and “hind110” being the password. Salting algorithm would be combining them like “secrethind110” and scrambling them like “sehi1n1d0ret”** |
| **Birthday Problem** | **The problem states how in a room of 23 people, there are at least 2 people with the same birthday.** |
| **Heuristic Algorithm** | **A problem-solving algorithm that uses methods to find solutions quickly. It's important in computer security because it provides an immediate solution to a threat detection.** |
| **Avalanche Effect (in hashing)** | **An effect where even the smallest changes in something would make a big difference.**  **Ex: If I have a message, place it into a hash function (to scramble), it would provide me with a hash code.**  **Then, if I go on to change even the slightest thing in the message, place it into the hash function, it will give a completely different hash code than the previous hash code.** |
| **Dictionary attack (Passwords Attack)** | **manually hashing each password** |
| **rainbow table attack (Passwords Attack)** | **There is a Hashing that's known as resource consumption because it uses a lot of time.** |
| **DevSecOps attack** | **Targets the integration of security in the software development lifecycle, which exploits vulnerabilities within the system.** |
| **Ping-update attack** | **A type of cyber-attack where an attacker exploits the behavior of ping (ICMP Echo Request) messages to disrupt or degrade the performance of a target system or network**  **Ex: Spoofing** |
| **Zero-day attacks** | **new attacks where there's no signature or vulnerabilities in the blacklist or whitelist** |

**Equal Error Rate (EER)**

* **EER is where FMR and FNMR are equal**

**FMR/ FAR: Allowing the user into the system because the system assumed the user was a legitimate user**

**Distance Metrics -1**

* **Threshold is the cut point.** 
  + **The threshold determines if the FMR and FMNR are high or low**
* **What do we want to measure the distance of?**
  + **The user’s template of sign up and the user’s template of log in.**
* **The best way to measure the distance is between the inter person and intra person**
  + **Inter person distance must be large**
    - **The distance between two people**
  + **Intra person distance must be small**
    - **The distance between yourself**
    - **The template of the user who signed up on month 4 should have a close distance to the same user logging in again on month 6.**
* **If the inter person has a small distance and intra person has a large distance, would the FMR high and FNMR is low?**
  + **Yes, because the distance between two people should be large so the FMR would be low.**
  + **The distance between a user and themselves should be small, therefore the intra person should have a small distance. Since the intra person has a large distance, then it would cause a high FNMR.**
* **The distance must be less than the threshold for the user to be accepted into the system.** 
  + **The distance should also be zero or close to zero for intra person.**
* **If the distance is more than the threshold, then the system would reject them from the system.**
* **Threshold is the point or value that determines whether a user is rejected or accepted.**

**FMR and FNMR Roles**

* **FMR is the measure of malicious users over the total number of malicious user’s trials that have been accepted**
* **FNMR is the measure of genuine users who have been rejected over the total amount of genuine users**

**Passwords**

**Password: Kinds of Passwords**

**Password is the first line of defense that protects a user from being hacked.**

* **Password**
  + **A string of characters that could be letters, digits, or/and special characters.**
* **Pin-code**
  + **A string of numbers usually used on the ATM machine or mobile phone**
* **Pass Phrase**
  + **Sentence such as “what was your first dog’s name” to try and verify the user.**
* **Associative and Cognitive Passwords**
* **Pass face, pass image**

**Password: Password Space – S**

**PWD Space= content ^ No digits**

**\_ \_ \_ \_ || 4 digits contains just binary numbers {0, 1}**

**If there was a brute force attack, the hacker would be able to figure the password out because it’s obvious that its binary numbers from 0 until 16.**

**From 0000 1111**

**Password Space: 2\*2\*2\*2 = 16 = 24**

**The space is the number of tries or iterations to get the correct password in the worst-case scenarios.**

**Examples:**

**Question 1:**

**\_ \_ \_ \_ \_ || 5 digits contains just binary numbers {0, 1}**

**From 00000 11111**

**Password Space: 2\*2\*2\*2\*2 = 32 = 25**

**Question 2:**

**\_ \_ \_ \_ \_ \_ || 6 digits contains just decimal numbers**

**From 0…9 0…9 0…9 0…9 0…9 0…9**

**Greater PWD Space, means a greater security.**

**Password Space: 1000000 = 106**

**Question 3:**

**\_ \_ \_ \_ || 4 digits contains just decimal numbers**

**From 0…9 0…9 0…9 0…9**

**Password Space: 10000 = 104**

**Question 4:**

**Password numbers, letters**

**Numbers = 10**

**Letters = 26**

**Space at each digit = 10+26 = 36**

**The password space is affected by the digits and the content of the password.**

**Password 6 digits Password Space = 366**

**Question 5:**

**Password numbers, letters (upper case and lower case)**

**Numbers = 10**

**Letters = 26**

**Space at each digit = 10+26+26= 62**

**Password 6 digits Password Space = 626**

**Question 6:**

**Password numbers, letters (upper case and lower case), and symbols**

**Numbers = 10**

**Letters = 26**

**Symbols: 32**

**Space at each digit = 10+26+26+32= 94**

**Password 6 digits Password Space = 946**

**Password: The Art of Counting**

* **What’s the possibility that a single dice (with 6 faces) will fall on 4?**
  + **1/6**
  + **The total (1/Pi) = 1/ (1/6+1/6+1/6+1/6+1/6+1/6)= 6/6 = 1**
* **What’s the possibility that two dices (with 6 faces each) will fall on {4, 1}?**
  + **1/36**
  + **The total (1/Pi) = 1/ (1/36+1/36+1/36…+1/36)= 36/36= 1**

**Password: Combinatorics -1**

* **No restrictions: references how the user can input any numbers, letters, symbols, etc.** 
  + **If the password only allows numbers, or only allows letters, or only allows numbers, upper-case letters, symbols then that’s a restriction**
* **High Restriction:** 
  + **If the user cannot input a redundancy like “MMMMM”, which is good because it increases the security since it becomes more difficult to guess.**
  + **Randomness increase, stronger password.**

**Password: Combinatorics -2**

* **R1 (Restriction 1) At least one number (Uppercase + Lowercase + Special) = 26+26+32 = 84**
* **Space = All – Wrong** 
  + **Wrong = All – right = 946 – 106 = 846**
  + **Space = 946 – 846**
* **R1 (Restriction 1) At least one upper case letter**
* **Space = All – Wrong** 
  + **Wrong = All – right = 946 – 266 = 686**
  + **Space = 946 – 686**
* **R1 (Restriction 1) Password must contain 6 different characters (94)**

**\_ \_ \_ \_ \_ \_ || Mohamd**

* **Space = 94 + 93 + 92 + 91 + 90 + 89 = 549**

**Password: Combinatorics – 4**

* **R1 (Restriction 1) At least one upper case and one lower case (94)**
* **All = WrongOne – WrongTwo + WrongBoth = 946 – 686  - 686  + 426**

**Greater restriction causes greater**

**Randomness and variance**

**Password: Combinatorics – 5**

* **R1 (Restriction 1) Exactly one number, 6 digits.**
* **Space = 845 \* (10\* 6)** 
  + **Why 10\*6? Because we are only allowed to put in one slot, and there are 6 slots.**
  + **Why 84? Because we stated exactly one number so we removed 0…9 on one slot.**
  + **Why multiply 845 and (10\* 6)? The same way we would usually multiply the slots together.**

**Password: Combinatorics – 6**

* **R1 (Restriction 1) Exactly one number and one upper case**
  + **Space = 584 \* (10\* 6) \* (26\* 5)**

**Password: Combinatorics – 7 and 8**

* **R1 (Restriction 1) Exactly 2 Numbers**

**Combination Formula:**

* + **= = = = 15**
  + **Space = 15\*102 \* 845**
    - **The reason, we didn’t do 845 \* (10\* 6) \* (10\* 5) is because (6\*5) \* 102 would give redundancy like (1, 1), (2, 1). To remove redundancy, we removed the 15 redundant numbers. Now the numbers are (1, 1), (2, 2), and so on. 15 or 30 q the slots where we put the numbers.**
* **R1 (Restriction 1) Exactly one number, two upper case. 5 digits.** 
  + **\* 262 = 10 \* 262**

**Password: Probabilities**

* **What is the probability that a random password of 6 characters has no number in it?**
  + **Space =**
* **What is the probability that a random password of 6 characters has no upper case in it?**

**Password: Statistics – Introduction**

* **X 1, 2, 3, 4, 5**
  + **Mean = 1 + 2+ 3+ 4+ 5/ (5) = 3**
  + **The variance is low**
* **Y 72, 6, 3**
  + **Mean = 72 + 6 + 3 / (3) = 27**
  + **The 27 does not represent the Y values**
  + **The variance is high**

**Variance is the measure of how far the average is from the data sample**

**To test whether the password is strong or not, use the variance to test it.**

**Password: Statistics – Covariance (What is Covariance?)**

* **0 Correlation: there is no relation, there is no covariance**
* **Positive covariance: direct relationship both increase or decrease**
* **Negative covariance: inverse relationship one decrease one increase**
* **Correlation is from -1 to 1, and covariance is from infinite to infinite.**

**Entropy**

* **Entropy is the measure of how much randomness we have in the password.**
* **Increase of entropy will increase the strength of the password.**

**Password: Good Properties**

* **Hard to guess:** 
  + **Ex: it doesn't matter what a person knows about the user, whether it's his birthday, favorite food, etc., if the password is hard to guess, the person wouldn't be able to guess the user's favorite password.**
* **Easy to remember**
  + **in order not to consistently reset your password, you must ensure its easy to remember**
* **Private**
  + **don't give your password to anyone, not friends nor family.**
* **Secret**
  + **only the owner should have access to the password**

**Network Security**

* **Computer security is branched out into computer networks and so on.** 
  + **This is also related to how computer networks and cybersecurity are closely related and dependent on each other**
* **How is Blockchain encrypted?**
  + **How is the data between the blockchains**

**Terminology and Classical Cryptology**

* **What is cryptology?**
  + **Main purpose: to hide information**
  + **Cryptography (encryption): Change plain text to ciphertext to make the text/message secure.**
  + **Cryptanalysis: trying to break the ciphertext**
* **Terminology -2**
  + **The key used in the encryption process was able to get the ciphertext, and that same key was used in the decryption to change from ciphertext to plain text**
* **The process of encryption and decryption**
  + **Encryption process**
    - **Ek(Plaintext) = CipherText C**
      * **Encrypting the plain text using the key will get ciphertext**
  + **Decryption process**
    - **Dk(CipherText) = PlainText P**
      * **decrypting the ciphertext using the key will get plain text.**
  + **The key must be a secret**
* **The core part in encryption is the key**
* **Ciphertext-only attack/ Frequency-based attack:** 
  + **Attacker has a dictionary or dataset in order to continuously try and find the plain text**
  + **Example:**
    - **Substitution Plaintext: Mohammad Ciphertext: Adallah**
      * **Changing the plaintext via shifting**
      * **Caesar Cipher shifts number of bits**
        + **Mohammad 3bits Ciphertext(PRK) (from mohammad using the alphabet)**
        + **ABCDEFGHIJKLMNOPQRSTUVWXYZ**
    - **Permutation Plaintext: Mohammad Ciphertext: hamamed**
      * **Shuffling the word mohammad**
  + **Why did we put 26 for (mod 26)?**
    - **For example, if we took X, then it would be 24+ 3, but that would be 27. To stay in the table, we do mod 26. Therefore, we would end up making a circular table.**
* **Known-plaintext Attack**
* **Chosen-plaintext**
  + **Chooses letters and tries to get the plaintext from the cipher**
    - **Example: AAA -> PPP, would give the attacker a better chance of figuring out the hacker**
* **Adaptive Chosen-Plaintext Attack**

**Transposition Cipher - 1**

**P -> Message from Mary Stuart kill the Queen**

**Key -> 491753286**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** |
| **M** | **e** | **s** | **s** | **a** | **g** | **e** | **f** | **r** |
| **o** | **m** | **M** | **a** | **r** | **y** | **S** | **t** | **u** |
| **a** | **r** | **t** | **k** | **i** | **l** | **l** | **t** | **h** |
| **e** | **Q** | **u** | **e** | **e** | **n** | **X** | **Y** | **Z** |

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Key** | **4** | **9** | **1** | **7** | **5** | **3** | **2** | **8** | **6** |
| **C** | **sake** | **ruhz** | **Moae** | **esLx** | **arie** | **smtu** | **emrQ** | **ftty** | **qyLN** |

**You can make Factorial of (9) of cipher texts with a key from 123456789.**

**Modern Ciphers**

**Perfect Secrecy**

**Claude Shannon stated to reach perfect secrecy is to use one time padding: is to work using stream cipher that is working with bit-by-bit encryption. Each bit or character should not be repeated and be different, where every bit or character**

* **In other words, Shannon thought of two concepts:**
  + **Diffusion** 
    - **Achieved through different sub rounds in which permutation operations are used (such as P10, P8, and P4)**
    - **diffusion is where the ciphertext and plaintext should not be one to one.**
  + **Confusion** 
    - **Achieved in block cipher through the generation of sub keys, in which substitution operations are applied. (S-boxes)**

* **The plaintext being changed should affect the cipher text by a lot.**

**Example: block cipher**

* **The difference between block cipher and stream cipher**
  + **One bit in plaintext will cause a difference in cipher text.**
    - **Stream cipher will take MBC and if only M is changed then everything else is encrypted the same.** 
      * **Ex: MBC is ERA, altering M results in ABC which will be FRA**
    - **Block cipher will alter the entire cipher text**
      * **Ex: MBC is ERA, altering M results in ABC which will be QWP**
* **Any change in block cipher is going to change all the cipher text.**
* **Any changes in stream cipher will only change the bit changed for the cipher text.** 
  + **Stream cipher uses more keys than block cipher**

**Problem with the stream cipher is that it requires many keys. Why does it require many keys, and why is it a problem?**

* **24 different encryptions. The key needs management, meaning that many keys will be difficult to manage. Store, manage, and use the key. Increase of keys will cause an increase in traffic.**

**What do we do with a symmetric algorithm’s key when we want to give it to another person to ensure security?**

* **Distribute the key via the 20 packages, others use steganography, others use tunnel/socket**
* **Others used key exchange algorithms. They were able to create a shared key between a sender and receiver, where only the sender and receiver can access this key.** 
  + **AES is the most powerful symmetric where the keys were much longer such as 128 lengths of key, 256, 224, 512 are all lengths of keys that caused AES to be as powerful as it is.**
* **Problem with an asymmetric encryption or public key encryption is that it has overhead. Now, there's no need to make an encryption key.**
* **What’s the principle for achieving the goals for symmetric?**
  + **The sender and receiver have a shared key where only they can modify the data, therefore meaning it has integrity.**

**When we used public key for encryption and private key for decryption, what security services we used?**

* **Confidentiality. because when we encrypted, only the person whose file was modified and encrypted was able to look at the information of the file.**
* **To accomplish integrity, the file was encrypted via the private key and the file was then decrypted using the public key.** 
  + **Data integrity: the security increased**

**Feistel Cipher EXAMPLE**

**Encryption**

**Given**

**Plain Text: HI**

**K1: 11101010**

**K2: 10001001**

**Step 1:**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **A** | **B** | **C** | **D** | **E** | **F** | **G** | **H** | **I** |
| **65** | **66** | **67** | **68** | **69** | **70** | **71** | **72** | **73** |

**L0 = H = 72 01001000**

**R0 = I = 73 01001001**

**L1 = R0 = 01001001**

**R1 = L0 XOR (R0 OR K1)**

**R0 OR K1**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **R0** | **0** | **1** | **0** | **0** | **1** | **0** | **0** | **1** |
| **K1** | **1** | **1** | **1** | **0** | **1** | **0** | **1** | **0** |
| **OR** | **1** | **1** | **1** | **0** | **1** | **0** | **1** | **1** |

**R1 = L0 XOR 11001001**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **L0** | **0** | **1** | **0** | **0** | **1** | **0** | **0** | **0** |
| **OR** | **1** | **1** | **1** | **0** | **1** | **0** | **1** | **1** |
| **R1** | **1** | **0** | **1** | **0** | **0** | **0** | **1** | **1** |

**Step 2:**

**L2 = R1 = 10100011**

**R2 = L1 XOR (R1 OR K2)**

**R1 OR K2**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **R1** | **1** | **0** | **1** | **0** | **0** | **0** | **1** | **1** |
| **K2** | **1** | **0** | **0** | **0** | **1** | **0** | **0** | **1** |
| **OR** | **1** | **0** | **1** | **0** | **1** | **0** | **1** | **1** |

**R2 = L1 XOR 10101011**

**01001001**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **L1** | **0** | **1** | **0** | **0** | **1** | **0** | **0** | **1** |
| **OR** | **1** | **0** | **1** | **0** | **1** | **0** | **1** | **1** |
| **R2** | **1** | **1** | **1** | **0** | **0** | **0** | **1** | **0** |

**R2 = 11100010, L2 = 10100011**

**Cipher text: R2 L2**

**Cipher text: 11100010 10100011**

**Decryption**

**Given**

**Cipher text: 11100010 10100011**

**K1: 11101010**

**K2: 10001001**

**Step 1**

**L0 = 11100010**

**R0 = 10100011**

**L1 = R0 = 10100011**

**R1 = L0 XOR (R0 OR K2)**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **R0** | **1** | **0** | **1** | **0** | **0** | **0** | **1** | **1** |
| **K2** | **1** | **0** | **0** | **0** | **1** | **0** | **0** | **1** |
| **OR** | **1** | **0** | **1** | **0** | **1** | **0** | **1** | **1** |

**R1 = L0 XOR 10101011**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **L0** | **1** | **1** | **1** | **0** | **0** | **0** | **1** | **0** |
| **OR** | **1** | **0** | **1** | **0** | **1** | **0** | **1** | **1** |
| **XOR** | **0** | **1** | **0** | **0** | **1** | **0** | **0** | **1** |

**R1 = 01001001**

**Step 2:**

**L2 = R1 = 01001001**

**R2 = L1 XOR (R1 OR K1)**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **R1** | **0** | **1** | **0** | **0** | **1** | **0** | **0** | **1** |
| **K1** | **1** | **1** | **1** | **0** | **1** | **0** | **1** | **0** |
| **OR** | **1** | **1** | **1** | **0** | **1** | **0** | **1** | **1** |

**R2 = L1 XOR 11101011**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **L1** | **1** | **0** | **1** | **0** | **0** | **0** | **1** | **1** |
| **OR** | **1** | **1** | **1** | **0** | **1** | **0** | **1** | **1** |
| **XOR** | **0** | **1** | **0** | **0** | **1** | **0** | **0** | **0** |

**R2 = 01001000, L2=01001001**

**Plaintext = 01001000 01001001**

**= 72 73**

**= HI**

**Key generation: P10 rearranges the content, like if you have 10 bits then it takes the 10 bits and outputs 10 shuffled bits in 5 and 5.**

**SDES DES**

**8 bit 64 bits**

**2 rounds rounds -> 16R**

* **SDES is the simplified version of DES, where SDES has more rounds**

**Simple DES Example**

**Given**

**Key = 1100011110**

**Plaintext = 00101000**

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **P10** | | | | | | | | | |
| **3** | **5** | **2** | **7** | **4** | **10** | **1** | **9** | **8** | **6** |
| **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** | **10** |

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **P8** | | | | | | | |
| **6** | **3** | **7** | **4** | **8** | **5** | **10** | **9** |
| **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** |

|  |  |  |  |
| --- | --- | --- | --- |
| **P4** | | | |
| **2** | **4** | **3** | **1** |
| **1** | **2** | **3** | **4** |

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **Expansion Operation EP** | | | | | | | |
| **4** | **1** | **2** | **3** | **2** | **3** | **4** | **1** |
| **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** |

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **IP** | | | | | | | |
| **2** | **6** | **3** | **1** | **4** | **8** | **5** | **7** |
| **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **S0** | **0** | **1** | **2** | **3** |  |
| **1** | **0** | **3** | **2** | **0** |
| **3** | **2** | **1** | **0** | **1** |
| **0** | **2** | **1** | **3** | **2** |
| **3** | **1** | **3** | **2** | **3** |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **S1** | **0** | **1** | **2** | **3** |  |
| **0** | **1** | **2** | **3** | **0** |
| **2** | **0** | **1** | **3** | **1** |
| **3** | **0** | **1** | **0** | **2** |
| **2** | **1** | **0** | **3** | **3** |

**Step 1: Key Generation**

|  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Key** | **1** | **1** | **0** | **0** | **0** | **1** | **1** | **1** | **1** | **0** |
| **Numbering** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** | **10** |
| **P10** | **3** | **5** | **2** | **7** | **4** | **10** | **1** | **9** | **8** | **6** |
| **P10(Key)** | **0** | **0** | **1** | **1** | **0** | **0** | **1** | **1** | **1** | **1** |

**P10(Key) = 0011001111**

|  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **P10(Key)** | **0** | **0** | **1** | **1** | **0** |  | **0** | **1** | **1** | **1** | **1** |

**Shift Left Once for Each Five bits**

|  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **P10(Key)** | **0** | **1** | **1** | **0** | **0** |  | **1** | **1** | **1** | **1** | **0** |

**becomes**

**LS-1(Key) = 01100 11110**

|  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Key** | **0** | **1** | **1** | **0** | **0** | **1** | **1** | **1** | **1** | **0** |
| **Numbering** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** | **10** |
| **P8** | **6** | **3** | **7** | **4** | **8** | **5** | **10** | **9** |
| **P8(Key)** | **1** | **1** | **1** | **0** | **1** | **0** | **0** | **1** |

**P8(Key) = 11101001**

**K1=11101001**

**LS-1(Key) = 01100 11110**

**Shift Left Twice for Each Five bits**

|  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **P10(Key)** | **1** | **1** | **0** | **0** | **0** |  | **1** | **1** | **1** | **0** | **1** |
| **LS-2(Key)** | **1** | **0** | **0** | **0** | **1** |  | **1** | **1** | **0** | **1** | **1** |

**LS-2(Key) = 10001 11011**

|  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Key** | **1** | **0** | **0** | **0** | **1** | **1** | **1** | **0** | **1** | **1** |
| **Numbering** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** | **10** |
| **P8** | **6** | **3** | **7** | **4** | **8** | **5** | **10** | **9** |
| **P8(Key)** | **1** | **0** | **1** | **0** | **0** | **1** | **1** | **1** |

**P8(Key) = 10100110**

**K2 = 10100111**

**K1=11101001**

**Step 2: Plaintext Encryption First Round**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Plaintext** | **0** | **0** | **1** | **0** | **1** | **0** | **0** | **0** |
| **Numbering** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** |
| **IP** | **2** | **6** | **3** | **1** | **4** | **8** | **5** | **7** |
| **IP(Plaintext)** | **0** | **0** | **1** | **0** | **0** | **0** | **1** | **0** |

**This will lead to IP(Plaintext) = 0010 0010**

**L = 0010 R = 0010**

* **we can’t expand left side, so we have to compress it**
* **We can’t expand left side, so we expand the right side**

**f\_K1 = (L (XOR) (R (XOR) K1), R)**

**K1=11101001**

**R = 0010**

**Expand R**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **R** | **0** | **0** | **1** | **0** |
| **Numbering** | **1** | **2** | **3** | **4** |
| **EP** | **4** | **1** | **2** | **3** | **2** | **3** | **4** | **1** |
| **EP(R)** | **0** | **0** | **0** | **1** | **0** | **1** | **0** | **0** |

**EP(R) = 00010100**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **R** | **0** | **0** | **0** | **1** | **0** | **1** | **0** | **0** |
| **K1** | **1** | **1** | **1** | **0** | **1** | **0** | **0** | **1** |
| **XOR** | **1** | **1** | **1** | **1** | **1** | **1** | **0** | **1** |

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **XOR** | **1** | **1** | **1** | **1** |  | **1** | **1** | **0** | **1** |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **S0** | **0** | **1** | **2** | **3** |  |
| **1** | **0** | **3** | **2** | **0** |
| **3** | **2** | **1** | **0** | **1** |
| **0** | **2** | **1** | **3** | **2** |
| **3** | **1** | **3** | **2** | **3** |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **S1** | **0** | **1** | **2** | **3** |  |
| **0** | **1** | **2** | **3** | **0** |
| **2** | **0** | **1** | **3** | **1** |
| **3** | **0** | **1** | **0** | **2** |
| **2** | **1** | **0** | **3** | **3** |

**S0(Row) = 11= 3**

**S0(Column) = 11 = 3**

**S1(Row) = 11 = 3**

**S1(Column) = 10 = 2**

**S0S1 = 22 = 1000**

**K1 = 1000**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **K1** | **1** | **0** | **0** | **0** |
| **P4** | **2** | **4** | **3** | **1** |
| **Numbering** | **1** | **2** | **3** | **4** |
| **P4(K1)** | **0** | **0** | **0** | **1** |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **L** | **0** | **0** | **1** | **0** |
| **P4(K1)** | **0** | **0** | **0** | **1** |
| **XOR** | **0** | **0** | **1** | **1** |

**f\_K1 = 0011, 0010**

**Step 3: Plaintext Encryption Second Round**

**SW = 0010, 0011**

**L = 0010, R = 0011**

**f\_K2 = (L (XOR) (R (XOR) K2), R)**

**K2=10100111**

**R = 0011**

**Expand R**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **R** | **0** | **0** | **1** | **1** |
| **Numbering** | **1** | **2** | **3** | **4** |
| **EP** | **4** | **1** | **2** | **3** | **2** | **3** | **4** | **1** |
| **EP(R)** | **1** | **0** | **0** | **1** | **0** | **1** | **1** | **0** |

**EP(R) = 10010110**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **R** | **1** | **0** | **0** | **1** | **0** | **1** | **1** | **0** |
| **K2** | **1** | **0** | **1** | **0** | **0** | **1** | **1** | **1** |
| **XOR** | **0** | **0** | **1** | **1** | **0** | **0** | **0** | **1** |

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **XOR** | **0** | **0** | **1** | **1** |  | **0** | **0** | **0** | **1** |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **S0** | **0** | **1** | **2** | **3** |  |
| **1** | **0** | **3** | **2** | **0** |
| **3** | **2** | **1** | **0** | **1** |
| **0** | **2** | **1** | **3** | **2** |
| **3** | **1** | **3** | **2** | **3** |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **S1** | **0** | **1** | **2** | **3** |  |
| **0** | **1** | **2** | **3** | **0** |
| **2** | **0** | **1** | **3** | **1** |
| **3** | **0** | **1** | **0** | **2** |
| **2** | **1** | **0** | **3** | **3** |

**S0(Row) = 01 = 1**

**S0(Column) = 01 = 1**

**S1(Row) = 01 = 1**

**S1(Column) = 00 = 0**

**S0S1 = 22 = 1010**

**K2 = 1010**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Numbering** | **1** | **2** | **3** | **4** |
| **K2** | **1** | **0** | **1** | **0** |
| **P4** | **2** | **4** | **3** | **1** |
| **P4(K2)** | **0** | **0** | **1** | **1** |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **L** | **0** | **0** | **1** | **0** |
| **K2** | **0** | **0** | **1** | **1** |
| **XOR** | **0** | **0** | **0** | **1** |

**f\_K2 = 0001, 0011**

**Final Step: IP inverse**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **IP** | **2** | **6** | **3** | **1** | **4** | **8** | **5** | **7** |
| **Numbering** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** |
| **IP-1** | **4** | **1** | **3** | **5** | **7** | **2** | **8** | **6** |

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Numbering** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** |
| **f\_K2** | **0** | **0** | **0** | **1** | **0** | **0** | **1** | **1** |
| **IP-1** | **4** | **1** | **3** | **5** | **7** | **2** | **8** | **6** |
| **IP-1(f\_K2)** | **1** | **0** | **0** | **0** | **1** | **0** | **1** | **0** |

**Ciphertext is 10001010**

**Ciphertext**

**Step 1: Ciphertext Decryption First Round**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Ciphertext** | **1** | **0** | **0** | **0** | **1** | **0** | **1** | **0** |
| **Numbering** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** |
| **IP** | **2** | **6** | **3** | **1** | **4** | **8** | **5** | **7** |
| **IP(Ciphertext)** | **0** | **0** | **0** | **1** | **0** | **0** | **1** | **1** |

**IP(Ciphertext) = 00010011**

**L = 0001, R = 0011**

**f\_K2 = (L (XOR) (R (XOR) K2), R)**

**K2 = 10100111**

**R = 0011**

**Expand R**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **R** | **0** | **0** | **1** | **1** |
| **Numbering** | **1** | **2** | **3** | **4** |
| **EP** | **4** | **1** | **2** | **3** | **2** | **3** | **4** | **1** |
| **EP(R)** | **1** | **0** | **0** | **1** | **0** | **1** | **1** | **0** |

**EP(R) = 10010110**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **R** | **1** | **0** | **0** | **1** | **0** | **1** | **1** | **0** |
| **K2** | **1** | **0** | **1** | **0** | **0** | **1** | **1** | **1** |
| **XOR** | **0** | **0** | **1** | **1** | **0** | **0** | **0** | **1** |

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **XOR** | **0** | **0** | **1** | **1** |  | **0** | **0** | **0** | **1** |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **S0** | **0** | **1** | **2** | **3** |  |
| **1** | **0** | **3** | **2** | **0** |
| **3** | **2** | **1** | **0** | **1** |
| **0** | **2** | **1** | **3** | **2** |
| **3** | **1** | **3** | **2** | **3** |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **S1** | **0** | **1** | **2** | **3** |  |
| **0** | **1** | **2** | **3** | **0** |
| **2** | **0** | **1** | **3** | **1** |
| **3** | **0** | **1** | **0** | **2** |
| **2** | **1** | **0** | **3** | **3** |

**S0(Row) = 01 = 1**

**S0(Column) = 01 = 1**

**S1(Row) = 01 = 1**

**S1(Column) = 00 = 0**

**S0S1 = 22 = 1010**

**K2 = 1010**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Numbering** | **1** | **2** | **3** | **4** |
| **K2** | **1** | **0** | **1** | **0** |
| **P4** | **2** | **4** | **3** | **1** |
| **P4(K2)** | **0** | **0** | **1** | **1** |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **L** | **0** | **0** | **0** | **1** |
| **K2** | **0** | **0** | **1** | **1** |
| **XOR** | **0** | **0** | **1** | **0** |

**f\_K2 = 0010, 0011**

**SW(f\_K2) = 0011 0010**

**L = 0011, R = 0010**

**Step 2: Ciphertext Decryption Second Round**

**f\_K1 = (L (XOR) (R (XOR) K1), R)**

**Expand R**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **R** | **0** | **0** | **1** | **0** |
| **Numbering** | **1** | **2** | **3** | **4** |
| **EP** | **4** | **1** | **2** | **3** | **2** | **3** | **4** | **1** |
| **EP(R)** | **0** | **0** | **0** | **1** | **0** | **1** | **0** | **0** |

**EP(R) = 00010100**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **R** | **0** | **0** | **0** | **1** | **0** | **1** | **0** | **0** |
| **K1** | **1** | **1** | **1** | **0** | **1** | **0** | **0** | **1** |
| **XOR** | **1** | **1** | **1** | **1** | **1** | **1** | **0** | **1** |

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **XOR** | **1** | **1** | **1** | **1** |  | **1** | **1** | **0** | **1** |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **S0** | **0** | **1** | **2** | **3** |  |
| **1** | **0** | **3** | **2** | **0** |
| **3** | **2** | **1** | **0** | **1** |
| **0** | **2** | **1** | **3** | **2** |
| **3** | **1** | **3** | **2** | **3** |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **S1** | **0** | **1** | **2** | **3** |  |
| **0** | **1** | **2** | **3** | **0** |
| **2** | **0** | **1** | **3** | **1** |
| **3** | **0** | **1** | **0** | **2** |
| **2** | **1** | **0** | **3** | **3** |

**S0(Row) = 11 = 3**

**S0(Column) = 11 = 3**

**S1(Row) = 11 = 3**

**S1(Column) = 10 = 2**

**S0S1 = 20 = 1000**

**K1 = 1000**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Numbering** | **1** | **2** | **3** | **4** |
| **K1** | **1** | **0** | **0** | **0** |
| **P4** | **2** | **4** | **3** | **1** |
| **P4(K1)** | **0** | **0** | **0** | **1** |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **L** | **0** | **0** | **1** | **1** |
| **K1** | **0** | **0** | **0** | **1** |
| **XOR** | **0** | **0** | **1** | **0** |

**f\_K1 = 0010, 0010**

**Final Step: IP inverse**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **IP** | **2** | **6** | **3** | **1** | **4** | **8** | **5** | **7** |
| **Numbering** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** |
| **IP-1** | **4** | **1** | **3** | **5** | **7** | **2** | **8** | **6** |

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Numbering** | **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** |
| **f\_K2** | **0** | **0** | **1** | **0** | **0** | **0** | **1** | **0** |
| **IP-1** | **4** | **1** | **3** | **5** | **7** | **2** | **8** | **6** |
| **IP-1(f\_K2)** | **0** | **0** | **1** | **0** | **1** | **0** | **0** | **0** |

**Plaintext is 00101000**

**Firewalls and IDS Introduction**

* **Hardware has a centralized security and high performance because hardware can handle traffic efficiency without affecting other parts and does not affect the security of other layers. One of the firewalls is hardware.** 
  + **One firewall is for the device, one is for monitoring and configuration of the system.**
  + **Even if the system was down, the hardware security is always on because it's a separate layer than the other layers.**
* **Software as a solution is where there's a program that gets installed on the system, router, computer, server, etc.**
  + **it’s a firewall and it has many advantages:**
    - **it is easy to use**
    - **very flexible**
    - **it can be altered and updated**
    - **cost effective**
    - **enable APIs and so on.**
  + **Disadvantages of software:** 
    - **Limited protection means that only the device that we have installed software security on is going to be the only one protected.**
    - **software based security consumes power, processors, memory and so on.**
* **Should we use software-based or hardware-based security?** 
  + **A simple application should be software-based solution because its less costly and flexible. Something large would be hybrid where it uses both software and hardware based security.**
* **Firewall should be placed on the gate where the cyber-attacks could be stopped before the attack the user’s device.** 
  + **The first layer of protection that protects the system from the attacks**
  + **Proxy is one of the types of firewalls.**
    - **Proxy could be balancing, or a firewall, and at the same time be a layer of defense.**
    - **The main feature of proxy is that it does filtering on the content.**
    - **Virtual private network (VPN) is a hidden network that can easily bypass proxy and firewall.**
* **Why is it called a firewall?**
  + **It was called a packet filtering firewall. It’s called a firewall because it acts as a wall that slows down the fire (attacks).**

**White and blacklist is one of the strategies where there’s already predefined rules.**

**In firewalls, even if you attacked the external area, it would not affect the internal area due to the DMZ, dematerialized zone.**

* **The local area has high trust level**
* **external area has low trust level**
* **The three zones are:**
  + **External (untrusted network)**
  + **DMZ (semi-trusted network)**
  + **Internal (trusted network)**
* **Packet filters**
  + **Packet filter can either allow or block packets dependent on the header.**
* **Why do we use proxy rather than just packet filtering?**
  + **It’s not logical for every packet to be filtered. Additionally, if the hacker changed their IP address, then the packet filter becomes invalid.**
  + **Packet filtering treats the packet like an isolated packet (isolated from the internet) which isn't a good idea.**
* **What does filtering depend on?**
  + **If filtering was done on IP, port number, protocols, and packet content.** 
    - **There would be more filtering on the internal network than on accessing the external.**
* **Why do we use ports?**
  + **Ports allow computers to easily differentiate between different kinds of traffic.**

**If the external to internal session was opened, then the firewall waits on the session.**

* **Why is proxy much better in virus detection than packet filtering?**
  + **The virus is not static and the header in packet filtering would not be helpful in this aspect. Proxy specifies the rules where you can differentiate if something is blocked or allowed.**
* **What do we mean by cost?**
  + **Resources and money are high where the memory storage and CPU is taken up. And installing proxy on the device is costly (money wise).**

**Permissive vs Restrictive**

* **Permissive policies are a lightweight solution and less efficient solution. The problem is with forgetting a supposed to be blocked source, which is now able to interact with the internal area.**
* **Restrictive policies’ problem is with forgetting to allow legitimate users to interact with internal area.** 
  + **Permissive is false negative and restrictive is false positive.**
* **False positive: categorize the traffic as positive meaning its categorized as malicious or virus even though its legitimate**
* **False negative: categorize the traffic as negative meaning its categorized as legitimate even though its malicious**

**1024 are well-known ports**