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| **Evidence →  Controls  ↓** | **Evidence description** | **Name of other file(s) containing evidence** |
| Access Control (AC) |  |  |
| (#1) AC-2 -> Account Management | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]**  **Statement describing evidence:**  **EVA Chat Roles (Application).**  A- Types of Accounts: The identified types of EVA Chat accounts - EVA Chat Admin, EVA Chat User, and EVA Chat Reader - that support organizational missions/business functions.  B - Account Managers: The IT Manager AICoE, team is responsible for EVA Solution and serve as account managers. IT Manager will be responsible to manage the participants for the EVA Chat Admin role. The admin role will be assigned by approval of IT Manager.  C- Conditions for Membership: The permissions, access authorizations, and attributes for each role are mapped out in the RBAC documents. The AICoE DevOps team is entrusted with account operations Our business client's will provide the list of users to be added to the EVA Chat user. On Managers approval, the User will be given access to EVA Chat User.  D- Authorized Users & Privileges: All these users are going to be Azure AD users and those users’ management by ESDC identity Access Management Team. The users are managed using Microsoft Entra ID previously called Active Directory for single sign on to the application. The requests will be done through ticketing system. including enabling, modifying, and disabling accounts as per IT Manager's approval. The authorized users and their access authorizations, privileges, and other attributes are outlined in the RBAC documents.  E- Account Creation Approvals: The creation, enabling, and modification of accounts need approval by the IT Manager, as per specified protocol. The permission for each role, access authorizations, and other attributes, settings are described in the RBAC Documents. AICoE DevOps team will be responsible to create, enable, modified, or disables accounts on the approval of IT Manager. The creation, deletion, modification, or deactivation of the users falls under the departmental user management strategy.  F- Account Modifications: The AICoE DevOps team modifies, disables, and removes accounts accordingly.  G- Account Monitoring: A monthly meeting will be held to monitor the users accounts and their privileges. This will make sure; a user has a valid access and privileges according to their need. The list of accounts no longer required will be deleted on IT Manager's approval.  H- Notifications to Account Managers: The AICoE DevOps team is entrusted with account operations including enabling, modifying, and disabling accounts as per IT Manager's approval.  I- Access Authorization: Access to the EVA Chat is given based on valid access authorization, intended system usage, and role-defined access as approved by IT Manager. The list of users is provided by Business Client Manager and is approved by IT Manager from AICoE team. The admin group manages the configuration of the application. They also manage the user settings. The members of this admin group can manager the configuration of the application such as selecting the model, adding and remove admin users and deleting the chat history and so on. The first admin user will be added during the installation of the application and then other admin users can be added/removed.  J- Compliance Review: There's a system in place to review accounts for compliance, the frequency of which is monthly.  K -Shared/group Account Credentials: N/A.    **Azure DevOps**  Azure DevOps serves as the management platform for roles and responsibilities, code repositories, and pipelines associated with development activities for this project. All requests for role changes and access will be made via an established ticketing system, to ensure we have records of all changes. All requests require approval from the Automation Infrastructure Services, (AIS) Infrastructure Manager before they are implemented, in compliance with AC-2's requirement for oversight and approval.  The Azure DevOps will be the tool to manage the roles/responsibilities, code repository and pipelines. For the development activities. Any request will be made through a ticketing system, with the approval from Manager to actions it.  In the Azure DevOps, several permissions are set at the project level or the organization level (set by AIS team). For this project that we have created (EVA Domain Team), the AIS team has created the following project-level groups. Please refer to RBAC document for detailed roles and permissions.    **Azure Platform**  Access to the Azure platform within our organization is strictly controlled through Microsoft's built-in role-based access control (RBAC). As per the principles of AC-2 Access Control, users are assigned to these roles based on their specific tasks and responsibilities. This approach ensures that every user has access privileges tailored to their distinct job requirements, adhering to the principle of least privilege. The assignment and management of these roles fall under the responsibility of the Manager of the Infrastructure AIS team, aligning with AC-2 requirements for defined roles for account and access management. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA - IT Security Role Based Access Control (RBAC) -V1.0.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#2) AC-2(5) -> Account Management | Inactivity Logout | **Evidence description  Latest at the top ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 16, 2025]    Statement describing evidence**  Recommendation from Practitioner to the solution team, for this control.    **Implementation status:** Inherited    **Justification - Source:**  The links below contain the answer related to the [brackets] in the Control Statement.    (1 of 2) What’s the Big Deal If… I leave my computer on all night or I shut it right off at the end of the day?  <http://iservice.prv/eng/is/security/tools_and_resources/toolkit/end_of_day.shtml>  Excerpt(s):   * You must follow the proper procedure of “Start-Shut Down-Restart-OK” every night * If you work offsite … log off, in order to keep your VPN connection alive to allow for patches and software updates   (2 of 2) The golden rules of VPN  <https://esdc.prv/en/news/corporate/2023/07/11.shtml>  Excerpt(s):   * You must restart your computer device (e.g., laptop or tablet) ... at least a minimum of two days a week (non-consecutive days). * After your device has restarted, please keep it connected to the Internet overnight, leaving the laptop lid open if using this device. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#3) AC-2(7) -> Account Management | Role-Based Schemes | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]**  **Statement describing evidence: EVA Application**  1. Our EVA Application has three distinct roles: Admin, User, and Reader.  Admins are granted extensive access privileges to control user access, remove users, and set the default AI language model for all users.  Users are regular participants and can create, edit, or publish content within their own scope but lack access to system settings or user management functionalities.  Readers, who are users awaiting approval, have very limited access until their account status is updated.  2. To comply with AC-2(7), AICoE team, continuously review the access privileges of certificates associated with these roles. Additionally, permissions, access authorizations, other attributes, and role settings are defined in our attached RBAC Document.  3. Our AICoE DevOps team is tasked with account creation, modification, enablement, or deactivation tasks. They act following the IT Manager's approval and our organizational user management strategy.  Implementing AC-2(7), we hold monthly meetings to review and confirm the appropriateness of users’ access and privileges. This procedure assures that each user's access is valid and aligns with their role requirements. Accounts no longer needed are flagged during these meetings and deleted with the IT Manager's approval, further asserting our adherence to AC-2(7).  All these measures ensure we adhere to the AC-2(7) control by regularly reviewing access privileges of PKI certificates assigned to different roles within the EVA Application.  **Azure Platform and DevOps**  1. Azure DevOps functions as our principal tool for managing roles and responsibilities, along with maintaining the code repository and establishing pipelines for development activities. Our procedure for ensuring strict control over modifications to the Azure DevOps environment involves a process in which requests are submitted through a ticketing system and approved by management prior to execution.  2. Compliance with the AC-2(7) requirement of Public Key Infrastructure (PKI) certificate privilege review necessitates periodic verification of assigned roles and responsibilities. To address this, we have permissions in Azure DevOps set at the project or organizational level by AIS Infrastructure team, as per the guidelines set forth by ESDC. Any significant alterations to these permissions essentially involve PKI certificate privilege dynamics and thus, adhere to a strict review and approval process.  3. For our EVA Domain Team project, AIS Infrastructure team have created specific project-level groups which are actively reviewed and updated based on our organizational requirements and security protocols. Detailed roles and permissions regarding this project are documented in the attached RBAC document.  This process allows us to conduct regular audits, reviews account roles, and validates privileges. In doing so, we ensure we adhere to AC-2(7)'s need for regular review of PKI certificate access privileges, thereby upholding the highest standards of cybersecurity for our Azure DevOps environment. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA - IT Security Role Based Access Control (RBAC) -V1.0.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#4) AC-3 -> Access Enforcement | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]**  **Statement describing evidence:**  In our EVA application, access control is stringently enforced in accordance with the security control AC-3. The handling of user identities and authentication is directed by Microsoft Entra ID, previously known as Active Directory. This system ensures that all users must authenticate through a single sign-on process to gain access to the EVA application.  This mechanism acts as a gatekeeper, allowing only verified and approved users who have been assigned appropriate access permissions to enter the system. This aligns with the principles of AC-3 security control, as it verifies user credentials and ensures the enforcement of assigned authorizations before granting system access.    **Azure Platform and DevOps**  For access to Azure Platform and Azure DevOps, we utilize the Microsoft Entra ID, formerly known as Active Directory, which aligns with AC-3 Access Control security guidelines. This central identity service enforces access control by ensuring that users authenticate via a single sign-on mechanism before gaining access to the Azure Portal and the corresponding EVA infrastructure.  This rigorous access enforcement serves as a gatekeeper by permitting only authenticated and appropriately authorized users to enter the Azure Platform and DevOps environment. Being regulated in line with AC-3 control, it validates user credentials and restricts access to only those users with assigned authorizations, which optimizes our cybersecurity efforts. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024)**.pdf** * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#5) AC-4 -> Information Flow Enforcement | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:**  **EVA Application**  Within our EVA application environment, we adhere strictly to AC-4, the information flow enforcement security control.  All users granted access to the EVA application are part of the ESDC network. This is intentionally designed as a secure mode deployment to ensure that the information flow is controlled and can't be accessed outside the ESDC network.  This helps to fortify our information flow enforcement strategy, thus preventing potential leaks or unauthorized access to the data and maintaining the integrity of our information systems. The result is effective enforcement of our organization's security policies and assurance of our commitment to the AC-4 control.    **Azure Platform and DevOps**  Our Azure Platform and DevOps environment align with AC-4 security control, which governs the guidelines for information flow enforcement.  Our cloud infrastructure is exclusively connected to a Virtual Network (VNet) which resides within the confines of the ESDC firewall. This setup forms a secure pathway for information flow, as all data transfer is strictly controlled and originates from SCED.  This arrangement warrants that data flowing in and out of our system is strictly monitored and controlled, thereby ensuring compliance with AC-4 security control. It minimizes the risk of unauthorized data access or leakage, enforcing a dependable flow of information, and reinforcing our commitment to upholding the highest security measures in our Azure Platform and DevOps environment. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024).pdf * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#6) AC-5 -> Separation of Duties | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** A-The assignment of roles and responsibilities lies with AICoE DevOps team has been designed strategically to adhere to the AC-5 security control guidelines, which emphasize the separation of duties (SoD). The detailed list of team members, their designations, roles, and titles can be found in the attached AICoE Team Member document. The details of the roles and access is provided in the RBAC document V1.0  Here is the separation of duties within application and platform.  **EVA Application.**  B-Within the EVA Application, access and responsibility allocation are based on the principle of SoD. Every individual with an Active Directory (AD) account can become a user.  C- More privileged Admin roles are added from within the application itself, ensuring the separation between regular users and administrators.  **Azure Platform and DevOps**  A- For the Azure Platform and DevOps, roles are assigned based on individual duties. This is managed by AIS team for assigning various roles. Some roles are predefined, Built-In Roles and some custom roles are also created to meet our specific needs.  B- The account assignments are made according to these roles within the Azure Cloud.  C- This SoD approach adheres to the AC-5 security control by preventing any single individual from having influence over an entire process or system, which could otherwise potentially lead to fraud or error. This way, we maintain a robust security control system, minimize the risk of unauthorized activity, and ensure effective checks and balances. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA - IT Security Role Based Access Control (RBAC) -V1.0.docx * AICoE\_Team\_and titles\_V1.0.pdf * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#7) AC-6 -> Least Privilege | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:**  **EVA Chat Application** EVA Chat, a secure and private iteration of ChatGPT leveraging OpenAI services and Azure cognitive services, fully adheres to AC-6 security controls enforcing the principle of least privilege. The application inherits all security features, including role-based privileges and system access control, and is hosted on a secure, Azure PB cloud infrastructure located within Canada. Differing from the parent ChatGPT, EVA Chat will not send data for model training purposes, enhancing data security.  We've categorized three types of users within the EVA Application: Admin, User, and Reader. This segregation ensures that the least privilege principle is upheld.  Users and Readers are 'Least Privilege' users:  User: Regular participants in the application, they only have permissions to create, edit, and publish their own content. They are restricted from accessing system settings or managing users, aligning with the 'least privilege' principle.  Reader: These users have the most limited access within the application. Pending approval, they can only view a "pending approval" page after logging in. They are limited in performing any tasks until their account status has been updated, restricting system interactions to the minimum necessary.  Admin: Admins, conversely, can manage users and system settings, but their activities are also tailored to their roles in accordance with least privilege principle.  The RBAC document incorporates an in-depth description of these functions and illustrates our commitment to following AC-6 Least Privilege controls in allocating access rights to users based on their tasks.  **Azure Platform and DevOps**  In the Azure platform and Azure DevOps environment, we maintain strict compliance with AC-6 security controls by applying the principle of least privilege. We categorize users into three types: Owners, Contributors, and Readers.  The Reader role in Azure is designed explicitly to embody the principle of least privilege. Readers have read-only access and are permitted to view all resources but cannot make any changes within a specific scope. This restricted role is crucial in minimizing potential security risks, as it limits each user to the access necessary for their tasks.  Simultaneously, in our EVA project team, we enforce a similar Reader role, where users can view project information, including the codebase, work items, and other artifacts, but cannot modify them. This application of least privilege bolsters overall system security and integrity.  A comprehensive breakdown of these roles and permissions, including the principle of least privilege, is available in our RBAC document. The implementation of this protocol demonstrates our commitment to enforcing AC-6 least privilege controls within both Azure Platform and Azure DevOps. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA - IT Security Role Based Access Control (RBAC) -V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#8) AC-6(1) -> Least Privilege | Authorize Access to Security Functions | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:**  **EVA Application** In our EVA application, a pivotal aspect of security control, in line with AC-6(1), is administering data management and managing connections to OpenAI services. Ensuring the principle of least privilege, only admins, our most trusted personnel, have been granted rights to perform security-sensitive tasks. These tasks include setting the passwords to API services and updating data models.  By restricting these capabilities to admins, we are restricting access to these crucial security functions to the absolute minimum number of people necessary, thus reducing potential attack vectors. This approach underlines our adherence to the AC-6(1) security control, where we ensure the authorization of access to security functions aligns with the least privilege principle.    **Azure Platform and DevOps**  Utilizing Azure DevOps, permissions are strategically established at the project or organization level, as defined by ESDC. For the EVA Domain Team project, the system has automatically generated several project-level groups, each assigned specific project-level permissions.  In alignment with AC-6(1) security control, access to the project is stringently managed by adding users or groups to these default security groups, rather than creating any custom security groups that could grant custom access to the Azure DevOps environment. Such a scheme enforces least privilege, allowing only necessary access to users based on their roles and responsibilities.  Further enforcing the principle of least privilege under AC-6(1), only Project Administrators possess the authority to add or remove custom security groups. These inherited security groups from Microsoft Azure allow us to authorize access to security functions, ensuring robust security management and reinforcing our adherence to AC-6(1) guidelines.  Please refer to the RBAC document. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA - IT Security Role Based Access Control (RBAC) -V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#9) AC-6(2) -> Least Privilege | Non-Privileged Access for Non-Security Functions | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence: EVA Application**  In the EVA Application, access is given based on three roles: Admin, User, and Reader, with the User and Reader roles specifically designed for non-privileged access.  **User:**  Regular participants or 'Users' can create, edit, and publish their own content. However, in compliance with AC-6(2), their access is limited - they do not have the authority to alter system settings or manipulate user management functions, ensuring they are non-privileged.  **Reader:**  Users under this role are awaiting approval and consequently have limited access. They can only view a "pending approval" page after logging in. Only after the Admin role updates their account status do they gain restricted access. In keeping with AC-6(2), they have non-privileged access.  Descriptions of the functions for each role are detailed in our RBAC document.  **Azure Platform and DevOps**  For Azure Platform and DevOps, we have inherited certain roles from Microsoft Azure following non-privileged access principles (AC-6(2)):  **Project Valid Users:**  These users have permission to access the project and view information within the collection, well within the remit of non-privileged access.  **Release Administrators:**  These roles have permissions to manage release operations. However, Release Administrators don't have access to other high-level administrative or security functions. More details are available in the given RBAC document.  By doing this, we adhere to the AC-6(2) control by confining non-administrative users' activities to non-privileged actions.  Descriptions of the functions for each role are detailed in our RBAC document. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA - IT Security Role Based Access Control (RBAC) -V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#10) AC-6(5) -> Least Privilege | Privileged Accounts | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:  EVA Application**  The EVA Application strictly adheres to AC-6(5) security control requirements, where access to privileged functions is restricted to a minimal number of accounts to uphold the principle of Least Privilege.  Admin users are individually identified and granted high-level access privileges by the EVA chat application. These admins are designated to control and manage users and their access. While they can remove users and set default AI language models for all users, this privilege is not extended to regular users.  Regular users are explicitly restricted from performing administrative functions. Notably, only admins on the approved list can carry out privileged functions, ensuring a clear-cut separation of duties and adherence to the principle of least privilege in compliance with AC-6(5).  Moreover, the settings corresponding to regular users are also managed by the admins, eliminating the risk of regular users escalating their privileges without appropriate authorization. This concurs with AC-6(5) control requirements that mandate restrictions on less privileged users performing any privileged functions.  A comprehensive description of these role functions is documented in our RBAC document, reflecting our commitment to upholding the AC-6(5) Least Privilege controls  **Azure Platform and DevOps**  Within our Azure Platform and Azure DevOps environment, we incorporate stringent measures aligning with the AC-6(5) security control, enforcing the principle of least privilege for privileged functions.  The creation of our infrastructure resources, as well as the deployment and hosting of EVA application instances, is controlled exclusively by dedicated administrators. These high-level tasks, which are classified as privileged functions, are not accessible to regular users, ensuring full compliance with the AC-6(5) regulations.  Our robust role-based access control (RBAC) system, described in detail within the RBAC document, distinctly outlines these privileged functions, providing a transparent demarcation of responsibilities. This strict enforcement of role-based permissions underscores our commitment to the principle of least privilege per the AC-6(5) security control least privilege provision while bolstering the overall security of our Azure Platform and Azure DevOps environment.[**Owner - Microsoft Azure**](https://portal.azure.com/#@014gc.onmicrosoft.com/resource/subscriptions/d2d4e571-e0f2-4f6c-901a-f88f7669bcba/users) | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA - IT Security Role Based Access Control (RBAC) -V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#11) AC-6(9) -> Least Privilege | Auditing Use of Privileged Functions | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 [Abdur Rafey Matin - Jan 30, 2025]   Statement describing evidence:**  **Assessor Note?**  Did you get confirmation from Cyber Security Operations? Here is your statement: Partial implementation (b/c Wait for confirmation for Cyber Security Operation team). The Security Information and Event Management (SIEM) tool would be used for this purpose.  **Response:**  Yes, The SIEM manager confirmed the RACI in the following email.  **Extra Details:**  The audit plans and strategy cover:  Please see the document for EVA Cloud audit Strategy. The Audit Strategy document also highlights that we are working with Cyber Security Operations team to use their mechanism of auditing. Azure Paas, peer to hub via Sentinel SIEM. Refer to the documents.  Here is a snapshot of our Azure subscription. It allows the audit of the access control. 🡪 Please see Audit document for this extra details. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * RE\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * AICoE EVA Cloud Solution Audit Strategy v1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   The assumptions included in this RACI file have been confirmed by the management team. |
| (#12) AC-6(10) -> Least Privilege | Prohibit Non-Privileged Users from Executing Privileged Functions | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]    Statement describing evidence:   EVA Application**  Within our EVA application, we uphold the AC-6(10) security control, which addresses prohibition of non-privileged users from executing privileged functions and strictly implements the principle of least privilege.  Admin users are specified within the EVA chat application and have proprietary control over users and their access. Admins possess the privilege to remove users and set the default AI language model for all users. Importantly, in compliance with AC-6(10), regular users are explicitly prohibited from performing these and other administrative functions.    Non-privileged, normal user settings are solely managed by Admin roles, and only these approved Admin roles are allowed to perform privileged actions. This procedure effectively prevents any privilege escalation or unauthorized access, thereby upholding the AC-6(10) security control.  We maintain accurate documentation of these roles' functions in our RBAC document, reinforcing our commitment to AC-6(10) and ensuring our access control mechanisms are both secure and transparent.  **Azure Platform and DevOps**  Our Azure Platform and DevOps environment align with AC-6(10) security control guidelines by strictly maintaining the principle of least privilege for both resource creation and application deployment or hosting.  Within this framework, the creation of infrastructure resources and the deployment or hosting of EVA application instances is a privileged function. Therefore, these operations are exclusively administered by appointed Admins and explicitly prohibited for regular users. Such binding of privileged functions to a specific class of users directly adheres to AC-6(10) control requirements.  For further insight into these privileged functions and the authority they hold, please refer to the RBAC document. This guidance fully outlines our commitment to the non-privileged execution of privileged actions, ensuring a robust security stance compliant with AC-6(10) guidelines. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA - IT Security Role Based Access Control (RBAC) -V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#13) AC-8 -> System Use Notification | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:**  **EVA Application**  A -As an inherent aspect of our EVA Application's user experience, we prioritize clear communication of responsible system usage in line with the AC-8 security control.  EVA utilizes a variety of notifications designed to guide users on the approved usage of the application and relevant details associated with logging in. These notifications serve critical roles in informing our users about their obligations concerning the data they input, ensuring the highest level of compliance with data security considerations.  B-By incorporating these notifications, we maintain transparency with our users, pre-emptively address potential misuse, and uphold our commitment to adhering to the AC-8 (System Use Notification) security control.    C-n following AC-8 security control, upon successfully authenticating a user, our EVA application provides immediate feedback through a system use notification. This notification confirms successful login and serves as a clear signal that the user is now operating in an area where interactions are subject to our usage and security policies.  This alert acts as an important step in our security protocol, providing a transparent way to ensure users are aware when they have entered a secure, authenticated state within the EVA application. It further emphasizes the importance of being mindful of security and confidentiality considerations while using our system. Such system uses notifications exemplify our adherence to the requirements of AC-8 security control practices.  It also displays a notification about the version of EVA Chat.    **Azure Platform and DevOps**  A-Our Azure Platform and DevOps environment adhere rigorously to the AC-8 (System Use Notification) security control, guaranteeing that users are properly informed about their ongoing interactions with the system.  B-For users accessing the Azure platform, system notifications are provided to help them select the correct account for the portal. This feature ensures that all users are accurately aware of the privileges and access rights associated with their roles as they sign in.  C-Moreover, Azure constantly monitors account statuses and will generate automated system notifications if an account requires any updates or changes. Such notifications keep users informed of their account's status and any necessary action needed to maintain access or improve security.  These strategies — providing immediate feedback on login actions and maintaining continual communication about account status — uphold our commitment to AC-8 (System Use Notification) security control implementation..    **Windows**  **A,C**    **B** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#14) AC-11 -> Session Lock | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:**  See file ->  **Statement describing evidence:**  Recommendation from Practitioner to the solution team, for this control.    **Implementation status:** Inherited    **Justification - Source:**  [GCPedia] GC ESA Artifact Repository <https://www.gcpedia.gc.ca/wiki/GC_ESA_Artifact_Repository> [GCPedia] Security Baseline Configuration ver 2.3  <https://www.gcpedia.gc.ca/gcwiki/images/d/d9/Microsoft_365_Security_Baseline_Configuration_ver_2.3.xlsx>  Excerpt:  image | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#15) AC-14 -> Permitted Actions without Identification or Authentication | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:**  **EVA Application** A- In keeping with AC-14 security controls that revolve around restricted actions without authentication, our procedure ensures that actions on laptops or Virtual Machines (VMs) require an authenticated Active Directory (AD) account login, with a username and password.  B- Furthermore, for access to the EVA application, users are authenticated by Microsoft Entra ID, previously known as Active Directory, which necessitates single sign-on. This strict login process adheres to the AC-14 security control by ensuring that only the authenticated users with valid credentials are permitted access to the application or the system layers.  By enforcing strict identification and authentication, we prevent unauthorized actions on our systems, thereby aligning with AC-14 security controls' commitment to reducing unauthenticated activities.    **Azure Platform and DevOps (Inherited)**  A- In compliance with AC-14 (Permitted Actions Without Identification or Authentication) security controls, access to our Azure Platform and DevOps environment is strictly regulated.  Users are precisely controlled via Microsoft Entra ID, formerly known as Active Directory, which requires single sign-on for access to the Azure Portal and the associated EVA infrastructure.  B-This ensures that no actions can be performed without proper identification and authentication. By strictly mandating a secure sign-on process, we prevent unauthorized use and inhibit potential security threats, demonstrating our commitment to AC-14 security controls. This approach underscores our dedication to cyber security and compliance with regulatory standards. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#16) AC-16 -> Security Attributes | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 16, 2025]   Statement describing evidence:** This is N/A because there is no export of data from EVA application. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#17) AC-16(2) -> Security Attributes | Attribute Value Changes by Authorized Individuals | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:**  This is N/A because there is no export of data from EVA application. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#18) AC-16(4) -> Security Attributes | Association of Attributes by Authorized Individuals | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:**  This is N/A because there is no export of data from EVA application. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#19) AC-16(5) -> Security Attributes | Attribute Displays for Output Devices | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** This is N/A because there is no export of data from EVA application. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| Awareness and training (AT) | --- | --- |
| (#20) AT-3 -> Role-Based Security Training | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 10, 2025]**  **Statement describing evidence:** A- It is part of on-boarding plan for the employee to complete the training plan and go through the RBAC document for the clarification of the roles and responsibilities.  B- The Training plan is designed for the employees to create awareness and the capacity to follow the proper access of the application. The training plan contains specific training related to Role base Access and security.  C- The AICoE Management requires every employee to refresh the training plan every year, to maintain the concept of role-based access and ensure the security of the system. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICOE Generatvie AI Team Training Action Plan\_V01.docx * EVA - IT Security Role Based Access Control (RBAC) -V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#21) AT-3(4) -> Role-Based Security Training | Suspicious Communications and Anomalous System Behavior | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 16, 2025]   Statement describing evidence:** The Training plan is designed for the employees to create awareness and the capacity to follow the proper access of the application. The training plan contains specific training related to Role base Access and security. It has a specific training to recognize suspicious communication and anomalous behaviour. The training is called “Microsoft Purview Information Protection”. Also the employees are required to complete their mandatory training on handling the protected information within the department. This course is completed from SABA | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICOE Generatvie AI Team Training Action Plan\_V01.docx * EVA - IT Security Role Based Access Control (RBAC) -V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| Audit and accountability (AU) | --- | --- |
| (#22) AU-2 -> Audit Events | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]**  **Statement describing evidence:** Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.1  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   The assumptions included in this RACI file have not been confirmed by the management team. |
| (#23) AU-2(3) -> Audit Events | Reviews and Updates | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 Abdur Rafey Matin – Jan 30, 2025]   Statement describing evidence:**  **Assessor notes**  Evidence mentions that there will be someone, but no indication who that is or HOW they will perform their tasks. Where do they go to see the info?  **Response:**  **Who monitors the audit events:**  An Admin group has been created with “EVA Chat Support”. Two members will alternate each week to go through the audit logs, and update their Team lead in case of any issue with the system, or suspicious event. The EVA Chat support team will also follow up in case any audit has been reported by **(Sentinel SIEM). A baseline level of security monitoring exists for all resources connected to the Sentinel SIEM through the CloudOps policy. (See Conformation email 🡺**            **How and where is the information accessed?**  There are two different systems for logging in EVA Chat: The information is stored in:   * **Microsoft Azure Logs**   Login to Azure portal with Admin access EVA Chat admin have access to those logs. This log only shows post, get, and requests and whether they were successful or not.   * **PostgreSQL Database plus volume file share:** (Login to Azure portal with Admin access and access the PostgreSQL DB. EVA Chat admin have access to **chat history, authentication of users, list of users**. The EVA Chat admin and Automation Infrastructure Services (AIS) team have access to PostgreSQL   **Please see the document for EVA Cloud audit Strategy.**  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 🡪 1.1 had been updated with the above information.  Section -> 3.0  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * RE\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   The assumptions included in this RACI file have not been confirmed by the management team. |
| (#24) AU-3 -> Content of Audit Records | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]   Statement describing evidence:**  Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.1  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#25) AU-3(1) -> Content of Audit Records | Additional Audit Information | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]**  **Statement describing evidence:**  Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.1  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See files:   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#26) AU-4 -> Audit Storage Capacity | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]**    **Statement describing evidence:**  Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.2  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#27) AU-4(1) -> Audit Storage Capacity | Transfer to Alternate Storage | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]**  **Statement describing evidence:**  Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.2 and 1.2.4  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#28) AU-5 -> Response to Audit Processing Failures | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 Abdur Rafey Matin – Jan 30, 2025]   Statement describing evidence:**  **Assessor Note:**  **This is not the intent of this control. This control is about alerting someone when the audit capability fails.**  **Response:**   1. For the PostgreSQL DB the alter queries are presented. These queries will be monitored and executed by AIS team to provide any audit failure or breakage of information. These queries will be executed by AIS team      1. Microsoft Azure will generate alter in case of any failure to the system including logs, or file share. This alter is send to all EVA Chat Admin and EVA Chat Support. The EVA Chat support will streamline the information and pass it to IT Manager for Development and IT Manager AIS.      1. There is a backup system activated in Microsoft Azure, which can be used to restore the information. The AIS team will restore the Audit information and provide the missing information to the Admin group (EVA Chat Support) in case of an loss event.     Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.3.4.  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   The assumptions included in this RACI file have not been confirmed by the management team. |
| (#29) AU-6 -> Audit Review, Analysis, and Reporting | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 Abdur Rafey Matin – Jan 31, 2025]]    Statement describing evidence:**  **Assessor notes**  **How often do you check for system abuse?**  **Response**  An Admin group has been created with “EVA Chat Support”. ***Two members will alternate weekly to go through the audit logs, and update their Team lead*** in case of any issue with the system, or suspicious event. The EVA Chat support team will also follow up in case any audit has been reported by **(Sentinel SIEM). A baseline level of security monitoring exists for all resources connected to the Sentinel SIEM through the CloudOps policy. (See Conformation email 🡺**  Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.1  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * RE\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   The assumptions included in this RACI file have not been confirmed by the management team. |
| (#30) AU-6(1) -> Audit Review, Analysis, and Reporting | Process Integration | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]   Statement describing evidence:** Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.4  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#31) AU-6(3) -> Audit Review, Analysis, and Reporting | Correlate Audit Repositories | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **Abdur Rafey Matin – Jan 24, 2025]**  Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.4  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#32) AU-6(4) -> Audit Review, Analysis, and Reporting | Central Review and Analysis | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]**  **Statement describing evidence:** Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.4  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#33) AU-7 -> Audit Reduction and Report Generation | **Evidence description  Latest at the top  ------------------------------------------**  **Iteration #1**  **Abdur Rafey Matin – Jan 24, 2025]   Statement describing evidence:**  Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.4  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#34) AU-7(1) -> Audit Reduction and Report Generation | Automatic Processing | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]**  **Statement describing evidence:** Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.4  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#35) AU-7(2) -> Audit Reduction and Report Generation | Automatic Sort and Search | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]**  **Statement describing evidence:** Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.4  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#36) AU-8 -> Time Stamps | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **Abdur Rafey Matin – Jan 24, 2025]  Statement describing evidence:**  Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.4.3  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#37) AU-8(1) -> Time Stamps | Synchronization with Authoritative Time Source | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **Abdur Rafey Matin – Jan 24, 2025]   Statement describing evidence:** Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.4.3  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#38) AU-9 -> Protection of Audit Information | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **Abdur Rafey Matin – Jan 24, 2025]   Statement describing evidence:** Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.3  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#39) AU-9(2) -> Protection of Audit Information | Audit Backup on Separate Physical Systems / Components | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]]    Statement describing evidence:** Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.3  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#40) AU-9(4) -> Protection of Audit Information | Access by Subset of Privileged Users | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]   Statement describing evidence:** Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.3  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#41) AU-9(6) -> Protection of Audit Information | Read-Only Access | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]   Statement describing evidence:** Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.3  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#42) AU-11 -> Audit Record Retention | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 Abdur Rafey Matin – Jan 30, 2025]**  **Statement describing evidence:**  **Assessor Note:**  currently set to 3 months, however you are mentioning an annual review. What will they review if the logs are only kept for 3 months?  **Response:**  Very well pointed out. The meeting that was provided as evidence was only to review the audit events. I with the consultation of IT Manager of EVA Development Team have organized a quarterly meeting to review the content of audit. This will be supervised by IT Manager and supported by Senior Technical Advisors. See section 3.2. for the details.  Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.2.2 🡪 **Log Retention Policy**  Section 3.1 🡪 **3.1 Review of Audit Events:**  Section 3.2 🡪 Audit records Quarterly review and record retention policy review  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#43) AU-12 -> Audit Generation | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]**  **Statement describing evidence:** Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.4.3  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#44) AU-12(1) -> Audit Generation | System-Wide / Time-Correlated Audit Trail | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]   Statement describing evidence:** Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.4.3  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#45) AU-12(2) -> Audit Generation | Standardized Formats | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 24, 2025]   Statement describing evidence:** Please see the document for EVA Cloud audit Strategy.  AICoE EVA Cloud Solution Audit Strategy v1.docx  Section 1.4.3  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1.docx * FW\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| Security Assessment and Authorization (CA) | --- | --- |
| (#46) CA-5 -> Plan of Action and Milestones | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 23, 2025]    Statement describing evidence:**  The IITB solution team complies with the ESDC Standard processes.  Link to the ESDC SA&A process:   * [Infographic-SAA Process.pdf](https://014gc.sharepoint.com/:b:/r/sites/ITSC/ESDCEDSC/Infographic-SAA%20Process.pdf)   Link to the ESDC risk register   * https://apps.powerapps.com/play/e/df96c79d-f6d8-4b79-87d4-6fc4ff2d383f/a/7ce4aa04-9a8e-4629-93b3-9a642b8d98cd?tenantId=9ed55846-8a81-4246-acd8-b1a01abfc0d1 | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#47) CA-6 -> Security Authorization | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 23, 2025]    Statement describing evidence:**   * Justification for Inherited * See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx * The assumptions included in this RACI file have not been confirmed by the management team. |
| (#48) CA-7 -> Continuous Monitoring | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 23, 2025]    Statement describing evidence:**  Inherited  •See file ->  Justification for Inherited  •The answer for this controls is the same for all SA&As  Extra details:  •ESDC ITSec HAS NOT established continuous monitoring related to SA&As.  •Assessments are conducted with an on-demand basis, when requested by the solution teams.  •Security Assessment and Authorization (SA&A) Process link [here](https://014gc.sharepoint.com/sites/ITSecurity-SecurityKnowledgePortalSKP/SitePages/SAA-Process-Training.aspx)  •Excerpts:   * + The SA&A can be required if:   + Software is being procured:   + There is a new in-house application,   + There is a significant change to an existing software, or;   + There is a need to conduct a refresh on an existing SA&A. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#49) CA-9 -> Internal System Connections | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 07, 2025]    Statement describing evidence:** A-The EVA Chat is deployed in secure mode. Secure mode builds on the Single Virtual Network Pattern in which all components of our workload are inside a single virtual network (VNet). The virtual network isolates our resources and traffic from other VNets and provides a boundary for applying security policies.  B- Services deployed within the same virtual network communicate securely. This additional level of isolation helps prevent unauthorized external access to services and helps protect our data. The document EVA Architectures\_V1 outlined the high-level architecture and defines all internal system connections. Also, additional information related to cloud connectivity is mentioned in CCQ and SAQ documents. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#50) CA-9(1) -> Internal System Connections | Security Compliance Checks | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 07, 2025]    Statement describing evidence:** The EVA Chat is deployed in secure mode. Secure mode builds on the Single Virtual Network Pattern in which all components of our workload are inside a single virtual network (VNet). The virtual network isolates our resources and traffic from other VNets and provides a boundary for applying security policies.  Services deployed within the same virtual network communicate securely. This additional level of isolation helps prevent unauthorized external access to services and helps protect our data. The document EVA Architectures\_V1 outlined the high-level architecture and defines all internal system connections. Also, additional information related to cloud connectivity is mentioned in CCQ and SAQ documents. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| Configuration management (CM) | --- | --- |
| (#51) CM-2 -> Baseline Configuration | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 28, 2025]    Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1 (EVA Chat Application **Error! Bookmark not defined.**) * Section 1.1.1 (Application Baseline Configuration **Error! Bookmark not defined.**) * Section 1.2 (EVA Chat Cloud Infrastructure Configuration Management. **Error! Bookmark not defined.**) * Section 1.2.1 (Platform Baseline Configuration **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#52) CM-2(1) -> Baseline Configuration | Reviews and Updates | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 28, 2025]    Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1 (EVA Chat Application **Error! Bookmark not defined.**) * Section 1.1.1 (Application Baseline Configuration **Error! Bookmark not defined.**) * Section 1.2 (EVA Chat Cloud Infrastructure Configuration Management. **Error! Bookmark not defined.**) * Section 1.2.1 (Platform Baseline Configuration **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#53) CM-2(2) -> Baseline Configuration | Automation Support for Accuracy / Currency | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 28, 2025]    Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1 (EVA Chat Application **Error! Bookmark not defined.**) * Section 1.1.1 (Application Baseline Configuration **Error! Bookmark not defined.**) * Section 1.2 (EVA Chat Cloud Infrastructure Configuration Management. **Error! Bookmark not defined.**) * Section 1.2.1 (Platform Baseline Configuration **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#54) CM-3 -> Configuration Change Control | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.2 (Application Configuration Change Control **Error! Bookmark not defined.**) * Section 1.2.2 (Platform Configuration Change Control **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#55) CM-3(2) -> Configuration Change Control | Test / Validate / Document Changes | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2**  **[Abdur Rafey Matin – Feb 03, 2025]**  **Statement describing evidence:**  **Accessor Note:**  no mention in the evidence of testing the changes before deploying ot Prod  **Response:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**  Section 1.1.2.2 Validation Testing and Documentation  Section 1.1.2.3 Change Management and Implementation  **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#56) CM-3(3) -> Configuration Change Control | Automated Change Implementation | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.2 (Application Configuration Change Control **Error! Bookmark not defined.**) * Section 1.2.2 (Platform Configuration Change Control **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#57) CM-3(4) -> Configuration Change Control | Security Representative | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2**  **[Abdur Rafey Matin – Feb 03, 2025]**  **Statement describing evidence:**  **Accessor Note:**  no mention of a security representative  **Response:**  **Security Representative for EVA Chat Application**  A Senior Technical Advisor is assigned as a Security Champion to oversee the security configuration and management. The Security Champion will consult IT Manager Development Team, IT Team lead of the Development team for any security configuration related issues.      **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.3 (Security Representative) * ***Section 1.1.2 (Application Configuration Change Control Error! Bookmark not defined.)*** * Section 1.2.2 (Platform Configuration Change Control **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#58) CM-3(6) -> Configuration Change Control | Cryptography Management | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.2 (Application Configuration Change Control **Error! Bookmark not defined.**) * Section 1.2.2 (Platform Configuration Change Control **Error! Bookmark not defined.**) * Section 1.4 (Cryptographic Management)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#59) CM-4 -> Security Impact Analysis | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.3 (Application Security Impact Analysis **Error! Bookmark not defined.**) * Section 1.2.3 (Platform Security Impact Analysis **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#60) CM-4(1) -> Security Impact Analysis | Separate Test Environments | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.3 (Application Security Impact Analysis **Error! Bookmark not defined.**) * Section 1.2.3 (Platform Security Impact Analysis **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#61) CM-4(2) -> Security Impact Analysis | Verification of Security Functions | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2**  **[Abdur Rafey Matin – Feb 03, 2025]**  **Statement describing evidence:**  **Accessor Note:**  no mention in evidence of checking the security functions as worded in this control  **Response:**  Defender for Cloud continuously monitors the configuration of your Azure resources to identify potential security vulnerabilities and recommends actions to mitigate them. All the resources are continuously being monitored by Microsoft Defender which is part of Azure cloud. The security functions are always verified and monitored.  **For Example:**  1.The Key Vault secrets should have an expiration date as recommended by the Defender:  2. Audit diagnostic setting for selected resource type.  3. Firewall should be enabled on Key Vault      **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.3 (Application Security Impact Analysis **Error! Bookmark not defined.**) * Section 1.2.3 (Platform Security Impact Analysis **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#62) CM-5 -> Access Restrictions for Change | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.4 (Application Access Restrictions for Change **Error! Bookmark not defined.**) * Section 1.2.4 (Platform Access Restrictions for Change **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#63) CM-5(1) -> Access Restrictions for Change | Automated Access Enforcement / Auditing | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2**  **[Abdur Rafey Matin – Feb 03, 2025]**  **Statement describing evidence:**  **Accessor Note:**  where is the evidence to support "auditing of enforcement action" such as "Change requested by Bob is denied" leaves an audit trail...  **Response:**  **Access Enforcement:**  This account has only read access to the EVA Application repository. If this user tries to make any change to the repository this message is displayed.    **Audit Trails**  Since our cloud subscription is Azure PaaS peered to the hub, Cloud operation team will provide Audit trails through Sentinel SIEM. A baseline level of security monitoring exists for all resources connected to the Sentinel SIEM through the CloudOps policy. The SIEM manager confirmed the RACI in the following email. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * RE\_ AU-6(3) -\_ Audit Review\_ Analysis\_ and Reporting \_ Correlate Audit Repositories - Sentinel SIEM - Process description (RACI).msg * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#64) CM-5(2) -> Access Restrictions for Change | Review System Changes | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2**  **[Abdur Rafey Matin – Feb 03, 2025]**  **Statement describing evidence:**  **Accessor Note:**  **evidence does not address the "review" requirement**  **Response:**  **System changes review and mitigation**  The application is managed through EVA Admin role. The AICoE Configuration Management committee, that includes, IT Manager, IT Team Lead, and Senior Technical Advisor, meet quarterly to discuss the management strategies.  The team can regroup together in case of any unauthored access to the application.  The Cloud Operation team will report any unauthorized access to the application to the designated subscription owner.   The Senior Technical Advisor, (Security Champion) will organize immediate meetings of configuration Management committee to discuss the impact of unauthorized access and any changes related to it. The committee will take proper action to mitigate the incident.  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.4 (Application Access Restrictions for Change **Error! Bookmark not defined.**) * Section 1.2.4 (Platform Access Restrictions for Change **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#65) CM-5(5) -> Access Restrictions for Change | Limit Production / Operational Privileges | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.4 (Application Access Restrictions for Change **Error! Bookmark not defined.**) * Section 1.2.4 (Platform Access Restrictions for Change **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#66) CM-5(6) -> Access Restrictions for Change | Limit Library Privileges | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.4 (Application Access Restrictions for Change **Error! Bookmark not defined.**) * Section 1.2.4 (Platform Access Restrictions for Change **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#67) CM-6 -> Configuration Settings | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections**   * Section 1.1.5 (Application Configuration Settings **Error! Bookmark not defined.**) * Section 1.2.5 (Platform Configuration Settings **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#68) CM-6(1) -> Configuration Settings | Automated Central Management / Application / Verification | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections**   * Section 1.1.5 (Application Configuration Settings **Error! Bookmark not defined.**) * Section 1.2.5 (Platform Configuration Settings **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#69) CM-6(2) -> Configuration Settings | Respond to Unauthorized Changes | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2**  **[Abdur Rafey Matin – Feb 03, 2025]**  **Statement describing evidence:**  **Accessor Note:**  what tools and how do you respond to unauthorized changes?  **Response:**  **Unauthorized Changes to Configuration**  The AICoE DevOps team will have a weekly review of the EVA Chat configuration files on the GitHub code repository. The team will match the original configuration with the current state. In case any change in configuration is detected will immediately be informed to the IT Team lead and IT Manager.  On the directive of IT Manager, the DevOps will rebuild the pipeline and re-deploy the application with the original set of comigration.        **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.5 (Application Configuration Settings **Error! Bookmark not defined.**) * Section 1.2.5 (Platform Configuration Settings **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#70) CM-7 -> Least Functionality | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.6 (Application Least Functionality **Error! Bookmark not defined.**) * Section 1.2.6 (Platform Least Functionality **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#71) CM-7(1) -> Least Functionality | Periodic Review | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.6 (Application Least Functionality **Error! Bookmark not defined.**) * Section 1.2.6 (Platform Least Functionality **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#72) CM-7(3) -> Least Functionality | Registration Compliance | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.6 (Application Least Functionality **Error! Bookmark not defined.**) * Section 1.2.6 (Platform Least Functionality **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#73) CM-8 -> Information System Component Inventory | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.7 (Application Information System Component Inventory **Error! Bookmark not defined.**) * Section 1.2.7 (Platform Information System Component Inventory **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#74) CM-8(1) -> Information System Component Inventory | Updates During Installations / Removals | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.7 (Application Information System Component Inventory **Error! Bookmark not defined.**) * Section 1.2.7 (Platform Information System Component Inventory **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#75) CM-8(2) -> Information System Component Inventory | Automated Maintenance | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.7 (Application Information System Component Inventory **Error! Bookmark not defined.**) * Section 1.2.7 (Platform Information System Component Inventory **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#76) CM-8(3) -> Information System Component Inventory | Automated Unauthorized Component Detection | **Evidence description Evidence description  Latest at the top  ------------------------------------------ Iteration #2**  **[Abdur Rafey Matin – Feb 03, 2025]**    **Statement describing evidence:**  **Accessor Note:**  **This aspect is not in the evidence:**  **"detect the presence of unauthorized..."**  **Response:**  The unauthorized component detected in integrated with CICD pipelines. The Azure package scanning tool checks for the unwanted libraries. There is a components modal group created to maintain the integrity of components. There are Svelte Dev Tool files created to inspect the state and hierarchies of the component. When the deployment pipeline is executed. It uses this modal file to deploy the approved list of components using this file.  There are two main set of Components. All the components are listed in these files. These files can only me modified by EVA Chat Admin. When the pipelines are executed, it checks for list of components. Only component from this list will get deployed, hence ensuring the integrity of the system. **This will never always prevent any duplication of components.** This is the automated mechanism of system component inventory.   1. **Admin**   AddUserModal.svelte  Settings.svelte  UserChatsModal.svelte   1. **Chat (User)**   **ChatControls.svelte**  **SettingsModal.svelte**  **TagChatModal.svelte**    The Admin can also verify from the history, if the component list has be altered or modified.    **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.7 (Application Information System Component Inventory **Error! Bookmark not defined.**) * Section 1.2.7 (Platform Information System Component Inventory **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#77) CM-8(4) -> Information System Component Inventory | Accountability Information | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.7 (Application Information System Component Inventory **Error! Bookmark not defined.**) * Section 1.2.7 (Platform Information System Component Inventory **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#78) CM-8(5) -> Information System Component Inventory | No Duplicate Accounting of Components | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2**  **[Abdur Rafey Matin – Feb 03, 2025]**  **Statement describing evidence:**  **Accessor Note:**  How is this performed? Not explained in the evidence.?  **Response:**  **Response:**  The unauthorized component detected in integrated with CICD pipelines. The Azure package scanning tool checks for the unwanted libraries. There is a components modal group created to maintain the integrity of components. There are Svelte Dev Tool files created to inspect the state and hierarchies of the component. When the deployment pipeline is executed. It uses this modal file to deploy the approved list of components using this file.  There are two main set of Components. All the components are listed in these files. These files can only me modified by EVA Chat Admin. When the pipelines are executed, it checks for list of components. Only component from this list will get deployed, hence ensuring the integrity of the system. **This will never always prevent any duplication of components.** This is the automated mechanism of system component inventory.   1. **Admin**   AddUserModal.svelte  Settings.svelte  UserChatsModal.svelte   1. **Chat (User)**   **ChatControls.svelte**  **SettingsModal.svelte**  **TagChatModal.svelte**    **The Admin can also verify from the history, if the component list has be altered or modified.**    **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.7 (Application Information System Component Inventory **Error! Bookmark not defined.**) * Section 1.2.7 (Platform Information System Component Inventory **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#79) CM-9 -> Configuration Management Plan | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.8 (Application Configuration Management Plan **Error! Bookmark not defined.**) * Section 1.2.8 (Platform Configuration Management Plan **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#80) CM-10 -> Software Usage Restrictions | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 28, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Chat configuration management document in the following sections.**   * Section 1.1.9 (Application Software Usage Restrictions **Error! Bookmark not defined.**) * Section 1.2.9 (Platform Software Usage Restrictions **Error! Bookmark not defined.**)   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud configuration management\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| Contingency planning (CP) | --- | --- |
| (#81) CP-2 -> Contingency Plan | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 29, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Contingency and Technical Recovery Plan document in the following sections.**   * + Section 1.0 🡪 Plan Scope   + Section 1.2 🡪 Recovery Contacts   + Section 2.2 🡪 Recovery Strategy   + Section 2.2.1 🡪 Recovery Capability   + Section 2.2.3 🡪 PostgreSQL DB Backup   + Section 2.2.4 🡪 EVA Application Backup   + Section 3.1🡪 Recovery Steps for Application on the Cloud   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#82) CP-2(1) -> Contingency Plan | Coordinate with Related Plans | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 29, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Contingency and Technical Recovery Plan document in the following sections.**   * + Section 1.0 🡪 Plan Scope   + Section 1.2 🡪 Recovery Contacts   + Section 2.2 🡪 Recovery Strategy   + Section 2.2.1 🡪 Recovery Capability   + Section 2.2.3 🡪 PostgreSQL DB Backup   + Section 2.2.4 🡪 EVA Application Backup   + Section 3.1🡪 Recovery Steps for Application on the Cloud   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#83) CP-2(2) -> Contingency Plan | Capacity Planning | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 29, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Contingency and Technical Recovery Plan document in the following sections.**   * + Section 1.0 🡪 Plan Scope   + Section 1.2 🡪 Recovery Contacts   + Section 2.2 🡪 Recovery Strategy   + Section 2.2.1 🡪 Recovery Capability   + Section 2.2.3 🡪 PostgreSQL DB Backup   + Section 2.2.4 🡪 EVA Application Backup   + Section 3.1🡪 Recovery Steps for Application on the Cloud   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#84) CP-2(4) -> Contingency Plan | Resume All Missions / Business Functions | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2**  **[Abdur Rafey Matin – Feb 03, 2025]**  **Statement describing evidence:**  **Accessor Note:**  There is no indication of time period other than the generic statement (without actual values):  Recovery Time Capability: Meets RTO and RPO  **Response:**  **This evidence is presented in the EVA Contingency and Technical Recovery Plan document in the following sections.**   * + Section 3.1.1 🡪 Recovery Steps and testing   + **Section 3.1.3 Resume All Mission and Recovery Time**   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#85) CP-2(6) -> Contingency Plan | Alternate Processing / Storage Site | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 29, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Contingency and Technical Recovery Plan document in the following sections.**   * + Section 3.1.2 🡪 Alternate Processing   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#86) CP-3 -> Contingency Training | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - JAN 16, 2025]   Statement describing evidence:** A- It is part of on-boarding plan for the employee to complete the training plan that includes a training on contingency Resiliency and continuity, and Service Assurance The employee will also go through the RBAC document for the clarification of the roles and responsibilities.  B- The Training plan is designed for the employees to ensure continuity of services and safeguards required for that purpose.  C- The AICoE Management requires every employee to refresh the training plan every year, to keep the employees up to date on the concepts. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICOE Generatvie AI Team Training Action Plan\_V01.docx * EVA - IT Security Role Based Access Control (RBAC) -V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#87) CP-3(1) -> Contingency Training | Simulated Events | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - JAN 16, 2025]   Statement describing evidence:** The AICoE team will handle requests from NSD tickets. The ticket will send to the IT Manager. The IT Manager will assign the ticket to the relevant member handling the incident. The employees must complete a training plan that convers the Incident management.  A bi-month meeting will be held to discuss the contingency plans and training required for that purpose. AI Management and Senior TA meeting is scheduled every two months discuss the incident response action items. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICOE Generatvie AI Team Training Action Plan\_V01.docx * EVA - IT Security Role Based Access Control (RBAC) -V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#88) CP-4 -> Contingency Plan Testing | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2**  **[Abdur Rafey Matin – Feb 03, 2025]**  **Statement describing evidence:**  **Accessor Note:**  This control is about testing the CP at set frequencies.  At what frequency are you testing the CP?  **Response:**  The Contingency plan will go through a full scale testing every six months which will include:   1. Review the components of EVA Chat architecture 2. Review the environment configuration (Dev, Staging and Prod) 3. Review the backup of Azure Pipelines 4. Review the backup of Database, logs and Fileshare   **This evidence is presented in the EVA Contingency and Technical Recovery Plan document in the following sections.**   * + Section 3.1.1 🡪 Recovery Steps and testing   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#89) CP-4(1) -> Contingency Plan Testing | Coordinate with Related Plans | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 29, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Contingency and Technical Recovery Plan document in the following sections.**   * + Section 3.1.1 🡪 Recovery Steps and testing   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#90) CP-4(2) -> Contingency Plan Testing | Alternate Processing Site | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 29, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Contingency and Technical Recovery Plan document in the following sections.**   * + Section 3.1🡪 Recovery Steps for Application on the Cloud   + Section 3.1.2 🡪 Alternate Processing   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#91) CP-6 -> Alternate Storage Site | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 29, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Contingency and Technical Recovery Plan document in the following sections.**   * + Section 3.1.1 🡪 Recovery Steps and testing   + Section 3.1.2 🡪 Alternate Processing   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#92) CP-7 -> Alternative Processing Site | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 29, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Contingency and Technical Recovery Plan document in the following sections.**   * + Section 3.1.1 🡪 Recovery Steps and testing   + Section 3.1.2 🡪 Alternate Processing   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#93) CP-9 -> Information System Backup | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - JAN 27, 2025]   Statement describing evidence:**  **Azure Logs:**  **This log only shows post, get, and requests and whether they were successful or not.**  They are stored in azure app container, and it is backed up daily incremental.    **PostgreSQL Database plus volume fileshare:**   * **Chat History** * **(Approved List of users) will be switched to azure user group.** * **Authentication information (Email and OAuth Sub, timestamp)** * **Uploaded Files**   Currently there is no set time as it is on pilot, and it gets frequently wiped due to database and schema changes. This can be configured. In the future we plan to keep the chat history and uploaded file for days which is standard best practice. Chat history will be kept for configurable time. By default, it is minimum 7. This can be configured up to 35 days. We can configure is to stay for days which is standard best practice. The retention configuration is shown in the image.    **Section 🡪 1.1 Information type and event**  **Section 🡪 1.2.2 Log Retention Policy**  **🡪 See File** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Solution Audit Strategy v1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#94) CP-9(1) -> Information System Backup | Testing for Reliability / Integrity | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2**  **[Abdur Rafey Matin – Feb 03, 2025]**  **Statement describing evidence:**  **Accessor Note:**  This control is about testing the capability to perform backup and to test the quality of backups.  the evidence provided does not address this.  **Response:**  Restoration sampling is not required on Azure. Azure Database backup can be restored to a target database with different name specified. The restoration can be verified offline from the main database. The Azure resources are b backed up daily and incrementally. The last  day backup will provide the reliable and complete set of information.  [evachatdev2pg - Microsoft Azure](https://portal.azure.com/#@014gc.onmicrosoft.com/resource/subscriptions/d2d4e571-e0f2-4f6c-901a-f88f7669bcba/resourceGroups/EVAChatDev2Rg/providers/Microsoft.DBforPostgreSQL/flexibleServers/evachatdev2pg/backupAndRestore)  Azure Database for PostgreSQL flexible servers are backed up automatically. Available full backups for restores are listed below. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#95) CP-9(2) -> Information System Backup | Test Restoration using Sampling | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Feb 03, 2025]**  **Statement describing evidence:**  **Accessor Note:**  This control is about testing the capability to perform backup and to test the quality of backups.  the evidence provided does not address this.  **Response:**  Restoration sampling is not required on Azure. Azure Database backup can be restored to a target database with different name specified. The restoration can be verified offline from the main database. The Azure resources are b backed up daily and incrementally. The last  day backup will provide the reliable and complete set of information.  [evachatdev2pg - Microsoft Azure](https://portal.azure.com/#@014gc.onmicrosoft.com/resource/subscriptions/d2d4e571-e0f2-4f6c-901a-f88f7669bcba/resourceGroups/EVAChatDev2Rg/providers/Microsoft.DBforPostgreSQL/flexibleServers/evachatdev2pg/backupAndRestore)  Azure Database for PostgreSQL flexible servers are backed up automatically. Available full backups for restores are listed below. The last backup contains the complete set of information. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#96) CP-9(3) -> Information System Backup | Separate Storage for Critical Information | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - JAN 27, 2025]   Statement describing evidence:**  Extra Details.  There are two different types of information that we store for EVA Chat application. They both are stored in separate locations, and they are different type of information.   1. Azure Logs (Stored in App Container Logs), post, get, and requests and whether they were successful or not.      1. PostgreSQL Diabase plus Volume file Share (Chat History)     **Section 🡪 1.1 Information type and event**  **🡪 See File** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#97) CP-9(5) -> Information System Backup | Transfer to Alternate Storage Site | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 29, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Contingency and Technical Recovery Plan document in the following sections.**   * + Section 2.1.1 Recovery Capability   + Section 2.2.3 PostGresSQL DB Backup   + Section 2.2.4 Application Backup   + Section 3.1.1 🡪 Recovery Steps and testing   + Section 3.1.3 🡪 Resume All Mission   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#98) CP-9(7) -> Information System Backup | Dual Authorization | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - JAN 27, 2025]   Statement describing evidence:**  **Extra Details;** There are two different types of information that we store for EVA Chat application. They both are stored in separate locations, and they are different type of information.  1. Azure Logs (Stored in App Container Logs), post, get, and requests and whether they were successful or not. This type of log is requiring dual authentication.   * The first authentication is from Microsoft soft Entra ID to log in to Azure Portal. * Once you are in the portal, you need special access to access the logs or delete the logs.      * 1. PostgreSQL Diabase plus Volume file Share (Chat History) * The first authentication is from Microsoft soft Entra ID to log in to Azure Portal. * Once you are at the Database level, you need another permission to be part of the AD group to access the PostgreSQL. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#99) CP-10 -> Information System Recovery and Reconstitution | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 29, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Contingency and Technical Recovery Plan document in the following sections.**   * + Section 2.1.1 Recovery Capability   + Section 2.2.3 PostGresSQL DB Backup   + Section 2.2.4 Application Backup   + Section 3.1.1 🡪 Recovery Steps and testing   + Section 3.1.3 🡪 Resume All Mission   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#100) CP-10(2) -> Information System Recovery and Reconstitution | Transaction Recovery | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin – Jan 29, 2025]**  **Statement describing evidence:**  **This evidence is presented in the EVA Contingency and Technical Recovery Plan document in the following sections.**   * + Section 2.1.1 Recovery Capability   + Section 2.2.3 PostGresSQL DB Backup   + Section 2.2.4 Application Backup   + Section 3.1.1 🡪 Recovery Steps and testing   + Section 3.1.2 🡪 Alternate Processing   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| (#101) CP-10(4) -> Information System Recovery and Reconstitution | Restore within Time Period | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2**  **[Abdur Rafey Matin – Feb 03, 2025]**  **Statement describing evidence:**  **Accessor Note**  Where is the "expected time period" documented?  Response:    **This evidence is presented in the EVA Contingency and Technical Recovery Plan document in the following sections.**   * + Resume All Mission and Recovery Time   **Please See file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud Contingency and Technical Recovery Plan\_V1 * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   1. The assumptions included in this RACI file have not been confirmed by the management team. |
| Identification and Authentication (IA) | --- | --- |
| (#102) IA-2(10) -> Identification and Authentication (Organizational Users) | Single Sign-On | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 16, 2025]    Statement describing evidence:**  **Same answer for IA-2(\*), IA-3, IA-4(7), IA-5(9), IA-5(13), IA-7**  Implementation status: Inherited   * IAM team (EntraID)   and/or   * DECA team (Desktop Engineering and Corporate Applications)   Justification:   * All users are ESDC employees. * EntraID is used for Identification/authentication.   See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#103) IA-3 -> Device Identification and Authentication | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 16, 2025]    Statement describing evidence:**  **Same answer for IA-2(\*), IA-3, IA-4(7), IA-5(9), IA-5(13), IA-7**  Implementation status: Inherited   * IAM team (EntraID)   and/or   * DECA team (Desktop Engineering and Corporate Applications)   Justification:   * All users are ESDC employees. * EntraID is used for Identification/authentication.   See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#104) IA-4(7) -> Identifier Management | In Person Registration | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 16, 2025]    Statement describing evidence:**  **Same answer for IA-2(\*), IA-3, IA-4(7), IA-5(9), IA-5(13), IA-7**  Implementation status: Inherited   * IAM team (EntraID)   and/or   * DECA team (Desktop Engineering and Corporate Applications)   Justification:   * All users are ESDC employees. * EntraID is used for Identification/authentication.   See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#105) IA-5(7) -> Authenticator Management | No Embedded Unencrypted Static Authenticators | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [[Abdur Rafey Matin – Jan 16, 2025]    Statement describing evidence:**  We use Azure Key Vaults to use long for all secrets.  **(No Prod)** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#106) IA-5(9) -> Authenticator Management | Cross-Organizational Credential Management | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 16, 2025]    Statement describing evidence:**  **Same answer for IA-2(\*), IA-3, IA-4(7), IA-5(9), IA-5(13), IA-7**  Implementation status: Inherited   * IAM team (EntraID)   and/or   * DECA team (Desktop Engineering and Corporate Applications)   Justification:   * All users are ESDC employees. * EntraID is used for Identification/authentication.   See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#107) IA-5(13) -> Authenticator Management | Expiration of Cached Authenticators | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 16, 2025]    Statement describing evidence:**  **Same answer for IA-2(\*), IA-3, IA-4(7), IA-5(9), IA-5(13), IA-7**  Implementation status: Inherited   * IAM team (EntraID)   and/or   * DECA team (Desktop Engineering and Corporate Applications)   Justification:   * All users are ESDC employees. * EntraID is used for Identification/authentication.   See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#108) IA-7 -> Cryptographic Module Authentication | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 16, 2025]    Statement describing evidence:**  **Same answer for IA-2(\*), IA-3, IA-4(7), IA-5(9), IA-5(13), IA-7**  Implementation status: Inherited   * IAM team (EntraID)   and/or   * DECA team (Desktop Engineering and Corporate Applications)   Justification:   * All users are ESDC employees. * EntraID is used for Identification/authentication.   See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| Incident response (IR) | --- | --- |
| (#109) IR-2 -> Incident Response Training | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - JAN 16, 2025]   Statement describing evidence:** A- It is part of on-boarding plan for the employee to complete the training plan that includes a training on incident management They also have to go through the RBAC document for the clarification of the roles and responsibilities.  B- The Training plan is designed for the employees to provide proper incident response. The training plan contains specific training on incident response.  C- The AICoE Management requires every employee to refresh the training plan every year, to keep the employees up to date on the concepts. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICOE Generatvie AI Team Training Action Plan\_V01.docx * EVA - IT Security Role Based Access Control (RBAC) -V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#110) IR-2(1) -> Incident Response Training | Simulated Events | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - JAN 16, 2025]   Statement describing evidence:**  The AICoE team will handle requests from NSD tickets. The ticket will send to the IT Manager. The IT Manager will assign the ticket to the relevant member handling the incident. The employees have to complete a training plan that convers the Incident management.  A bi-month meeting will be held to discuss the Incident response items and actions. AI Management and Senior TA meeting is scheduled every two months discuss the incident response action items. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#111) IR-3 -> Incident Response Testing | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 [Abdur Rafey Matin - JAN 31, 2025]   Statement describing evidence:**  Please refer to the section below of the Incident Management Document.  Section 1.1.5 🡪 Security Incident Management Process.  Section 1.1.5.1 🡪 Incident Response Plan | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud Incident Management process\_V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#112) IR-3(2) -> Incident Response Testing | Coordination with Related Plans | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 [Abdur Rafey Matin - JAN 31, 2025]   Statement describing evidence:**  Please refer to the section below of the Incident Management Document.  Section 1.1.3 🡪 Incident Call Routing  Section 1.1.5.1 🡪 Incident Response Plan.  Section 1.1.8.1 🡪 Contacting the National Service Des  Section 1.1.8.2 🡪 Contacting the EVA Technical Team  Section 1.1.8.3. 🡪 Contacting the Cloud Operations Team. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud Incident Management process\_V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#113) IR-4 -> Incident Handling | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 [Abdur Rafey Matin - JAN 31, 2025]   Statement describing evidence:**  **Accessor Note:**  In the document called "Evidence Description", we are supposed to get a copy of the actual evidence to assess. Simply pointing to other documents does not constitute evidence. At least, point to the exact section in the document where the evidence lies.  **Response:**  Please refer to the section below of the Incident Management Document.  Section 1.1.3 🡪 Incident Call Routing. **Section 1.1.5.1 🡪 Incident Response Plan**  **Section 1.1.6.1 🡪 Timeline and Timeframes** Section 1.1.8.1 🡪 Contacting the National Service Des  Section 1.1.8.2 🡪 Contacting the EVA Technical Team  Section 1.1.8.3. 🡪 Contacting the Cloud Operations Team. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud Incident Management process\_V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#114) IR-4(3) -> Incident Handling | Continuity of Operations | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 [Abdur Rafey Matin - JAN 31, 2025]   Statement describing evidence:**  Please refer to the section below of the Incident Management Document.  **Section 1.1.5.1 🡪 Incident Response Plan**  **Section 1.1.6.1 🡪 Timeline and Timeframes** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud Incident Management process\_V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#115) IR-4(4) -> Incident Handling | Information Correlation | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 [Abdur Rafey Matin - JAN 31, 2025]   Statement describing evidence:**  Please refer to the section below of the Incident Management Document.  Section 1.1.5 🡪 Security Incident Management Process.  Section 1.1.5.1.--> Incident Response Plan | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud Incident Management process\_V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#116) IR-5 -> Incident Monitoring | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - JAN 24, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Incident Management process\_V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#117) IR-6(2) -> Incident Reporting | Vulnerabilities Related to Incidents | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 [Abdur Rafey Matin - JAN 31, 2025]**  **Statement describing evidence:**  **Accessor Note:**  In the document called "Evidence Description", we are supposed to get a copy of the actual evidence to assess. Simply pointing to other documents does not constitute evidence. At least, point to the exact section in the document where the evidence lies.  **Response:**  Please refer to the section below of the Incident Management Document.  Section 1.1.5 🡪 Security Incident Management Process.  Section 1.1.6.4. ESDC Security Operations Center (SOC) | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud Incident Management process\_V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#118) IR-8 -> Incident Response Plan | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - JAN 24, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Incident Management process\_V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#119) IR-9 -> Information Spillage Response | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 [Abdur Rafey Matin - JAN 31, 2025]**  **Statement describing evidence:**  **Accessor Note:**  Please provide the evidence in the evidence document.  There is no evidence provided. It simply points to 2 other documents where one is a list of assumptions that have not yet been confirmed by management team.  **Response:**  Please refer to the section below of the Incident Management Document.  Section 1.1.5 🡪 Security Incident Management Process.  Section 1.1.5 🡪 Security Incident Management Process  Section 1.1.6.2 🡪 Monitoring and Auditing  Section 1.1.6.3. 🡪 Correlation of Information. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud Incident Management process\_V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#120) IR-9(1) -> Information Spillage Response | Responsible Personnel | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 [Abdur Rafey Matin - JAN 31, 2025]   Statement describing evidence:**  Please refer to the section below of the Incident Management Document.  Section 1.1.8.1 🡪 Contacting the National Service Des  Section 1.1.8.2 🡪 Contacting the EVA Technical Team  Section 1.1.8.3. 🡪 Contacting the Cloud Operations Team. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud Incident Management process\_V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#121) IR-9(2) -> Information Spillage Response | Training | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 [Abdur Rafey Matin - JAN 31, 2025]**  **Statement describing evidence:**  **Accessor Note:**  **What is this training?**  **Can we get a copy for this assessment?**  **Response**  **AICOE Generative AI Team Training Action Plan\_V01**  **Section 4**  [**Microsoft Purview Information Protection | Microsoft Learn**](https://learn.microsoft.com/en-us/purview/information-protection)  A- It is part of on-boarding plan for the employee to complete the training plan that includes a training on Information spillage.  B- The Training plan is designed for the employees to provide proper incident response. The training plan contains specific training on Information spillage. .  C- The AICoE Management requires every employee to refresh the training plan every year, to keep the employees up to date on the concepts. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICOE Generatvie AI Team Training Action Plan\_V01.docx * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#122) IR-9(3) -> Information Spillage Response | Post-Spill Operations | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 [Abdur Rafey Matin - JAN 31, 2025]   Statement describing evidence:**  Please refer to the section below of the Incident Management Document.  Section 1.1.5 🡪 Security Incident Management Process  Section 1.1.6.2 🡪 Monitoring and Auditing  Section 1.1.6.3. 🡪 Correlation of Information. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * AICoE EVA Cloud Incident Management process\_V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#123) IR-9(4) -> Information Spillage Response | Exposure to Unauthorized Personnel | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - JAN 24, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA Cloud Incident Management process\_V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| Maintenance (MA) | --- | --- |
| (#124) MA-2 -> Controlled Maintenance | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence:**  **Section 2.2 🡪 Continuous Deployment and Maintenance**  **Section 2.2.1 🡪 Continuous Operations and Maintenance**  **See files 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#125) MA-3 -> Maintenance Tools | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence:**  **Section 2.2.1 🡪 Continuous Operations and Maintenance**  **See files 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#126) MA-4 -> Nonlocal Maintenance | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence:**  **Section 2.2 🡪 Continuous Deployment and Maintenance** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#127) MA-4(1) -> Nonlocal Maintenance | Auditing and Review | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence:  2.1 🡪 Continuous Monitoring**  **See files 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#128) MA-4(2) -> Nonlocal Maintenance | Document Nonlocal Maintenance | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence:**  **Section 2.2 🡪 Continuous Deployment and Maintenance**  **Section 2.2.1 🡪 Continuous Operations and Maintenance**  **See files 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#129) MA-4(3) -> Nonlocal Maintenance | Comparable Security / Sanitization | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence:**  **Section 2.2.1 🡪 Continuous Operations and Maintenance**  **Section 2.3 🡪 Security features implementation:**  **See files 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#130) MA-4(4) -> Nonlocal Maintenance | Authentication / Separation of Maintenance Sessions | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence:**  **Section 2.2.1 🡪 Continuous Operations and Maintenance**  **Section 2.3 🡪 Security features implementation:**  **See files 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#131) MA-4(5) -> Nonlocal Maintenance | Approvals and Notifications | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence:**  **2.2 🡪 Continuous Deployment and Maintenance  2.2.2 🡪 Maintenance Schedule and personnel**  **See files 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#132) MA-4(6) -> Nonlocal Maintenance | Cryptographic Protection | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence:**  **2.2 🡪 Continuous Deployment and Maintenance  2.2.2 🡪 Maintenance Schedule and personnel**  **See files 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#133) MA-5 -> Maintenance Personnel | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence:**  **2.2.2 🡪 Maintenance Schedule and personnel**  **See files 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#134) MA-5(1) -> Maintenance Personnel | Individuals without Appropriate Access | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence:**  **2.2.2 🡪 Maintenance Schedule and personnel**  **See files 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#135) MA-6 -> Timely Maintenance | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence:**  **2.2.2 🡪 Maintenance Schedule and personnel   See files 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| Media protection (MP) | --- | --- |
| Physical and environmental protection (PE) | --- | --- |
| Planning (PL) | --- | --- |
| (#136) PL-2 -> System Security Plan | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence:**  EVA will be hosted up to and including Protected B environment, leveraging Azure OpenAI services. This setup ensures that all information processed and generated by EVA remains within a secure infrastructure, compliant with the Canadian Centre for Cyber Security (CCCS) guidelines and GC privacy standards.  Unlike public genAI tools such as ChatGPT, which have raised concerns about data security and privacy, EVA is designed to handle protected information with the utmost care, ensuring that employee and departmental data are protected at all times.  The EVA platform is a secure, robust, and highly functional virtual assistant powered by Azure OpenAI services. It will be hosted within a Protected B environment, ensuring compliance with stringent ESDC, Canadian Centre for Cyber Security (CCCS), and Government of Canada (GC) standards for privacy, security, and accessibility.  This initiative addresses critical concerns raised by IITB pillars regarding existing tools like OpenAI’s ChatGPT, which have been identified as lacking in these areas. EVA is fully compliant with these standards, ensuring a safe and reliable genAI experience for all ESDC employees.  **See files 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA Foundation Business Case - EARB\_V1 * IITB-EVA-Privacy Checklist-signed-16072024 * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#137) PL-2(3) -> System Security Plan | Plan / Coordinate with Other Organizational Entities | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]**  **Statement describing evidence:** EVA will be hosted up to and including Protected B environment, leveraging Azure OpenAI services. This setup ensures that all information processed and generated by EVA remains within a secure infrastructure, compliant with the Canadian Centre for Cyber Security (CCCS) guidelines and GC privacy standards.  Unlike public genAI tools such as ChatGPT, which have raised concerns about data security and privacy, EVA is designed to handle protected information with the utmost care, ensuring that employee and departmental data are protected at all times.  The EVA platform is a secure, robust, and highly functional virtual assistant powered by Azure OpenAI services. It will be hosted within a Protected B environment, ensuring compliance with stringent ESDC, Canadian Centre for Cyber Security (CCCS), and Government of Canada (GC) standards for privacy, security, and accessibility.  This initiative addresses critical concerns raised by IITB pillars regarding existing tools like OpenAI’s ChatGPT, which have been identified as lacking in these areas. EVA is fully compliant with these standards, ensuring a safe and reliable genAI experience for all ESDC employees.  **See files 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA Foundation Business Case - EARB\_V1 * IITB-EVA-Privacy Checklist-signed-16072024 * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#138) PL-4 -> Rules of Behavior | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]**  **Statement describing evidence:**  Please see file 🡪  EVA Chat would be using Up to and including Protected B information. Here is a snapshot from our privacy checklist documents. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * IITB-EVA-Privacy Checklist-signed-16072024 * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#139) PL-7 -> Security Concept of Operations | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence: Please see file 🡪** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA\_Solution\_ConOps\_(Work\_in\_Progress)\_V1 * EVA Architecture\_V1.pdf * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#140) PL-8 -> Information System Architecture | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 27, 2025]    Statement describing evidence:** EVA Chat Security Architecture and components.   * Users 🡪ESDC Employees (Web interface) * Traffic 🡪 All traffic will be going through Secure Cloud Enablement Defence (SCED) managed by SSC * Hub and Spoke Model * Hub VNet   + Managed by Cloud Operations ESDC   + Firewall using Gateways and Services     - EntraID, Azure Security Policies, Azure Monitor     - VPN connection * Spoke Vnet (Canada Central)   + 3 Different subnet     - PostgreSQL     - Container Application Environment Network Integration     - Private Endpoints | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**    See file(s):   * EVA Architecture\_V1.pdf * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| Program management (PM) | --- | --- |
| Personal security (PS) | --- | --- |
| (#141) PS-5 -> Personnel Transfer | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 16, 2025]    Statement describing evidence:**  **EVA Application**  There is a meeting everyone 4 months, to review the user accounts access to EVA Chat. A committee of Technical Advisors and Team lead from AICoE team participate to discuss the following agenda:   1. New users Onboarding to EVA 2. Update/delete the accounts which are not part of EVA user group.     The EVA allows the Admin role the functionality to delete the user account that are no longer required to be part of EVA application. Also, the Applications allows Admin to approve new users. The description of the roles are provided in the RBAC document.  **Azure Platform:**  The Automation Infrastructure Services (AIS) team manages the user access on their side. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA - IT Security Role Based Access Control (RBAC) -V1.0.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| Risk assessment (RA) | --- | --- |
| (#142) RA-2 -> Security Categorization | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 23, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#143) RA-5 -> Vulnerability Scanning | **Evidence description  Latest at the top**  **------------------------------------------ Iteration #2**  **Abdur Rafey Matin – Jan 30, 2025]   Statement describing evidence:** The EVA application is secured by triple safety measures:  **1. Microsoft Defender for Cloud managed by Infrastructure team (AIS)**  The EVA Chat is hosted on Microsoft Azure ESDC Cloud. The Microsoft Azure has it’s own tool for Vulnerability Scanning. It is called Microsoft Defender for Cloud. You can find the vulnerability scan for our **'EsDAICoESub** Azure subscription in the Microsoft Defender for Cloud screen      **2. Application Internal Scanning Tool:**  Before we deploy any package for the EVA, the scanning is done, through Security Scanning tool. This has been integrated into CICD pipeline, | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   The assumptions included in this RACI file have not been confirmed by the management team. |
| (#144) RA-5(1) -> Vulnerability Scanning | Update Tool Capability | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 16, 2025]   Statement describing evidence:**  The EVA Chat is hosted on Microsoft Azure ESDC Cloud. The Microsoft Azure has it’s own tool for Vulnerability Scanning. It is called Microsoft Defender for Cloud. You can find the vulnerability scan for our **'EsDAICoESub** Azure subscription in the Microsoft Defender for Cloud screen. The tool is constantly updated by Microsoft Azure, They link provides list of updates, that were release for Defnder. The AIS team, regularly updates the Scanning tool to make sure the resources are safe.  [What's new in Microsoft Defender for Cloud features - Microsoft Defender for Cloud | Microsoft Learn](https://learn.microsoft.com/en-us/azure/defender-for-cloud/release-notes?WT.mc_id=Portal-Microsoft_Azure_Security)    **The formal departmental security team is going to perform a security testing and produce ST&E report.**  **Partial implementation (b/c the ST&E report is not available yet).** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**   * ST&E report (not available yet) * Will be provided at the end of the evidence gathering phase   See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#145) RA-5(2) -> Vulnerability Scanning | Update by Frequency / Prior to New Scan / When Identified | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 16, 2025]   Statement describing evidence:**  The EVA Chat is hosted on Microsoft Azure ESDC Cloud. The Microsoft Azure has it’s own tool for Vulnerability Scanning. It is called Microsoft Defender for Cloud. You can find the vulnerability scan for our **'EsDAICoESub** Azure subscription in the Microsoft Defender for Cloud screen.  The tools provide list of any threat, and their actions that can be performed to protect any risk. A link to our Azure cloud subscription Defender is provided.  **The formal departmental security team is going to perform a security testing and produce ST&E report.**  **Partial implementation (b/c the ST&E report is not available yet).**  [Microsoft Defender for Cloud - Microsoft Azure](https://portal.azure.com/#view/Microsoft_Azure_Security/SecurityMenuBlade/~/0)  Following are the recommendation provided by Defender prior to new scan. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**   * ST&E report (not available yet) * Will be provided at the end of the evidence gathering phase   See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| System and service acquisition (SA) | --- | --- |
| (#146) SA-2 -> Allocation of Resources | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 16, 2025]   Statement describing evidence:**  The project governance structure ensures proper funding is in place.   * Justification for Inherited * See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#147) SA-3 -> System Development Lifecycle | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 16, 2025]   Statement describing evidence:**  Refer to the documents provided for this controls.  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering.docx * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#148) SA-8 -> Security Engineering Principles | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 Abdur Rafey Matin – Jan 16, 2025]   Statement describing evidence:**  Refer to the documents provided for this controls.  See file -> | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering.docx * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#149) SA-11 -> Developer Security Testing and Evaluation | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 15, 2025]   Statement describing evidence:**   * **The** AICoE EVA System Development Life cycle & Security Engineering document discusses the security testing topic.   See file ->   * Partial implementation (b/c the ST&E report is not available yet) ST&E report will verify the security of data-in-transit | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**   * ST&E report (not available yet) * Will be provided at the end of the evidence gathering phase   See file(s):   * AICoE EVA System Development Life cycle & Security Engineering.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#150) SA-11(2) -> Developer Security Testing and Evaluation | Threat and Vulnerability Analyses | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 15, 2025]   Statement describing evidence:**   * **The** AICoE EVA System Development Life cycle & Security Engineering document discusses the security testing topic.   See file ->   * Partial implementation (b/c the ST&E report is not available yet) ST&E report will verify the security of data-in-transit | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**   * ST&E report (not available yet) * Will be provided at the end of the evidence gathering phase   See file(s):   * AICoE EVA System Development Life cycle & Security Engineering.docx * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| System and communication protection (SC) | --- | --- |
| (#151) SC-2 -> Application Partitioning | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 16, 2025]   Statement describing evidence:**  **EVA Application** In EVA Chat Application the information system management-related functionalities are separated in the EVA interface. The Admin panel is only visible to admin role. The application partitioning is reflected in the RBAC document. The admin only gets to view the admin panel. The normal user does not have that interface  **Admin View**  The Admin panel provides the following functionalities in the setting tab.    User View | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA - IT Security Role Based Access Control (RBAC) -V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#152) SC-2(1) -> Application Partitioning | Interfaces for Non-Privileged Users | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin – Jan 16, 2025]   Statement describing evidence:**  **EVA Application** In EVA Chat Application the information system management-related functionalities are separated in the EVA interface. The Admin panel is only visible to admin role. The application partitioning is reflected in the RBAC document. The admin only gets to view the admin panel. The normal user does not have that interface.  **Admin View**  The Admin panel provides the following functionalities in the setting tab.    **User View** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA - IT Security Role Based Access Control (RBAC) -V1.docx * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#153) SC-5 -> Denial of Service Protection | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#154) SC-7 -> Boundary Protection | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#155) SC-7(5) -> Boundary Protection | Deny by Default / Allow by Exception | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#156) SC-7(8) -> Boundary Protection | Route Traffic to Authenticated Proxy Servers | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1   [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#157) SC-7(13) -> Boundary Protection | Isolation of Security Tools / Mechanisms / Support Components | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1   [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#158) SC-7(18) -> Boundary Protection | Fail Secure | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#159) SC-8 -> Transmission Confidentiality and Integrity | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:**  Refer to the documents provided for this controls.  Partial implementation (b/c the ST&E report is not available yet) ST&E report will verify the security of data-in-transit.  Using the Google web browser, the connection property shows the connection is secure for the data in transit.  **NON-PROD**  <https://evachat.azurewebsites.net/auth>.  **Connection is Secure**  **Certificate is Valid**  **Here is a copy of the certificate EVA uses as part of azurewebsites.net**    **PROD**  <https://chat.eva-ave.prv/auth>  **Connection is Secure**  **Certificate is Valid**  **Here is a copy of the certificate EVA uses as part of azurewebsites.net** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**   * ST&E report (not available yet) * Will be provided at the end of the evidence gathering phase   See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#160) SC-8(1) -> Transmission Confidentiality and Integrity | Cryptographic or Alternate Physical Protection | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 23, 2025]   Statement describing evidence:**  Refer to the documents provided for this controls.  Partial implementation (b/c the ST&E report is not available yet) ST&E report will verify the security of data-in-transit.  Using the Google web browser, the connection property shows the connection is secure for the data in transit.  **NON-PROD**  <https://evachat.azurewebsites.net/auth>.  **Connection is Secure**  **Certificate is Valid**  **Here is a copy of the certificate EVA uses as part of azurewebsites.net**    **PROD**  <https://chat.eva-ave.prv/auth>  **Connection is Secure**  **Certificate is Valid**  **Here is a copy of the certificate EVA uses as part of azurewebsites.net** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**   * ST&E report (not available yet) * Will be provided at the end of the evidence gathering phase   See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#161) SC-10 -> Network Disconnect | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** The EVA application disconnect as soon as VPN connection is broken or the user not part of Active directory. The application signs out if the network break. The user can again log into application using single sign-on as soon as network connectively is available. This will be part of inherited control.    Partial implementation (b/c the ST&E report is not available yet) ST&E report will verify the security of data-in-transit | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**   * ST&E report (not available yet) * Will be provided at the end of the evidence gathering phase   See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#162) SC-12 -> Cryptographic Key Establishment and Management | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 23, 2025]   Statement describing evidence:**  The EVA Chat application uses Access keys to authenticate the applications and requests to access storage accounts. The keys are secured in Azure Key Vault. The Microsoft Azure Key Vault allows to replace them often with new keys. The two keys allow you to replace one while still using the other. This is in accordance with applicable GC legislation and TBS policies, directives, and standards.  A snapshot of Azure Key Vault is show below. It allows key vault and objects to be purged during retention period.    The Encryption has been enabled for EVA chat application and storage.  Detailed information on Encryption keys can be found on Microsoft documentations. Here are some links.  **Extra Details:**  Using the Google web browser, the connection property shows the connection is secure for the data in transit.  **NON-PROD**  <https://evachat.azurewebsites.net/auth>.  **Connection is Secure**  **Certificate is Valid**  **Here is a copy of the certificate EVA uses as part of azurewebsites.net**    **PROD**  <https://chat.eva-ave.prv/auth>  **Connection is Secure**  **Certificate is Valid**  **Here is a copy of the certificate EVA uses as part of azurewebsites.net** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#163) SC-12(1) -> Cryptographic Key Establishment and Management | Availability | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 23, 2025]   Statement describing evidence:**  The EVA Chat application uses Access keys to authenticate the applications and requests to access storage accounts. The keys are secured in Azure Key Vault. The Microsoft Azure Key Vault allows to replace them often with new keys. The two keys allow you to replace one while still using the other. This is in accordance with applicable GC legislation and TBS policies, directives, and standards.  A snapshot of Azure Key Vault is show below. It allows key vault and objects to be purged during retention period    The Encryption has been enabled for EVA chat application and storage. **Extra Details:**  Using the Google web browser, the connection property shows the connection is secure for the data in transit.  **NON-PROD**  <https://evachat.azurewebsites.net/auth>.  **Connection is Secure**  **Certificate is Valid**  **Here is a copy of the certificate EVA uses as part of azurewebsites.net**    **PROD**  <https://chat.eva-ave.prv/auth>  **Connection is Secure**  **Certificate is Valid**  **Here is a copy of the certificate EVA uses as part of azurewebsites.net** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#164) SC-13 -> Cryptographic Protection | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 31, 2025]   Statement describing evidence:**  **Implemented Policy (100% compliance): AICoE Azure Cognitive Search services should use customer-managed keys to encrypt data at rest**    **Use of Azure Key Vault**  The EVA Chat application uses Access keys to authenticate the applications’ requests to access this storage account. This keeps the keys in a secured. The Microsoft Azure Key Vault allows to replace them often with new keys. The two keys allow you to replace one while still using the other. This is in accordance with applicable GC legislation and TBS policies, directives and standards.    **(Encrypted Keys)**    Detailed information on Encryption keys can be found on Microsoft documentations. Here are some links.  **Encryption keys info can be found here.**  <https://docs.microsoft.com/en-us/azure/security/fundamentals/encryption-atrest>  Encryption Info for the Application:  <https://docs.automationanywhere.com/bundle/enterprise-v2019/page/enterprise-cloud/topics/security-architecture/cloud-credential-storage-in-cv.html>  <https://docs.automationanywhere.com/bundle/enterprise-v2019/page/enterprise-cloud/topics/security-architecture/cloud-authentication-with-control-room.html>  <https://docs.automationanywhere.com/bundle/enterprise-v2019/page/enterprise-cloud/topics/security-architecture/cloud-list-of-cryptographic-providers.html>  **Training:**  **The AICoE employees must follow the training plan that covers the topic of encryption and cryptography.**  [**Microsoft Purview Information Protection | Microsoft Learn**](https://learn.microsoft.com/en-us/purview/information-protection)  **ST&E Report can also confirm the use of cryptography in EVA application to secure the information communication.** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):  **AICOE Generatvie AI Team Training Action Plan\_V01**  RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   * + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#165) SC-23 -> Session Authenticity | **Evidence description  Latest at the top**  **------------------------------------------ Iteration #2  [Abdur Rafey Matin - Jan 30, 2025]**  **The session is authenticated by:**  1. **Access Control:** In our EVA application, access control is stringently enforced. The handling of user identities and authentication is directed by Microsoft Entra ID, previously known as Active Directory. This system ensures that all users must authenticate through a single sign-on process to gain access to the EVA application. Once the user signs out of the application, he has to be part of Active directory every time to log back into the application.     1. **Secure HTTPS:** EVA Application uses HTTPS which Ensure that the application is session and session is authenticated.     ST&E Testing will also cover this evidence in their testing report. We will provide the report once it is available.  **Extra Details** The EVA application is hosted on ESDC Cloud infrastructure which is exclusively connected to a Virtual Network (VNet) which resides within the confines of the ESDC firewall. This setup forms a secure pathway for information flow during the connection session. All data transfer during a session is strictly controlled and originates from SCED.  This arrangement warrants that data flowing in and out of our system is strictly monitored and controlled, thereby ensuring compliance with SC-23 security control. It minimizes the risk of unauthorized data access or leakage, enforcing a dependable flow of information, and reinforcing our commitment to upholding highest security measures | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):  RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   * + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#166) SC-23(1) -> Session Authenticity | Invalidate Session Identifiers at Logout | **Evidence description  Latest at the top**  **------------------------------------------ Iteration #2 [Abdur Rafey Matin - Jan 31, 2025]   Statement describing evidence:** In our EVA application, access control is stringently enforced. The handling of user identities and authentication is directed by Microsoft Entra ID, previously known as Active Directory. This system ensures that all users must authenticate through a single sign-on process to gain access to the EVA application. Once the user signs out of the application, he has to be part of Active directory every time to log back into the application.    The session is still secure, and certificate is valid after the user logs out of the EVA application. The session authenticity is intact even after the logout.  ST&E Testing will also cover this evidence security of data-in-transit in their testing report. We will provide the report once it is available. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  See file(s):  RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   * + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#167) SC-24 -> Fail in Known State | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 23, 2025]   Statement describing evidence:** Partial implementation (b/c the ST&E report is not available yet) ST&E report will verify the security of data-in-transit. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**   * ST&E report (not available yet) * Will be provided at the end of the evidence gathering phase   See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#168) SC-28 -> Protection of Information at Rest | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 24, 2025]   Statement describing evidence:**  The Storage account is configured for  This is under Security of Storage account:  The encryption type is Microsoft managed keys      **Postgres SQL Information at Rest**  **Encrypted**    [Data encryption - Azure Database for PostgreSQL - Flexible Server | Microsoft Learn](https://learn.microsoft.com/en-us/azure/postgresql/flexible-server/concepts-data-encryption) | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| System and information integrity (SI) | --- | --- |
| (#169) SI-2 -> Flaw Remediation | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1**  **[Abdur Rafey Matin - Jan 29, 2025]   Statement describing evidence:** Refer to the documents provided for this controls.The EVA code is stored  [Azure DevOps](https://dev.azure.com/ESDC-AICoE) GitHub repos. Everything is stored in the Azure DevOps. The code is pushed through Azure Pipeline. The code is version in branches and stored in the central repositors. If there is any flaw in the code or any things needs to be updated, the code is checked out, the developer makes modification and commits the change. Once the change is committed. The DevOps team based on the release mechanism and push the changes to the main branch. The code is pushed through pipelines, making sure the integrity of the entire EVA application. In this way any flaw to the system is remediated.  The deployment will be reviewed and approved by minimum two technical authorities assigned by the Management...  **Extra Details:**  **Section 1.1.1 🡪 See File for details. (AICoE EVA System Development Life cycle & Security Engineering)** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering.docx * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#170) SI-4 -> Information System Monitoring | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#171) SI-4(2) -> Information System Monitoring | Automated Tools for Real-Time Analysis | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#172) SI-4(4) -> Information System Monitoring | Inbound and Outbound Communications Traffic | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#173) SI-4(5) -> Information System Monitoring | System-Generated Alerts | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#174) SI-4(7) -> Information System Monitoring | Automated Response to Suspicious Events | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]**  **Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#175) SI-4(10) -> Information System Monitoring | Visibility of Encrypted Communications | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#176) SI-4(11) -> Information System Monitoring | Analyze Communications Traffic Anomalies | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#177) SI-4(12) -> Information System Monitoring | Automated Alerts | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#178) SI-4(13) -> Information System Monitoring | Analyze Traffic /E vent Patterns | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#179) SI-4(14) -> Information System Monitoring | Wireless Intrusion Detection | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** Refer to the documents provided for this controls. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#180) SI-5 -> Security Alerts, Advisories, and Directives | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 [Abdur Rafey Matin – Feb 03, 2025]   Statement describing evidence:**  **Accessor Note:**  this control is about keeping current with advisories, alerts, vulnerabilities, directives...  The evidence provided talks about code.  Response:  **Email Alters from Microsoft Azure Subscription**  1.- The EVA chat application is hosted on Azure Cloud, AICoE (EsDAICoESubt) Subscription. The Azure infrastructure is supported with various type of advisories, alters and vulnerabilities. For Example, An alter is generated when the expected cost is set to exceed the threshold.    2.- **Advisor recommendations (Applicaiton Related)**  The Azure Advisor recommendation provide advisories related to optimal use of application hosted on infrastrcture such as “Azure registry container images should have vulnerabilities resolved” “    **3.- Advisor recommendations (Cost Related)**  The Azure Advisor recommendation provide advisories related to the optimizing the cost such as “ Consider App Service reserved instance to save over your on-demand costs”    **1. Microsoft Defender for Cloud managed by Infrastructure team (AIS)**  The EVA Chat is hosted on Microsoft Azure ESDC Cloud. The Microsoft Azure has it’s own tool for Vulnerability Scanning. It is called Microsoft Defender for Cloud. You can find the vulnerability scan for our **'EsDAICoESub** Azure subscription in the Microsoft Defender for Cloud screen | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * AICoE EVA System Development Life cycle & Security Engineering * RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#181) SI-7 -> Software, Firmware, and Information Integrity | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 28, 2025]   Statement describing evidence:** Refer to the documents provided for this controls.The EVA code is stored  [Azure DevOps](https://dev.azure.com/ESDC-AICoE) GitHub repos. Everything is stored in the Azure DevOps. The code is pushed through Azure Pipeline. The application is hosted in Azure Cloud. The cloud is integrated with Microsoft Defender. The Defender constantly provides alters and notifications about that threat, or noncompliance. Report attached.  **Extra Details:**  **Section 1.1.1 🡪 See File for details. (AICoE EVA System Development Life cycle & Security Engineering)**  **The EVA code is stored**  [**Azure DevOps**](https://dev.azure.com/ESDC-AICoE) **GitHub repose. Everything is stored in the ESDC-AICoE Team Repository**    **The EVA application code is pushed through secure azure pipelines. The release is planned by the Azure DevOps.** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * AICoE EVA System Development Life cycle & Security Engineering   + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#182) SI-7(1) -> Software, Firmware, and Information Integrity | Integrity Checks | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 28, 2025]   Statement describing evidence:** Refer to the documents provided for this controls.The EVA code is stored  [Azure DevOps](https://dev.azure.com/ESDC-AICoE) GitHub repose. Everything is stored in the Azure DevOps. The code is pushed through Azure Pipeline. The application is hosted in Azure Cloud. The cloud is integrated with Microsoft Defender. The Defender constantly provides alters and notifications about that threat, or noncompliance. Report attached.  **Extra Details:**  **Section 1.1.1 🡪 See File for details. (AICoE EVA System Development Life cycle & Security Engineering)**  he EVA code is stored  [Azure DevOps](https://dev.azure.com/ESDC-AICoE) GitHub repos. Everything is stored in the team  ESDC-AICoE. In this team the project is EVA Portal. Inside the project all the code is stored in the repos. The commits are controlled by Azure DevOps to make sure, there are no conflicting changes. Every commit is tracked with the proper information and making sure there are no conflicts. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * AICoE EVA System Development Life cycle & Security Engineering   + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#183) SI-7(2) -> Software, Firmware, and Information Integrity | Automated Notifications of Integrity Violations | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 28, 2025]   Statement describing evidence:** Refer to the documents provided for this controls.The EVA code is stored  [Azure DevOps](https://dev.azure.com/ESDC-AICoE) GitHub repose. Everything is stored in the Azure DevOps. The code is pushed through Azure Pipeline. The application is hosted in Azure Cloud. The cloud is integrated with Microsoft Defender. The Defender constantly provides alters and notifications about that threat, or noncompliance. Report attached.  **Extra Details**  **Section 1.1.1 🡪 See File for details. (AICoE EVA System Development Life cycle & Security Engineering)**  The EVA code is stored  [Azure DevOps](https://dev.azure.com/ESDC-AICoE) GitHub repos.  ESDC-AICoE. In this team the project is EVA Portal. Inside the project all the code is stored in the repos. The commits are controlled by Azure DevOps to make sure, there are no conflicting changes. Every commit is tracked with the proper information and making sure there are no conflicts. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * AICoE EVA System Development Life cycle & Security Engineering   + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#184) SI-7(3) -> Software, Firmware, and Information Integrity | Centrally-Managed Integrity Tools | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 28, 2025]   Statement describing evidence:** Refer to the documents provided for this controls.The EVA code is stored  [Azure DevOps](https://dev.azure.com/ESDC-AICoE) GitHub repose. Everything is stored in the Azure DevOps. The code is pushed through Azure Pipeline. The application is hosted in Azure Cloud. The cloud is integrated with Microsoft Defender. The Defender constantly provides alters and notifications about that threat, or noncompliance. Report attached.  **Extra Details**   * **[Section 1.1.1 🡪 See File for details. (](https://dev.azure.com/ESDC-AICoE/)**[AICoE EVA System Development Life cycle & Security Engineering)](https://dev.azure.com/ESDC-AICoE/)   [The EVA code is stored](https://dev.azure.com/ESDC-AICoE/)  [[Azure DevOps](https://dev.azure.com/ESDC-AICoE/)](https://dev.azure.com/ESDC-AICoE) [GitHub repose. Everything is stored in the ESDC-AICoE Team Repository](https://dev.azure.com/ESDC-AICoE/) | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * AICoE EVA System Development Life cycle & Security Engineering   + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#185) SI-7(7) -> Software, Firmware, and Information Integrity | Integration of Detection and Response | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 28, 2025]   Statement describing evidence:** Refer to the documents provided for this controls.The EVA code is stored  [Azure DevOps](https://dev.azure.com/ESDC-AICoE) GitHub repose. Everything is stored in the Azure DevOps. The code is pushed through Azure Pipeline. The application is hosted in Azure Cloud. The cloud is integrated with Microsoft Defender. The Defender constantly provides alters and notifications about that threat, or noncompliance. Report attached.  **Extra Details**  ESDC-AICoE. In this team the project is EVA Portal. Inside the project all the code is stored in the repos. The pipeline pushes the code and if there is any issues, it generates repose with failed.   * **Section 1.1.1 🡪 See File for details. (**AICoE EVA System Development Life cycle & Security Engineering)   The EVA code is stored  [Azure DevOps](https://dev.azure.com/ESDC-AICoE) GitHub repose. Everything is stored in the ESDC-AICoE Team Repository | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * AICoE EVA System Development Life cycle & Security Engineering   + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#186) SI-7(14) -> Software, Firmware, and Information Integrity | Binary or Machine Executable Code | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 28, 2025]   Statement describing evidence:**   * **Section 1.1.1 🡪 See File for details. (**AICoE EVA System Development Life cycle & Security Engineering)   The EVA code is stored  [Azure DevOps](https://dev.azure.com/ESDC-AICoE) GitHub repose. Everything is stored in the ESDC-AICoE Team Repository  **There are two types of code from EVA Chat branches.**   * 1. **evachat (Contains the application code)**   2. **evachat pipleline (Contains the integration code).**   **The source code is upgraded from Share Service Canada (SSC) for the CanChat application. It has been customized from SSC for accessibility service, security and privacy.**  **Internal scanning of code is done by the dev team. Microsoft Azure Defender does the scanning of element form the dev team** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * Cloud Questionnaire - Supplemental material (SA-ID1216) EVA Chat\_V1.0.docx   Note : The following documents are referenced in the questionnaire above :   * + EVA\_Chat\_waf\_request\_form\_V1.0   + Microsoft cloud security benchmark Compliance Report\_Dev\_Jan012025   + Microsoft cloud security benchmark Compliance Report\_Prod\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Dev\_Jan012025   + MicrosoftDefenderForCloudRegulatoryCompliance\_Prod\_Jan012025 * Cloud Connectivity Questionnaire (SA-ID1216) EVA Chat v1.0.docx   Note : The following documents are referenced in the questionnaire above :   * AICoE EVA System Development Life cycle & Security Engineering   + EVA Architecture\_V1.pdf   + EVA Chat SAQ (not signed yet - Nov 20 2024) * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#187) SI-10 -> Information Input Validation | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]]   Statement describing evidence:** Partial implementation (b/c the ST&E report is not available yet) ST&E report will verify the security of data-in-transit | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**   * ST&E report (not available yet) * Will be provided at the end of the evidence gathering phase   See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v1.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#188) SI-11 -> Error Handling | **Evidence description  Latest at the top  ------------------------------------------ Iteration #2 [Abdur Rafey Matin - Jan 31, 2025]   Statement describing evidence:**  **Assessor Questions?**  **Are there any error messages coming out of EVA Chat?**  Yes, there are several error messages displayed to tackle error handling:  Here are the few of the error messages EVA Chat application produces.  **Inside Code:**  **“Please contact admin for further assistance”**    “Model not selected. Please contact admin for further assistance”  “Oops! There was an error in the previous response. Please try again or contact admin”    Model Idx not found    “Invalid Format”    “Failed to update settings”    **Application Display:** | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #2**  RACI Assumptions - EVA Chat (SA-ID1216) v4.xlsx   * + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#189) SI-12 -> Information Handling and Retention | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 27, 2025]   Statement describing evidence:** The EVA Chat application does not directly produce any type of document outputs but can generate text that users can copy and paste into their own documents. The data is generated from Large language model, hence data retention policies does not apply for EVA Chat.  It's designed to converse with users, generate creative text based on prompts, answer questions, and more. However, it's important to note that the information it outputs is based on pre-existing data it was trained on. It doesn't form opinions, nor does it access or store any personal data unless it's shared within the conversation. The only information that can be send to EVA is up to Protected B. Also, it does not provide any print option in the application. This has been approved in SAQ. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * EVA Chat SAQ (not signed yet - Nov 20 2024).pdf * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |
| (#190) SI-16 -> Memory Protection | **Evidence description  Latest at the top  ------------------------------------------ Iteration #1 [Abdur Rafey Matin - Jan 16, 2025]   Statement describing evidence:** This is at Microsoft OS level. Azure PaaS, peer to hub. It is inherited. | **Name of other file(s) containing evidence  Latest at the top  ------------------------------------------ Iteration #1**  See file(s):   * RACI Assumptions - EVA Chat (SA-ID1216) v3.xlsx   + The assumptions included in this RACI file have not been confirmed by the management team. |