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# Introducción

El objetivo de la práctica es que el alumno entienda la arquitectura de una infraestructura de comunicaciones VoIP y sea capaz de construir los elementos básicos de una infraestructura VoIP. Para ello se plantean los siguientes sub-objetivos:

1. Conocer los elementos básicos de una arquitectura VoIP.

2. Entender las diferencias entre protocolos de señalización (SIP) y de transporte de medios (RTP), así como entender y manejar los elementos básicos de SDP.

3. Desplegar una infraestructura VoIP usando como base el servidor Yate (yate.null.ro) y softphones (Yate y Zoiper).

4. Entender el funcionamiento interno del protocolo SIP y como se establecen y liberan comunicaciones multimedia entre agentes de usuario remotos.

5. Entender conceptos básicos de rutado de llamadas en una centralita de VoIP (PBX). 6. Ser capaz de configurar un softphone SIP y los elementos de una infraestructura VoIP.

# Realización de la práctica

1. Cada pareja procederá a configurar el servidor Yate en su ordenador de trabajo. Para ejecutar este software deberá seguir la documentación disponible en el *site* de Yate (yate.ro). A la hora de ejecutar el servidor y el cliente Yate se recomienda hacer uso de los scripts **run y run-qt4** que proporciona Yate y ejecutar por terminal para poder ver la salida de error. Esta salida nos mostrará información con descripciones de errores de configuración. Para realizar la configuración debemos modificar una serie de ficheros que encontraremos en la carpeta conf.d de Yate.

|  |
| --- |
| Debido a que el material que nos proporcionan los profesores de Yate ya esta compilado y listo para ejecutar de run y run-qt4. El comando run sirve para ejecutar el servidor de Yate, donde tenemos varias opciones de iniciar, se puede iniciar el servidor de la siguiente manera:  - Ejecutarlo en modo debug con el siguiente flag : ./run -vvvvvv  - Ejecutarlo en modo demonio con el siguente flag: ./run -d  Para ver todas las acciones que realiza el servidor lo vamos a ejecutar en modo debug par ver todas las acciones que realizamos y los mensajes que recibimos del cliente.    Después de iniciar el servidor, tenemos que iniciar el cliente, donde nos moveremos al directorio de clients y ejecutaremos el comando: ./run-qt4    Al ejecutar este comando nos saldrá esta interfaz de usuario, en la cual tenemos que configurar un usuario para poder utilizar el servicio que nos proporcionara Yate. Los usuarios que van a tener acceso a este cliente están registrados en el archivo regfile.conf que esta en el directorio conf.d , que está ubicado en la carpeta raíz de Yate.  En el archivo ya están preconfigurados dos usuarios, pero nosotros podremos añadir los usuarios que queramos con un id y una contraseña. Ahora vamos a configurar el Yate Client con algunos de estos usuarios, a continuación mostraremos los pasos que vamos a seguir para este proceso:  - En la ventana principal, seleccionamos la pestaña de Settings y a continuación pincharemos en la opción Accounts del menú desplegable que nos aparece por pinchar en la pestaña de Settings.    - Después, pincharemos en la opción de New para introducir el usuario que queremos conectar al servidor de Yate. Al pinchar en New nos saldra otra ventana donde tenemos que introducir el usuario y contraseña con el cual queremos conectarnos al servidor y la dirección IP del servidor de Yate.    Cuando damos al botón de OK, manda al servidor unas peticiones SIP que vamos a ver a continuación.    En la imagen superior podemos ver los mensajes que intercambia el cliente con el servidor. Estos mensajes son a través del protocolo SIP, donde el cliente en primera instancia hace un REGISTER en el servidor y el servidor en última instancia da el OK a que se registre ese usuario en el servidor con un código 200. Después de toda esta configuración ya podríamos usar Yate para llamar a otro usuario que este registrado en el servidor que nos hemos conectado de Yate. |

1. (1 punto) A continuación se procederá a configurar dos usuarios (uno para cada miembro de la pareja) en el servidor Yate. Note que Yate permite diferentes modos de configurar usuarios (base de datos, LDAP, fichero local o cualquier otro método que podamos implementar). En este caso esta configuración se realizará usando un fichero de texto.

Asociado a esta configuración, la pareja procederá a configurar el *softphone* Yate client contra el servidor local usando la información de autenticación que acaba de configurar en Yate. Como el servidor y el cliente están en la misma máquina la dirección de servidor que usaremos será 127.0.0.1:5060. Puede comprobar que la configuración es correcta llamando desde el *softphone* a uno de los teléfonos de prueba configurados en Yate, p.ej. El 99991001[[1]](#footnote-2).

Al llamar a ese número de teléfono se debe establecer la llamada automáticamente y se deberá oír un tono de marcado. El fichero de configuración utilizado debe ser adjuntado a la hora de entregar la práctica[[2]](#footnote-3).

|  |
| --- |
| Para ver si hemos hecho la configuración bien, desde Yate Client vamos a hacer una serie de llamadas a los teléfonos de pruebas que están definidos en el archivo regexroute.conf que está en el directorio llamado conf.d, donde le tenemos que quitar la terminación de .sample y reiniciar el servidor para que el servidor coja la funcionalidad de esos teléfonos de prueba.  - El primer paso es introducir en el cliente el número de teléfono que es el 9999 +{1001, 1002, 1003, 1004, 1005, 1006, 1007, 1008}, donde cada uno de estos tiene un tono definido. Por último, pincharemos en el botón de CALL.    - A continuación mostraremos como se comparta el servidor cuando hacemos algunas de estas llamadas.    Podemos observar todos los mensajes SIP para aceptar la llamada en el servidor, la comunicación entre cliente y servidor cuando esta en curso la llamada están empaquetados con el protocolo RTP. A continuación, mostraremos un diagrama de secuencia con los mensajes que se han enviado el cliente y servidor en esta llamada de VoIP al teléfono de prueba.    Ahora realizaremos la prueba llamando al usuario 001, es decir, llamarnos a nosotros mismos para sacar el diagrama de secuencia de esa llamada y como realiza el intercambio de paquetes para esta llamada.    A continuación, mostramos el diagrama de secuencia de la llamada que hemos realizado al usuario 001. |

1. (1 punto) Instalar y configurar el softphone Zoiper en un teléfono móvil o en un PC para conectarse con el servidor Yate desplegado. Debe configurar la cuenta indicando que el usuario a usar es [usuario@ip\_servidor\_yate](mailto:usuario@ip_servidor_yate):5060. La IP del servidor debe obtenerla en el equipo del servidor ejecutando el comando ifconfig (si usamos Linux) o ipconfig /all (si usamos Windows). La IP será la de la interfaz WiFi o Ethernet dependiendo de si el equipo está conectado por WiFi o por cable.

Para la configuración de Zoiper indicaremos que no usamos ningún proxy. Zoiper hace una serie de pruebas para comprobar si se soportan determinados protocolos. Para cada prueba se muestra en rojo, amarillo o verde el resultado. Si la comunicación se puede establecer de manera correcta se mostrará en color verde la opción SIP sobre UDP que es la que usaremos por defecto en esta práctica.

Se debe documentar el proceso con un pequeño texto y alguna captura de pantalla.

|  |
| --- |
| Para configurar el softphone Zoiper, primero tenemos que descargar e instalarlo para poder acceder a su funcionalidad. Después de la instalación, debemos configurar la cuenta para poder conectarnos con el servidor. Tenemos que indicar que nuestro servidor se esta ejecutando en un maquina virtual creada para dar más realidad a esta práctica, esta maquina se esta corriendo con un Ubuntu 18.04.  - Primero, tenemos que introducir nuestro usuario y la contraseña de ese usuario.    - Segundo, introduciremos la dirección del servidor Yate y el puerto que tiene ese puerto.    - Tercero, Zoiper nos da las posibles configuraciones que se puede utilizar para la comunicación , pero la comunicación que mejor rendimiento tiene según Zoiper es SIP UDP, por lo tanto es la elegida para hacer la comunicación entre los clientes y el servidor.    Por último, después de configurar Zoiper ya esta listo para poder llamar a cualquier usuario que este dentro del servidor que se esta ejecutando en la dirección IP. |

1. (4 puntos) Una vez configurado inicialmente el servidor y los softphones, vamos a proceder a hacer un análisis básico del funcionamiento real del protocolo SIP usando Wireshark. Para ello dispondremos de un ordenador que ejecutará el servidor Yate y un softphone Yate client ( al que llamaremos A a partir de ahora) configurado con uno de los usuarios creados. Por otro lado dispondremos de un móvil u ordenador con el softphone Zoiper (al que llamaremos B a partir de ahora) configurado con el otro usuario. A continuación se realizarán una serie de experimentos, **para cada uno de ellos deberá realizar una captura de Wireshark.** A la hora de capturar tenga en cuenta que hay una parte del tráfico que circula en local (Yate client ↔ Yate) y otra que circula a través de la interfaz WiFi o Ethernet (Zoiper ↔ Yate). Por este motivo a la hora de capturar el tráfico en el PC **debemos capturar a la vez de la interfaz de localhost y de la interfaz WiFi o Ethernet a la vez para ver todo el tráfico. Wireshark permite capturar de más de una interfaz a la vez y no es necesario arrancar dos instancias de Wireshark.** Los experimentos a realizar son:
   1. Registrar los softphones con el servidor (para ello, ciérrelos previamente y capture el proceso de registro que se lleva a cabo cuando los iniciamos).
   2. Llamar desde el softphone B al A. El usuario A deberá aceptar la llamada y verificar que se ha establecido la llamada de voz. Pasados unos segundos el usuario A podrá colgar la llamada.
   3. Igual que en el caso anterior, el usuario B llamará al A, pero en este caso, el usuario A rechazará la llamada.
   4. Apagamos el softphone A y volvemos a intentar la llamada desde B.

Para cada uno de estos casos se analizará la captura de Wireshark y se realizarán las siguientes tareas:

Para cada uno de estos experimentos se analizará la captura de Wireshark y se realizarán las siguientes tareas:

* + 1. Dibujar un diagrama de secuencia en el que figuren el UA del usuario A, el UA del usuario B y el proxy SIP, y todo el intercambio de mensajes SIP que ha habido entre cada componente.

|  |
| --- |
| Para ello tenemos que registrar los dos clientes al servidor, con el cliente Yate ya lo tenemos configurado y toda la comunicación la hace por local, debido a que el servidor y el cliente A están en el mismo ordenador. La comunicación que hace entre ellos es la siguiente:    Podemos observar que toda la comunicación SIP lo hace con localhost porque solo hay comunicación con la IP: 192.168.1.104 que es la del ordenador del servidor.  A continuación, mostraremos como configurar el cliente Zoiper en el móvil (iPhone 6) para poder conectarnos al servidor Yate.  - Primero, nos descargamos la aplicación del App Store y cuando este descargada e instalada, abrimos la aplicación y nos vamos a la sección de Ajustes:    - Segundo, pulsamos en cuenta y nos aparecerá esta pantalla, donde le daremos al más y seleccionaremos la opción de Configuración manual.    - Tercero, después de de pulsar a Configuración manual nos saldrá la siguiente pantalla. Donde rellenaremos los siguientes datos con el usuario, contraseña y el servidor en donde se esta ejecutando el Yate.    - Por último, nos aparece este mensaje para ver que estamos registrados en el servidor.    A continuación, mostraremos el flujo de información que tiene el servidor con el cliente. Ahí vemos que la información va por la red Wifi esta comunicación. |
| Ahora vamos a ver los diagramas de las llamadas que se hacen y las acciones de los dos clientes durante la llamada:  - Cliente A:    Aquí podemos ver toda la comunicación que hace el cliente A con el servidor a la hora de conectarse la llamada con el cliente B, donde el cliente B nos llama y el cliente A coge la llamada. Por último, podemos observar como envia un mensaje de BYE para cortar la comunicación de la llamada.  - Cliente B:    Aquí podemos observar como es la comunicación de la llamada entre el Cliente B y el Cliente A, donde podemos observar como el Cliente B envía paquetes RTP al Cliente A donde esta contenida la pulsos de voz. Podemos observar como el Cliente A cuelga la llamada. |
| Ahora vamos a observar el siguiente caso que el Cliente A cuelga una llamada al Cliente B sin empezar a conversar.  -Cliente B:    - Cliente A:    Como podemos observar en los diagramas cuando un cliente cuelga a otro manda un mensaje SIP de Busy Here, diciéndole que esta ocupada y no puede coger la llamada. |
| Ahora vamos a probar el caso de que no este conectado el Cliente A, por lo tanto cerramos el Cliente A y empezamos a capturar tráfico, y a continuación, llamaremos con el Cliente B al Cliente A para ver que mensajes SIP envía entre ellos.    Como podemos observar enviamos un mensaje Not Found, debido a que el servidor no encuentra ningún usuario que este conectado con esa id, por lo tanto no se puede establecer como queremos la llamada. |

4.4.B) Recuperar el contenido del mensaje SDP (embebido en algunos mensajes SIP) que se intercambia cada UA y de ahí inferir los tipos de datos/códecs multimedia que cada UA ofrece, y determinar el tipo de códec y tasa binaria finalmente usados para los datos de audio intercambiados. Para esta última parte será necesario analizar el tráfico RTP asociado (si lo hubiera).

|  |
| --- |
| Para coger el contenido del mensaje SDP tenemos que hacer una llamada entre el Cliente A y Cliente B, debido a que estos mensajes se envían con el método INVITE de SIP de la solicitud. Por lo tanto, lo que hemos hecho es que el Wireshark capture de las dos trazas a las que están conectados los dos clientes y filtrar por los paquetes SDP, como podemos ver en la imagen siguiente.    Nos ofrecen varios tipos de codecs para el envio del audio y son los siguientes: |
| El tipo de codec que se esta utilizando es el G.711, debido a que se puede ver en la herramienta de Telephony que tiene Wireshark, donde nos muestran los diagramas que hace una llamada de VoIP.  El codec G.711 envía a una tasa binaria de 87,2 Kbps. Con un tamaño de paquetización de 20 ms, enviando 50 paquetes por segundo y un tamaño de paquetización de 160 bytes. |

4.4.C) Determinar direcciones IP y puertos de origen y de destino de los flujos RTP intercambiados, si los hubiera.

|  |
| --- |
| Esta información es obtenida con la traza que sacamos de una llamada de Wireshark, y tendríamos que mirar en la cabecera del mensaje donde podremos obtener las direcciones IP y puertos.  Las IP’s que son origen y destino en todos los mensajes RTP que se envían entre los dos clientes son: 192.168.1.104 y 192.168.1.49, estas IP’s corresponde a las dos direcciones IP’s que tienen los clientes.  Los puertos origen y destino más utilizados son los siguientes: 55560, 21112, 32434 y 28234. |
| Utiliza el protocolo iLBC que es el codec Internet Low Bitrate Codec que envía a una tasa binaria de 13,33 o 15,2 Kbps dependiendo el tamaño de paquetización y el tiempo de paquetización. |

Para el caso de una llamada establecida correctamente (4.2) se realizarán además las siguientes tareas:

4.4.D) Haciendo uso de Wireshark reconstruir una llamada establecida y escuchar el audio transportado a partir del tráfico capturado. Indicar los pasos necesarios para escuchar el audio. Wireshark solo es capaz de reproducir llamadas que hagan uso de códecs libres. Si su llamada usa un códec que necesite licencia no podrá escuchar nada. Típicamente las llamadas se establecerán con el códec G.711 que es libre y puede ser reproducido por Wireshark.

|  |
| --- |
| Los pasos necesarios para reconstruir una llamada que hemos capturado por Wireshark hay que seguir los siguientes pasos:  - Primero tenemos que parar la captura e irnos a la pestaña de que pone Telephony.    - Después, nos saldrá un despegable donde tendremos que pinchar sobre la opción VoIP Calls, donde al clickear en esta opción nos saldrá esta ventana que nos saldrá todas las llamadas que hemos tenido y para poder reconstruirlas solo tendremos que pinchar sobre ellas y dar al botón de Play Stream.    - Y por último, cuando pinchamos nos saldrá otra pantalla donde solo tenemos que pulsar el botón de play para reproducir la llamada. |

4.4.E) Haciendo uso de las herramientas de Wireshark, consiga una estimación del jitter y la tasa de pérdida de paquetes para una llamada establecida correctamente. Para ello se recomienda usar las opciones contenidas en el apartado “Telephony” de Wireshark. ¿En qué se diferencia la estimación del jitter de la que se realizaba en la práctica anterior?

|  |
| --- |
| - Primer paso es capturar el tráfico de la llamada y en la parte superior tendremos que dar a Statistic y después seleccionar la opción de Capture File Properties, o también, hacer la combinación de letras Control+Alt+Mayuscula+C.    - Después de pinchar en esta opción o abrir la pestaña por el atajo de teclas, nos saldrá esta pantalla con todo lo referente a las medidas de calidad que hace Wireshark. |
| La diferencia con la práctica 2 es que el jitter se calculaba a partir de conseguir a la tasa máxima a la que podemos enviar y luego ejecutar el clienteTren2 con una tasa que sea menor a que esa tasa máxima. Pero en está práctica encontramos el jitter sin ninguna prueba anterior, debido a que siempre enviamos a la misma tasa, es decir, la que marca el codec que estamos utilizando para la llamada. |

1. (2 puntos) A continuación vamos a analizar ciertas funciones de rutado de llamadas. El rutado de llamadas es una funcionalidad que realiza internamente el servidor SIP y que permite, por ejemplo, asociar una extensión corta a un usuario para que al llamarle sea suficiente con escribir la extensión corta en vez de toda la URI SIP. Para ello se realizarán las siguientes tareas:
   1. Se asociará a cada uno de los dos usuarios creados anteriormente una extensión corta (01 al primero y 02 al segundo). Para ello se podrá usar o bien la configuración de rutado usando expresiones regulares (regexroute.conf) o usar javascript (javascript.conf). Adjunte la expresión regular o el fichero javascript usado para rutar la llamada.

|  |
| --- |
| Para configurar rutas cortas hemos utilizado el cambiar el fichero regexroute.conf, donde le hemos añadido dos expresiones regulares para poder hacer la marcación corta con el usuario 1 y el usuario 2 registrados en el servidor Yate. Para realizar estos cambios tenemos que ir al directorio llamado conf.d/ y alli modificar el fichero regexroute.conf. Para ello le añadiremos las siguientes lineas:  - ^01$=return;called=001  - ^02$=return;called=002 |

* 1. Realice una llamada de prueba entre los dos usuarios mientras captura el tráfico con Wireshark. Analice la parte del tráfico que proviene del softphone Zoiper. Explique qué cambia en los paquetes SIP intercambiados con respecto al apartado 3

|  |
| --- |
| Como podemos observar cambia la dirección del INVITE, donde pone la abreviatura que hemos puesto y luego hace el INVITE con el usuario real, y cuando queremos el ACK lo hace a la abreviatura y el mensaje de BYE lo hace al usuario sin la abreviatura. |

## 

El protocolo SIP no permite únicamente establecer sesiones de audio y vídeo sino que permite también el envío de mensajes instantáneos. A continuación se configurará Yate para soportar esta funcionalidad. Debe investigar en la documentación y realizar los siguientes ejercicios:

1. (2 puntos) Configurar Yate para que permita el intercambio de mensajes usando SIP. Enviar un mensaje desde B a A y capturar el tráfico asociado. El softphone Yate no permite mostrar mensajes que se han recibido y no es necesario ver el texto en el programa para realizar los siguientes ejercicios. Si quiere visualizar los mensajes puede instalar otro softphone con soporte para texto como Jami (<https://jami.net/>). http://www.voip-info.org/wiki/view/Free+VoIP+Networks

|  |
| --- |
| No hay que hacer nada al servidor Yate, debido a que ya soporta mensajes de texto, por lo tanto no se realizaría ningún cambio. A continuación, mostraremos la traza que se realiza con el envío de mensajes de texto. |

* 1. Dibujar un diagrama de secuencia en el que figuren el UA del usuario A, el UA del usuario B y el proxy SIP, y todo el intercambio de mensajes SIP que ha habido entre cada componente.

|  |
| --- |
| Aquí podemos observar el intercambio de mensajes entre los dos clientes y el servidor, para el envío de los mensajes de textos entre en los clientes |

* 1. Recuperar el contenido del mensaje SIP que se intercambia cada UA y analizar sus contenidos ¿Qué diferencias se observan respecto al caso del establecimiento de una llamada de VoIP? ¿Observa alguna diferencia en el uso del protocolo SDP?

|  |
| --- |
| Las diferencias es que no se tiene que establecer una comunicación entre ellos y todos esos mensajes pasan por el servidor. No hace falta el uso de SDP. El mensaje que queremos enviar esta codificado en el cuerpo de la cabecera SIP que mandamos al servidor. |

# Conclusiones

Lo que hemos aprendido en esta práctica es saber como instalar y configurar un servidor Yate para poder realizar llamadas VoIP y envío de mensajes de dos clientes que utilicen este servidor. También hemos sabido configurar un softphone para que se conecte al servidor y así poder realizar llamadas entre los usuarios conectados al servidor. En el servidor también hemos podido configurar la marcación rápida para los distintos usuarios que hay en el servidor. Por último, hemos sabido manejar Wireshark para ver todo el tráfico en la red que hacen los clientes para realizar las llamadas VoIP. También hemos podido restaurar llamadas a través de un plugin de Wireshark y poder reproducirlas si están tenían un CODEC gratuito.

1. Para que esto funcione es necesario renombrar el fichero conf.d/regexroute.conf.sample a conf.d/regexroute.conf antes de arrancar el servidor Yate. [↑](#footnote-ref-2)
2. La ruta de los ficheros de configuración de Yate se encuentra en la carpeta yate/conf.d. Para que los ficheros sean válidos debe guardarse una copia del fichero sin la extensión .sample. [↑](#footnote-ref-3)