|  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
|  | Attacker Related | | | | Defender Artifacts | | Macro-level Internet Characteristics | | | | | User & Organization Characteristics |
| Attacks | Vulnerabilities | Exploits | Cybercrime Infrastructure | Alerts | Configurations | Applications | Network Traces | Topology | Benchmark | Adverse Events | Sub Categories |
| Address Space Allocation Data | IP hitlist | - | - | - | - | - | - | - | ping census | - | Internet outage | - |
| Application Layer Security Data | - | - | - | - | - | SSL Certificate | - | - | - | - | - | - |
| BGP Routing data | - | - | - | - | - | - | - | - | BGP routing | - | BGP route hijack | - |
| Blackhole Address Space Data | Code Red Dataset | - | - | - | Blackhole packet dump | - | - | UMICH-Departmental-Netflow-Trace | - | - | - | - |
| DNS data | GT Malware Passive DNS Data Daily Feed | - | - | - | - | - | - | - | DNS data | - | DNS backscatter | - |
| IDS and Firewall Data | - | - | - | - | Firewall logs | - | - | - | - | - | - | - |
| Infrastructure Data | - | - | - | - | - | - | - | - | Internet Atlas | - | - | - |
| Internet Topology Data | - | - | - | - | - | - | - | - | Border mapping dataset | Industry Evaluation IPv4 and IPv6 Topology | - | - |
| IP Packet Headers | attack-servpath-udp | - | - | - | - | - | - | CAIDA Internet Traces | - | Bottleneck\_traces | - | - |
| Performance and Quality Measurements | - | - | - | - | - | - | - | - | - | E2ENRM | - | - |
| Sinkhole Data | Conficker Botnet | - | - | - | - | - | - | - | - | - | - | - |
| Synthetically Generated Data | - | - | - | - | - | - | - | - | - | - | - | - |
| Traffic Flow Data | RADB DDoS | - | - | - | - | - | Web cookies | FRGPContinuousFlowData | - | - | - | - |
| Unsolicited Bulk Email | CSUSpamLogs | - | - | - | - | IPReputationList | - | - | - | - | - | - |

|  |
| --- |
|  |