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1.1 开源大数据框架简介 2

1. 互联网企业安全概述
2. 业务网防护系统建设

## WAF

## 抗D

## 服务器安全客户端

1. 业务网基础安全加固

## 资产管理

## 补丁管理

## 安全区域划分与隔离

1. 威胁情报落地
2. 业务风控系统建设
3. 态势感知系统建设
4. SIEM/SOC系统建设

## 数据收集

## 数据处理

## 数据存储

## 数据展现

1. SRC建设与运营
2. 办公网安全防护

## NIPS/NIDS

## 下一代防火墙

## 防毒墙

## VPN

## 双因素认证

1. 办公网安全加固

## 安全区域划分与隔离

## 补丁管理

## 资产管理

## 杀毒软件&EDR

## Window域管理

## 无线网加固

1. 办公网准入系统
2. 办公网数据防泄露

## 主机DLP

## 网络DLP

## 上网行为审计

## 邮件DLP

## 硬盘加密

## 移动存储加密

1. 办公网APT检测与防护
2. 办公网漏洞管理

## 终端漏洞管理

## 数据库漏洞管理

1. 办公网移动办公BYOD

## MDM

## MAM

1. 邮件安全建设

## 常见邮件系统介绍

## 邮件系统加固

## 垃圾邮件拦截

## 病毒邮件检测

## 邮箱账户撞库防护