**Darius Amos**

6.damos@gmail.com | (816) 729-0378 | Kansas City, MO, US | [linkedin.com/in/darius-amos](https://linkedin.com/in/darius-amos) | [github.com/6damos](https://github.com/6damos)

# SUMMARY

Detail-oriented cybersecurity professional with hands-on experience in network security, vulnerability assessment, and digital forensics, gained through a comprehensive Cybersecurity Specialist Program. Proficient in SQL, Linux, and various cybersecurity tools including Wireshark and PowerShell, complemented by strong customer service skills from previous roles. Demonstrated ability to troubleshoot complex systems and implement effective security measures to protect organizational assets.

# SKILLS

**Cybersecurity & Networking**:

DNS/DHCP, IPv4 Subnetting, Layer 2 and Layer 3 Switching, Network Security, Vulnerability Assessment, Risk Assessment, Network Troubleshooting, VPNs

**Tools & Software**:

Active Directory, CLI, Connect Wise, Linux, Hyper-V, Microsoft 365, Microsoft Azure, Oracle VirtualBox, Virtual Machines, Windows Server 2022, Wireshark

**Programing & Databases**:

Basic PowerShell Automation, Basic Python Skills, SQL

**Soft Skills**:

Troubleshooting, Communication, Team Collaboration, Customer Support

# EXPERIENCE

**Merchandise Manager** | Dollar Tree Jul 2025 - Present

* Ensure product availability by managing incoming freight and directing a team of stockers.
* Maintain a visually appealing store through product placement, setting up displays, and participating in seasonal change overs.
* Work alongside the store manager to ensure efficient operations and workflow.

|  |  |  |
| --- | --- | --- |
| **Assistant Manager** | Dollar Tree Jul 2024 – Jul 2025   * Supervised daily retail operations, ensuring adherence to company policies and procedures. * Managed POS systems and cash handling with attention to accuracy and security. * Facilitated team communication and conflict resolution in a fast-paced work environment.  |  |  | | --- | --- | | **Financial Coordinator** | Strategic Family Solutions, LLC | Aug 2022 -Present |  * Automate data tracking to improve office efficiency and reduce manual errors. * Process payroll for 17+ employees, utilizing financial systems and secure reporting protocols. * Ensure HIPAA and data privacy compliance when managing sensitive employee and client records. * Prepare balance sheets, cash reports and income statements. * Generate monthly reports in compliance with regulatory and organizational standards.   **CAP 2 Associate** | Walmart Jan 2019 - Aug 2022 |

* Consistently volunteered for up to 20 hours a week overtime to finish tasks the team could/did not complete without being prompted.
* Effort eased the workload and strain on the following shift's workers and overall, made the process move both more smoothly and efficiently.
* Improved cross-shift collaboration by resolving conflict through open communication and compromise.
* Volunteered to assist with tasks, demonstrating willingness to learn, increase skill levels, and take on more responsibility.
* Utilized inventory management software to track merchandise and resolve discrepancies.
* Coordinated efficient organization, palletizing, and transportation of completed packages.

# PROJECTS

[**Creating-an-algorithm-for-file-updates-in-python**](https://github.com/6damos/Cybersecurity_Creating-an-algorithm-for-file-updates-in-python)
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* Developed a Python-based solution to update an allow list of IP Addresses.
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[**Incident-Report-Analysis**](https://github.com/6damos/Cybersecurity_Incident-Report-Analysis)

* Analyzed a simulated security incident and applied the NIST Cybersecurity Framework to assess risk, contain the issue, and implement preventive measures.

# EDUCATION

**CompTIA Security+ Certification** | CompTIA Oct 2025
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**Cybersecurity Specialist Program** | Centriq Nov 2024 - May 2025

Intensive lab and project-focused training program with emphasis on Windows configuration, networking, service desk support, cloud services, network security and business communication skills.
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**Google Cybersecurity Certificate** | Cousera Jun 2023 - Aug 2023