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**一、前言**

软件风险是指软件开发过程中及软件产品本身可能造成的伤害或损失。风险关注未来的事情，这意味着，风险涉及选择及选择本身包含的不确定性，在软件开发过程及软件产品都要面临各种决策的选择。风险是介于确定性和不确定性之间的状态，是处于无知和完整知识之间的状态。另一方面，风险将涉及思想、观念、行为、地点等因素的改变。在我们能够标识出软件项目中的真正风险之前，识别出所有对管理者和开发者而言均为明显得风险是很重要的。

本计划主要针对项目开发涉及到的风险，包括在项目开发周期过程中可能出现的风险以及项目实施过程中外部环境的变化可能引起的风险等进行评估。在文中对所提到的风险都一一做了分析，并提出了相应的风险回避措施。由于风险是在项目开始之后才开始对项目的开发起负面的影响，所以风险分析的不足，或是风险回避措施不得力，都很有可能造成项目开发的失败。风险分析是在事前的一种估计，凭借一定的技术手段和丰富的经验，基本能够对项目的风险做出比较准确的估计，经过慎重的考虑提出可行的风险回避措施，是避免损失的重要环节。

# 二、风险条目表

## 2.1产品规模风险

1. 需求分析确定的系统功能可能存在误差

2. 产品的日常用户大概为 5000 人

## 2.2需求风险

1. 对整体用户数量缺少确定的把握

2. 与其他部门沟通不协调

3. 分析员对业务了解不全面

4. 需求不断变化，由于不确定的需求导致新的问题

## 2.3相关性风险

1. 财物资源有限

2. 项目经理管理经验不足

3. 不可抗力造成的危害

4. 高层管理人员对项目的时间要求不合理

## 2.4管理风险

1. 项目范围定义不清楚

2. 进度拖延

3. 沟通不善

## 2.5技术风险

1. 人员缺乏系统培训

2. 数据加密技术不够安全

3. 增加特殊功能时不能及时交付

4. 防止黑客攻击技术不够

5. 设计错误编码导致程序实现困难

## 2.6 开发环境风险

1. 所使用开发软件的质量问题

2. 设计工具不合用

3. 数据库各子模块对接困难

4. 设备不能按时到位

5. 系统崩溃

## 2.7人员数目以及经验风险

1. 人力资源有限

2. 开发人员经验不足

3. 开发人员不及时到位

**三、风险定性分析**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **类别** | **潜在风险事件** | **风险发生概率的定性等级** | **风险后果影响的定性等级** | **综合风险指数** |
| 产品规模风险 | 需求分析确定的系统功能可能存在误差 | 中 | 严重 | 2 |
| 产品的日常用户大概为 5000 人 | 高 | 中度 | 2 |
| 需求风险 | 对整体用户数量缺少确定的把握 | 高 | 中度 | 2 |
| 与其他部门沟通不协调 | 高 | 中度 | 3 |
| 分析员对业务了解不全面 | 中 | 中度 | 3 |
| 需求不断变化，由于不确定的需求导致新的问题 | 中 | 严重 | 2 |
| 相关性风险 | 财物资源有限 | 中 | 灾难性 | 1 |
| 项目经理管理经验不足 | 高 | 严重 | 3 |
| 不可抗力造成的危害 | 低 | 灾难性 | 1 |
| 高层管理人员对项目的时间要求不合理 | 高 | 严重 | 2 |
| 管理风险 | 项目范围定义不清楚 | 高 | 严重 | 2 |
| 进度拖延 | 高 | 严重 | 1 |
| 沟通不善 | 中 | 中度 | 3 |
| 技术风险 | 人员缺乏系统培训 | 高 | 轻度 | 3 |
| 数据加密技术不够安全 | 高 | 严重 | 2 |
| 增加特殊功能时不能及时交付 | 中 | 中度 | 2 |
| 防止黑客攻击技术不够 | 高 | 严重 | 1 |
| 设计错误编码导致程序实现困难 | 中 | 严重 | 2 |
| 开发环境风险 | 所使用开发软件的质量问题 | 低 | 严重 | 2 |
| 设计工具不合用 | 中 | 中度 | 1 |
| 数据库各子模块对接困难 | 中 | 严重 | 2 |
| 设备不能按时到位 | 低 | 严重 | 2 |
| 系统崩溃 | 中 | 灾难性 | 1 |
| 人员数目以及经验风险 | 人力资源有限 | 中 | 轻度 | 3 |
| 开发人员经验不足 | 高 | 严重 | 2 |
| 开发人员不及时到位 | 低 | 轻度 | 3 |

# 四、风险应对措施

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **类别** | **潜在风险事件** | **风险发生后果** | **风险应对措施** | |
| **应急措施** | **预防措施** |
| 产品规模风险 | 需求分析确定的系统功能可能存在误差 | 工期延误 | 加班加点 | 及时沟通，多次确定 |
| 产品的日常用户大概为 5000 人 | 系统不稳定 | 追加服务器系统 | 用大型服务器 |
| 需求风险 | 对整体用户数量缺少确定的把握 | 系统不稳定 | 修改系统 | 用大型服务器 |
| 与其他部门沟通不协调 | 软件不满足需求 | 立即沟通 | 制定沟通计划 |
| 分析员对业务了解不全面 | 软件不满足需求 | 根据项目经理要求修该 | 用户确认需求 |
| 需求不断变化，由于不确定的需求导致新的问题 | 工期延误 | 共同讨论，及时开会 | 建立变更程序 |
| 相关性风险 | 财物资源有限 | 工期延误 | 降低成本 | 成本追踪控制 |
| 项目经理管理经验不足 | 工期延误 | 更换人员 | 提前培训 |
| 不可抗力造成的危害 | 工期延误 | 保存备份 | 客户商榷 |
| 高层管理人员对项目的时间要求不合理 | 工期延误 | 更换人员 | 提前培训 |
| 管理风险 | 项目范围定义不清楚 | 软件不满足需求 | 及时沟通 | 审核计划 |
| 进度拖延 | 工期延误 | 加班加点 | 确立高效计划 |
| 沟通不善 | 软件不满足需求 | 及时沟通 | 制定沟通计划 |
| 技术风险 | 人员缺乏系统培训 | 工期延误 | 更换人员 | 提前培训 |
| 数据加密技术不够安全 | 系统不稳定 | 更改数据加密协议 | 与用户协商确定 |
| 增加特殊功能时不能及时交付 | 工期延误 | 加班加点 | 建立变更程序 |
| 防止黑客攻击技术不够 | 系统不稳定 | 更改数据加密协议 | 与用户协商确定 |
| 设计错误编码导致程序实现困难 | 工期延误 | 加班加点，及时沟通 | 制定完整审核方案 |
| 开发环境风险 | 所使用开发软件的质量问题 | 工期延误 | 及时更换 | 使用前调试 |
| 设计工具不合用 | 工期延误 | 及时更换 | 使用前调试 |
| 数据库各子模块对接困难 | 工期延误 | 重新设计模块对接 | 确立系统设计审核 |
| 设备不能按时到位 | 工期延误 | 使用备用设备 | 提前采购设备 |
| 系统崩溃 | 工期延误 | 更换设备，使用备份 | 提前检测设备可用性 |
| 人员数目以及经验风险 | 人力资源有限 | 工期延误 | 增加人员 | 提前计划人源管理 |
| 开发人员经验不足 | 工期延误 | 更换人员 | 提前培训 |
| 开发人员不及时到位 | 工期延误 | 增加人员 | 提前发布计划 |