|  |  |  |  |
| --- | --- | --- | --- |
|  | Annexes | | |
| Nom | | Description |
| [PingCastle](https://pingcastle.com/PingCastleFiles/ad_hc_rules_list.html) | | * Liste des risques évalués par PingCastle * Relation entre les risques PingCastle et le référentiel Mitre Att&ck * Relation entre les risques PingCastle et le référentiel ANSSI |
| [Mitre Att&ck](https://attack.mitre.org/) | | * Liste des techniques qui peuvent compromettre un système d’information * Liste des aboutissements de l’utilisation d’une technique * Liste des solutions pour contrer l’exploitation de vulnérabilités |
| [ANSSI](https://www.cert.ssi.gouv.fr/uploads/ad_checklist.html) | | * Liste des risques présents sur un Active Directory |

|  |  |  |  |
| --- | --- | --- | --- |
|  | Politique de confidentialité | | |
| Une image contenant Graphique, graphisme, cercle, Caractère coloré  Description générée automatiquement | | Collecte et utilisation des informations |

* Les informations collectées dans le cadre d'un audit Active Directory sont strictement utilisées à des fins d'évaluation de la sécurité et de la santé de l'environnement Active Directory de l'entreprise.
* Les informations collectées peuvent inclure des données telles que les noms d'utilisateur, les groupes d'utilisateurs, les autorisations d'accès, les journaux d'activité et les configurations de sécurité.

|  |  |
| --- | --- |
| Une image contenant Graphique, graphisme, conception, créativité  Description générée automatiquement | Accès aux informations |

* Seuls les membres autorisés de l'équipe de sécurité informatique de l'entreprise ont accès aux rapports d'audit Active Directory.
* L'accès aux informations est strictement limité aux besoins opérationnels et ne doit pas être utilisé à d'autres fins sans autorisation préalable.

|  |  |
| --- | --- |
| Une image contenant Graphique, cercle, créativité  Description générée automatiquement | Confidentialité des informations |

* Toutes les informations collectées dans le cadre d'un audit Active Directory sont considérées comme confidentielles et doivent être traitées avec le plus grand soin.
* Les informations ne doivent pas être divulguées à des tiers non autorisés, sauf si cela est nécessaire pour remédier à des problèmes de sécurité identifiés ou pour se conformer à des exigences légales.

|  |  |
| --- | --- |
| Une image contenant Graphique, graphisme, symbole, Police  Description générée automatiquement | Conservation des informations |

* Les informations collectées dans le cadre d'un audit Active Directory sont conservées pendant une période déterminée, conformément aux politiques de conservation des données de l'entreprise.
* Une fois la période de conservation écoulée, les informations doivent être sécurisées de manière appropriée ou détruites de manière sécurisée pour éviter tout accès non autorisé.

|  |  |
| --- | --- |
| Une image contenant Graphique, cercle, graphisme, logo  Description générée automatiquement | Sécurité des informations |

* Toutes les mesures nécessaires doivent être prises pour protéger les informations collectées dans le cadre d'un audit Active Directory contre tout accès, utilisation ou divulgation non autorisé.
* Les rapports d'audit Active Directory doivent être stockés de manière sécurisée, avec un accès restreint aux seuls membres autorisés de l'équipe de sécurité informatique.