法治护航数字经济健康发展（新论）
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随着新一代信息技术蓬勃发展，数据已成为与土地、技术、劳动力、资本等并列的生产要素，数据安全也成为事关国家安全与经济社会发展的重要考量。今年6月10日，全国人大常委会通过《中华人民共和国数据安全法》，自2021年9月1日起施行。这部数据领域的基础性法律，将进一步筑牢国家安全基石，为我国数字经济发展保驾护航。

习近平总书记指出：“安全是发展的前提，发展是安全的保障，安全和发展要同步推进。”数据安全法贯彻落实总体国家安全观，聚焦数据安全领域的风险隐患，确立了数据分类分级管理、数据安全审查、数据安全风险评估、监测预警和应急处置等基本制度。推动制度落实，有效应对数据安全的风险与挑战，才能更好维护国家主权、安全和发展利益。

从助力新冠肺炎疫情防控，到在地震预警、应急管理、防灾减灾等领域发挥作用，再到在线教育、远程医疗等应用，数字技术赋能美好生活的作用日益明显。但是，数据的不当收集和使用也产生了一些安全隐患。利用大数据“杀熟”、违规过度收集个人数据信息等数据泄露和被滥用的行为，侵犯了消费者的合法权益。针对类似问题，数据安全法建立健全数据安全管理制度，通过严格规范数据处理活动切实加强数据安全保护，提高了数据乱用、滥用等行为的违法成本，更好守护广大人民群众在数字化发展中的获得感、幸福感、安全感。

确保数据安全是推动数字产业健康发展的题中之义。大数据时代，数据生成贯穿于经济活动的方方面面。只有打破部门、行业间的数据孤岛，促进数据开放和安全有序流动，才能更好发挥数据的价值、激活经济发展的新动能。但开放数据并不意味着任意使用，需要建立在明晰数据交易边界和使用流程的基础上。数据安全法明确提出：“国家建立健全数据交易管理制度，规范数据交易行为，培育数据交易市场。”让数据在法治轨道上流动，能够为数字经济发展创造良好条件，进一步提升数据助力科技创新的能力和水平。

保障数据安全、激活海量数据要素潜能，有待凝聚多方合力。近年来，数据应用呈现“井喷”之势。从明确企业、个人和相关部门等主体的数据安全保护义务，到将行业组织和科研机构纳入数据安全保障体系，再到确立投诉、举报途径，发动群众参与监督，数据安全法确立了对数据安全进行全生命周期管理的理念，助力打造多主体协同共治的格局。健全的数据治理体系有利于数据要素市场化配置，将在推动数字经济高质量发展中发挥重要作用。

“十四五”规划和2035年远景目标纲要指出，“迎接数字时代，激活数据要素潜能”“加快建设数字经济、数字社会、数字政府”。相信随着数据安全法的落地实施，数字化建设将更好地服务于我国经济社会发展和人民生活改善，并为全球数据安全治理贡献中国智慧与中国方案。
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