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## Introduction

In accordance with Rekall policies, CyberG1 conducts external and internal penetration tests of its networks and systems throughout the year. The purpose of this engagement was to assess the networks’ and systems’ security and identify potential security flaws by utilizing industry-accepted testing methodology and best practices.

For the testing, CyberG1 focused on the following:

* Attempting to determine what system-level vulnerabilities could be discovered and exploited with no prior knowledge of the environment or notification to administrators.
* Attempting to exploit vulnerabilities found and access confidential information that may be stored on systems.
* Documenting and reporting on all findings.

All tests took into consideration the actual business processes implemented by the systems and their potential threats; therefore, the results of this assessment reflect a realistic picture of the actual exposure levels to online hackers. This document contains the results of that assessment.

### Assessment Objective

The primary goal of this assessment was to provide an analysis of security flaws present in Rekall’s web applications, networks, and systems. This assessment was conducted to identify exploitable vulnerabilities and provide actionable recommendations on how to remediate the vulnerabilities to provide a greater level of security for the environment.

CyberG1 used our proven vulnerability testing methodology to assess all relevant web applications, networks, and systems in scope.

Rekall has outlined the following objectives:

Table 1: Defined Objectives

|  |
| --- |
| **Objective** |
| Find and exfiltrate any sensitive information within the domain. |
| Escalate privileges. |
| Compromise several machines. |

## Penetration Testing Methodology

### Reconnaissance

### 

CyberG1 begins assessments by checking for any passive (open source) data that may assist the assessors with their tasks. If internal, CyberG1 will perform active recon using tools such as Nmap and Bloodhound.

### Identification of Vulnerabilities and Services

CyberG1 uses custom, private, and public tools such as Metasploit, hashcat, and Nmap to gain perspective of the network security from a hacker’s point of view. These methods provide Rekall with an understanding of the risks that threaten its information, and also the strengths and weaknesses of the current controls protecting those systems. The results were achieved by mapping the network architecture, identifying hosts and services, enumerating network and system-level vulnerabilities, attempting to discover unexpected hosts within the environment, and eliminating false positives that might have arisen from scanning.

### Vulnerability Exploitation

Our normal process is to both manually test each identified vulnerability and use automated tools to exploit these issues. Exploitation of a vulnerability is defined as any action CyberG1 performs that gives us unauthorized access to the system or the sensitive data.

### Reporting

Once exploitation is completed and the assessors have completed their objectives, or have done everything possible within the allotted time, CyberG1 writes the report, which is the final deliverable to the customer.

## Scope

Prior to any assessment activities, Rekall and CyberG1 will identify targeted systems with a defined range or list of network IP addresses. CyberG1 will work directly with the Rekall POC to determine which network ranges are in-scope for the scheduled assessment.

It is Rekall’s responsibility to ensure that IP addresses identified as in-scope are actually controlled by Rekall and are hosted in Rekall-owned facilities (i.e., are not hosted by an external organization). In-scope and excluded IP addresses and ranges are listed below.

# 

## Executive Summary of Findings

## 

### Grading Methodology

Each finding was classified according to its severity, reflecting the risk each such vulnerability may pose to the business processes implemented by the application, based on the following criteria:

**Critical**: Immediate threat to key business processes.

**High**: Indirect threat to key business processes/threat to secondary business processes.

**Medium**: Indirect or partial threat to business processes.

**Low**: No direct threat exists; vulnerability may be leveraged with other vulnerabilities.

**Informational**: No threat; however, it is data that may be used in a future attack.

As the following grid shows, each threat is assessed in terms of both its potential impact on the business and the likelihood of exploitation:

![Chart

Description automatically generated with medium confidence](data:image/png;base64,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)

### 

### Summary of Strengths

While CyberG1 was successful in finding several vulnerabilities, CyberG1 also recognized several strengths within Rekall’s environment. These positives highlight the effective countermeasures and defenses that successfully prevented, detected, or denied an attack technique or tactic from occurring.

* While on the “What do you want to be?” page, the field did restrict the <script> tags to mitigate an attack using JavaScript code.
* In the “Choose your location” area of that page, the file upload field did restrict files to only be able to upload JPG file types.
* DNS Records did not reveal any highly sensitive data and appeared to all be hostmaster data.
* Host 172.22.117.20 had password protected access to a file location that contained sensitive data.

### Summary of Weaknesses

CyberG1 successfully found several critical vulnerabilities that should be immediately addressed in order to prevent an adversary from compromising the network. These findings are not specific to a software version but are more general and systemic vulnerabilities.

* Many of the vulnerabilities were due to outdated system software. By simply updating them, the vulnerabilities are mitigated
* Other vulnerabilities were due to not configuring the web app with proper restrictions, like prohibiting the use of special characters in the data fields or not restricting file uploads to a specific file type and scanning that file for malware when it is uploaded.
* Other vulnerabilities was storing sensitive data “out in the wild”. These were things like usernames and password hashes.
* Simple passwords was another thing that could have been easily mitigated by enforcing a strict and complex password policy. The password hashes found were cracked in seconds due to the passwords simplicity.
* Properly configuring the website would have stopped the ability to perform Directory Traversal where usernames and passwords were found, along with other sensitive data.
* Open ports made for simple exploitation. Simply turning them off would have prevented exploitation.

## Executive Summary

### Accessing the totalrekall.xyz Web App

When first beginning to use the app at totalrekall.xyz, we used JavaScript, to enter code into the Name field on the Welcome page. <script>alert(“You have been hacked!”)</script>. Navigating to the comments page, we were also able to use JavaScript store code onto the site into the comment field <script>alert(“You have been hacked!”)</script>. After that we shifted our focus to using a PHP file with a basic command and we successfully uploaded the file to the site. This exposed a vulnerability in the web app where someone can upload and execute a malicious code file to the website. Then, using a Directory Traversal Attack, we discovered a robots.txt file. We accessed the file and found it exposed sensitive data.

When navigating to the Rekall Admin Networking Tools Page, we found instructions left on the page, informing us a vendors.txt file was available. By appending vendors.txt to the IP address in the address bar of the browser we were able to access your vendor data. We then used data from this file and entered it into the DNS check, using the word splunk and selected the Lookup button, and targeted data was revealed there as well.

Navigating to the “What do you want to be?” page, we used a modified version of the previous Reflected XSS injection, where we were able to deliver a payload using basic JavaScript but disguising it with a using the tag twice within the command. The following is what we used:<SCRIPscriptT>alert(“You have been hacked!”)</SCRIPscriptT>

Further down that page in the location area, similar to a previous exploit, we used the same PHP file, hello.php, but due to a file type restriction, we had to modify the PHP file and resave it as hello.jpg so we could continue to successfully exploit the site.

Navigating back to the Admin Networking Tools Page, we used content from the vendors.txt file again. We used the word splunk in the MX Record Checker field and selected the Lookup button, and more targeted data was revealed.

From there we accessed the Login page and by using credentials that we enumerated from a previous exploit we entered in the username with some SQL code and performed a SQL Injection attack. We used <username> ‘OR 1=1’ and <password> ‘OR 1=1’ and we successfully exploited the site and obtained additional data.

Finally, using credentials from a Directory Traversal exploit again, we started executing Brute Force Attack on the Login page. Due to a simple password, we were able to guess the password for the username and successfully logged into the site.

### Accessing the Linux OS Network

To access the Linux OS Network, we started by using the OSINT Framework. We navigated to who.is and entered in the domain name totalrekall.xyz. The results revealed sensitive data within the who.is page about the website, providing an ssh username and other sensitive data. Then, using Domain Dossier from the OSINT Framework tool, we attempted to see what the DNS records would reveal, but it appears PII is not available there. After not finding any data there, we looked up certificate data at crt.sh and found an expired certificate that had not been revoked yet. Along with that more sensitive data was revealed.

From there we decided to run an Nmap scan which showed how many hosts are up and what services are available on those hosts. This exposed the following issues:

* 192.168.13.10
  + Port 8009 open with service ajp13
* 192.168.13.14
  + Port 22 open with service ssh
* 192.168.13.1
  + Port 5901 open with service vnc-1
  + Port 6001 open with service X11:1

We then ran an aggressive Nmap scan and found 192.168.13.13 was running Drupal on it. While Drupal itself it not an issue, it was not up-to-date, therefore making the network vulnerable.

Then, using Nessus to scan the network, we found IP address, 192.168.13.12 to have an Apache Remote Code Execution (RCE) vulnerability.

After that, using Metasploit module exploit(mutli/http/tomcat\_jsp\_upload\_bypass), we accessed IP address 192.168.13.10 and ran the bash command which took me to the root directory. From there, we enumerated for our target information and was able to obtain the data. Continuing in Metasploit we used exploit module exploit(multi/http/apache\_mod\_cgi\_bash\_env\_exec) with the receiving host of 192.168.13.11 and the target uri of /cgi-bin/shockme.cgi was able to obtain initial access and accessed targeted data by accessing the sudoers file. Continuing on that host we used the Shellshock Exploit, and then used the command cat /etc/passwd to obtain access to the list of user accounts on the system.

Once again, using Nessus, it revealed that 192.168.13.12 is vulnerable to the Struts exploitation. We then used the Metasploit module exploit(multi/http/struts2\_content\_type\_ognl) and we established access to a meterpreter shell at root access on 192.168.13.12 host. From there we enumerated and found a zip file that contained sensitive data.

### Accessing the Windows OS Network

We started out using Google search engine to search for some information in public areas. We found a Github repository for Rekall Corporation and there is a file named xampp.users that contains sensitive data which included a username and password hash that we cracked using John the Ripper to extract the hashed password for the username.

Then we ran Nmap on 172.22.117.0/24 network and found that 172.22.117.20 had the OpenSSL service running on port 80. Using that information we accessed the IP Address 172.22.117.20 directly through a browser and was prompted to enter in user credentials with it stating “Restricted Content”. Using the credentials found from the previous enumeration we entered in those credentials and successfully logged in and had access to sensitive content.

After that we used Nmap to run a report and it revealed port 21 was open on IP 172.22.117.20. Using the command ftp -p 172.22.117.20 and entering the username, Anonymous, then just pressing the ENTER button for the password, access was granted. Then simply entering in the command  
get flag3.txt the file was retrieved and we had access to the sensitive data.

We continued with data from the Nmap report, host 172.22.117.20 revealed port 25 was open using the SLmail service. Using the Metasploit exploit module, exploit(windows/pop3/seattlelab\_pass) we obtained initial access with the use of a meterpreter shell. From there, we enumerated for targeted content and found a file with sensitive content. Continuing with the same exploit with SLmail on 172.22.117.20, we ran the shell command and gained access as NT authority\SYSTEM. From there we enumerated through the scheduled tasks for targeted data and was able obtain sensitive data. While continuing to enumerate within the exploit of SLmail, we were able to find sensitive data in the C:\Users\Public\Documents folder. From there, we loaded up Kiwi in Metasploit and ran the command lsa\_dump\_sam. This provided an NTLM hash. We then ran the command   
kiwi\_cmd lsadump::cache and that provided us a username. Then we took the username and hash, and used John the Ripper to crack the hash and obtained the password due to its simplicity.

Moving on to IP address 172.22.117.10, we continued using Metasploit and used the exploit module exploit(windows/smb/psexec). Using the credentials discovered from a previous exploit, we successfully obtained initial access and enumerated through the system and obtained sensitive data in the C: Drive.

In conclusion, while some areas did have some mitigations in place, most of them were not complete in their configurations and left those areas still vulnerable to attacks. Unfortunately, a majority of what we found revealed your systems to be in a very critical state of vulnerability. Our recommendation is to review our report and develop some remediation plans with actionable items and milestones. We will setup a meeting to discuss these results in two weeks to give you time to review and make some plans. There we will discuss next steps and discuss whether or not you believe a follow-up test is necessary.

Thank you for the opportunity to assist you in secureing your systems.
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## 

## 

## 

## Summary Vulnerability Overview

|  |  |
| --- | --- |
| **Vulnerability** | **Severity** |
| Reflected Cross-Site Scripting (XSS) | **Critical** |
| Stored/Persistent Cross-Site Scripting (XSS) | **Critical** |
| Local File Inclusion (LFI): Uploading Malicious Code Files to Web App | **Critical** |
| Admin Login Credential Data Exposure | **Critical** |
| Sensitive Data Exposure through Directory Traversal Attack | **Critical** |
| Command Injection | **Critical** |
| Advanced Reflected XSS | **Critical** |
| Advanced Local File Inclusion (ALFI) | **Critical** |
| Advanced Command Injection | **Critical** |
| SQL Injection | **Critical** |
| Brute Force Attack | **High** |
| Sensitive Data Exposure - WHOIS | **High** |
| DNS Record Exposure | **Informational** |
| Certificate Information Exposure | **High** |
| Network Scan Results | **Low** |
| Drupal Exploit | **Low** |
| Remote Code Execution (RCE) Vulnerability | **Medium** |
| Remote Code Execution (RCE) Vulnerability: Access to root | **Critical** |
| Shell Shock Exploit for User Access Data | **Critical** |
| Shell Shock Exploit for Sensitive Data | **Critical** |
| Struts Exploitation | **Critical** |
| Public Data Exposure | **Critical** |
| Open Port Exploit: OpenSSL | **Critical** |
| FTP Exploit | **Critical** |
| SLmail Exploit | **Critical** |
| SYSTEM Shell Access | **Critical** |
| Sensitive Data Exposure | **High** |
| SAM Credential Exposure | **High** |
| Improper Access Control | **Critical** |

The following summary tables represent an overview of the assessment findings for this penetration test:

|  |  |
| --- | --- |
| **Scan Type** | **Total** |
| Hosts | totalrekall.xyz (76.223.105.230) 192.168.13.1, 192.168.13.10, 192.168.13.11, 192.168.13.12, 192.168.13.13, 192.168.13.14, 192.168.13.0/24, 192.168.14.35,  172.22.117.10, 172.22.117.20, github.com/totalrekall/site/ |
| Ports | 22, 5901, 6001, 8009 |

## Exploitation Risk

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
|  | **20** | **5** | **1** | **2** | **1** |  |
|  | **Critical** | **High** | **Medium** | **Low** | **Informational** |  |

## Vulnerability Findings

|  |  |
| --- | --- |
| **Vulnerability 1** | **Findings** |
| **Title** | Reflected Cross-Site Scripting (XSS) |
| **Platform** | Web app |
| **Risk Rating** | Critical |
| **Description** | Using JavaScript, we were able to enter code into the name field on the Welcome page. <script>alert(“You have been hacked!”)</script> | |
| **Images** |  |
| **Affected Hosts** | 192.168.14.35 |
| **Remediation** | Modify input validation rules to exclude special characters and keyword command prompts and tags to prevent malicious code to be execute on the site. |

|  |  |
| --- | --- |
| **Vulnerability 2** | **Findings** |
| **Title** | Stored/Persistent Cross-Site Scripting (XSS) |
| **Platform** | Web app |
| **Risk Rating** | Critical |
| **Description** | Using JavaScript, we were able to store code onto the site into the comment field on the Comments page.  <script>alert(“You have been hacked!”)</script> | |
| **Images** |  |
| **Affected Hosts** | 192.168.14.35 |
| **Remediation** | Modify input validation rules to exclude special characters and keyword command prompts and tags to prevent malicious code to be stored and executed on the site. |

|  |  |
| --- | --- |
| **Vulnerability 3** | **Findings** |
| **Title** | Local File Inclusion (LFI): Uploading Malicious Code Files to Web App |
| **Platform** | Web app |
| **Risk Rating** | Critical |
| **Description** | Using a PHP file with a basic command, we successfully uploaded the file to the site. This exposed a vulnerability in the web app where someone can upload and execute a malicious code file to the website. |
| **Images** |  |
| **Affected Hosts** | 192.168.14.35 |
| **Remediation** | Implement File Upload Validation to restrict file upload types to only image files to prevent malicious files from being uploading to the site and executed. |

|  |  |
| --- | --- |
| **Vulnerability 4** | **Findings** |
| **Title** | Admin Login Credential Data Exposure |
| **Platform** | Web app |
| **Risk Rating** | Critical |
| **Description** | While on the Login page, pressing CTRL+A to select everything on that page revealed hidden administrative level login credentials right on the page. |
| **Images** | A screenshot of a computer  AI-generated content may be incorrect.  A red background with black lines and green text  AI-generated content may be incorrect. |
| **Affected Hosts** | 192.168.14.35 |
| **Remediation** | Remove all sensitive content from the source code of the webpage. |

|  |  |
| --- | --- |
| **Vulnerability 5** | **Findings** |
| **Title** | Sensitive Data Exposure through Directory Traversal Attack |
| **Platform** | Web app |
| **Risk Rating** | Critical |
| **Description** | While using the Directory Traversal Attack, robots.txt was discovered and accessed, exposing sensitive data. |
| **Images** |  |
| **Affected Hosts** | 192.168.14.35 |
| **Remediation** | Restrict access to sensitive files like robots.txt to authorized users only. |

|  |  |
| --- | --- |
| **Vulnerability 6** | **Findings** |
| **Title** | Command Injection |
| **Platform** | Web app |
| **Risk Rating** | Critical |
| **Description** | From the instructions left on the Rekall Admin Networking Tools page, accessed the vendors.txt file by appending it to the IP address in the address bar of the browser to reveal the vendor data. We used data from this file and entered it into the DNS check, using the word splunk and selected the Lookup button, and targeted data was revealed. |
| **Images** | A screenshot of a computer  AI-generated content may be incorrect. |
| **Affected Hosts** | 192.168.14.35 |
| **Remediation** | Remove text instructions on where to find sensitive data and also restrict access to sensitive files like vendors.txt to authorized users only. |

|  |  |
| --- | --- |
| **Vulnerability 7** | **Findings** |
| **Title** | Advanced Reflected XSS |
| **Platform** | Web app |
| **Risk Rating** | Critical |
| **Description** | Using a modified version of the previous Reflected XSS injection, we were able to delivery a payload using basic JavaScript but disguising it with a using the tag twice within the command. The following is what we used:  <SCRIPscriptT>alert(“You have been hacked!”)</SCRIPscriptT> | |
| **Images** |  |
| **Affected Hosts** | 192.168.14.35 |
| **Remediation** | While the script tag was prevented, it did not completely prevent an attack. Modify input validation rules to exclude special characters as well as keyword command prompts and tags to prevent malicious code from being executed on the site. |

|  |  |
| --- | --- |
| **Vulnerability 8** | **Findings** |
| **Title** | Advanced Local File Inclusion (ALFI) |
| **Platform** | Web app |
| **Risk Rating** | Critical |
| **Description** | Similar to a previous exploit, we used the same PHP file hello.php ,  but due to a file type restriction, we had to modify the PHP file and resave it as hello.jpg so we could continue to successfully exploit the site. |
| **Images** |  |
| **Affected Hosts** | 192.168.14.35 |
| **Remediation** | Modify file upload rules to verify file types to prevent a hacker from just changing their file type to suit the requirements. Also, every file uploaded should be scanned for any malware embedded within it. You can use an API plugin like Filestack Upload:  https://www.filestack.com/products/file-upload/ |

|  |  |
| --- | --- |
| **Vulnerability 9** | **Findings** |
| **Title** | Advanced Command Injection |
| **Platform** | Web app |
| **Risk Rating** | Critical |
| **Description** | Again, using content from the vendors.txt file by appending it to the IP address in the address bar of the browser to reveal the vendor data. We used the word splunk in the MX Record Checker field and selected the Lookup button, and targeted data was revealed. |
| **Images** |  |
| **Affected Hosts** | 192.168.14.35 |
| **Remediation** | Restrict access to sensitive files like vendors.txt to authorized users only. |

|  |  |
| --- | --- |
| **Vulnerability 10** | **Findings** |
| **Title** | SQL Injection |
| **Platform** | Web app |
| **Risk Rating** | Critical |
| **Description** | By using credentials that were enumerated from a previous exploit and entering into the field <username> ‘OR 1=1’ and <password> ‘OR 1=1’ we were able to successfully exploit the site and obtain additional data. |
| **Images** |  |
| **Affected Hosts** | 192.168.14.35 |
| **Remediation** | Modify user input validation to exclude the use of special characters in the username and password fields, specifically ones that can be used in the case of SQL Injection like the following: ‘ “ = < > ! and more. |

|  |  |
| --- | --- |
| **Vulnerability 11** | **Findings** |
| **Title** | Brute Force Attack |
| **Platform** | Web app |
| **Risk Rating** | High |
| **Description** | Using credentials from a Directory Traversal exploit, started executing Brute Force Attack on the Login page. Due to a simple password, was able to successfully login. |
| **Images** |  |
| **Affected Hosts** | 192.168.14.35 |
| **Remediation** | Enforce a complex password policy to ensure users are not creating simple passwords that make networks and applications vulnerable to attacks. |

|  |  |
| --- | --- |
| **Vulnerability 12** | **Findings** |
| **Title** | Sensitive Data Exposure - WHOIS |
| **Platform** | Linux OS Server |
| **Risk Rating** | High |
| **Description** | By using the OSINT Framework, we navigated to who.is and entered in the domain name totalrekall.xyz. The results revealed sensitive data within the who.is page about the website, providing an ssh username and other sensitive data. |
| **Images** |  |
| **Affected Hosts** | totalrekall.xyz |
| **Remediation** | Immediately remove sensitive data from the domain registrar, specifically the SSH credential data, and configure the domain to Private settings to ensure organization data is not revealed to the public, like the Organization Address, Email Address, Phone Number, etc. |

|  |  |
| --- | --- |
| **Vulnerability 13** | **Findings** |
| **Title** | DNS Record Exposure |
| **Platform** | Linux OS Server |
| **Risk Rating** | Informational |
| **Description** | Using Domain Dossier from the OSINT Framework tool, it appears PII is not available. NOTE: The IP Address requested for Flag 2 does not match the current records for totalrekall.xyz.  The answer for Flag 2 is 34.102.136.180 while the current records  show 76.223.105.230 as the IP Address. |
| **Images** |  |
| **Affected Hosts** | totalrekall.xyz (76.223.105.230) |
| **Remediation** | While no apparent PII is available currently, regularly perform audits to ensure PII is not available via DNS records. |

|  |  |
| --- | --- |
| **Vulnerability 14** | **Findings** |
| **Title** | Certificate Information Exposure |
| **Platform** | Linux OS Server |
| **Risk Rating** | High |
| **Description** | Using certificate search tools revealed an expired certificate that was not revoked. |
| **Images** | A screenshot of a computer  AI-generated content may be incorrect. |
| **Affected Hosts** | totalrekall.xyz |
| **Remediation** | Immediately revoke all expired certificates and regularly perform audits to ensure certificates are current and revoking any that are about to expire or already expired. |

|  |  |
| --- | --- |
| **Vulnerability 15** | **Findings** |
| **Title** | Network Scan Results |
| **Platform** | Linux OS Server |
| **Risk Rating** | Low |
| **Description** | Ran an Nmap scan showing how many hosts are up and what services are available on those hosts. This exposed the following issues:   * 192.168.13.10   + Port 8009 open with service ajp13 * 192.168.13.14   + Port 22 open with service ssh * 192.168.13.1   + Port 5901 open with service vnc-1   + Port 6001 open with service X11:1   NOTE: while my scan results showed 6 hosts up, the answer for the flag was 5 to satisfy the CTF. |
| **Images** |  |
| **Affected Hosts** | 192.168.13.10, 192.168.13.14, 192.168.13.1 |
| **Remediation** | Immediately close Ports 8009, 22, 5901, 6001. Perform regular audits monitoring ports that may end up open. Close any that are security risks. If port 22 is required to be open, employ complex password policies and lockout after a predetermined set of times for a predetermined amount of time to reset. |

|  |  |
| --- | --- |
| **Vulnerability 16** | **Findings** |
| **Title** | Drupal Exploit |
| **Platform** | Linux OS Server |
| **Risk Rating** | Low |
| **Description** | Ran an aggressive Nmap scan to find out which host had Drupal on it. |
| **Images** |  |
| **Affected Hosts** | 192.168.13.13 |
| **Remediation** | Ensure RESTful Web Services PATCH and POST requests are disabled and make sure no other web service module is enabled, (e.g., JSON:API or RESTful Web Services in Drupal 7.0). Make sure all other updates to services are employed. (source: https://www.tenable.com/cve/CVE-2019-6340) |

|  |  |
| --- | --- |
| **Vulnerability 17** | **Findings** |
| **Title** | Remote Code Execution (RCE) Vulnerability |
| **Platform** | Linux OS Server |
| **Risk Rating** | Medium |
| **Description** | Using Nessus to scan the network, found IP address, 192.168.13.12 to have an Apache Remote Code Execution (RCE) vulnerability. |
| **Images** |  |
| **Affected Hosts** | 192.168.13.12 |
| **Remediation** | Upgrade Apache to version 2.3.32/2.5.10.1 or later. |

|  |  |
| --- | --- |
| **Vulnerability 18** | **Findings** |
| **Title** | Remote Code Execution (RCE) Vulnerability: Access to root |
| **Platform** | Linux OS Server |
| **Risk Rating** | Critical |
| **Description** | Using Metasploit module exploit(mutli/http/tomcat\_jsp\_upload\_bypass) , accessed IP address 192.168.13.10 and ran the bash command which took me to the root directory. From there, I enumerated for my target information and was able to obtain the data. |
| **Images** |  |
| **Affected Hosts** | 192.168.13.10 |
| **Remediation** | Upgrade to the most current version of Apache Tomcat. |

|  |  |
| --- | --- |
| **Vulnerability 19** | **Findings** |
| **Title** | Shell Shock Exploit for User Access Data |
| **Platform** | Linux OS Server |
| **Risk Rating** | Critical |
| **Description** | Using Metasploit exploit module exploit(multi/http/apache\_mod\_cgi\_bash\_env\_exec) with the receiving host of 192.168.13.11 and the target uri of /cgi-bin/shockme.cgi was able to obtain initial access and was able to access the targeted data by accessing the sudoers file. |
| **Images** |  |
| **Affected Hosts** | 192.168.13.11 |
| **Remediation** | Update bash packages that address CVE-2014-6271 and CVE-2014-7169 and restrict access to files with Principle of Least Privilege in mind. |

|  |  |
| --- | --- |
| **Vulnerability 20** | **Findings** |
| **Title** | Shell Shock Exploit for Sensitive Data |
| **Platform** | Linux OS Server |
| **Risk Rating** | Critical |
| **Description** | Continuing with the Shellshock Exploit, used the command cat /etc/passwd to obtain access to the list of user accounts on the system. |
| **Images** |  |
| **Affected Hosts** | 192.168.13.11 |
| **Remediation** | Update bash packages that address CVE-2014-6271 and CVE-2014-7169 and restrict access to files with Principle of Least Privilege in mind. |

|  |  |
| --- | --- |
| **Vulnerability 21** | **Findings** |
| **Title** | Struts Exploitation |
| **Platform** | Linux OS Server |
| **Risk Rating** | Critical |
| **Description** | Nessus revealed that 192.168.13.12 is vulnerable to the Struts exploitation. Using Metasploit module exploit(multi/http/struts2\_content\_type\_ognl) we established a meterpreter shell at root access on 192.168.13.12 host. From there we enumerated and found a zip file that contained sensitive data. |
| **Images** |  |
| **Affected Hosts** | 192.168.13.12 |
| **Remediation** | Update Apache Struts to include the patches related to this exploit. Schedule patch updates periodically. |

|  |  |
| --- | --- |
| **Vulnerability 22** | **Findings** |
| **Title** | Public Data Exposure |
| **Platform** | Windows OS Server |
| **Risk Rating** | Critical |
| **Description** | Used Google search engine to search for some information in public areas. Found a Github repository for Rekall Corporation and there is a file named xampp.users that contains sensitive data. |
| **Images** |  |
| **Affected Hosts** | 172.22.117.20 and github.com/totalrekall/site/ |
| **Remediation** | Delete the xampp.users file or remove the Github repository altogether if it no longer serves a purpose. |

|  |  |
| --- | --- |
| **Vulnerability 23** | **Findings** |
| **Title** | Open Port Exploit: OpenSSL |
| **Platform** | Windows OS Server |
| **Risk Rating** | Critical |
| **Description** | Ran Nmap on 172.22.117.0/24 network and found that 172.22.117.20 had the OpenSSL service running on port 80 .  Accessed the IP Address 172.22.117.20 directly through a browser and was prompted to enter in user credentials with it stating “Restricted Content”. Using the credentials found from the previous enumeration, we used John the Ripper to crack the hashed password for the username. Entered in those credentials  and successfully logged in and had access to sensitive content. |
| **Images** |  |
| **Affected Hosts** | 172.22.117.20 |
| **Remediation** | For all public facing content, remove all sensitive data and shut down services that create vulnerabilities for access to content that can jeopardize the company. For the Windows10 machine, if it has no public-facing purpose, close all ports that would allow access into the machine and bring it completely behind the protection of the firewall and repurpose that machine for internal access only. |

|  |  |
| --- | --- |
| **Vulnerability 24** | **Findings** |
| **Title** | FTP Exploit |
| **Platform** | Windows OS Server |
| **Risk Rating** | Critical |
| **Description** | From the Nmap report, it revealed port 21 was open on IP 172.22.117.20 . Using the command ftp -p 172.22.117.20 and entering the username, Anonymous , then just pressing the ENTER button for the password, access was granted.  Then simply entering in get flag3.txt the file was retrieved and we had access to the sensitive data. |
| **Images** |  |
| **Affected Hosts** | 172.22.117.20 |
| **Remediation** | Immediately disable Anonymous FTP Login and close port 21. Switch use to Port 22 for SFTP and configure SFTP to limit access to only predefined IP addresses that have been verified as trusted systems. |

|  |  |
| --- | --- |
| **Vulnerability 25** | **Findings** |
| **Title** | SLmail Exploit |
| **Platform** | Windows OS Server |
| **Risk Rating** | Critical |
| **Description** | Using the Nmap report on the network, host 20 revealed port 25 was open using the SLmail service. Using the Metasploit exploit module, exploit(windows/pop3/seattlelab\_pass) we obtained initial access with the use of a meterpreter shell. From there, we enumerated for targeted content and found the file with sensitive content. |
| **Images** |  |
| **Affected Hosts** | 172.22.117.20 |
| **Remediation** | Immediately, update SLmail services to the most up-to-date patch and schedule regular stable patch update checks to ensure everything remains up-to-date. Also, if the SLmail service is not necessary on that system, disable it. |

|  |  |
| --- | --- |
| **Vulnerability 26** | **Findings** |
| **Title** | SYSTEM Shell Access |
| **Platform** | Windows OS Server |
| **Risk Rating** | High |
| **Description** | Using the same exploit with SLmail on 172.22.117.20 IP, we ran the shell command and gained access as NT authority\SYSTEM . From there we enumerated through the scheduled tasks for targeted data and was able obtain sensitive data. |
| **Images** |  |
| **Affected Hosts** | 172.22.117.20 |
| **Remediation** | Immediately update to SLmail 05.1.0.4433 or newer. If access is not necessary through this system, close the port and service. |

|  |  |
| --- | --- |
| **Vulnerability 27** | **Findings** |
| **Title** | Sensitive Data Exposure |
| **Platform** | Windows OS Server |
| **Risk Rating** | High |
| **Description** | While continuing to enumerate within the exploit of SLmail, we were able to find sensitive data in the C:\Users\Public\Documents folder. |
| **Images** |  |
| **Affected Hosts** | 172.22.117.20 |
| **Remediation** | Remove all sensitive data from all public profiles on systems and periodically perform audits to ensure sensitive data is not stored in public profile directories. |

|  |  |
| --- | --- |
| **Vulnerability 28** | **Findings** |
| **Title** | SAM Credential Exposure |
| **Platform** | Windows OS Server |
| **Risk Rating** |  |
| **Description** | While still in the SLmail exploit, loaded up Kiwi in Metasploit and ran the command lsa\_dump\_sam . This provided an NTLM hash. We then ran the command kiwi\_cmd lsadump::cache and that provided us a username. We then took the username and hash, and used John the Ripper to crack the hash and obtained the password due to its simplicity. |
| **Images** |  |
| **Affected Hosts** | 172.22.117.20 |
| **Remediation** | Immediately disable SYSTEM-Level access by implementing the policy of “Principle of Least Privilege” and also enforce a password policy for strong, complex passwords to protect against malicious actors. |

|  |  |
| --- | --- |
| **Vulnerability 29** | **Findings** |
| **Title** | Improper Access Control |
| **Platform** | Windows OS Server |
| **Risk Rating** | Critical |
| **Description** | Using Metasploit, used the exploit module exploit(windows/smb/psexec) to exploit access to 172.22.117.10 . Using the credentials discovered from a previous exploit, we successfully obtained initial access and enumerated through the system and obtained sensitive data in the C: Drive. |
| **Images** |  |
| **Affected Hosts** | 172.22.117.10 |
| **Remediation** | Remove all sensitive data from main directories and employ proper access controls for all files and directories using the policy of “Principle of Least Privilege”. Also, enforce a strong, complex password policy to mitigate against malicious actors. |