**Testing**

Using legitimate URLs and see if the system flags them as legitimate or phishing

Visit popular sites such as

* MMU university website
* Facebook
* Microsoft
* Yahoo
* Youtube

Using some of the URLs that have been reported as phishing URLs in popular phishing data sites such as Phishtank

( <https://www.phishtank.com/phish_search.php?verified=u&active=y> )

1. <https://uit-moinoiure.redirectme.net/>
2. <https://lifes.dyndns.dk/soft5/login.php>
3. <https://gsptzyk715.xyz/>
4. [**https://banconacion23.webcindario.com/bna/login.php**](https://banconacion23.webcindario.com/bna/login.php)
5. IP
6. Long URL
7. TinyURL
8. @
9. Redirecting
10. Hyphen
11. Multi domain
12. *Favicon Domain Unidentical*
13. *multiple ’https’*
14. *images on given web-page are loaded from other domains*
15. *Alinks on given web-page are loaded from other domains*
16. *cripts on given web-page are loaded from other domains*
17. *Detect invalid/blank form submissions*
18. *onmouseover manipulates the status bar display*
19. *which exhibit iframes in the DOM*