滴滴安全预警方案

# 完整的司机画像

要掌握司机的内在属性，需要尽可能多的采集与性格与行为特性有关的数据，同时需要尽可能减少数据的标注工作量，以保证系统快速冷启动。据此，推荐尝试以下数据的采集与分析建模。

1. 利用司机手机图片与视频信息分析其基本性格特征

滴滴司机需要通过人脸识别验证接单，可以利用验证时采集的人脸数据进行性格分析。如果还能获取权限采集司机手机图片库的信息，则可以更全面深入的进行分析。如可以从图片库中过滤出含有司机人脸的照片，分析其情感与性格特征、所参与活动的内容、时间、与地点、共同出现人群的特征等。又如可分析司机关注的图像与视频内容，捕捉其内在喜好。

如果可以获取司机语音数据，还可以进行多模态建模分析。

基于性格与情感特征，从安全视角对司机进行归类或评分。
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1. 利用司机通讯录等社交关系信息分析其所属人群

司机的内在特点与其所在人群高度相关，可以利用通讯录、通话记录等信息发现与司机联系较多的人群（也需要识别与过滤快递、外卖等联系），再结合负面信息记录（黑、灰名单、司法信息等），检测与判断司机的危险系数。（与负面人群交互较多的司机，总体上危险系数更高）
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# 结合客户信息进行综合评估

1. 利用客户评论与投诉信息进行深度挖掘

建立客户群体与司机群体的异构关系网络，综合判断客户对司机的评价。如果投诉较多的客户对司机的评论与多数人不匹配，则该客户的评论权重应降低。

如能获取更多客户信息，则可建立客户与司机融洽匹配度的模型。如果出现客户与司机匹配度低的情况，则应提高重视程度。
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1. 设置规则库

根据司机对客户侵犯（也可能是客户对司机的侵犯）的统计情况，发现侵犯概率较高的群体关系（如某个司机年龄段对于某个客户年龄段），加入规则库，提高符合相关规则的情况的重视程度。

# 与场景上下文信息的结合

1. 利用犯罪历史记录的地理位置分布来调整风险估计

侵犯在某些特定的时间地点场景下更容易发生，如深夜的郊区。可以利用公安部门公开的犯罪历史记录信息，分析其时间地点的分布，提升分布较高区域的重视程度。
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1. 利用客户行为信息发现容易被侵犯的情况

如果可以获得客户行为数据，例如客户手机的运动协处理器信息，则可以判断如醉酒等客户行为特征。这些是客户较为脆弱的情况，可以提前给出警示。
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