**Analiza utjecaja prijenosa osobnih podataka u treće zemlje**

***Transfer Impact Assessment (TIA)***

|  |  |  |
| --- | --- | --- |
| **1.** | **Ugovorne strane** | |
| 1.1 | Izvoznik osobnih podataka (naziv, OIB, adresa) | ${TIA-1.1} |
| 1.2 | Koja je uloga izvoznika podataka u obradi osobnih podataka (voditelj obrade, zajednički voditelj obrade, izvršitelj obrade, podizvršitelj obrade)? | ${TIA-1.2} |
| 1.3 | Uvoznik podataka (naziv, OIB, adresa) | ${TIA-1.3} |
| 1.4 | Država uvoznika podataka | ${TIA-1.4} |
| 1.5 | Uloga uvoznika podataka u obradi osobnih podataka (voditelj obrade, zajednički voditelj obrade, izvršitelj obrade, podizvršitelj obrade)? | ${TIA-1.5} |
| 1.6 | Datum početka prijenosa osobnih podataka | ${TIA-1.6} |
| **2.** | **Podaci o trećoj zemlji** | |
| 2.1 | U koju državu se osobni podaci prenose? | ${TIA-2.1} |
| 2.2 | Koji mehanizam iz čl. 46 Opće uredbe o zaštiti podataka se koristi za prijenos osobnih podataka? | ${TIA-2.2} |
| 2.3 | Hoće li uvoznik podataka prenositi dalje osobne podatke? Ako je odgovor da, opišite prijenos. | ${TIA-2.3} |
| **3.** | **Podaci o prijenosu podataka** | |
| 3.1 | Koja je svrha prijenosa podataka? | ${TIA-3.1} |
| 3.2 | Je li se prenose posebne kategorije osobnih podataka, podaci djece i podaci o kaznenim osudama? Ako je odgovor da, onda opišite o kojim je kategorijama riječ. | ${TIA-3.2} |
| 3.3 | Jesu li ispitanici obaviješteni o prijenosu osobnih podataka (npr. putem Politike privatnosti)? Ako je odgovor da, opišite način obavještavanja. | ${TIA-3.3} |
| 3.4 | Koja je pravna osnova za obradu osobnih podataka iz čl. 6. Opće uredbe o zaštiti podataka? | ${TIA-3.4} |
| **4.** | **Zaštitne mjere** | |
| 4.1 | U kojem obliku će osobni podaci biti preneseni? | ${TIA-4.1} |
| 4.2 | Koje zaštitne mjere se primjenjuju prilikom prijenosa podataka? | ${TIA-4.2} |

|  |  |  |
| --- | --- | --- |
| **5.** | **Zakoni i prakse u području zaštite osobnih podataka u trećim zemljama** | |
| 5.1 | Ima li država zakon o zaštiti osobnih podataka kojeg se uvoznik podataka mora pridržavati? | ${TIA-5.1} |
| 5.2 | Imaju li ispitanici pravo na zaštitu osobnih podataka i privatnost, npr. pravo na pristup, pravo na ispravak podatak i sl.? | ${TIA-5.2} |
| 5.3 | Postoji li neovisno nadzorno tijelo za zaštitu osobnih podataka? | ${TIA-5.3} |
| 5.4 | Mogu li se ispitanici obratiti sudu ili nadzornom tijelu za zaštitu osobnih podataka? | ${TIA-5.4} |
| 5.5 | Mogu li povrede osobnih podataka rezultirati sudskim procesom ili financijskom kaznom? | ${TIA-5.5} |
| 5.6 | Postoje li određeni zakoni (npr. u području nacionalne sigurnosti) kojih se uvoznik podataka mora pridržavati i koji predstavljaju zapreku za poštovanje Opće uredbe o zaštiti podataka i standardnih ugovornih klauzula koje su odobrene od Europske komisije? | ${TIA-5.6} |
| 5.7 | Mogu li i pod kojim uvjetima tijela javne vlasti u trećoj zemlji (npr. obavještajne službe) tražiti od uvoznika podataka da pristupe osobnim podacima izvoznika podataka? | ${TIA-5.7} |
| 5.8 | Mogu li se pojedinci obratiti sudu ili sličnom nadzornom tijelu kako bi se preispitale prakse tijela javne vlasti? | ${TIA-5.8} |
| 5.9 | Je li uvoznik podatka ikad dobio zahtjev od tijela javnih vlasti za pristup podacima izvoznika podataka koji djeluju na području Europskog gospodarskog područja? | ${TIA-5.9} |
| 5.10 | U pogledu pristupa podacima od strane tijela javnih vlasti i obavještajnih, poštuju li se [četiri europska temeljna jamstva od strane Europskog odbora za zaštitu podataka](https://www.edpb.europa.eu/sites/default/files/files/file1/edpb_recommendations_202002_europeanessentialguaranteessurveillance_hr.pdf):   1. obrada se temelji na jasnim, preciznim i pristupačnim pravilima, 2. nužnost i proporcionalnost u pogledu legitimnih ciljeva koji se žele postići su dokazane, 3. postoji neovisni nadzorni mehanizam, 4. učinkoviti pravni lijekovi dostupni su pojedincu. | ${TIA-5.10} |
| **6.** | **Moguće dodatne zaštitne mjere**  **(**[**Popis mogućih zaštitnih mjera predloženih od Europskog Odbora za zaštitu podataka**](https://www.edpb.europa.eu/system/files/2022-04/edpb_recommendations_202001vo.2.0_supplementarymeasurestransferstools_hr.pdf)**)** | **Zaštitne mjere koje će se primijeniti** |
| 6.1 | Pseudonimizacija/enkripcija | ${TIA-6.1} |
| 6.2 | Smanjenje količine podataka | ${TIA-6.2} |
| 6.3 | Dodatne ugovorne obveze | ${TIA-6.3} |
| 6.4 | Druge tehničke i organizacijske mjere | ${TIA-6.4}  ${TIA-6.4\_item}  ${/TIA-6.4} |

|  |  |
| --- | --- |
| **7. Zaključak o analizi razine zaštite osobnih podataka u trećoj zemlji** | |
| **Uzimajući u obzir sve prethodno navedeno može li se smatrati da je u slučaju spomenutog prijenosa osobnih podataka zajamčena ista razina zaštite osobnih podataka kao u području Europske unije?** | ${TIA-7} | |

**Odobreno od:**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**(predstavnik izvoznika podataka)**

**Datum:**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**