POLICY IN MATERIA DI PROTEZIONE DEI DATI PERSONALI

Ad uso interno

("Policy")

|  |  |  |  |
| --- | --- | --- | --- |
| **Titolo** | Policy in materia di protezione dei dati personali | | |
| **Data** | $(pzop\_01\_a) | **Versione** | 1.0 |

**Titolare:**
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**Firma del legale rappresentante**

In linea con i requisiti normativi del Regolamento (UE) 2016/679 del Parlamento Europeo e del Consiglio del 27 aprile 2016 relativo alla protezione delle persone fisiche con riguardo al trattamento dei dati personali, nonché alla libera circolazione di tali dati che abroga la direttiva 95/46/CE (di seguito, “**GDPR**”) e del Codice Privacy (d.lgs. 30 giugno 2003, n. 196, come integrato dal d.lgs. n. 101/2018) (di seguito, il “**Codice Privacy**”) (congiuntamente, la “**Normativa Privacy**”), il titolare del trattamento (di seguito, il“**Titolare**”) adotta la seguente Policy in materia di protezione dei dati personali (di seguito, “**Policy**”).

1. Scopo

Con l'adozione della presente Policy, il Titolare si propone di istituire un sistema di protezione dei dati in conformità alla Normativa Privacy. La Policy stabilisce misure organizzative adeguate per proteggere i dati personali degli interessati, ovvero clienti, dipendenti e partner commerciali e altre persone fisiche i cui dati sono trattati dal Titolare.

1. Applicazione

La Policy si applica a tutti i processi aziendali che comportano in qualsiasi modo il trattamento di dati personali effettuato mediante elaborazione automatizzata e non automatizzata dei dati personali che fanno parte del sistema di archiviazione e impegna al relativo rispetto il Titolare, tutti i dipendenti, nonché le persone fisiche e giuridiche che lavorano per conto del Titolare stesso.

1. Definizioni

I termini utilizzati nella presente Policy hanno lo stesso significato dei termini utilizzati nella Normativa Privacy.

Si riportano di seguito i principali termini che saranno utilizzati all’interno della Policy:

**Dati personali**: qualsiasi informazione riguardante una persona fisica identificata o identificabile («interessato»); si considera identificabile la persona fisica che può essere identificata, direttamente o indirettamente, con particolare riferimento a un identificativo come il nome, un numero di identificazione, dati relativi all'ubicazione, un identificativo online o a uno o più elementi caratteristici della sua identità fisica, fisiologica, genetica, psichica, economica, culturale o sociale.

**Trattamento di dati personali**: si intende qualsiasi operazione o insieme di operazioni, compiute con o senza l'ausilio di processi automatizzati e applicate a dati personali o insiemi di dati personali, come la raccolta, la registrazione, l'organizzazione, la strutturazione, la conservazione, l'adattamento o la modifica, l'estrazione, la consultazione, l'uso, la comunicazione mediante trasmissione, diffusione o qualsiasi altra forma di messa a disposizione, il raffronto o l'interconnessione, la limitazione, la cancellazione o la distruzione.

**Titolare del trattamento:** la persona fisica o giuridica, l'autorità pubblica, il servizio o altro organismo che, singolarmente o insieme ad altri, determina le finalità e i mezzi del trattamento di dati personali; quando le finalità e i mezzi di tale trattamento sono determinati dal diritto dell'Unione o degli Stati membri, il titolare del trattamento o i criteri specifici applicabili alla sua designazione possono essere stabiliti dal diritto dell'Unione o degli Stati membri.

**Responsabile del trattamento:** indica la persona fisica o giuridica, l'autorità pubblica, il servizio o altro organismo che tratta dati personali per conto del Titolare;

**Violazione dei dati personali:** si intende una violazione di sicurezza che comporta accidentalmente o in modo illecito la distruzione, la perdita, la modifica, la divulgazione non autorizzata o l'accesso ai dati personali trasmessi, conservati o comunque trattati.

1. Principi in materia di protezione dei dati personali

La Policy si basa sui seguenti principi, in conformità con l'art. 5 del GDPR:

* 1. Principio di liceità, correttezza e trasparenza: il trattamento dei dati personali deve essere lecito, ossia essere fondato su una delle basi giuridiche previste dall’art. 6 del GDPR (consenso, obbligo di legge, legittimo interesse, contratto, interesse pubblico, interessi vitali dell'interessato) e le informazioni fornite all'interessato devono essere concise, trasparenti, comprensibili e facilmente accessibili.
  2. Principio di limitazione delle finalità: i dati personali devono essere raccolti per finalità specifiche, esplicite e legittime e non possono essere ulteriormente trattati in modo incompatibile con tali finalità.
  3. Principio di minimizzazione dei dati: i dati personali devono essere adeguati, pertinenti e limitati a quanto necessario in relazione alle finalità per cui sono stati raccolti.
  4. Il principio di esattezza: i dati personali devono essere accurati, completi, aggiornati e, se necessario, corretti tempestivamente in caso di modifiche ai dati. Devono essere adottate tutte le misure ragionevoli per garantire che i dati personali inesatti, tenuto conto delle finalità per cui sono trattati, siano cancellati o rettificati senza indugio.
  5. Principio di limitazione della conservazione: i dati personali devono essere conservati in una forma che consenta l'identificazione dell'interessato solo per il tempo necessario alle finalità per cui vengono utilizzati.
  6. Principio di integrità e riservatezza: i dati personali devono essere trattati in modo da garantirne un'adeguata sicurezza, nonché la protezione da trattamenti non autorizzati o illegittimi e da perdite, distruzioni o danni accidentali attraverso verifiche regolari e l'applicazione di misure tecniche o organizzative adeguate.
  7. Principio di responsabilizzazione (“accountability”): il Titolare è responsabile della conformità al GDPR e deve essere in grado di dimostrarlo.

1. Trattamento dei dati personali

Il Titolare tratterà i dati personali solo e nella misura in cui sia soddisfatta una delle seguenti condizioni:

* 1. l'interessato ha espresso il consenso al trattamento dei propri dati personali per una o più specifiche finalità;
  2. il trattamento è necessario all'esecuzione di un contratto di cui l'interessato è parte o all'esecuzione di misure precontrattuali adottate su richiesta dello stesso;
  3. il trattamento è necessario per adempiere un obbligo legale al quale è soggetto il Titolare;
  4. il trattamento è necessario per la salvaguardia degli interessi vitali dell'interessato o di un'altra persona fisica;
  5. il trattamento è necessario per l'esecuzione di un compito di interesse pubblico o connesso all'esercizio di pubblici poteri di cui è investito il Titolare;
  6. il trattamento è necessario per il perseguimento del legittimo interesse del Titolare o di terzi, a condizione che non prevalgano gli interessi o i diritti e le libertà fondamentali dell'interessato che richiedono la protezione dei dati personali, in particolare se l'interessato è un minore.

1. Finalità e ambito del trattamento dei dati personali
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1. Base giuridica per il trattamento dei dati personali
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1. Periodo di conservazione dei dati personali

Il Titolare garantisce che i dati personali siano conservati solo per il tempo necessario a realizzare lo scopo per cui sono stati raccolti. I dati personali per i quali non esiste una base giuridica per l'ulteriore trattamento e conservazione saranno cancellati senza indugio.
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1. Registro delle attività di trattamento

Il Titolare tiene un registro delle attività di trattamento dei dati personali che tratta regolarmente nell'ambito delle sue attività. I registri devono essere conservati per iscritto, anche in forma elettronica.

I registri devono contenere le seguenti informazioni:

* il nome e i dati di contatto del Titolare e, ove applicabile, del contitolare del trattamento, del rappresentante del titolare del trattamento e del responsabile della protezione dei dati;
* le finalità del trattamento;
* una descrizione delle categorie di interessati e delle categorie di dati personali;
* le categorie di destinatari a cui i dati personali sono stati o saranno comunicati, compresi i destinatari di paesi terzi od organizzazioni internazionali;
* ove applicabile, i trasferimenti di dati personali verso un paese terzo o un'organizzazione internazionale, compresa l'identificazione del paese terzo o dell'organizzazione internazionale e, per i trasferimenti di cui al secondo comma dell'art. 49 del GDPR, la documentazione delle garanzie adeguate;
* ove possibile, i termini ultimi previsti per la cancellazione delle diverse categorie di dati;
* ove possibile, una descrizione generale delle misure di sicurezza tecniche e organizzative di cui all'articolo 32, paragrafo 1 del GDPR.
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1. Destinatari dei dati personali

Il Titolare comunicherà i dati personali dell'interessato ad altre persone fisiche o giuridiche, autorità pubbliche, agenzie o altri organismi, qualora lo richieda la finalità del trattamento o qualora sussista un obbligo di legge.
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1. Persone autorizzate al trattamento dei dati personali

Le persone autorizzate al trattamento dei dati personali sono quelle persone fisiche che, sotto la diretta autorità del Titolare, dietro apposita nomina e relative istruzioni del Titolare, effettuano materialmente le attività di trattamento dei dati personali.

1. Misure tecniche e organizzative

Il Titolare rispetta la privacy e protegge i dati personali dei propri dipendenti, partner commerciali, clienti, i cui dati personali vengono trattati nell'ambito delle proprie attività quotidiane, in conformità alle disposizioni di legge applicabili.

Il Titolare garantisce che i dati dell'interessato siano conservati solo per il tempo necessario a raggiungere lo scopo per cui sono stati raccolti.

Il Titolare implementa adeguate misure di sicurezza tecniche ed organizzative volte a garantire la sicurezza e la riservatezza del trattamento dei dati personali, impedendo l'accesso non autorizzato ai dati personali e alle apparecchiature tecniche utilizzate dal Titolare, nonché la perdita dei dati personali stessi.

1. Valutazione d'impatto sulla protezione dei dati personali

Quando un tipo di trattamento, allorché prevede in particolare l'uso di nuove tecnologie, considerati la natura, l'oggetto, il contesto e le finalità del trattamento, può presentare un rischio elevato per i diritti e le libertà delle persone fisiche, il Titolare effettua, prima di procedere al trattamento, una valutazione dell'impatto dei trattamenti previsti sulla protezione dei dati personali.

Il titolare del trattamento, allorquando svolge una valutazione d'impatto sulla protezione dei dati, si consulta con il responsabile della protezione dei dati, qualora ne sia designato uno.

La valutazione d'impatto sulla protezione dei dati è richiesta in particolare nei casi seguenti:

1. una valutazione sistematica e globale di aspetti personali relativi a persone fisiche, basata su un trattamento automatizzato, compresa la profilazione, e sulla quale si fondano decisioni che hanno effetti giuridici o incidono in modo analogo significativamente su dette persone fisiche;
2. il trattamento, su larga scala, di categorie particolari di dati personali di cui all'articolo 9, paragrafo 1 del GDPR, o di dati relativi a condanne penali e a reati di cui all'articolo 10 del GDPR;
3. la sorveglianza sistematica su larga scala di una zona accessibile al pubblico.
4. Notifica di una violazione di dati personali

Qualora si verifichi un incidente di sicurezza che comporti una violazione di dati personali, in linea con quanto previsto dal GDPR, il Titolare dovrà esaminare tale violazione e valutare se comunicarla - entro i termini previsti dalla Normativa Privacy – all’autorità di controllo competente (per l’Italia, al Garante per la protezione dei dati personali) e agli interessati, nonché adottare le relative misure necessarie per contrastarne le conseguenze.

In particolare, ai sensi dell’art. 33 del GDPR, in caso di violazione dei dati personali, il Titolare dovrà notificare la violazione all'autorità di controllo competente senza ingiustificato ritardo e, ove possibile, entro 72 ore dal momento in cui ne è venuto a conoscenza, a meno che sia improbabile che la violazione dei dati personali presenti un rischio per i diritti e le libertà delle persone fisiche. Qualora la notifica all'autorità di controllo non sia effettuata entro 72 ore, è corredata dei motivi del ritardo.

La notifica deve almeno:

1. descrivere la natura della violazione dei dati personali compresi, ove possibile, le categorie e il numero approssimativo di interessati in questione nonché le categorie e il numero approssimativo di registrazioni dei dati personali in questione;
2. comunicare il nome e i dati di contatto del responsabile della protezione dei dati o di altro punto di contatto presso cui ottenere più informazioni;
3. descrivere le probabili conseguenze della violazione dei dati personali;
4. descrivere le misure adottate o di cui si propone l'adozione da parte del titolare del trattamento per porre rimedio alla violazione dei dati personali e anche, se del caso, per attenuarne i possibili effetti negativi.

Qualora e nella misura in cui non sia possibile fornire le informazioni contestualmente, le informazioni potranno essere fornite in fasi successive senza ulteriore ingiustificato ritardo.

Il Titolare documenterà qualsiasi violazione dei dati personali, comprese le circostanze a essa relative, le sue conseguenze e i provvedimenti adottati per porvi rimedio. Tale documentazione consentirà all'autorità di controllo di verificare il rispetto della Normativa Privacy.

1. Responsabili del trattamento

Qualora il Titolare si avvalga di soggetti esterni per lo svolgimento di determinate attività e, nell’ipotesi in cui tali soggetti – nello svolgimento di queste attività – trattino dati personali per conto e sulla base delle istruzioni del Titolare, questi dovranno essere nominati dal Titolare responsabili del trattamento. Nel selezionare tali soggetti esterni, il Titolare effettuerà un’attività di previa verifica al fine di assicurarsi che questi ultimi dispongano di un adeguato sistema di compliance rispetto a quanto richiesto dalla Normativa Privacy, compresa l’adozione di adeguate misure di sicurezza tecniche ed organizzative.

Il Titolare nominerà tali soggetti responsabili del trattamento attraverso un contratto o altro atto giuridico, tramite cui impegnerà le controparti al rispetto della Normativa Privacy e alle policy adottate in materia dallo stesso Titolare. Tale contratto o altro atto giuridico dovrà contenere tutti gli elementi richiesti dall’art. 28 del GDPR.

Infine, il Titolare autorizzerà i soggetti nominati responsabili del trattamento ad eventuali trasferimenti di dati personali all’estero, solo nel caso in cui questi abbiano adottato procedure adeguate al fine di garantire un elevato livello di protezione dei dati personali oggetto di trasferimento.
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1. Trasferimento di dati personali a paesi terzi

Il Titolare può trasferire dati personali a paesi terzi solo alle condizioni e con le modalità previste dal Capo V del GDPR. In particolare, il trasferimento è ammesso:

* se il paese terzo verso cui devono essere trasferiti i dati personali sia coperto da una decisione di adeguatezza della Commissione europea attestante un adeguato livello di protezione dei dati personali garantito da tale paese terzo;
* in assenza della decisione di cui al punto precedente, se sussista una delle garanzie adeguate previste dall’art. 46 del GDPR o una delle deroghe fissate dal comma 1 dell’art. 49 del GDPR (es. consenso dell’interessato, esecuzione di un contratto di cui l’interessato è parte, ecc.).
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1. Diritti degli interessati

Il Titolare tratta i dati personali degli interessati, nel rispetto dei loro diritti come previsto dal GDPR. I diritti degli interessati sono i seguenti:

* 1. **Diritto alla cancellazione ("diritto all'oblio"):** l'interessato ha il diritto di ottenere dal Titolare la cancellazione dei dati personali che lo riguardano senza ingiustificato ritardo e il Titolare ha l'obbligo di cancellare senza ingiustificato ritardo i dati personali, se sussiste uno dei motivi seguenti:
* i dati personali non sono più necessari rispetto alle finalità per le quali sono stati raccolti o altrimenti trattati;
* l'interessato revoca il consenso su cui si basa il trattamento conformemente all'articolo 6, paragrafo 1, lettera a), o all'articolo 9, paragrafo 2, lettera a) del GDPR, e se non sussiste altro fondamento giuridico per il trattamento;
* l'interessato si oppone al trattamento ai sensi dell'articolo 21, paragrafo 1, del GDPR e non sussiste alcun motivo legittimo prevalente per procedere al trattamento, oppure si oppone al trattamento ai sensi dell'articolo 21, paragrafo 2 del GDPR;
* i dati personali sono stati trattati illecitamente;
* i dati personali devono essere cancellati per adempiere un obbligo giuridico previsto dal diritto dell'Unione o dello Stato membro cui è soggetto il Titolare;
* i dati personali sono stati raccolti relativamente all'offerta di servizi della società dell'informazione di cui all'articolo 8, paragrafo 1 del GDPR.
  1. **Diritto di accesso ai dati:** l'interessato ha il diritto di ottenere dal Titolare la conferma che sia o meno in corso un trattamento di dati personali che lo riguardano e in tal caso, di ottenere l'accesso ai dati personali e alle seguenti informazioni:
* le finalità del trattamento;
* le categorie di dati personali in questione;
* i destinatari o le categorie di destinatari a cui i dati personali sono stati o saranno comunicati, in particolare se destinatari di paesi terzi o organizzazioni internazionali;
* quando possibile, il periodo di conservazione dei dati personali previsto oppure, se non è possibile, i criteri utilizzati per determinare tale periodo;
* l'esistenza del diritto dell'interessato di chiedere al Titolare la rettifica o la cancellazione dei dati personali o la limitazione del trattamento dei dati personali che lo riguardano o di opporsi al loro trattamento;
* il diritto di proporre reclamo a un'autorità di controllo;
* qualora i dati non siano raccolti presso l'interessato, tutte le informazioni disponibili sulla loro origine.
  1. **Diritto di rettifica:** l'interessato ha il diritto di ottenere dal Titolare la rettifica dei dati personali inesatti che lo riguardano. Tenuto conto delle finalità del trattamento, l'interessato ha il diritto di completare i dati personali incompleti, anche mediante una dichiarazione integrativa.
  2. **Diritto di opposizione:** L'interessato ha il diritto di opporsi in qualsiasi momento, per motivi connessi alla sua situazione particolare, al trattamento dei dati personali che lo riguardano nei casi in cui il trattamento sia basato sul legittimo interesse, compresi i casi di profilazione. Nel caso in cui il Titolare tratti i dati personali per finalità di marketing diretto, l'interessato ha il diritto di opporsi in qualsiasi momento a tale trattamento e il Titolare interromperà immediatamente il trattamento di tali dati e i suoi dati personali non saranno più utilizzati per tali finalità.
  3. **Diritto alla limitazione del trattamento:** l'interessato ha il diritto di ottenere dal Titolare la limitazione del trattamento quando ricorre una delle seguenti ipotesi:
* l'interessato contesta l'esattezza dei dati personali, per il periodo necessario al titolare del trattamento per verificare l'esattezza di tali dati personali;
* il trattamento è illecito e l'interessato si oppone alla cancellazione dei dati personali e chiede invece che ne sia limitato l'utilizzo;
* benché il Titolare non ne abbia più bisogno ai fini del trattamento, i dati personali sono necessari all'interessato per l'accertamento, l'esercizio o la difesa di un diritto in sede giudiziaria;
* l'interessato si è opposto al trattamento ai sensi dell'articolo 21, paragrafo 1, del GDPR in attesa della verifica in merito all'eventuale prevalenza dei motivi legittimi del Titolare rispetto a quelli dell'interessato.

1. **Diritto alla portabilità dei dati:** l'interessato ha il diritto di ricevere in un formato strutturato, di uso comune e leggibile da dispositivo automatico i dati personali che lo riguardano e ha il diritto di trasmetterli a un altro titolare del trattamento senza impedimenti da parte del Titolare cui li ha forniti, se il trattamento si basa sul consenso o su un contratto o è effettuato con mezzi automatizzati.
2. **Diritto di opposizione e processo decisionale individuale automatizzato**: L'interessato ha il diritto, per motivi connessi alla sua situazione particolare, di opporsi in qualsiasi momento al trattamento dei dati personali che lo riguardano, compresa la profilazione basata su tali disposizioni. Il Titolare non tratterà più i dati personali a meno che il Titolare non dimostri l'esistenza di motivi legittimi cogenti per il trattamento che prevalgono sugli interessi, i diritti e le libertà dell'interessato, oppure per l'accertamento, l'esercizio o la difesa di pretese legali. Qualora i dati personali siano trattati per finalità di marketing diretto, l'interessato ha il diritto di opporsi in qualsiasi momento al trattamento dei dati personali che lo riguardano ai fini di tale marketing, compresa la profilazione nella misura in cui sia connessa a tale marketing diretto. Qualora l'interessato si opponga al trattamento per finalità di marketing diretto, i dati personali non saranno più trattati per tali finalità. Al più tardi al momento della prima comunicazione con l'interessato, i diritti di cui sopra devono essere esplicitamente portati all'attenzione dell'interessato, in modo chiaro e separato da qualsiasi altra informazione.
3. **L'interessato ha il diritto di non essere sottoposto a una decisione basata esclusivamente sul trattamento automatizzato, compresa la profilazione**, che produca effetti giuridici nei suoi confronti o che lo riguardi in modo analogo e significativo. Ciò non si applica se la decisione:

* è necessaria per la conclusione o l'esecuzione di un contratto tra l'interessato e il Titolare;
* è autorizzata dal diritto dell'Unione o degli Stati membri cui è soggetto il Titolare e che prevede altresì misure idonee a salvaguardare i diritti e le libertà dell'interessato e i suoi legittimi interessi; oppure
* si basi sul consenso esplicito dell'interessato.

1. Inoltre, l'interessato ha il **diritto di presentare un reclamo all'autorità di controllo competente** (in Italia, al Garante per la protezione dei dati personali).
2. Esercizio dei diritti dell'interessato
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All'interessato che eserciti uno dei diritti sopra elencati, il Titolare fornisce le informazioni senza ingiustificato ritardo e comunque entro un mese dalla data di ricevimento della richiesta.

Ai sensi dell’art. 12 del GDPR, il Titolare fornisce all'interessato le informazioni relative all'azione intrapresa riguardo a una richiesta ai sensi degli articoli da 15 a 22 senza ingiustificato ritardo e, comunque, al più tardi entro un mese dal ricevimento della richiesta stessa. Tale termine può essere prorogato di due mesi, se necessario, tenuto conto della complessità e del numero delle richieste. Il Titolare informa l'interessato di tale proroga, e dei motivi del ritardo, entro un mese dal ricevimento della richiesta. Se non ottempera alla richiesta dell'interessato, il Titolare informa l'interessato senza ritardo, e al più tardi entro un mese dal ricevimento della richiesta, dei motivi dell'inottemperanza e della possibilità di proporre reclamo a un'autorità di controllo e di proporre ricorso giurisdizionale.
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1. Responsabile della protezione dei dati

Al fine di coordinare e supervisionare le operazioni del Titolare in conformità alle disposizioni del GDPR, il Titolare del trattamento ha nominato un Responsabile della protezione dei dati. I dati relativi al Responsabile della protezione dei dati sono comunicati all'autorità di controllo competente (per l’Italia, al Garante per la protezione dei dati personali).

Il Responsabile della protezione dei dati coopera con l’Autorità di controllo e funge da punto di contatto sia per gli interessati che per l’Autorità su ogni questione connessa al trattamento di dati personali;

Tutti i dipendenti sono tenuti a segnalare al Responsabile della protezione dei dati qualsiasi violazione di dati personali; il Responsabile parteciperà alla valutazione del rischio della violazione e fornirà il proprio parere sul rischio e sulle relative misure da implementare.

I dipendenti devono contattare il Responsabile della protezione dei dati in caso di nuove collaborazioni commerciali, dubbi sul trattamento dei dati personali, rispetto ai quali il Responsabile supporta il Titolare nelle seguenti attività:

* eseguire le opportune analisi del legittimo interesse e le valutazioni d'impatto sulla protezione dei dati;
* verificare le misure tecniche e organizzative adottate;
* supervisionare il rispetto della Normativa Privacy da parte dei responsabili del trattamento;
* negoziazione e conclusione di contratti aventi ad oggetto un trattamento di dati personali.

Il Responsabile della protezione dei dati monitora anche i trasferimenti di dati personali verso paesi terzi e propone l’implementazione di garanzie adeguate per il relativo trasferimento (ad esempio, l’adozione delle cd. clausole contrattuali standard).

Inoltre, il Responsabile della protezione dei dati affianca il Titolare nella redazione di un piano annuale di formazione per i dipendenti e nello svolgimento di una formazione regolare dei dipendenti almeno una volta all'anno sul tema della protezione dei dati.

Il Titolare fornisce risorse e formazione adeguate al Responsabile della protezione per lo svolgimento dei suoi compiti in conformità al GDPR.

Il Responsabile della protezione dei dati è tenuto a sorvegliare la conformità delle attività del Titolare con la presente Policy e a presentare almeno una volta all'anno al Consiglio di amministrazione del Titolare una relazione sullo stato di conformità del Titolare rispetto al GDPR e sulle misure adottate.
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1. Disposizioni finali

La presente Policy entra in vigore otto giorni dopo la data di sottoscrizione e viene pubblicata nella bacheca e/o rete interna del Titolare.