***Analisi della valutazione d'impatto dei dati personali verso paesi terzi***

***Valutazione d'impatto sul trasferimento (TIA)***

|  |  |  |
| --- | --- | --- |
| **1.** | **Parti contraenti** | |
| 1.1 | Esportatore di dati personali (nome, indirizzo) | ${TIA-1.1} |
| 1.2 | Qual è il ruolo dell'esportatore nel trattamento dei dati personali (responsabile del trattamento, contitolare del trattamento, responsabile del trattamento, sub-responsabile del trattamento)? | ${TIA-1.2} |
| 1.3 | Importatore di dati (nome, indirizzo) | ${TIA-1.3} |
| 1.4 | Paese dell'importatore di dati | ${TIA-1.4} |
| 1.5 | Ruolo dell'importatore nel trattamento dei dati personali (responsabile del trattamento, contitolare del trattamento, responsabile del trattamento, sub-responsabile del trattamento)? | ${TIA-1.5} |
| 1.6 | Data di inizio del trasferimento dei dati personali | ${TIA-1.6} |
| **2.** | **Dettagli del paese terzo** | |
| 2.1 | In quale paese vengono trasferiti i dati personali? | ${TIA-2.1} |
| 2.2 | Quale meccanismo ai sensi dell'articolo 46 del GDPR viene utilizzato per il trasferimento dei dati personali? | ${TIA-2.2} |
| 2.3 | L'importatore di dati trasferirà ulteriormente i dati personali? In caso affermativo, descrivere il trasferimento. | ${TIA-2.3} |
| **3.** | **Informazioni sui dati di trasferimento** | |
| 3.1 | Qual è lo scopo del trasferimento dei dati? | ${TIA-3.1} |
| 3.2 | Le loro categorie speciali di dati personali, dati dei minori e informazioni sulle condanne penali sono trasmesse? In caso affermativo, descrivere quali categorie sono interessate. | ${TIA-3.2} |
| 3.3 | Gli interessati sono informati sul trasferimento dei dati personali (ad esempio attraverso l'Informativa sulla privacy)? In caso affermativo, descrivere il metodo di notifica. | ${TIA-3.3} |
| 3.4 | Qual è la base giuridica per il trattamento dei dati personali ai sensi dell'articolo 6 del regolamento generale sulla protezione dei dati? | ${TIA-3.4} |
| **4.** | **Garanzie** | |
| 4.1 | In quale forma verranno trasferiti i dati personali? | ${TIA-4.1} |
| 4.2 | Quali garanzie si applicano nel trasferimento dei dati? | ${TIA-4.2} |

|  |  |  |
| --- | --- | --- |
| **5.** | **Leggi e prassi in materia di protezione dei dati personali nei paesi terzi** | |
| 5.1 | Il paese dispone di una legge sulla protezione dei dati personali che l'importatore deve rispettare? | ${TIA-5.1} |
| 5.2 | Gli interessati hanno il diritto alla protezione dei dati personali e della vita privata, ad esempio il diritto di accesso, il diritto di rettifica dei dati, ecc.? | ${TIA-5.2} |
| 5.3 | Esiste un'autorità di controllo indipendente per la protezione dei dati personali? | ${TIA-5.3} |
| 5.4 | Gli interessati possono contattare un tribunale o un'autorità di controllo per la protezione dei dati personali? | ${TIA-5.4} |
| 5.5 | Le violazioni dei dati personali possono comportare un procedimento giudiziario o una sanzione pecuniaria? | ${TIA-5.5} |
| 5.6 | Le loro leggi specifiche (ad esempio in materia di sicurezza nazionale) che l'importatore di dati deve rispettare e che costituiscono un ostacolo al rispetto del GDPR e delle clausole contrattuali tipo approvate dalla Commissione europea? | ${TIA-5.6} |
| 5.7 | Può e a quali condizioni le autorità pubbliche di un paese terzo (ad esempio i servizi di intelligence) richiedono all'importatore di dati di accedere ai dati personali dell'esportatore? | ${TIA-5.7} |
| 5.8 | Le persone possono rivolgersi a un tribunale o a un'autorità di controllo analoga per riesaminare le pratiche delle autorità pubbliche? | ${TIA-5.8} |
| 5.9 | L'importatore di dati ha mai ricevuto dalle autorità pubbliche una richiesta di accesso ai dati da parte degli esportatori di dati che operano nello Spazio economico europeo? | ${TIA-5.9} |
| 5.10 | Per quanto riguarda l'accesso ai dati da parte delle autorità pubbliche e delle agenzie di intelligence, sono [le quattro garanzie fondamentali europee rispettate dall'EDPB](https://www.edpb.europa.eu/sites/default/files/files/file1/edpb_recommendations_202002_europeanessentialguaranteessurveillance_it.pdf):     1. l'elaborazione è basata su regole chiare, precise e accessibili, 2. la necessità e la proporzionalità degli obiettivi legittimi da raggiungere sono state dimostrate, 3. esiste un meccanismo di vigilanza indipendente, 4. Le persone possono disporre di mezzi di ricorso efficaci. | ${TIA-5.10} |
| **6.** | **Possibili garanzie supplementari**  ([Elenco delle possibili garanzie proposte dal Comitato europeo per la protezione dei dati](https://www.edpb.europa.eu/system/files/2022-04/edpb_recommendations_202001vo.2.0_supplementarymeasurestransferstools_it_0.pdf)) | **Garanzie da applicare** |
| 6.1 | Pseudonimizzazione/crittografia | ${TIA-6.1} |
| 6.2 | Minimizzazione dei dati | ${TIA-6.2} |
| 6.3 | Obblighi contrattuali supplementari | ${TIA-6.3} |
| 6.4 | Altre misure tecniche e organizzative | ${TIA-6.4}  ${TIA-6.4\_item}  ${/TIA-6.4} |

|  |  |
| --- | --- |
| **7. Conclusioni sull'analisi del livello di protezione dei dati personali in un paese terzo** | |
| **Tenuto conto di quanto precede, si può ritenere che, in caso di trasferimento di dati personali, sia garantito lo stesso livello di protezione dei dati personali nel territorio dell'Unione europea?** | ${TIA-7} | |
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