Tutorial

# Basics

* Open “tutorial\basics.c”.
* Explain code.
  + //@ are specifications (ignored by C compiler).
* Verify the Program.
* Make an error (replace 1 by 2).
  + Explain parts of the symbolic state.
  + Explain the symbolic debugger.
  + Point out that Z3 is used to check
* Add a function “inc”.
  + Symbolically execute inc.
  + Point out that the value for the parameter “x” is a fresh variable.
* Use “inc” in “main”.
  + Symbolic debugger to explain how calls are handled.
* Add a function “abs”.
  + Make an error in its specification.
  + Explain how if-statements are handled.
  + Show use of “abs” in main.

# Heap

* Open “tutorial\counter.c”.
* Verify the program.
  + Ask audience why verification fails.
  + Abort if c is 0.
  + Ask audience again why verification fails (leak).
  + Free c at the end.
  + Walk the audience through the symbolic execution.
    - Explain what malloc\_block is.
  + Explain how verifier detected the leak and the faulty memory access.
  + Show double free and ask audience why it does not go through.
* Add a method “inc”.
  + Use empty contract and explain why it fails.
  + Add precondition.
  + Add postcondition.
  + Walk the user through the symbolic execution of “inc”.
  + Call “inc” in main and explain permission transfer.
* Add a method “swap”.
  + Explain separating conjunction.
  + Use swap in main.
* Add a methods “create\_counter”, “counter\_get” and “dispose”.
  + Forget to initialize c->x in create\_counter and ask audience why it fails.
  + Use these methods in main.
* Add a predicate named “counter”.
  + Refactor the specifications of “create\_counter”, “inc”, “swap” and “dispose”.
  + Explain the use of open and close.
  + Forget close at some point and ask why it fails.

# List (recursive predicates, inductive data types, fixpoints and lemmas)

* Open “tutorial\list.c”.
  + Memory safety
    - Show loop invariant in dispose.
  + Length
  + Inductive + fixpoint
  + Lemma to prove that 0 <= list\_length(l);

# Concurrency

# Fine-grained concurrency