**Email Header Analysis Tips**

1. **Check the Received chain** — Ensure the email comes from legitimate servers.
2. **Verify SPF/DKIM/DMARC** — Failures are suspicious.
3. **Compare From vs Return-Path vs Reply-To** — Mismatches indicate spoofing.
4. **Inspect Message-ID** — Should match the sender domain.
5. **Look for suspicious IP addresses** — Hover or check against known blacklists.
6. **Online Tools**:
   * MXToolbox: https://mxtoolbox.com/EmailHeaders.aspx
   * Google Message Header Tool: https://toolbox.googleapps.com/apps/messageheader/