**Security**

Prevent unauthorized access from the mobile application  
Frontend validations for user inputs

Backend validations for request body

Hide sensitive http headers that gives server details(x-powered-by)

JSON Web Tokens for authorization

JWT signature validation for authentication

Encrypt the user password and Locker passwords in the database  
Update Locker password after every single usage  
Record login details  
Block unwanted traffic using built-in AWS firewalls

Rate Limiting to prevent DDOS/Brute force attacks

Not finalize

Use two factor authentication for user accounts