Security Lab – Introduction to Correlation Power Analysis

This laboratory involves hands-on experimentation by making use of Correlation Power Analysis (CPA) techniques on an Advanced Encryption Standard (AES) implementation coded in C, running on a STM32 ARM-based microcontroller.

The main goal will be to study the AES algorithm and the STM32 – Nucleo Printed Circuit Board (PCB) and propose a measurement method. Then power traces will be captured with the use of an Oscilloscope. The attack will be completed by performing CPA on the captured traces.

## Task 1: Preparing the NUCLEO board for a CPA attack

* 1. Open the User Manual of the STM32 NUCLEO-F103RB-64 board.
  2. Locate and study the Schematic diagram of the NUCLEO board.
  3. Copy in your report an image of the schematic diagram and note on it the changes which have to be performed on the board, in your opinion, so as to efficiently measure the power traces. Include in your report the schematic with the changes you applied and explain why you applied them. You can use as a basic reference the relevant measurement procedure which is included in the handout.

## Task 2: Focus the attack based on the maximum leakage

* 1. Open the AES C-code implementation and study the C-functions of the algorithm.
  2. Use the included AES algorithm diagram and make the correspondence between the C-code functions and the AES transformations.
  3. To trigger the oscilloscope use the HAL library commands:

HAL\_GPIO\_WritePin(LED2\_GPIO\_PORT, TRIGGER\_PIN\_D8, GPIO\_PIN\_SET);

HAL\_GPIO\_WritePin(LED2\_GPIO\_PORT, TRIGGER\_PIN\_D8, GPIO\_PIN\_RESET);

Place the two commands in the optimal position inside the code according to your opinion and explain why in your report.

## Task 3: Explain the interface of the AES with the computer

* 1. Open the file main.c and explain the following lines of code in your report:

HAL\_UART\_Receive(&UartHandle, (uint8\_t \*)&keyin, 16, 0xFFFF);

HAL\_UART\_Receive(&UartHandle, (uint8\_t \*)&datain, 16, 0xFFFF);

AES\_ECB\_encrypt(datain, keyin, buffer, 16);

HAL\_UART\_Transmit(&UartHandle, (uint8\_t \*)&buffer, 16, 0xFFFF);

**Task 4: Complete the Matlab script which perfoms the attack**

* 1. Go to the following folder and copy in this folder the file “attack\_data.mat” Security\_TP\work\_handout\_code\MATLAB\aes\_stm32\attack\_folder **done**
  2. Explain what each of the arrays: D, K, V, H and R represents.**done**
  3. Complete the missing code in order to perform the Correlation Power Analysis (CPA) attack.**done**
  4. Concerning the hypothetical power model use Hamming Weight.
  5. Perform the CPA attack and try to find only some bytes of the key according to the instructor directions. Include in your report the key you have found.**done**
  6. What is the maximum correlation?**done**
  7. Explain in your report why, in your opinion, Hamming Weight can be used as a hypothetical power model.
  8. Include in your report all the files found in the attack folder after performing the CPA attack, besides the two files: “attack\_data.mat” and “constants.mat”.done
  9. Explain the content of the file “attack\_data.mat” in detail.done
  10. Why is array R of size KxT ?
  11. What is the minimum number of traces necessary to find one byte of the key with each hypothetical power model?

**Task 5: Pearson Correlation Coefficient Algorithm**

Explain everything in details about each matrix details line column represents

Answer all questions until task 4.11

And do task 6

Explain how countermeasures is executed and how it prevents the attack

* 1. Write your own Matlab function which implements equation …

**Task 6: Countermeasures**

* 1. Shortly explain ways (minimum two ways) with which you can increase the security of the AES, either the Tiny-AES or any AES in general, against CPA attacks.