OIDC

JWT Token

A JWT token will be used for the Alaska Air external partner single sign on. This token will include data so that the guest can sign in.

Website Sign On

To redirect users to the new login page, you will need to use the Auth0 SDK. An OIDC example of this can be found here: <https://github.com/Alaska-ECommerce/Partner-Sample-Identity-App/blob/main/src/PartnerSampleIdentityApp/wwwroot/OAuth2/Auth0-OAuth2.html>

We will provide your clientId, domainName, and redirectUri.

Super Set of Claims and Attributes

These are the list of JWT claims we are adding:

Well known claims:

* name
* sub

Claims Auth0 includes in Profile scope:

* emailaddress
* givenname
* surname

Additional claims:

* account\_type
* email
* email\_verified
* first\_name
* last\_name
* loyalty\_id
* loyalty\_balance
* loyalty\_tier\_status
* zip\_code

## A State Url Parameter Convention

In order for guests to also be logged into [www.alaskaair.com](http://www.alaskaair.com), we require a special convention in the state parameter.

It should be a base64 endcoded string json object as seen in the example below.

**Json:**

{

clientId : "abcdefghijklmno1234567890",

redirectUrl: "https://some.domain.tld/some/path"

}  
  
**Base64Encoded:**

ewogIGNsaWVudElkIDogImFiY2RlZmdoaWprbG1ubzEyMzQ1Njc4OTAiLAogIHJlZGlyZWN0VXJsOiAiaHR0cHM6Ly9zb21lLmRvbWFpbi50bGQvc29tZS9wYXRoIgp9Cg==

Note: After those two properties, you as the Partner could add any other fields you would like.