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Project Specifications Cesar Cipher

In this problem we are encrypting and decrypting messages using the Cesar Cipher method of encryption. Cesar cipher is a simple substitution cipher, in which all letters are replaced with another that creates a random series of letters, It uses the shifts based alphabetical sequences. This problem is going to require the assembler language and Irvine library functions. The user will be asked to encrypt or decrypt a message. It must successfully take a message and encrypt it, once it’s encrypted its printed. Once you have your encrypted message you can come back and decrypt it as well. No assumptions can be made besides the user knowing how to input a message. All portions of this code is written in assembler, no higher level languages are used, however the program is very dynamic with its functionality. First a main menu will be created, the menu will ask the user to encrypt or decrypt, the user will also have to enter a key. Once the message is encrypted using the Cesar Cipher principles it will be printed to the screen, then the user can restart the program to decrypt that same message. In the encryption process, I will have to store the key size and then compare it, I will then use the shift values that the cipher uses to encrypt.