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* SMB檢測項目：
  + SMB系統漏洞檢：
    1. CVE 2020-1206
    2. CVE 2020-0796
    3. MS 08-067
    4. MS 17-010
  + 高風險帳號
    - 風險帳號清單：

1. administrator
2. Administrator
3. user1
4. admin
5. alex
6. pos
7. demo
8. db2admin
9. Admin
10. sql
11. Root
12. Admin
13. Test
14. Guest
15. Info
16. Adm
17. Mysql
18. User
19. Administrator
20. Oracle
    * + 風險密碼清單：
21. 12345
22. 123456
23. 123456789
24. test1
25. password
26. 12345678
27. zinch
28. g\_czechout
29. asdf
30. qwerty
31. dubsmash
32. test
33. 1234567890
34. 1234567
35. Aa123456
36. iloveyou
37. 1234
38. abc123
39. 11111111
40. 123123
41. 1qaz@WSX
42. 2wsx#ED
43. 3edc$RFV
44. 4rfv%TGB
45. x
46. Zz
47. St@rt123
48. 1
49. bl4ck4ndwhite
50. admin
51. alex
52. administrator
53. .......
54. Username
55. Username123
56. 123456
57. Password
58. 1234
59. 12345
60. Passwd
61. 123
62. Test
63. 1
    * 風險資料夾資訊

#### SMB低安全性帳號概況

#### SMB系統漏洞檢測概況

#### SMB資料共享風險概況

詳細資訊

#### SMB低安全性帳號詳細資訊

|  |  |  |
| --- | --- | --- |
| * 風險IP | 風險帳號 | 風險密碼 |
| 192.168.89.214 | administrator | 1qaz@WSX |
| 詳細資訊 | | |
| Common Files  desktop.ini  Internet Explorer  Microsoft.NET  Uninstall Information  Windows Defender  Windows Mail  Windows Media Player  Windows Multimedia Platform  windows nt  Windows Photo Viewer  Windows Portable Devices  Windows Sidebar  WindowsPowerShell | | |

#### SMB系統漏洞檢測詳細資訊

|  |  |
| --- | --- |
| 弱點名稱 | cve\_2020\_1206 |
| 弱點敘述 | 該漏洞產生的原因是SMB的解壓縮函數Srv2DecompressData在處理發送給目標SMBv3服務器以偽造的息請求時，所產生問題，攻擊者可以讀取未初始化的kernel內存，還可以對壓縮函數進行修改。 |
| 建議措施 | 用管理員身份執行命令提示字元，必輸入以下命令，Set-ItemProperty -Path "HKLM:\SYSTEM\CurrentControlSet\Services\LanmanServer\Parameters" DisableCompression -Type DWORD -Value 1 -Force,此外無需重啟電腦 |
| 風險IP  資訊 | 192.168.89.214  192.168.89.208 |

|  |  |
| --- | --- |
| 弱點名稱 | cve\_2020\_0796 |
| 弱點敘述 | 該漏洞遠讓遠端攻擊者可對目標系統之SMBv3服務發送特製請求或架設惡意的SMBv3伺服器誘騙受害者進行連線，導致遠端執行任意程式碼 |
| 建議措施 | 目前微軟官方已針對此弱點釋出更新程式，請至下列連結進行更新：https://portal.msrc.microsoft.com/en-US/security-guidance/advisory/CVE-2020-0796 |
| 風險IP  資訊 | 192.168.89.214  192.168.89.208  192.168.89.201 |

#### 資料共享風險詳細資訊

|  |  |
| --- | --- |
| IP位置 | 192.168.89.208 |
| 資料夾資訊 | \\192.168.89.208\ADMIN$  Anonymous access  none  Current user access  none  \\192.168.89.208\C$  Anonymous access  none  Current user access  none  \\192.168.89.208\Documents  Anonymous access  none  Current user access  READ/WRITE  \\192.168.89.208\Downloads  Anonymous access  none  Current user access  READ  \\192.168.89.208\IPC$  Anonymous access  READ  Current user access  READ/WRITE  \\192.168.89.208\Users  Anonymous access  none  Current user access  READ |