**{{name}}**

**資安弱點檢測報告**

**Vulnerability Assessment Report**

**中華民國 {{year}} 年 {{month}} 月 {{day}} 日**

* SMB檢測項目：
  + SMB系統漏洞檢：
    1. CVE 2020-1206
    2. CVE 2020-0796
    3. MS 08-067
    4. MS 17-010
  + 高風險帳號
    - 風險帳號清單：

1. administrator
2. Administrator
3. user1
4. admin
5. alex
6. pos
7. demo
8. db2admin
9. Admin
10. sql
11. Root
12. Admin
13. Test
14. Guest
15. Info
16. Adm
17. Mysql
18. User
19. Administrator
20. Oracle
    * + 風險密碼清單：
21. 12345
22. 123456
23. 123456789
24. test1
25. password
26. 12345678
27. zinch
28. g\_czechout
29. asdf
30. qwerty
31. dubsmash
32. test
33. 1234567890
34. 1234567
35. Aa123456
36. iloveyou
37. 1234
38. abc123
39. 11111111
40. 123123
41. 1qaz@WSX
42. 2wsx#ED
43. 3edc$RFV
44. 4rfv%TGB
45. x
46. Zz
47. St@rt123
48. 1
49. bl4ck4ndwhite
50. admin
51. alex
52. administrator
53. .......
54. Username
55. Username123
56. 123456
57. Password
58. 1234
59. 12345
60. Passwd
61. 123
62. Test
63. 1
    * 風險資料夾資訊

#### SMB低安全性帳號概況

{{ pic\_account }}

#### SMB系統漏洞檢測概況

{{ pic\_vuln }}

#### SMB資料共享風險概況

{{ pic\_share }}

* RDP服務開啟概況

{{ pic\_rdp }}

詳細資訊

#### SMB低安全性帳號詳細資訊

|  |  |  |
| --- | --- | --- |
| * 風險IP | 風險帳號 | 風險密碼 |
| {% for act in accounts %}{{ act }} | {{ accounts[act][‘account’] }} | {{ accounts[act][‘password’] }}{% endfor %} |

#### SMB系統漏洞檢測詳細資訊

{% for vuln in vuln\_count %}

|  |  |
| --- | --- |
| 弱點名稱 | {{vuln}} |
| 弱點敘述 | {{vuln\_count[vuln][‘description’]}} |
| 建議措施 | {{vuln\_count[vuln][‘solution’]}} |
| 風險IP  資訊 | {% if (vuln == “ms17\_010” or vuln == "ms08\_067”)%}{% for i in vuln\_count[vuln][‘ips’] %}{{ i }}  {{ vuln\_count[vuln][‘pics’][ loop.index - 1] }}{% endfor %}{% else %}{% for i in vuln\_count[vuln][‘ips’] %}  {{ i }}{% endfor %}  {% endif %} |

{% endfor %}

#### 資料共享風險詳細資訊

{% for share\_data in share\_datas %}

|  |  |
| --- | --- |
| IP位置 | {{share\_data}} |
| 資料夾資訊 | {% for path in share\_datas[share\_data] %}  {{path}}{% for data in share\_datas[share\_data][path] %}  {{ data }}{% endfor %}{% endfor %} |

{% endfor %}