Theo trang web WikiLeaks, mục tiêu của nó là “đưa tin tức và thông tin quan trọng đến với công chúng... Một trong những hoạt động quan trọng nhất của chúng tôi là xuất bản tài liệu nguồn gốc cùng với các câu chuyện tin tức của chúng tôi để độc giả và các nhà sử học có thể thấy bằng chứng về sự thật. " Một trong những mục tiêu khác của tổ chức là đảm bảo rằng các nhà báo và người tố giác không bị truy tố vì gửi email các tài liệu nhạy cảm hoặc mật. "Hộp thả" trực tuyến được trang web WikiLeaks mô tả là "một cách sáng tạo, an toàn và ẩn danh để các nguồn rò rỉ thông tin cho các nhà báo [WikiLeaks]".

WikiLeaks đã sử dụng EveryDNS, nhưng đã bị công ty này loại bỏ sau khi có các cuộc tấn công từ chối dịch vụ (DDoS) phân tán nhằm vào WikiLeaks làm ảnh hưởng đến chất lượng dịch vụ của các khách hàng khác. Những người ủng hộ WikiLeaks đã tiến hành các cuộc tấn công bằng lời nói và DDoS nhằm vào EveryDNS. Do lỗi đánh máy trong các blog nhầm EveryDNS với EasyDNS của đối thủ cạnh tranh, phản ứng dữ dội trên Internet khá lớn đã ập đến EasyDNS. Mặc dù vậy, EasyDNS (theo yêu cầu của một khách hàng đang thiết lập dịch vụ lưu trữ WikiLeaks mới) đã bắt đầu cung cấp dịch vụ DNS cho WikiLeaks trên "hai máy chủ 'chiến đấu'" để bảo vệ chất lượng dịch vụ cho các khách hàng khác của mình.