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**Activity 1** of 2: **(50 marks = 4 × 12.5)**

2. Passphrase Generator

Passphrase Manager - Advantages

Time-saving: You don't have to keep track of every password you use.

Discreet storage Passphrase managers create and store safe, one-of-a-kind passphrases for every one of your accounts to lessen the chance of using weak or reusing passwords.

compatibility across platforms Thanks to the cross-platform compatibility offered by the majority of password managers, you may access your passwords from a variety of devices, including PCs, smartphones, and tablets.

- disadvantages

Single point of failure: If you forget the platform's password, you could lose all of your data.

Dependency: If you can't access the platform (except for specific platforms), you may struggle to access your passwords.

Cost: Most free versions have fewer functionality.

Security: There is no such thing as 100% security; it can still be hacked.

3. Use single sign on where available

🡺 Advantages

Reduced chance of password-related issues, including requests for password resets and lost passwords, thanks to SSO

Productivity: SSO enables users to switch between a number of applications or services without repeatedly logging in.

Enhanced effectiveness eliminates the need to remember and enter numerous usernames and passwords, simplifying the login procedure and saving time.

🡺 Disadvantages

Dependency: If the provider experiences technical issues or outages, users might not be able to use the applications or services.

Limitations on compatibility: SSO may not be supported by all programmes or services, especially older or custom-built ones..

4. What do you do to safeguard your passwords and digital life?

🡺Kindly, I don't utilise a password manager or generator in my day-to-day activities. I always use one of the four complex passwords I learned to memorise.

Why is that the best approach for you, or why will it be?

Due to its independence

Why won't you use other methods?

🡺 It may sound dated, but occasionally security and technology can turn against us. I'd rather put my memory first..

**Activity 2** of 2: (50 marks for 250+ words)

🡺 **What is the price of free?**

The idiom "If you're not paying for the product, you are the product" emphasises the unexpected implications of utilising free goods and services. In the digital age, when there are so many free offers available, it is crucial to comprehend the repercussions of engaging with them.

To generate revenue, businesses sell user data. By making use of these free services, users unintentionally give out crucial personal information, preferences, and behavioural information. Following that, the providers exploit this data to generate revenue through data analysis and targeted advertising.

Furthermore, user data security may be at risk because free services cannot give priority to robust security measures. Data breaches and unauthorised access to personal data are now more likely as a result.

Finally, due to poor customer support, users of free services usually have few choices for receiving assistance or resolving issues.

If users want to use the digital world responsibly, they must be aware of the trade-offs made by "free" products and services. It is critical to balance the advantages gained with the potential risks to privacy and data. By making well-informed decisions, users may determine whether the benefits outweigh the negatives and choose the best course of action in the digital world.