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# 一、编写目的

本测试报告的测试对象是基于mini2440的声纹认证加密系统。本文档有助于实现以下目标：

1. 根据参赛作品的需求文档，确定测试范围和测试结束标准；

2. 推荐可采用的测试策略，并对这些策略加以说明；

3. 确定测试所需的资源和需投入时间；

4. 如实记录在项目执行中测试方案的变更内容和原因；

5. 通过对测试结果的分析，得到对软件质量的评价；

6. 分析系统存在的缺陷，为修复和预防bug提供建议。

本测试报告的阅读对象为项目开发人员以及信息安全竞赛评委专家，有助于项目开发人员更为系统专业地进行项目开发，也有助于信息安全竞赛评委专家通过测试报告进一步了解基于mini2440的声纹认证加密系统。

# 二、项目背景

基于mini2440的声纹认证加密系统是我们团队参加2016年全国大学生信息安全竞赛的参赛作品。本作品是我们团队在移动互联网呈现爆发性增长，个人数据和个人隐私变得越来越重要，但智能终端和移动互联网安全形势堪忧的背景下，提出的一套全新的个人数据加密系统。

基于mini2440的声纹认证加密系统由声纹数据收集模块、声纹特征训练模块、身份验证模块、文件加密解密模块以及用户界面模块组成；通过采集用户的声纹作为密钥，结合RSA加密算法保护下的文本密码共同作为身份验证，同时利用国密SM4加密算法，实现个人用户数据保密的功能。

# 三、定义

mini2440：Mini2440是一款真正低价实用的ARM9开发板，是目前国内性价比最高的一款；它采用Samsung S3C2440为微处理器，并采用专业稳定的CPU内核电源芯片和复位芯片来保证系统运行时的稳定性。是第一款在WindowsCE和Linux下通过简单直观的图形界面，就可设置各种程序开机自动运行的开发板。

声纹识别: 声纹识别(Voiceprint Recognition, VPR)，也称为说话人识别(Speaker Recognition)，有两类，即说话人辨认(Speaker Identification)和说话人确认(Speaker Verification)。前者用以判断某段语音是若干人中的哪一个所说的，是“多选一”问题；而后者用以确认某段语音是否是指定的某个人所说的，是“一对一判别”问题。不同的任务和应用会使用不同的声纹识别技术，如缩小刑侦范围时可能需要辨认技术，而银行交易时则需要确认技术。不管是辨认还是确认，都需要先对说话人的声纹进行建模，这就是所谓的“训练”或“学习”过程。

SM4算法: SM4算法是一个分组算法，用于无线局域网产品。该算法的分组长度为128比特，密钥长度为128比特。加密算法与密钥扩展算法都采用32轮非线性迭代结构。解密算法与加密算法的结构相同，只是轮密钥的使用顺序相反，解密轮密钥是加密轮密钥的逆序。此算法采用非线性迭代结构，每次迭代由一个轮函数给出，其中轮函数由一个非线性变换和线性变换复合而成，非线性变换由S盒所给出。

密钥: 密钥是一种参数，它是在明文转换为密文或将密文转换为明文的算法中输入的参数。密钥分为对称密钥与非对称密钥。对于普通的对称密码学，加密运算与解密运算使用同样的密钥。通常,使用的对称加密算法比较简便高效，密钥简短，破译极其困难，由于系统的保密性主要取决于密钥的安全性，所以，在公开的计算机网络上安全地传送和保管密钥是一个严峻的问题。

加密文件： 加密文件是以某种特殊的算法改变原有的信息数据，使得未授权的用户即使获得了已加密的信息，但因不知解密的方法，仍然无法了解信息的内容。在密码学中，加密是将明文信息隐匿起来，使之在缺少特殊信息时不可读。数据加密的基本过程就是对原来为明文的文件或数据按某种算法进行处理，使其成为不可读的一段代码，通常称为"密文"，使其只能在输入相应的密钥之后才能显示出本来内容，通过这样的途径来达到保护数据不被非法人窃取、阅读的目的。该过程的逆过程为解密，即将该编码信息转化为其原来数据的过程。

MFCC：Mel频率倒谱系数的缩写。Mel频率是基于人耳听觉特性提出来的，它与Hz频率成非线性对应关系。Mel频率倒谱系数(MFCC)则是利用它们之间的这种关系，计算得到的Hz频谱特征，MFCC已经广泛地应用在语音识别领域。由于Mel频率与Hz频率之间非线性的对应关系，使得MFCC随着频率的提高，其计算精度随之下降。因此，在应用中常常只使用低频MFCC，而丢弃中高频MFCC。：
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# 测试

## 5.1测试环境

|  |  |  |
| --- | --- | --- |
|  | 客户端 | PC端 |
| 程序 | 基于mini2440的声纹认证加密系统硬件部分 | 基于mini2440的声纹认证加密系统软件界面 |
| 操作系统 | Linux | Windows |
| 支持平台 |  | Windows 7 64位旗舰版  CPU 15  m450 2.4GHz  内存4G DDR3 |
| 设备型号 | Mini2440 |  |

## 5.2 功能性测试

### 5.2.1声纹数据采集模块

5.2.1.1 语音数据录入

|  |  |
| --- | --- |
| **测试目标** | 验证声纹数据采集模块是否能够采集用户语音数据 |
| **测试范围：** | 语音数据收集功能 |
| **测试方法：** | 安装应用，连接mini2440，打开注册功能。 |
| **预期结果：** | 该模块正常运行，在应用启动后，操作解密出现声音录入提示，当数据足够后出现声音录入终止。 |
| **实际结果：** | 与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

5.2.1.2 语音数据回放

|  |  |
| --- | --- |
| **测试目标** | 验证声纹数据采集模块是否能够回放采集到的用户语音数据 |
| **测试范围：** | 语音数据回放功能 |
| **测试方法：** | 安装应用，连接mini2440，打开注册功能。 |
| **预期结果：** | 该模块正常运行，录音结束后，点击界面回放按钮，回放收集到的语音数据。 |
| **实际结果：** | 与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

5.2.1.3声纹特征值提取

|  |  |
| --- | --- |
| **测试目标** | 验证声纹数据采集模块是否能够通过获取的用户语音数据得到声纹特征值MFCC |
| **测试范围：** | 声纹特征值MFCC提取功能 |
| **测试方法：** | 录入语音数据raw文件，经过声纹特征值MFCC提取过程将结果保存至MFCC文件。 |
| **预期结果：** | 该模块正常运行，在应用启动后，录入语音数据，处理语音raw文件，成功将声纹特征值MFCC存放至指定文件夹下声纹特征值文件内 |
| **实际结果：** | 与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

### 5.2.2 声纹特征训练模块

5.2.2.1 使用GMM算法训练模型

|  |  |
| --- | --- |
| **测试目标** | 能否使用GMM算法训练得到说话人声纹模型 |
| **测试范围：** | 1. 声纹特征值MFCC文件的训练数据的输入格式 2. GMM高斯混合模型训练功能 |
| **测试方法：** | 使用之前收集语音数据作为输入，将提取的声纹特征值MFCC写入对应文件中，调用相应的GMM模型训练函数，并保存模型至模型库中。 |
| **预期结果：** | 该模块正常运行，在测试程序启动后，程序正常读入声纹特征值MFCC文件，并且计算出相应的模型，保存在指定目录下。 |
| **实际结果：** | 与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

5.2.2.2 GMM算法的正确率测试

|  |  |
| --- | --- |
| **测试目标** | 测试当前GMM算法训练出的模型的正确率 |
| **测试范围：** | 1. 训练数据的输入格式 2. 所得模型的正确率的平均值 |
| **测试方法：** | 使用小组成员所提供的训练数据集和测试数据集来训练和测试，并计算结果，记录并求正确率的平均值。 |
| **预期结果：** | 更换训练数据，每次计算所得模型都不一样，正确率也不同，但是正确率都集中在80%左右 |
| **实际结果：** | 与预期结果一致，平均正确率为82.3%。 |
| **需考虑的特殊事项：** | 无 |

### 5.2.3声纹特征身份识别模块

5.2.3.1用户的识别功能

|  |  |
| --- | --- |
| **测试目标** | 能否正确识别用户 |
| **测试范围：** | 用户的识别功能 |
| **测试方法：** | 编写测试程序，并且调用之前训练所得模型，测试人员录入声纹，观察并记录测试结果，计算测试结果。 |
| **预期结果：** | 该模块正常运行，在测试程序启动后，程序正常读入声纹特征文件，并且计算出相应的模型，保存在指定目录下。在用户进行操作时，多次判断，判断成功的概率98%以上 |
| **实际结果：** | 与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

5.2.3.2 判别结果写回训练数据

|  |  |
| --- | --- |
| **测试目标** | 模型更新前的数据回写功能 |
| **测试范围：** | 判别结果写回训练数据 |
| **测试方法：** | 编写测试程序，并且调用之前训练所得模型，测试人员输入自己的语音数据。查看数据文件，观察是否有追加写入，写入结果是否与记录相符。 |
| **预期结果：** | 该模块正常运行，在测试程序启动后，程序正常读入语音数据raw文件，并且计算出相应的模型，保存在指定目录下。在MFCC文件中又追加写入的记录，并且和实际操作相符合。 |
| **实际结果：** | 与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

### 5.2.4文件加密解密模块

5.2.4.1 文件加密解密

|  |  |
| --- | --- |
| **测试目标** | 验证加密算法以及密钥扩展算法的正确性 |
| **测试范围：** | 测试生成的加密文件能否识别，并解密后与原文件内容一致。 |
| **测试方法：** | 输入声纹特征值与待加密文件，进行加密与解密操作。 |
| **预期结果：** | 经过加密后的文件为乱码文件。经过解密后的文件与原文件内容一致。 |
| **实际结果：** | 实际结果与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

### 5.2.5用户注册模块

5.2.5.1 用户注册和登陆功能

|  |  |
| --- | --- |
| **测试目标** | 验证系统的用户注册和登陆功能 |
| **测试范围：** | 测试用户在PC端注册和登陆 |
| **测试方法：** | 在PC端注册页面和登陆页面按照界面提示录入数据，根据提示信息判断结果。 |
| **预期结果：** | 注册时，进入注册页面，设置自己的用户名和密码，并录入声纹。登录时，输入自己用户名和密码，点击登陆按钮，登陆成功。 |
| **实际结果：** | 实际结果与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

### 5.2.6文件管理模块

5.2.6.1文件管理功能

|  |  |
| --- | --- |
| **测试目标** | 验证系统的文件管理功能 |
| **测试范围：** | 测试用户在PC端文件管理功能 |
| **测试方法：** | 在PC端登录页面登录成功通过身份验证后，向mini2440端导入指定文件和从mini2440端导出指定文件。 |
| **预期结果：** | 进入登录界面，输入账户密码，并在mini2440端录音，通过声纹识别身份验证成功，在PC端进入文件管理界面，选择文件导入选项导入指定文件，选取指定文件导出进行查看编辑。 |
| **实际结果：** | 实际结果与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

## 5.3 安全性测试

### 5.3.1应用安全性测试

|  |  |
| --- | --- |
| **测试目标** | 应用安全性测试 |
| **测试范围：** | 测试本应用在应用级别是否安全 |
| **测试方法：** | 首先内置一定的数据到数据文件，然后开始用不正确的声纹进行解密操作。 |
| **预期结果：** | 加密文件解密后仍然为乱码或身份认证失败。 |
| **实际结果：** | 实际结果与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

### 5.3.2系统安全性测试

|  |  |
| --- | --- |
| **测试目标** | 系统安全性测试 |
| **测试范围：** | 测试本应用在系统级别是否安全 |
| **测试方法：** | 声纹录入后，查找PC端是否存储的模型文件，mini2440端模型库是否生成模型文件。 |
| **预期结果：** | PC端无法查找到模型文件，mini2440端模型库存在模型文件。 |
| **实际结果：** | 实际结果与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

### 5.3.3 认证安全性测试

|  |  |
| --- | --- |
| **测试目标** | 身份认证安全性测试 |
| **测试范围：** | 测试本应用在身份认证级别是否安全 |
| **测试方法：** | 查看PC端和mini2440端进行身份验证时账户密码是否通过RSA算法加密，查看在PC端是否要通过身份验证才能进行文件的存储和取回 |
| **预期结果：** | 存储和取回文件的身份控制已启用 |
| **实际结果：** | 实际结果与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

## 5.4 稳定性测试

### 5.4.1应用稳定性测试

|  |  |
| --- | --- |
| **测试目标** | 应用稳定性测试 |
| **测试范围：** | 测试本应用在应用级别是否稳定 |
| **测试方法：** | 常时间使用本应用，看是否出现BUG |
| **预期结果：** | 应用稳定运行，无BUG出现 |
| **实际结果：** | 实际结果与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

### 5.4.2系统稳定性测试

|  |  |
| --- | --- |
| **测试目标** | 系统稳定性测试 |
| **测试范围：** | 测试本应用在系统级别是否稳定 |
| **测试方法：** | 在使用本应用时，同时开启其他应用，查看本应用及系统是否有异常出现 |
| **预期结果：** | 系统无异常 |
| **实际结果：** | 实际结果与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

### 5.4.3 PC端稳定测试

|  |  |
| --- | --- |
| **测试目标** | PC端稳定测试 |
| **测试范围：** | 测试本应用在PC端是否稳定 |
| **测试方法：** | 多次在PC端进行文件的存储和取回，查看对文件管理的功能是否正常运行 |
| **预期结果：** | PC端正常运行并处理文件操作 |
| **实际结果：** | 实际结果与预期结果一致 |
| **需考虑的特殊事项：** | 无 |

# 六、评价

## 6.1软件能力

本团队对基于mini2440的声纹认证加密系统完整的功能测试、稳定性测试与安全测试，并完成该测试报告，证实了本系统软件在mini2440测试环境下通过了用户身份认证功能、文件加密解密功能；同时，在windows 系统PC端测试环境下，本系统实现了用户存储文件至mini2440功能、用户从mini2440取回文件功能。通过PC端和mini2440端的通信管理文件，使得用户的信息、数据得到更有效的安全保护。

基于mini2440的声纹认证加密系统已完成系统测试，运行流畅、功能都良好实现。但是，可能由于实际运行环境与测试环境的不同，带来一定影响，这一点我们会对不同环境进行测试，并进行调试。

## 6.2缺陷和限制

尽管我们的参赛作品基于mini2440的声纹认证加密系统已实现所有功能并进行了性能的优化；但是，经过本次系统化的测试，我们还是发现了该系统的几点缺陷：

1、缺陷描述：由于需要较大量的用户语音数据训练来提高模型的精确度，声纹数据采集时间较长。

缺陷影响：对于用户在进行第一次登陆既注册时，耗费时间较长，用户体验不够完善。

2、缺陷描述：将文件存储放于mini2440端，mini2440存储空间有限，需要多个硬件设备供用户使用。

缺陷影响：无法满足用户需要存放大量数据的需求。

## 6.3建议

针对本次基于mini2440的声纹认证加密系统测试中发现的两点缺陷，我们提出了相应的建议并将尽快完善。

1、缺陷描述：由于需要较大量的用户语音数据训练来提高模型的精确度，声纹数据采集时间较长。

建议：通过提高硬件设备的采样率达到声纹特征值的独一性强，来降低所需的用户语音数据量，缩短语音录入的时间。

2、缺陷描述：将文件存储放于mini2440端，mini2440存储空间有限，需要多个硬件设备供用户使用。

建议: 将文件存储部分放置云端，通过制定传输协议来达到文件传输过程的安全保护。

# 七、测试结论

我们团队制定了详细的测试计划，并对“基于mini2440的声纹认证加密系统”进行了全面、严格、规范的测试。本次测试完全依照现有的功能模块进行功能、稳定性和安全测试，功能测试覆盖率100%，稳定性测试全面，安全性测试具有系统性。

测试结果表明：“基于mini2440的声纹认证加密系统”在当前的mini2440设备软硬件、PC端软硬件系统功能符合参赛作品需求中的要求，稳定性测试与安全性测试结果也达到相应标准。同时，也验证了该系统具有以下特点：

1、功能全面

该系统由声纹数据采集模块、声纹特征训练模块、文件加密解密模块等模块组成。该系统完美实现了对使用者的身份认证，以及让使用者安全存储、查看个人文件信息。

2、系统安全性较好

该系统对用户的信息数据进行了三道有效的安全防护。首先是用户对文件进行操作的访问控制，我们使用错误接受率和错误拒绝率均低的声纹识别并结合账户文本密码来进行身份验证，同时账户文本密码使用RSA算法进行在传输过程中的保护。其次通过使用国密算法SM4算法，利用SM4算法密钥长度长不易被破解等优点，对文件进行加密。最后我们将身份验证和文件加密解密过程搭载在硬件设备mini2440上，做到硬件层面的防护，极难被破解获取信息。同时，我们对该系统进行的详细的安全性测试已全部通过。作为一个信息安全竞赛作品，我们进行了安全评估分析，也验证了系统的安全性。

3、系统可靠性高

本系统将主要的身份验证和文件加密解密功能集中在硬件设备上，在确认文件传输之前与PC端仅用指令进行通信，因此具有良好的用户文件保护机制，系统可靠性高。

4、系统用户体验性好

本系统设计产品化，利用mini2440功能完整且体积较小的优点，将用户所需的身份验证和文件存储集中在硬件设备，使用户可以随时随地进行文件的查看和管理。

综上所述测试结论: 通过。