|  |
| --- |
| 4. APPM CLIENT SETUP |

|  |
| --- |
| 1. In the Main Interface, navigate to *Download->APPM Client* to download the software. |
| 1. Install and run the application. |
|  |
| 1. Enter the server ip that use in the pop up windows |
|  |
| 1. We can choose which host we want to remote. |
|  |
|  |
|  |

|  |
| --- |
| 3. CONFIGURE THE OTP IN THE PORTAL |

|  |  |
| --- | --- |
| 1. Go to the link [www.appm.com](http://www.appm.com) in the browser and | |
| Login. | |
| 1. Navigate to *System Setting -> User* tabto view, | |
| Update or delete the user. | |
| 1. After choose any user, choose OTP option in 2 Factor Authentication. 2. Key in the OTP that we find in the application we downloaded. |  |
|  | |

|  |
| --- |
| 2. OPEN THE APPLICATION FOR OTP SEED |

|  |  |
| --- | --- |
|  |  |
|  |  |

|  |
| --- |
| 1. INSTALL THE APPLICATION |

|  |  |
| --- | --- |
| 1. Download and install Secureki BOTP application | |
| in the Google PlayStore or Apple Store. | |
| 1. You also can scan the qrcode below   to prompt the download. |  |
|  | |
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