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A1 Injection

**Opis**

Injection napad predstavlja porodicu napada koji se ostvaruju slanjem podataka koji nisu validirani. Podaci koji stignu mogu prouzrokovati nepredvidjene akcije.

Najcesci napad jeste SQL Injection, proces injektovanja koda u bazu podataka. Izazvan direktnim prosledjivanjem ulaznih parametara u SQL upite, pri cemu ukoliko se koristi konkatenacija stringova za upit maliciozni korisnik moze uspesno izbrisati bazu, neautorizovano pristupiti podacima I cak I izmeniti iste.

**Resenje**

Validacijom unosa na back-u I na front-u delimicno sprecavamo napade. Validacije sadrze ogranicenja (pre svega specijalnih karaktera) I zahteve (mora sadrzati bar 2 karaktera, nema brojeva..) za svaki unos.

SQL Injection se resava parametrizovanim upitima ka bazi podataka. Kao primer imamo pronalazak korisnika po username-u, gde smo formirali upit tako da izbegnemo potencijalni napad. Na ovaj nacin napadac ne moze da promeni namenu upita.

Safe

repo.Database.First(&user, "username = ?", userName)

Not safe

repo.Database.First(&user, "username = " + userName)

U okviru PKI sistema koristili smo JPA koji obezbedjuje sigurne unose pomocu prepared statement-a.

Log injection se resava koriscenjem proverene logrus biblioteke za Nistagram sistem, a za PKI sistem smo koristili slf4j proverenu biblioteku.

A2 Broken Authentication

**Opis**

Pokusaj menjanja lozinke drugog korisnika predstavlja ozbiljan napad. U slucaju uspeha on pristupa sadrzaju koji ne sme da vidi ili menja, a takodje i sprecava pravog korisnika da on pristupi svojem sadrzaju.

Drugi nacini za maliciozan ulaz u nalog nekog korisnika bi bili brute-force I dictionary napad, ali I samo ostavljanje ulogovanog naloga bez nadleznosti (odlazak od uredjaja na neko vreme I potencijalni pristup neke druge osobe tom uredjaju).

**Resenje**

Korisnik koji je zaboravio svoju lozinku ima pravo da kreira novu i za to je potrebno da ukuca svoj email kako bi verifikacioni mejl stigao na odgovarajuce mesto. Mejl ce biti poslat samo ako postoji registrovani korisnik sa tim email-om. Takodje ce se kreirati token koji ce isteci 5 dana nakon slanja mejla. Kada mejl stigne potrebno je da korisnik klikne na poslati link i potvrdi da to jeste njegov nalog. U slucaju da je token istekao a korisnik nije kliknuo na link, potrebno je da se opet posalje zahtev za izmenu lozinke. Bez poznavanja email-a I pristupa mejlu on ne moze izvrsiti napad.

Brute-force I dictionary napad uspesno se savladavaju uz pomoc konkatenacije lozinke sa salt-om i hesiranjem, kao I validacijom jer se njom zahteva od korisnika da kreira dovoljno jaku lozinku.

Nakon sto se korisnik uloguje kreira se jwt token. Nakon sat vremena token istice I neophodno je ponovno logovanje korisnika. Sve do momenta odjave korisnika vrsi se redovna provera statusa tokena. Ovo sprecava svako duze nekoriscenje aplikacije, za slucaj da se korisnik ne odjavi.

Uz pomoc autentifikacije korisnik ne moze tek tako da pristupi podacima nekog korisnika, kao i da manipulise istim. TLS protocol I REST komunikacija (koja je stateless) dodatno su doprineli sigurnosti aplikacije.

A3 Sensitive Data Exposure

**Opis**

Slabo zasticeni podaci unutar aplikacije podlezni su napadima. Napadi koji mogu da se pojave su kradja kljuca I middle-man koji krade podatke (dok se oni transportuju ili iz brauzera korisnika).

**Resenje**

Kako bi smo izbegli ove probleme stitimo se sa:

* koriscenjem TLS/SSL protokola za sigurnu (HTTPS) komunikaciju izmedju klijenta I servera. Podaci u transportu se cuvaju upravo zbog najnovije verzije TLS-a 1.2.
* izbegavanjem cuvanja osetljivih podataka bez enkripcije. Lozinke su enkriptovane koriscenjem bcrypt algoritma za hesiranje (pre hesiranja se na lozinku nalepi slucajno generisan salt).
* podsticanjem korisnika da kreira jaku sifru. Potrebno je bar 12 karaktera, bar jedno veliko slovo, bar jedno malo slovo, bar jedan broj i bar jedan specijalan karakter. Validacija je formirana uz pomoc regex izraza I na back-u I na front-u.

A4 XML External Entities (XXE)

**Opis**

XXE je napad na aplikaciju koja parsira XML unos. Kada taj unos sadrzi reference na eksterni entitet I obradjen je sa slabom konfiguracijom XML parsera, dolazi do velike opasnosti. Ovo moze dovesti do otkrivanja poverljivih podataka I prekida usluga.

**Resenje**

U okviru nase aplikacije ne postoje xml fajlovi koji bi bili podlozni ovom napadu, ali nacin na koji bi pristupili problemu bi bio koriscenje encoding/xml biblioteke, I time bi ublazili ovaj napad. Primer:

![](data:image/png;base64,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)

A5 Broken Access Control

**Opis**

Prilikom neautorizovanog koriscenja funkcionalnosti I manipulisanja podacima, svi podaci podlezu velikoj opasnosti. Jedan od cestih napada koji se javlja jeste pokusaj pristupanja stranici, kojoj napadac nema pravo pristupa, putem URL-a.

**Resenje**

Neovlasceni pristup resursima aplikacije resavamo redovnom proverom pristupa korisnika. Role-based access control nam je omogucio postavljanje uloga I permisija za autentifikovane korisnike aplikacije. RBAC ogranicava mrezni pristup zasnovan na ulozi osobe u sistemu, a uloge se odnose na nivoe pristupa koje korisnici imaju.

U PKI sistemu smo ovaj problem resili Spring Security-jem I dodeljivanjem uloga I permisija.

Prilikom pokusaja malicioznog subjekta da uz pomoc URL-a dospe do stranice za koju nije ovlascen, on ce biti redirektovan na stop stranicu (ona ga obavestava da ne moze da vidi stranicu koju taj URL gadja).

A6 Security Misconfiguration

**Opis**

Lose konfigurisana bezbednost najcesce je rezultat nebezbedne podrazumevane konfiguracije ili nedovrsene konfiguracije. Svaki operativni sistem, biblioteka I aplikacija moraju biti bezbedno konfigurisani.

**Resenje**

Sve biblioteke su podignute na najnovije verzije kako bi izbegle sve pretnje koje se javljaju u prethodnim verzijama. Pored toga nisu uvezani celi paketi sa svim funkcionalnostima vec delovi neophodni za akciju koju planiramo da izvrsimo. Koristimo najnovije verzije softvera koji ukljucuju operativni sistem (za potrebe koriscenja docker-a smo koristili windows 10) i sistem za upravljanje bazom podataka.

Log fajlovi ne sadrze osetljive detaljne informacije o greskama kao ni osetljive podatke korisnika. Takodje, nije omogucen pristup gledanja nikom drugom sem sistem adminu.

U Nistagram aplikaciji ne postoje default-no napravljeni korisnici, a u PKI sistemu smo konfiguracione fajlove zastitili uz pomoc Access Control List-e (ACL), te smo izbegli mogucnost napada na osetljive podatke korisnika iz fajla. Nakon sto se korisnik uloguje kreira se jwt token koji se koristi za sigurni transfer informacija izmedju endpoint-ova.

Dobra podela na mikroservise u okviru Nistagram sistema je omogucila da komponente budu razdvojene, te se jednim napadom ne moze napasti veliki broj komponenti istovremeno.

TLS protocol I REST komunikacija dodatno su doprineli sigurnosti aplikacije.

A7 Cross-Site Scripting (XSS)

**Opis**

XSS napad baziran je na ubacivanju skripte na web stranicu koju pregledaju korisnici aplikacije. Napad se javlja i na klijentskoj I na serverskoj strani. Njime je moguce preuzeti podatke svih korisnika koji pristupaju sajtu ali I ubaciti maliciozan sadrzaj, preuzeti sesiju korisniku i/ili redirektovati korisnika na malicioznu stranicu.

**Resenje**

Izbegavanje napada na:

1. klijentskoj strani
   * uz pomoc validacije na front-u
   * Vue framework podrzava {{varijabla}} izraze za postavljanje vrednosti varijabli (sa njima se vrednost varijable ne moze izvrsiti u pretrazivacu)
   * nisu koriscene v-hmtl directive kao I druge forme osetljive na XSS
2. serverskoj strani

* uz pomoc validacije na back-u
* pravilnim escape-ovanjem uz pomoc text/template biblioteke koja sadrzi HTMLEscapeString I JSEscapeString u Nistagram sistemu, a u PKI sistemu smo koristili XSS protection header I contentSecurityPolicy (“script-src `self`”)

A8 Insecure Deserialization

**Opis**

Prilikom bilo koje serijalizacije I deserijalizacije podataka u/iz fajla moguca je pojava ovog napada.

**Resenje**

Cuvanje svih podataka sem logova obavlja se u bazi. To znaci da se za te informacije ne vrsi serijalizacija i deserijalizacija. Dok logrus I slf4j biblioteke za cuvanje logova su proverene I read-only pristup logovima ima samo admin sistema.

A9 Using Components with Known Vulnerabilities

**Opis**

Za pomoc prilikom implementiranja funkcionalnosti koriscene su razne biblioteke. Svaka od njih donosi sa sobom I rizik, sto moze rezultovati narusavanjem CIA trijade (poverljivost, integritet I dostupnost).

**Resenje**

Za izbegavanje napada su koriscene najnovije verzije biblioteka. One prevazilaze probleme ranijih verzija.

U okviru Nistagram sistema za samu proveru mogucih napada I ranjivosti koriscena je National Vulnerability Database (NVD). Svaka opasnost koja je evidentirana uz pomoc NVD, uspesno je resena podizanjem verzije biblioteke (od koje opasnost proizilazi) I dodavanjem novih preporucenih biblioteka.

U okviru PKI sistema za samu proveru mogucih napada I ranjivosti koriscen je Dependency Check. Generisan izvestaj (moze se videti u dependency check report folderu BSEP i XML projekta) nam je pomogao da evidentiramo opasnosti I ranjivosti koje smo resili podizanjem verzije biblioteke (od koje opasnost proizilazi) I dodavanjem novih preporucenih biblioteka.

A10 Insufficient Logging & Monitoring

**Opis**

Sva nezeljena ponasanja poput neuspesnog logovanja ili promene lozinke bitno je zabeleziti. Svaka akcija je potencijalno maliciozni napad.

**Resenje**

Za resavanje ovog problema koristimo logger iz logrus biblioteke za Nistagram sistem. Postoje info I error logovi za svaki mikroservis zasebno. Info logovi prate sve uspesno sprovedene akcije, a error logovi sve neuspesne akcije. U log fajl ne upisuju se osetljivi podaci (email ili lozinka), vec samo podaci koji su neophodni za jasne poruke I nisu podlozni novom napadu (vreme kreiranja, sifra aktivnosti, tekst greske, status uspesnosti, ime pozvane funkcije). Logove nije moguce menjati, vec samo videti I to moze samo admin sistema. Uz pomoc evidencije napada moguce je primetiti novu ranjivost koju do sada admin sistema nije uvideo.

U okviru PKI sistema ovaj problem smo resili uz pomoc slf4j biblioteke po istom principu. Nakon odredjenog vremena vrsi se arhiviranje I kreiranje novog log file-a (za nova upisivanja).

Svaka aktivnost koju korisnik obavi I pokusa da argumentuje da nije obavio, lako se moze dokazati citanjem log fajla.