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a) A propriedade Perfect Forward Secrecy não é garantida usando o processo base com RSA para estabelecimento do master secret porque se o master secret for comprometido, isto é, um atacante tiver acesso a este, ele consegue decifrar todas as mensagens desta sessão e de todas as outras sessões anteriores e futuras entre os 2 endpoints, pois o master secret é usado para decifra e cifra de ambos os endpoints. Para que esta propriedade seja garantida é necessário gerar um master secret por sessão, para garantir que se uma dos master secrets seja comprometido, a única sessão que o atacante tem acesso é a onde esse master secret foi usado, as sessões anteriores e futuras continuam inacessíveis para outros para alem dos endpoints.

b) Embora o Record Protocol possa parecer uma simples aplicação de esquemas de cifra e MAC, há alguns detalhes específicos que o tornam imune a certos tipos de ataque:

Ataque de repetição

Um dos possiveis ataques é o ataque de repetição, onde o atacante observa as mensagens trocadas entre as partes legítimas da comunicação e escolhe reenviar uma ou várias num momento oportuno. Apesar das mensagens estarem protegidas por esquemas criptográficos para os quais o atacante não possui as chaves corretas, o reenvio de uma mensagem capturada poderia ser aceite pelas partes legítimas da comunicação, já que o seu conteúdo foi gerado a partir das chaves adequadas, comprometendo assim a integridade dos dados (já que a porções de informações seriam processadas duas vezes pelo recetor). Para se proteger contra este ataque o TLS usa uma tag de autenticação da mensagem que é computada sobre o seu número de sequência original. Assim, caso o atacante capture a mensagem e, logo em seguida, a repita como se fosse uma nova mensagem com número de sequência incrementado. Quando o recetor a receber, ele realiza a verificação da tag, como este número de sequência é diferente daquele utilizado originalmente na geração da marca, a verificação falha, o que demonstra alguma troca de posição da mensagem.

Ataque de reflexão

Outro ataque é o ataque de reflexão. Onde o atacante intercepta uma mensagem transmitida do endpoint A para o endpoint B e transmite-a no sentido oposto. Como esta mensagem foi legitimamente gerada por A, resultante da aplicação de esquemas criptográficos calculados com chaves corretas, então a mensagem deveria passar pelas verificações de integridade e autenticidade. Para solucionar isto o TLS faz uso de material criptográfico diferente para cada sentido da comunicação. Como as chaves e IV utilizados no sentido de A para B são diferentes daqueles usados no sentido oposto, a verificação da marca de autenticação falhará e A facilmente detetará a tentativa de ataque.

2- A técnica CAPTCHA (Completely Automated Public Turing Test to Tell Computers and Humans Apart) é usada para distinguir utilizadores humanos de programas automatizados, como bots. Ela geralmente envolve a apresentação de desafios visuais ou problemas que são fáceis para os seres humanos resolverem, mas difíceis para computadores. Se o atacante tentar realizar um ataque á interface de autenticação que usufrui da técnica CAPTCHA este irá demorar mais tempo a realizar cada tentativa de autenticação, pois o custo de completar um CAPTCHA para um computador é demorado em relação a um humano, isto inviabiliza o ataque de dicionário visto que o tempo para realizar este ataque usando cada entrada do dicionário iria demorar mais tempo.

3- Para garantir que o cookie que guarda o token do utilizador não é adulterado por nenhuma autoridade diferente no browser podemos proteger o cookie usando um MAC, caso a assinatura não coincidir no momento de rececão do servidor então o conteúdo do cookie foi alterado.
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a) O JWT ( Json Web Token ) é usado quando a autenticação do usuário e a aplicação estão em servidores diferentes, este é gerado pelo servidor de autorização com informações sobre o usuário, para manter a sessão do usuário na aplicação.

b) Após o dono de recursos ter autorizado e consentido o uso de um dos seus recursos, este irá reencaminhar o utilizador de volta para aplicação cliente, mandando um código temporário na query string (redirect\_uri). A aplicação cliente irá usar este código temporário para fazer um pedido para o servidor de autorização, para obter o token relativo a este utilizador. Com este token o usuário pode realizar todas as operações permitidas nos scopes na criação do token.

5- Do enunciado:
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Com a análise do grafo acima podemos concluir que um (S)upervisor pode realizar as mesmas operações que os (T)esters , os (D)evelopers e os (M)embers, que são as operações p1, p2 e p3.

6- Configurações iniciais:

1. Instalar o certificado “CA1.cer” no browser em Autoridades de certificação de raiz fidedigna, pois é este certificado que assinou o certificado “CA1-int.cer”, e este assinou o certificado do servidor.
2. Editar o ficheiro hosts (C:\Windows\System32\drivers\etc\hosts) e adicionar a linha “127.0.0.1 [www.secure-server.edu](http://www.secure-server.edu)”.
3. Na variável “options” defenir como certificado do servidor e chave privada do servidor os ficheiros fornecidos pelo docente que são o “secure-server-17Nov.pem” e “secure-server-key-17nov.pem”, respetivamente. O certificado do servidor é necessário durante o TLS para o cliente verificar que o servidor é uma entidade legítima e de confiança, para isso não basta apenas o certificado “secure-server-17nov.pem”, é necessário fornecer os certificados necessários para construir a cadeia. Temos 2 formas de alcançar este objetivo:
   1. Instalar no browser o certificado “CA1-int.cer”, com este e o certificado raiz “CA1.cer” o browser consegue verificar que o certificado fornecido pelo servidor é legitimo pois este foi gerado pelo certificado “CA1-int.cer”, e o cliente consegue construir a cadeia.
   2. Adicionar ao certificado do servidor o certificado “CA1-int.cer” em formato .pem, assim basta apenas o cliente ter instalado a raiz “CA1.cer” para ser feito a cadeia.

Concluindo, é necessário fornecer ao cliente o certificado “CA1-int.cer” para que este consiga fazer a verificação do certificado fornecido pelo servidor, o nosso grupo decidiu adotar a segunda solução, o ficheiro “secure-server-chain.pem” contêm o certificado do servidor e o certificado “CA1-int.cer” em formato .pem. Para converter o certificado em um ficheiro .pem usamos o comando *./openssl x509 -inform der -in CA1-int.cer -out CA1-int.pem*.

Sem autenticação:

1. Executar o comando *node https-server-unauthorized-server.js*.
2. Colocar na barra de endereços do browser <https://secure-server.edu:4433>.

Com autenticação:

1. Executar o comando node *https-server-authorized-server.js*.
2. Instalar nos certificados pessoais, o certificado da alice\_2, que é o ficheiro alice\_2.pfx.
3. Colocar na barra de endereços do browser <https://secure-server.edu:4433>.

7.

![Uma imagem com texto, captura de ecrã, Tipo de letra, círculo

Descrição gerada automaticamente](data:image/png;base64,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)Onde p1 é as permissões de visualização de tarefas e p2 é as permissões de visualização e criação de novas tarefas a partir das milestones do GitHub.