**DOCUMENTACIÓN DE MECANISMOS Y HERRAMIENTAS UTILIZADAS PARA TFM**

# Abreviaturas

**MiTM:** Man in The Middle.

**HTTP:** Hypertext Transfer Protocol.

**HTTPS:** Hypertext Transfer Protocol Secure.

**SSL/TLS:** Secure Socket Layer/Transport Layer Security.

**CA:** Certification Authority.

**PKI:** Public Key Infrastructure.

# Definiciones de conceptos.

**SSL/TLS:** SSL es un protocolo predecesor del protocolo TLS. Estos protocolos criptográficos consisten en proporcionar privacidad e integridad en las comunicaciones en una red de comunicación. Tratan de garantizar que la información que es transmitida por un canal no sea modificada ni interceptada y, que los integrantes de la comunicación puedan acceder a ella. Tal y como se muestra en [1], estos protocolos son muy utilizados para la seguridad de las comunicaciones web, pero para la situación de este proyecto, hay que tener en cuenta que para dispositivos Android se utilizan estos protocolos para la comunicación cifrada.

**Certificados digitales:** los certificados en este contexto, hacen referencia a mecanismos o utilidades a partir de las cuales se puede confirmar la autenticidad de la información. Además, también se consigue mantener la integridad del mensaje y el no repudio. Este mecanismo utiliza un par de claves, la clave privada conocida únicamente por el propio usuario y, la clave pública, que es conocida por todos.

**Autoridad de certificación:** son autoridades reconocidas las cuales se encargan de generar y mantener los certificados digitales ya que de alguna manera se tienen que comprobar que sean válidos. Para saber si los certificados son válidos, se emplean cadenas de confianza de tal manera que atravesando certificados se llega al certificado raíz, y este certificado es el que ha sido generado directamente por una autoridad de certificación.

**Certificate pinning (fijación de certificados):** según[2], certificate pinning es un mecanismo que consiste en los certificados se incrustan directamente en las aplicaciones del dispositivo Android, de esta manera, aunque si se intercepta la comunicación no se podrá obtener el certificado.

**Ataques Man in The Middle:** este ataque se basa en que el atacante se sitúa en medio de la comunicación entre los integrantes, de manera que todo el tráfico de la comunicación pasa por el atacante. De esta manera, puede obtener, observar y modificar la información y reenviarla de nuevo o manipularla de cualquier forma.

**Integridad:** este principio básico de la seguridad de la información versa sobre que la información que es transmitida no sea modificada durante el trayecto.

**Confidencialidad:** principio de la seguridad de la información que consiste en que si se intercepta la información o el mensaje sea ininteligible, de manera que únicamente los verdaderos integrantes de la comunicación puedan comprender el contenido del mensaje.

**Autenticidad:** este principio consiste al recibir información de alguna de las partes de la comunicación, sea enviada realmente por ese integrante y no por otra entidad que no pertenece a la comunicación.

**Modelo cliente-servidor:** este tipo de arquitectura se basa en que los servicios y recursos de un determinado software son proporcionados por un servidor y, aquellas entidades que demandan estos servicios y recursos son los clientes.

**HTTP:** es un protocolo de comunicación que permite la transferencia de datos e información comúnmente utilizado en la World Wide Web (www). En la capa de transporte es soportado por el protocolo TCP y en el nivel de red por el IP. Este protocolo sigue un modelo cliente-servidor. El cliente realiza peticiones al servidor (request) y el servidor proporciona recursos y servicios contestando mediante una respuesta (response). Este protocolo tiene definidos varios métodos para poder realizar las peticiones y en las respuestas se incluyen códigos para verificar el estado de la comunicación. El puerto estándar para este protocolo es el 80.

**HTTPS:** protocolo HTTP pero que utiliza el cifrado del protocolo SSL/TLS en las comunicaciones.El protocolo funciona igual que HTTP, pero l diferencia es que al cifrar las comunicaciones ya no se pueden realizar ataques estilo MiTM ya que al interceptar las tramas HTTPS estarían cifradas.

# Definiciones de herramientas utilizadas.

**Máquina virtual:**

**Oracle virtual box:**

**Androidx86:**

**IDA?**
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