# 简介

1. 使用Python语言。
2. 静态检测，通过APP的Dalvik 字节码。
3. 主要检测APP中潜在的恶意行为，比如：手机标识符、设备设置、地理位置信息（GPS/WiFi）、连接接口信息（WiFi认证、蓝牙MAC地址）、图像视频流、远程连接、个人信息等的泄露。
4. 会自动生成txt或html格式的报告。
5. 然而只停留在了5年前。。。

# 来源

https://github.com/maaaaz/androwarn/

# 使用步骤&结果