隐私保护的共享协同过滤算法研究
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# 引言

随着互联网和普及和电子商务的发展，推荐系统逐渐成为该领域的一个重要的研究内容，受到越来越多的研究者的关注。如今几乎所有大型电子商务网站都不同程度的提供了各种形式的推荐系统。

协同过滤(Collaborative Filtering, CF)算法是个性化推荐系统中诞生较早，较为成功且应用非常广泛的技术之一。影响协同过滤算法推荐质量的主要因素之一是目标用户的K最近邻用户准确度，算法随后基于这些用户对目标用户尚未评价的项目进行预测。

协同过滤算法依赖用户历史行为数据。随着电子商务系统规模的扩大，用户数目与项目数目急剧上升，并且用户评分数据稀疏性极高，传统协同过滤算法无法保证推荐的实时性。针对这种现象，提出基于局部敏感哈希的协同过滤算法，将评分数据降维并存储在哈希表中，降低近邻用户计算成本。

更大的数据集有助于协同过滤算法得到更准确的推荐结果。但这些数据通常分别属于不同平台，出于数据价值和用户隐私的考虑，这些平台不愿意将数据提供给其他方。针对这种现象，提出基于同态加密的协同过滤算法，保护各平台数据隐私的同时，为用户提供精准的推荐服务。

# 研究历程与现状

数据的隐私保护问题最早由统计学家Dalenius在20世纪70年代末提出，他认为保护数据库中的隐私信息，就是要使任何用户(包括合法用户和潜在的攻击者)在访问数据库的过程中无法获取关于任意个体的确切信息[4]。这具有一定理论上的指导意义，但却是主观和模糊的。以这一定义为参考，学者们在后续的研究中提出了许多明确量化，可操作性强的指标、隐私保护模型和方法。从现有研究来看，k-anonymity[5]及其扩展模型在隐私保护领域具有深远的影响，其基本思想是将数据集里与攻击者背景知识相关的属性定义为准标识符，通过对记录的准标识符值进行泛化和压缩处理，使得所有记录被划分到若干个等价类，每个等价类中的记录具有相同的准标识符值，从而实现将一个记录隐藏在一组记录中，因此这类模型也被称为基于分组的隐私保护模型。然而后续研究表明，这些模型存在两个主要缺陷：首先，这些模型并不能提供足够的安全保障，它们总是因新型攻击的出现而需要不断完善。例如，为了抵制“一致性”攻击，l-diversity[6]、t-closeness[7]、 (a, k)-anonymity[8]、M-invariance[9]等模型相继被提出；文献[10]提出了m-confidentiality模型以抵制“最小性”攻击。“合成式”攻击 [11] ，“前景知识”攻击[12]，“deFinetti”攻击[13]等许多新型的攻击方式都对基于分组的隐私保护模型形成了挑战。出现这一局面的根本原因在于，基于分组的隐私保护模型的安全性与攻击者所掌握的背景知识相关， 而所有可能的背景知识很难被充分定义。因此，与背景知识无关的隐私保护模型逐渐成为研究的热点。其次，这些早期的隐私保护模型无法提供一种有效且严格的方法来证明其隐私保护水平，进而，当模型参数发生改变时，无法对其隐私保护水平进行定量分析，这个缺点削弱了隐私保护处理结果的可靠性。因此，研究人员试图寻求一种新的，鲁棒性足够好的隐私保护模型，能够在攻击者拥有最大背景知识的条件下抵抗各种形式的攻击。差分隐私(Differential Privacy, DP)[14]的提出使得实现这种设想成为可能。差分隐私是Dwork在2006年针对统计数据库的隐私泄露问题提出的一种新的隐私定义，在此定义下，对数据集的计算处理结果对于具体某个记录的变化是不敏感的，单个记录在数据集中或者不在数据集中对计算结果的影响微乎其微。所以，一 个记录因其加入到数据集中所产生的隐私泄露风险被控制在极小的。在可接受的范围内，攻击者无法通过观察计算结果而获取准确的个体信息。 差分隐私能够解决传统隐私保护模型的两个缺陷。首先，差分隐私保护模型假设攻击者能够获得除目标记录外所有其它记录的信息，这些信息的总和可以理解为攻击者所能掌握的最大背景知识，在这一最大背景知识假设下，差分隐私保护无需考虑攻击者所拥有的任何可能的背景知识，因为这些背景知识不可能提供比最大背景知识更丰富的信息；其次，它建立在坚实的数学基础之上，对隐私保护进行了严格的定义并提供了量化评估方法，使得不同参数处理下的数据集所提供的隐私保护水平具有可比较性。因此，差分隐私理论迅速被业界认可，并逐渐成为隐私保护领域的一个研究热点。

# 协同过滤

## 向量相似性度量

协同过滤算法通过相似性来发现用户或项目关系群，相似性主要通过对象的特征向量或属性集合间的相似系数，相关系数以及相异距离等指标度量。常用的度量方式包括欧氏距离，Jaccard相似系数，余弦相似系数，修正的余弦相似系数和皮尔逊相关系数等。这些度量方式分别适用于不同的问题场景。

## 基于用户的协同过滤

基于用户的协同过滤算法基本思想是通过目标用户的K最近邻用户历史数据，加权平均标准化后得到对目标用户未评分的项目的预估，从而给出推荐结果，其中权值为用户间的相似性，相似性根据用户历史数据形式和应用场景选择不同的度量方式。

## 基于项目的协同过滤

通常收集到的用户历史数据所形成的矩阵具有维度高且非常稀疏的特点，在用户量极大的条件下每一位用户仅与众多项目中的极少部分存在关联，因此计算用户特征向量间的相似性的效率较低。并且由于用户的偏好并不稳定，因此推荐结果更新频率需要控制的比较高。出于以上原因，基于项目的协同过滤算法诞生了，其基本思想与基于用户的协同过滤算法类似，只是翻转了用户和项目之间的关系。基于项目的协同过滤算法计算的是项目之间的相似性，由于这种相似性通常更加稳定，因此其计算结果可以被相对较长时间的储存下来，并多次参与推荐过程。

# 局部敏感哈希

## 局部敏感哈希的意义

局部敏感哈希(Locality Sensitive Hashing, LSH)是近似最近邻算法中最流行的之一，具有坚实的理论依据和优异的高维数据空间表现，其主要作用是从海量数据中挖掘近似数据，在文本相似度检测，网页搜索领域有着广泛应用。局部敏感哈希与普通的哈希函数的区别在于，局部敏感哈希能够保留数据的相似性，即如果原数据相似性较高，则他们有很大概率被映射进同一个桶中。局部敏感哈希的本质上是基于概率的算法，因此我们通常引入多张哈希表以获得结果的准确性。

## 局部敏感哈希与协同过滤相结合

对于基本的协同过滤算法，存在数据量较大时的实时性差问题。随着用户和项目数量的上升，用户或项目间两两度量相似度时间成本过高，导致无法实时产生推荐结果。但如果我们运用局部敏感哈希对用户特征向量进行处理，将可能相似的用户较大概率的映射进同一个桶中。在一次针对目标用户的推荐过程中，我们仅需考虑所有哈希表中与其位于同一桶中的元素即可，因此实际参与计算的用户或项目数量大大降低，有效的提升了推荐系统的性能。

# 同态加密

## 同态加密的概念

同态加密(Homomorphic Encryption)是一种加密形式，它允许数据用户对密文进行特定的代数运算，运算得到的结果解密后与对明文进行同样运算的结果一样。换言之，这项技术令人们可以在加密的数据上进行注入检索，比较等操作并得到结果，却无需在处理过程中对数据进行解密，也因而无法得知明文内容。其意义在于，这种技术能够从根本上解决将数据及操作委托给第三方时的安全问题，因此在各种云计算场景中有着广阔的应用场景。

## Paillier同态加密及其性质

Paillier同态加密是基于和数分解的困难性的概率公钥密码系统，是一个满足加法同态的加密体制。若用E表示此加密过程，则Paillier同态加密满足的性质可以具体表述为：

并由此延伸得到另一条常用性质：

通过这两个性质可以帮助我们在仅持有对方密文及公钥情况下得到各自明文的比较结果。

## Paillier同态加密与协同过滤相结合

协同过滤过滤算法推荐结果的准确性依赖于寻找目标用户或项目的最近邻个体的准确性和相似程度，而更大的数据集有助于寻找到更多于目标用户或项目相似度较高的个体。在现实情况中，单一平台的数据量是有限的，一种直接而有效的数据来源是其他平台，但出于信息价值，组织及用户隐私性的考虑，这些数据通常不会在不同平台间共享。因此，需要一种方式在不暴露数据明文的情况下利用其他平台的数据产生综合推荐结果的方式，Paillier同态加密能够在此处发挥作用。
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