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| To: | White Team |
| From: | Blue Team X Windows Server 2003 Admin |
| CC: |  |
| Date: | 2/11/2018 |
| Re: | Inject #04 / Security Assessment |
| Comments: | Top 3 risk of Windows Server 2003  1) CVE-2008-4038 Buffer underflow that allows remote attackers to execute arbitrary code with Server Message Block (SMB)  2)CVE-2008-4250 A server service that allows remote attackers to execute arbitrary code via a crafted RPC request  3)CVE-2008-4834 Buffer overflow in SMB that allows remote attackers to execute arbitrary code with values of unspecified fields inside the SMB packers  Top 3 risk of Filezilla  1)CVE-2007-0315 Multiple buffer overflows that allows remote attackers to execute arbitrary code or cause a denial of service with unspecified vectors  2)CVE-2007-2318 Multiple format string vulnerabilities that allow remote attackers to execute arbitrary code from format string specifiers in FTP server responses or data sent by an FTP server  3)CVE-2005-3589 Buffer overflow that allows remote attacker to cause a denial of service from a long USER ftp command |